

	
[bookmark: _GoBack]3GPP TSG-CT3 Meeting #119bis-e	C3-220383
E-Meeting, 17th – 21st January 2022											(revision of C3-220144)
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.507
	CR
	0194 
	rev
	1
	Current version:
	17.5.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Clarification of the dynamic AM policy decision

	
	

	Source to WG:
	Huawei

	Source to TSG:
	CT3

	
	

	Work item code:
	TEI17_DCAMP
	
	Date:
	2022-01-21

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	There are two alternatives for the PCF for a UE to be notifed of the establishment/termination of PDU session. Based on the notification, the PCF for UE can make an AM policy. The BSF related alternative is not described.

	
	

	Summary of change:
	Describes the BSF related alternative.

	
	

	Consequences if not approved:
	Incompleted specification. 

	
	

	Clauses affected:
	2, 4.2.4.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI file.

	
	

	This CR's revision history:
	



Page 1


*** 1st Change ***
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The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".
[5]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[6]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[7]	3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".
[8]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[10]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[11]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[12]	3GPP TS 23.402: "Architecture enhancements for non-3GPP accesses".
[13]	3GPP TS 29.510: "5G System; Network Function Repository Services; Stage 3".
[bookmark: _Hlk518260138][14]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[15]	void.
[16]	void.
[17]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Data, Application Data and Structured Data for Exposure; Stage 3".
[18]	3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".
[19]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[20]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[21]	IETF RFC 7807: "Problem Details for HTTP APIs".
[22]	3GPP TR 21.900: "Technical Specification Group working methods".
[23]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G System (5GS)". 
[24]	3GPP TS 29.531: "5G System; Network Slice Selection Services; Stage 3".
[25]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[26]	3GPP TS 29.534: "5G System; Access and Mobility Policy Authorization Service; Stage 3".
[27]	3GPP TS 29.512: "5G System; Session Management Policy Control Service; Stage 3".
[28]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[29]	3GPP TS 29.525: "UE Policy Control Service; Stage 3".
[x]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
*** 2nd Change ***
4.2.4.2	Policy update notification
Figure 4.2.4.2-1 illustrates the policy update notification.



Figure 4.2.4.2-1: policy update notification
The PCF may decide to update Access and Mobility policies related to an Individual AM Policy Association, e.g. in response to information provided to the PCF via the Npcf_AMPolicyAuthorization service (see 3GPP TS 29.534 [26]), to notification provided by the Nbsf_Management Service about the registration/deregistration of the PCF for a PDUsession (see 3GPP TS 29.521 [x]) or to notifications provided by the Npcf_PolicyAuthorization service (see 3GPP TS 29.514 [25]), in response to a notification received from UDR about new or updated AF requirements on Access and Mobility polices (see 3GPP TS 29.519 [17]), or in response to an internal trigger within the PCF. The PCF shall send for this purpose an HTTP POST request with "{notificationUri}/update" as URI (where the Notification URI was previously supplied by the NF service consumer) and the PolicyUpdate data structure as request body encoded as described in subclause 4.2.3.3.
Upon the reception of the HTTP POST request, the NF service consumer shall enforce the received updated policy.
In case of a successful update of AM policies:
-	if the feature "ImmediateReport" is supported and the PCF provisioned the policy control request triggers related to access type change, PRA change or location change, a "200 OK" response code and a response body with the corresponding available information in the "AmRequestedValueRep" data structure shall be returned in the response;
-	otherwise, a "204 No Content" response code shall be returned in the response.
If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in subclause 5.7. 
If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [5].
If the AMF as NF service consumer is not able to handle the notification but knows by implementation specific means that another AMF is able to handle the notification, it shall reply with an HTTP "307 Temporary redirect" response pointing to the URI of the new AMF. If the AMF is not able to handle the notification but another unknown AMF could possibly handle the notification, it shall reply with an HTTP "404 Not found" error response.
If the PCF receives a "307 Temporary redirect" response, the PCF shall resend the failed policy update notification request using the received URI in the Location header field as Notification URI. Subsequent policy update notifications, triggered after the failed one, shall be sent to the Notification URI provided by the NF service consumer during the corresponding policy association creation/update.
If the PCF becomes aware that a new AMF is requiring notifications (e.g. via the "404 Not found" response, via Namf_Communication service AMFStatusChange Notifications, see 3GPP TS 29.518 [14], or via link level failures), and the PCF knows alternate or backup IPv4, IPv6 Addess(es) or FQDN(s) where to send Notifications (e.g. via "altNotifIpv4Addrs", "altNotifIpv6Addrs" or "altNotifFqdns" attributes received when the policy association was created, via AMFStatusChange Notifications or via the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the service name and GUAMI obtained during the creation of the subscription) to  discover the other AMFs within the AMF set), the PCF shall exchange the authority part of the corresponding Notification URI with one of those addresses and shall use that URI in any subsequent communication. 
If the PCF received a "404 Not found" response, the PCF should resend the failed policy update notification request to that URI. 
If the feature "DNNReplacementControl" is supported and the AMF received the update of the SMF selection information within the "smfSelInfo" attribute in the request, the AMF shall apply the updated SMF selection information to the new PDU Sessions only, i.e. already established PDU Sessions are not affected.
If the feature "AMInfluence" is supported, the PCF determines that the access and mobility policies may be influenced by the traffic of a PDU session(s) based on an AF request, UDR notification or other internal policies, and local operator policies indicate the PCF for the UE shall subscribe with the PCF for the PDU session for established/terminated PDU session(s) event notifications, the PCF for the UE shall provision/update the AMF with the PCF for the UE information within the "pcfUeInfo" attribute and the complete list of S-NSSAI and DNN combinations within the "matchPdus" attribute. The AMF shall update the affected established PDU sesssions, forwarding the received PCF for the UE information for the PDU session(s) matching the new S-NSSAI and DNN combination(s), and removing the previously provided PCF for the UE information for the PDU session(s) matching the removed S-NSSAI and DNN combination(s).
When the feature "AMInfluence" is supported, and the SBA binding indication information for the PCF instance changes, the PCF may update the previously provided information in the AMF. The AMF shall apply the updated PCF callback information to the new PDU Sessions only, i.e., already established PDU sessions are not affected.
Editor's Note:	It is FFS whether the forwanding via AMF and SMF of the change of SBA binding indication for the PCF instance would also apply to ongoing PDU sessions.
If the PCF changed the Service Area Restrictions as part of the policy update, it shall send notifications to any NF Service Consumer(s) (e.g. AF) that have subscribed to the related event by using the Npcf_AMPolicyAuthorization service (see TS 29.534 [26]) and/or the Npcf_EventExposure service ((see TS 29.523 [28]).

*** End of Changes ***
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