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*** 1st Change ***
[bookmark: _Toc28012316][bookmark: _Toc36038259][bookmark: _Toc45133524][bookmark: _Toc51762278][bookmark: _Toc59016849][bookmark: _Toc90654296][bookmark: _Hlk513114331]4.2.2.8	Initial provisioning of traffic routing information
This procedure is used by a NF service consumer to:
-	influence SMF traffic routing decisions to a local access to a Data Network identified by a DNAI; and/or
-	request subscriptions to notifications about UP path management events related to the PDU session,
when "InfluenceOnTrafficRouting" feature is supported.
NOTE 1:	The NF service consumer uses the Npcf_PolicyAuthorization service for requests targeting specific on-going PDU sessions of individual UE(s). The NF service consumer requests that target existing or future PDU Sessions of multiple UE(s) or any UE are sent via the NEF and may target multiple PCF(s), as described in 3GPP TS 29.513 [7].
The NF service consumer shall include in the HTTP POST request message described in subclause 4.2.2.2 the "afRoutReq" attribute of "AfRoutingRequirement" data type with specific routing requirements for the application traffic flows either within "AppSessionContextReqData" data type for the service indicated in the "afAppId" attribute, or within the "medComponents" attribute. When provided at both levels, the "afRoutReq" attribute value in the "medComponents" attribute shall have precedence over the "afRoutReq" attribute included in the "AppSessionContextReqData" data type.
The NF service consumer may include traffic routing requirements together with service information.
The NF service consumer may request to influence SMF traffic routing decisions to a DNAI. The NF service consumer shall include in the "afRoutReq" attribute: 
a)	A list of routes to locations of applications in the "routeToLocs" attribute. Each element of the list shall contain:
-	a DNAI in the "dnai" attribute to indicate the location of the application towards which the traffic routing is applied; and
-	either a routing profile identifier in the "routeProfId" attribute, or the explicit routing information in the "routeInfo" attribute.
The NF service consumer may include in the "afRoutReq" attribute:
a)	Indication of application relocation possibility in the "appReloc" attribute.
b)	Temporal validity during which the NF service consumer request is valid shall be indicated with the "startTime" and "stopTime" attributes.
c)	Spatial validity during which the NF service consumer request is valid shall be indicated in terms of validity areas encoded in the "spVal" attribute of "SpatialValidity" data type. The "SpatialValidity" data type consists of a list of presence areas included in the "presenceInfoList" attribute, where each element shall include the presence reporting area identifier in the "praId" attribute and may include the elements composing a presence area encoded in the attributes: "trackingAreaList", "ecgList", "ncgList", "globalRanNodeIdList". 
d)	Indication of UE IP address preservation in the "addrPreserInd" attribute if the URLLC feature is supported.
e)	If the EnEDGE SimultConnectivity feature is supported:
-	indication of simultaneous connectivity temporarily maintained in the source and target PSA during the edge re-location procedure in the "simConnInd" attribute; and
-	if the "simConnInd" attribute is set to true, the minimum time interval to be considered for inactivity of the traffic routed via the source PSA in the "simConnTerm" attribute.
f)	EAS IP replacement information in the "easIpReplaceInfos" attribute if the EnEDGE EASIPreplacement feature is supported.
The NF service consumer may also subscribe to notifications about UP path management events. The NF service consumer shall include in the "upPathChgSub" attribute:
-	notifications of early and/or late DNAI change, using the attribute "dnaiChgType" indicating whether the subscription is for "EARLY", "LATE" or "EARLY_LATE";
-	the notification URI where the NF service consumer is receiving the Nsmf_EventExposure_Notify service operation in the "notificationUri" attribute; and
-	the notification correlation identifier assigned by the NF service consumer in the "notifCorreId" attribute.
If the URLLC feature is supported, the NF service consumer may include an indication of NF service consumer acknowledgement to be expected as an "afAckInd" attribute within the "upPathChgSub" attribute.
When the feature "RoutingReqOutcome" is supported:
-	the PCF may set the "servAuthInfo" attribute in the HTTP response message to "ROUT_REQ_NOT_AUTHORIZED" when the PCF determines, e.g. based on subscription, the AF influence on traffic routing is not allowed for the PDU session;
-	when the NF service consumer requests the steering of traffic to a DNAI and/or the subscription to notifications about UP path management events, the NF service consumer may subscribe to notifications of failures in the enforcement of UP path changes including within the "evSubsc" attribute the "event" attribute value "UP_PATH_CHG_FAILURE" in an entry of the "events" array.
NOTE 2:	In the case that the PCF determines that the requested AF routing requirements cannot be applied and returns the "servAuthInfo" attribute in the HTTP response, the PCF makes the decision without considering the requested AF routing requirements.
The PCF shall reply to the NF service consumer as described in subclause 4.2.2.2.
The PCF shall store the routing requirements included in the "afRoutReq" attribute.
The PCF shall check whether the received routing requirements requires PCC rules to be created or provisioned to include or modify traffic steering policies, the AF transaction identifier and the application relocation possibility as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified in 3GPP TS 29.512 [8].
NOTE 3:	The NF service consumer receives the notification about UP path management events by the Nsmf_EventExposure_Notify service operation as defined in subclause 4.2.2.2 of 3GPP TS 29.508 [13].

*** 2nd Change ***
[bookmark: _Toc28012331][bookmark: _Toc36038274][bookmark: _Toc45133539][bookmark: _Toc51762293][bookmark: _Toc59016864][bookmark: _Toc90654314]4.2.2.23	Subscriptions to Service Data Flow QoS Monitoring Information
The subscription to Service Data Flow QoS monitoring information is used by a NF service consumer to receive a notification about the packet delay between UPF and RAN.
The NF service consumer shall use the "EventsSubscReqData" data type as described in subclause 4.2.2.2 and shall include: 
-	the requested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip packet delay) within the "reqQosMonParams" attribute;
-	an entry of the "AfEventSubscription" data type in the "events" attribute with:
a)	the "event" attribute set to the value "QOS_MONITORING"; and
b)	the "notifMethod" attribute set to the value "EVENT_DETECTION", "PERIODIC" or PDU_SESSION_RELEASE; and
c)	when the "notifMethod" attribute is set to the value "PERIODIC", the reporting period within the "repPeriod" attribute; and
d)	when the "notifMethod" attribute set to the value "EVENT_DETECTION", the minimum waiting time between subsequent reports within the "waitTime" attribute.
-	when the "notifMethod" attribute set to the value "EVENT_DETECTION", the "qosMon" attribute, with the required Qos Monitoring information, i.e.:
-	the delay threshold for downlink with the "repThreshDl" attribute;
-	the delay threshold for uplink with the "repThreshUl" attribute; and/or
-	the delay threshold for round trip with the "repThreshRp" attribute.
The NF service consumer may include in "EventsSubscReqData" data type the notification correlation identifier assigned by the AF within the "notifCorreId" attribute and, if the feature "EnEDGEExposureToEAS" is supported, the "directNotifInd" attribute set to true to indicate direct event notification of QoS Monitoring data from the UPF.
The NF service consumer shall include more than one "AfEventSubscription" data type within the "EventsSubscReqData" data type if more than one notify method is required. 
The PCF shall reply to the AF as described in subclause 4.2.2.2.
As result of this action, the PCF shall set the appropriate subscription to QoS Monitoring information for the corresponding PCC rule(s) as described in 3GPP TS 29.512 [8].
*** 3rd Change ***
[bookmark: _Toc28012344][bookmark: _Toc36038291][bookmark: _Toc45133558][bookmark: _Toc51762312][bookmark: _Toc59016883][bookmark: _Toc90654334]4.2.3.8	Update of traffic routing information
This procedure is used by NF service consumer to modify in the PCF the traffic routing information to a local access to a DNN, and/or to modify the subscription to notifications about UP path management when "InfluenceOnTrafficRouting" feature is supported.
When the "SimultConnectivityEnEDGE" feature is supported this procedure may be used to modify (create, delete, update) the indication of simultaneous connectivity temporarily maintained for the source and target PSA and/or the indication of the minimum time interval to be considered for inactivity for the traffic routed via the source PSA.
[bookmark: _Hlk94535425]When the "EASIPreplacement" feature is supported, this procedure may be used to modify (initially provide, delete, update) the EAS IP replacement information to the PCF.
The NF service consumer shall use the HTTP PATCH method.
To modify traffic routing information, the NF service consumer shall include in the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascReqData" attribute, an updated "afRoutReq" attribute(s) with the modified traffic routing information. To modify the indication of simultaneous connectivity and/or the termination of the simultaneous connectivity, the NF service consumer shall include an updated "simConnInd" attribute and/or an updated "simConnTem" attribute, if applicable. To modify the EAS IP replacement information, the NF service consumer shall include the updated/new "easIpReplaceInfos" attribute, if applicable.
To modify the subscription to notifications about UP path management events (create, delete or modify), the NF service consumer shall include in the HTTP PATCH request message described in subclause 4.2.3.2, in the "ascReqData" attribute, the updated values of the "upPathChgSub" attribute with the modified subscription to UP path management events.
When the feature "RoutingReqOutcome" is supported:
-	and the NF service consumer is creating or modifying AF routing information, the PCF may set the "servAuthInfo" attribute in the HTTP response message to "ROUT_REQ_NOT_AUTHORIZED" when the PCF determines, e.g. based on subscription, the AF influence on traffic routing is not allowed for the PDU session; 
-	when the NF service consumer requests the update of the steering of traffic to a DNAI and/or the subscription to notifications about UP path management events, the NF service consumer may subscribe to notifications of failures in the enforcement of UP path changes including within the "evSubsc" attribute the "event" attribute value "UP_PATH_CHG_FAILURE" in an entry of the "events" array, or may remove the subscription to notification of failures in the enforcement of UP path changes by not including the the "event" attribute value "UP_PATH_CHG_FAILURE" in an entry of the "events" array of the "evSubsc" attribute.
NOTE:	In the case that the PCF determines that the requested AF routing requirements cannot be applied and returns the "servAuthInfo" attribute in the HTTP response, the PCF makes the decision without considering the requested AF routing requirements.
The PCF shall reply to the NF service consumer as described in subclause 4.2.3.2.
The PCF shall store the application routing requirements included in the "afRoutReq" attribute.
The PCF shall check whether the updated application routing requirements require PCC rules to be created or modified to include updated traffic steering policies, or the AF transaction identifier, or to update the application relocation possibility as specified in 3GPP TS 29.513 [7]. Provisioning of PCC rules to the SMF shall be carried out as specified at 3GPP TS 29.512 [8].
*** 4th Change ***
[bookmark: _Toc28012397][bookmark: _Toc36038350][bookmark: _Toc45133620][bookmark: _Toc51762374][bookmark: _Toc59016946][bookmark: _Toc90654403]4.2.6.8	Subscription to Service Data Flow QoS Monitoring Information
This procedure is used by NF service consumer to subscribe and/or modify the PCF subscription for notification about packet delay between UPF and RAN.
The NF service consumer shall include in the HTTP PUT request message described in subclause 4.2.6.2 the "EventsSubscReqData" data type, that shall contain:
-	to create a subscription to QoS monitoring information:
a)	shall include the "events" array with an array that contains a new entry with the "event" attribute set to "QOS_MONITORING", and notification related information as described in subclause 4.2.2.23; 
b)	when the "notifMethod" of the new entry is "EVENT_DETECTION", shall include a "qosMon" attribute with the QoS monitoring information as described in subclause 4.2.2.23; 
c)	shall include the new requested QoS monitoring parameter(s) to be measured (i.e. DL, UL and/or round trip packet delay) within the "reqQosMonParams" attribute; and
d)	may include the notification correlation identifier assigned by the AF within the "notifCorreId" attribute.
e)	If the feature "EnEDGEExposureToEAS" is supported, may include the "directNotifInd" attribute set to true to indicate the direct event notification of QoS Monitoring data from the UPF.
-	to remove a subscription to QoS monitoring information:
a)	shall include the "events" array containing an array that shall omit the corresponding entry with the "event" attribute value "QOS_MONITORING"; and
b)	when the "notifMethod" of the removed entry is "EVENT_DETECTION", it shall omit the "qosMon".
The NF service consumer shall include other events related information that shall remain unchanged.
As result of this action, the PCF shall set the appropriate subscription to QoS monitoring information for the corresponding active PCC rule(s) as described in 3GPP TS 29.512 [8].
The PCF shall reply to the NF service consumer as described in subclause 4.2.6.2.

*** 5th Change ***
[bookmark: _Toc28012453][bookmark: _Toc36038411][bookmark: _Toc45133681][bookmark: _Toc51762435][bookmark: _Toc59017007][bookmark: _Toc90654471]5.6.1	General
This subclause specifies the application data model supported by the API.
Table 5.6.1-1 specifies the data types defined for the Npcf_PolicyAuthorization service based interface protocol.
Table 5.6.1-1: Npcf_PolicyAuthorization specific Data Types
	Data type
	Section defined
	Description
	Applicability

	AcceptableServiceInfo
	5.6.2.30
	Acceptable maximum requested bandwidth.
	

	AccessNetChargingIdentifier
	5.6.2.32
	Contains the access network charging identifier.
	IMS_SBI

	AfAppId
	5.6.3.2
	Contains an AF application identifier.
	

	AfEvent
	5.6.3.7
	Represents an event to notify to the NF service consumer.
	

	AfEventNotification
	5.6.2.11
	Represents the notification of an event.
	

	AfEventSubscription
	5.6.2.10
	Represents the subscription to events.
	

	AfNotifMethod
	5.6.3.8
	Represents the notification methods that can be subscribed for an event.
	

	AfRequestedData
	5.6.3.18
	Represents the information the NF service consumer requested to be exposed.
	IMS_SBI

	AfRoutingRequirement
	5.6.2.13
	Describes the routing requirements for the application traffic flows.
	InfluenceOnTrafficRouting

	AfRoutingRequirementRm
	5.6.2.24
	This data type is defined in the same way as the "AfRoutingRequirement" data type, but with the OpenAPI "nullable: true" property.
	InfluenceOnTrafficRouting

	AnGwAddress
	5.6.2.20
	Carries the control plane address of the access network gateway.
	

	AppDetectionReport
	5.6.2.44
	Indicates the start or stop of the detected application traffic and the detected AF application identifier.
	ApplicationDetectionEvents

	AppDetectionNotifType
	5.6.3.23
	Represents the types of reports bound to the notification of application detection information.
	ApplicationDetectionEvents

	AppSessionContext
	5.6.2.2
	Represents an Individual Application Session Context resource.
	

	AppSessionContextReqData
	5.6.2.3
	Represents the Individual Application Session Context resource data received in an HTTP POST request message.
	

	AppSessionContextRespData
	5.6.2.4
	Represents the Individual Application Session Context resource data produced by the server and returned in an HTTP response message.
	

	AppSessionContextUpdateData
	5.6.2.5
	Describes the modifications to the "ascReqData" property of an Individual Application Session Context resource.
	

	AppSessionContextUpdateDataPatch
	5.6.2.43
	Describes the modifications to an Individual Application Session Context resource
	PatchCorrection

	AspId
	5.6.3.2
	Contains an identity of an application service provider.
	SponsoredConnectivity

	CodecData
	5.6.3.2
	Contains a codec related information.
	

	ContentVersion
	5.6.3.2
	Represents the version of a media component.
	MediaComponentVersioning

	EthFlowDescription
	5.6.2.17
	Defines a packet filter for an Ethernet flow.
	

	EventsNotification
	5.6.2.9
	Describes the notification about the events occurred within an Individual Application Session Context resource.
	

	EventsSubscPutData
	5.6.2.42
	[bookmark: _Hlk29892632]Identifies the events the application subscribes to within an Events Subscription sub-resource data. It may also include the attributes of the notification about the events already met at the time of subscription. 
It is represented as a non-exclusive list of two data types: EventsSubscReqData and EventsNotification.
	

	EventsSubscReqData
	5.6.2.6
	Identifies the events the application subscribes to within an Individual Application Session Context resource.
	

	EventsSubscReqDataRm
	5.6.2. 25
	This data type is defined in the same way as the "EventsSubscReqData" data type, but with the OpenAPI "nullable: true" property.
	

	ExtendedProblemDetails
	5.6.2.29
	Data type that extends ProblemDetails.
	

	FlowDescription
	5.6.3.2
	Defines a packet filter for an IP flow.
	

	Flows
	5.6.2.21
	Identifies the flows related to a media component.
	

	FlowStatus
	5.6.3.12
	Describes whether the IP flow(s) are enabled or disabled.
	

	FlowUsage
	5.6.3.14
	Describes the flow usage of the flows described by a media subcomponent.
	

	MediaComponent
	5.6.2.7
	Contains service information for a media component of an AF session.
	

	MediaComponentRm
	5.6.2.26
	This data type is defined in the same way as the "MediaComponent" data type, but with the OpenAPI "nullable: true" property.
	

	MediaComponentResourcesStatus
	5.6.3.13
	Indicates whether the media component is active or inactive.
	

	MediaSubComponent
	5.6.2.8
	Contains the requested bitrate and filters for the set of IP flows identified by their common flow identifier.
	

	MediaSubComponentRm
	5.6.2.27
	This data type is defined in the same way as the "MediaSubComponent" data type, but with the OpenAPI "nullable: true" property.
	

	MediaType
	5.6.3.3
	Indicates the media type of a media component.
	

	MpsAction
	5.6.3.22
	Indicates whethe it is an invocation, a revocation or an invocation with authorization of the MPS for DTS service.
	MPSforDTS

	OutOfCreditInformation
	5.6.2.33
	Indicates the service data flows without available credit and the corresponding termination action.
	IMS_SBI

	PcfAddressingInfo
	5.6.2.46
	Contains PCF address information.
	

	PcscfRestorationRequestData
	5.6.2.36
	Indicates P-CSCF restoration.
	PCSCF-Restoration-Enhancement

	PduSessionEventNotification
	5.6.2.45
	Indicates PDU session information for the established/terminated PDU session.
	

	PduSessionStatus
	5.6.3.24
	Indicates whether the PDU session is established or terminated.
	

	PduSessionTsnBridge
	5.6.2.40
	Contains the TSC user plane node Information and DS-TT port and/or NW-TT ports management information of a new detected TSC user plane node in the context of a new PDU session.
	TimeSensitiveNetworking


	PreemptionControlInformation
	5.6.3.19
	Pre-emption control information.
	MCPTT-Preemption

	PreemptionControlInformationRm
	5.6.3.21
	This data type is defined in the same way as the "PreemptionControlInformation" data type, but with the OpenAPI "nullable: true" property.
	MCPTT-Preemption

	PrioritySharingIndicator
	5.6.3.20
	Priority sharing indicator.
	PrioritySharing

	QosMonitoringInformation
	5.6.2.34
	QoS monitoring for UL, DL or round trip delay.
	QoSMonitoring

	QosMonitoringInformationRm
	5.6.2.41
	This data type is defined in the same way as the "QosMonitoringInformation" data type, but with the OpenAPI "nullable: true" property.
	QoSMonitoring

	QosMonitoringReport
	5.6.2.37
	Contains QoS monitoring reporting information.
	QoSMonitoring

	QosNotificationControlInfo
	5.6.2.15
	Indicates whether the QoS targets related to certain media component are not guaranteed or are guaranteed again.
	

	QosNotifType
	5.6.3.9
	Indicates type of notification for QoS Notification Control.
	

	RequiredAccessInfo
	5.6.3.15
	Indicates the access network information required for an AF session.
	NetLoc

	ReservPriority
	5.6.3.4
	Indicates the reservation priority.
	

	ResourcesAllocationInfo
	5.6.2.14
	Indicates the status of the PCC rule(s) related to certain media component.
	

	ServAuthInfo
	5.6.3.5
	Indicates the result of the Policy Authorization service request from the NF service consumer.
	

	ServiceInfoStatus
	5.6.3.16
	Preliminary or final service information status.
	IMS_SBI

	ServiceUrn
	5.6.3.2
	Service URN.
	IMS_SBI

	SipForkingIndication
	5.6.3.17
	Describes if several SIP dialogues are related to an "Individual Application Session Context" resource.
	IMS_SBI

	SpatialValidity
	5.6.2.16
	Describes the spatial validity of an NF service consumer request for influencing traffic routing.
	InfluenceOnTrafficRouting

	SpatialValidityRm
	5.6.2.28
	This data type is defined in the same way as the "SpatialValidity" data type, but with the OpenAPI "nullable: true" property.
	InfluenceOnTrafficRouting

	SponId
	5.6.3.2
	Contains an Identity of a sponsor.
	SponsoredConnectivity

	SponsoringStatus
	5.6.3.6
	Represents whether sponsored data connectivity is enabled or disabled/not enabled.
	SponsoredConnectivity

	TemporalValidity
	5.6.2.22
	Indicates the time interval during which the NF service consumer request is to be applied.
	InfluenceOnTrafficRouting

	TerminationCause
	5.6.3.10
	Indicates the cause for requesting the deletion of the Individual Application Session Context resource.
	

	TerminationInfo
	5.6.2.12
	Includes information related to the termination of the Individual Application Session Context resource.
	

	TosTrafficClass
	5.6.3.2
	Contains the IPv4 Type-of-Service or the IPv6 Traffic-Class field and the ToS/Traffic Class mask field.
	

	TosTrafficClassRm
	5.6.3.2
	This data type is defined in the same way as the "TosTrafficClass" data type, but with the OpenAPI "nullable: true" property.
	

	TscPriorityLevel
	5.6.3.2
	Priority of TSC Flows
	TimeSensitiveNetworking

	TscPriorityLevelRm
	5.6.3.2
	This data type is defined in the same way as the "TscPriorityLevel" data type, but with the OpenAPI "nullable: true" property
	TimeSensitiveNetworking

	TscaiInputContainer
	5.6.2.39
	TSCAI Input information container.
	TimeSensitiveNetworking

	TsnQosContainer
	5.6.2.35
	TSC traffic QoS parameters.
	TimeSensitiveNetworking

	TsnQosContainerRm
	5.6.2.38
	This data type is defined in the same way as the "TsnQosContainer" data type, but with the OpenAPI "nullable: true" property.
	TimeSensitiveNetworking

	UeIdentityInfo
	5.6.2.31
	Represents 5GS-Level UE Identities.
	IMS_SBI



Table 5.6.1-2 specifies data types re-used by the Npcf_PolicyAuthorization service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_PolicyAuthorization service based interface.
Table 5.6.1-2: Npcf_PolicyAuthorization re-used Data Types
	Data type
	Reference
	Comments
	Applicability

	[bookmark: _Hlk530135456]AccNetChargingAddress
	3GPP TS 29.512 [8]
	Indicates the IP address of the network entity within the access network performing charging.
	IMS_SBI

	AccessType
	3GPP TS 29.571 [12]
	The identification of the type of access network.
	

	AccumulatedUsage
	3GPP TS 29.122 [15]
	Accumulated Usage.
	SponsoredConnectivity

	AdditionalAccessInfo
	3GPP TS 29.512 [8]
	Indicates the combination of additional Access Type and RAT Type for MA PDU session
	ATSSS

	AfSigProtocol
	3GPP TS 29.512 [8]
	Represents the protocol used for signalling between the UE and the NF service consumer.
	ProvAFsignalFlow

	ApplicationChargingId
	3GPP TS 29.571 [12]
	Application provided charging identifier allowing correlation of charging information.
	IMS_SBI

	BdtReferenceId
	3GPP TS 29.122 [15]
	Identifies transfer policies.
	

	BindingLevel
	3GPP TS 29.521 [54]
	Indicates the SBA binding level
	

	BitRate
	3GPP TS 29.571 [12]
	Specifies bitrate in kbits per second.
	

	BitRateRm
	3GPP TS 29.571 [12]
	This data type is defined in the same way as the "BitRate" data type, but with the OpenAPI "nullable: true" property.
	

	BridgeManagementContainer
	3GPP TS 29.512 [8]
	Contains TSC user plane node management information.
	TimeSensitiveNetworking

	Bytes
	3GPP TS 29.571 [12]
	String with format "byte".
	

	ChargingId
	3GPP TS 29.571 [12]
	Charging identifier allowing correlation of charging information.
	IMS_SBI

	DateTime
	3GPP TS 29.571 [12]
	String with format "date-time" as defined in OpenAPI Specification [11].
	InfluenceOnTrafficRouting, TimeSensitiveNetworking

	Dnn
	3GPP TS 29.571 [12]
	Data Network Name.
	

	DurationSec
	3GPP TS 29.571 [12]
	Identifies a period of time in units of seconds.
	TimeSensitiveNetworking, EnhancedSubscriptionToNotification,
SimultConnectivityEnEDGE 

	DurationSecRm
	3GPP TS 29.571 [12]
	This data type is defined in the same way as the "DurationSec" data type, but with the OpenAPI "nullable: true" property.
	SimultConnectivityEnEDGE 

	EasIpReplacementInfo
	3GPP TS 29.571 [12]
	Contains EAS IP replacement information for a Source and a Target EAS.
	EnEDGEEASIPreplacement

	FinalUnitAction
	3GPP TS 32.291 [22]
	Indicates the action to be taken when the user's account cannot cover the service cost.
	

	Float
	3GPP TS 29.571 [12]
	Number with format "float" as defined in OpenAPI Specification [11].
	FLUS

	FloatRm
	3GPP TS 29.571 [12]
	This data type is defined in the same way as the "Float" data type, but with the OpenAPI "nullable: true" property.
	FLUS

	FlowDirection
	3GPP TS 29.512 [8]
	Flow Direction.
	

	Fqdn
	3GPP TS 29.510 [27]
	Contains a FQDN
	

	ExtMaxDataBurstVol
	3GPP TS 29.571 [12]
	Maximum Burst Size.
	TimeSensitiveNetworking

	ExtMaxDataBurstVolRm
	3GPP TS 29.571 [12]
	This data type is defined in the same way as the "ExtMaxDataBurstVol" data type, but with the OpenAPI "nullable: true" property
	TimeSensitiveNetworking

	Gpsi
	3GPP TS 29.571 [12]
	Identifies the GPSI.
	

	Ipv4Addr
	3GPP TS 29.571 [12]
	Identifies an IPv4 address.
	

	Ipv6Addr
	3GPP TS 29.571 [12]
	Identifies an IPv6 address.
	

	IpEndPoint
	3GPP TS 29.510 [27]
	Contains a NF IPv4 and/or IPv6 end points.
	

	MacAddr48
	3GPP TS 29.571 [12]
	MAC Address.
	

	NetLocAccessSupport
	3GPP TS 29.512 [8]
	Indicates the access network does not support the report of the requested access network information.
	NetLoc

	NullValue
	3GPP TS 29.571 [12]
	JSON's null value, used as an explicit value of an enumeration.
	MCPTT-Preemption

	PacketDelBudget
	3GPP TS 29.571 [12]
	Packet Delay Budget.
	TimeSensitiveNetworking

	PacketDelBudgetRm
	3GPP TS 29.571 [12]
	This data type is defined in the same way as the "PacketDelBudget" data type, but with the OpenAPI "nullable: true" property
	TimeSensitiveNetworking

	PacketLossRateRm
	3GPP TS 29.571 [12]
	This data type is defined in the same way as the "PacketLossRate" data type, but with the OpenAPI "nullable: true" property.
	CHEM

	Pei
	3GPP TS 29.571 [12]
	Identifies the PEI.
	IMS_SBI

	PlmnIdNid
	3GPP TS 29.571 [12]
	Identifies the network: the PLMN Identifier (the mobile country code and the mobile network code) or the SNPN Identifier (the PLMN Identifier and the NID).
	

	PreemptionCapability
	3GPP TS 29.571 [12]
	Pre-emption capability.
	MCPTT-Preemption

	PreemptionVulnerability
	3GPP TS 29.571 [12]
	Pre-emption vulnerability.
	MCPTT-Preemption

	PreemptionCapabilityRm
	3GPP TS 29.571 [12]
	It is defined in the same way as the "PreemptionCapability" data type, but with the OpenAPI "nullable: true" property.
	MCPTT-Preemption

	PreemptionVulnerabilityRm
	3GPP TS 29.571 [12]
	It is defined in the same way as the "PreemptionVulnerability" data type, but with the OpenAPI "nullable: true" property.
	MCPTT-Preemption

	PresenceInfo
	3GPP TS 29.571 [12]
	Represents an area of interest, e.g. a Presence Reporting Area.
	InfluenceOnTrafficRouting

	PortManagementContainer
	3GPP TS 29.512 [8]
	Contains port management information for a related port.
	TimeSensitiveNetworking

	ProblemDetails
	3GPP TS 29.571 [12]
	Contains a detailed information about an error.
	

	RanNasRelCause
	3GPP TS 29.512 [8]
	Indicates RAN and/or NAS release cause code information.
	RAN-NAS-Cause

	RedirectResponse
	3GPP TS 29.571 [12]
	Contains redirection related information.
	ES3XX

	RequestedQosMonitoringParameter
	3GPP TS 29.512 [8]
	Indicate the UL packet delay, DL packet delay or round trip packet delay between the UE and the UPF is to be monitored when the QoS Monitoring for URLLC is enabled for the service data flow.
	QoSMonitoring

	RatType
	3GPP TS 29.571 [12]
	RAT Type.
	

	RouteToLocation
	3GPP TS 29.571 [12]
	Identifies routes to locations of applications.
	InfluenceOnTrafficRouting

	SatelliteBackhaulCategory
	3GPP TS 29.512 [8]
	Indicates the satellite or non-satellite backhaul category
	SatelliteBackhaul

	Snssai
	3GPP TS 29.571 [12]
	Identifies the S-NSSAI.
	

	Supi
	3GPP TS 29.571 [12]
	Identifies the SUPI.
	

	SupportedFeatures
	3GPP TS 29.571 [12]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TimeZone
	3GPP TS 29.571 [12]
	Time Zone.
	NetLoc

	TsnBridgeInfo
	3GPP TS 29.512 [8]
	TSC user plane node information.
	TimeSensitiveNetworking

	Uint32
	3GPP TS 29.571 [12]
	Unsigned 32-bit integers, i.e. only value 0 and 32-bit integers above 0 are permissible.
	ResourceSharing

	Uint32Rm
	3GPP TS 29.571 [12]
	This data type is defined in the same way as the "Uint32" data type, but with the OpenAPI "nullable: true" property.
	ResourceSharing

	Uinteger
	3GPP TS 29.571 [12]
	Unsigned Integer, i.e. only value 0 and integers above 0 are permissible.
Minimum = 0.
	TimeSensitiveNetworking

	UpPathChgEvent
	3GPP TS 29.512 [8]
	Contains the subscription information to be delivered to SMF for the UP path management events.
	InfluenceOnTrafficRouting

	Uri
	3GPP TS 29.571 [12]
	String providing an URI.
	

	UsageThreshold
	3GPP TS 29.122 [15]
	Usage Thresholds.
	SponsoredConnectivity

	UsageThresholdRm
	3GPP TS 29.122 [15]
	This data type is defined in the same way as the "UsageThreshold" data type, but with the OpenAPI "nullable: true" property.
	SponsoredConnectivity

	UserLocation
	3GPP TS 29.571 [12]
	User Location(s).
	NetLoc



*** 6th Change ***
[bookmark: _Toc28012460][bookmark: _Toc36038418][bookmark: _Toc45133688][bookmark: _Toc51762442][bookmark: _Toc59017014][bookmark: _Toc90654478]5.6.2.6	Type EventsSubscReqData
Table 5.6.2.6-1: Definition of type EventsSubscReqData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	events
	array(AfEventSubscription)
	M
	1..N
	Subscribed Events.
	

	notifUri
	Uri
	O
	0..1
	Notification URI.
	

	reqQosMonParams
	array(RequestedQosMonitoringParameter)
	O
	1..N
	Indicates the UL packet delay, DL packet delay and/or round trip packet delay between the UE and the UPF is to be monitored when the QoS Monitoring for URLLC is enabled for the service data flow.
	QoSMonitoring

	qosMon
	QosMonitoringInformation
	O
	0..1
	Qos Monitoring information. It can be present when the event "QOS_MONITORING" is subscribed.
	QoSMonitoring

	reqAnis
	array(RequiredAccessInfo)
	C
	1..N
	Represents the required access network information. It shall be present when the event "ANI_REPORT" is subscribed.
	NetLoc

	usgThres
	UsageThreshold
	O
	0..1
	Includes the volume and/or time thresholds for sponsored data connectivity.
	SponsoredConnectivity

	notifCorreId
	string
	O
	0..1
	It is used to set the value of Notification Correlation ID in the corresponding notification.
	EnhancedSubscriptionToNotification

	afAppIds
	array(AfAppId)
	O
	1..N
	AF application identifier(s). It shall be present when the event "APP_DETECTION" is subscribed.
	ApplicationDetectionEvents

	diretNotifInd
	boolean
	C
	0..1
	Indicates that the event notification of QoS Monitoring data is sent by the UPF to Local NEF or AF if it is included and set to true. It may be present when the event "QOS_MONITORING" is subscribed.
	EnEDGEExposureToEAS
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Table 5.6.2.13-1: Definition of type AfRoutingRequirement
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appReloc
	boolean
	O
	0..1
	Indication of application relocation possibility.
When it is included and set to "true", it indicates that the application cannot be relocated once a location of the application is selected by the 5GC. The default value is "false".
	InfluenceOnTrafficRouting

	routeToLocs
	array(RouteToLocation)
	O
	1..N
	A list of traffic routes to applications locations.
	InfluenceOnTrafficRouting

	spVal
	SpatialValidity
	O
	0..1
	Indicates where the traffic routing requirements apply. The absence of this attribute indicates no spatial restrictions.
	InfluenceOnTrafficRouting

	tempVals
	array(TemporalValidity)
	O
	1..N
	Indicates the time interval(s) during which the NF service consumer request is to be applied.
	InfluenceOnTrafficRouting

	upPathChgSub
	UpPathChgEvent
	O
	0..1
	Subscription to UP path management events.
	InfluenceOnTrafficRouting

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
This attribute shall set to "true" if preserved, otherwise, set to "false".
Default value is false if omitted.
	URLLC

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA. If it is included and set to "true", temporary simultaneous connectivity should be kept. The default value "false" applies, if the attribute is not present and has not been supplied previously.
	SimultConnectivityEnEDGE

	simConnTerm
	DurationSec
	C
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure. 
It may be included when the "simConnInd" attribute is set to true. 
	SimultConnectivityEnEDGE

	easIpReplaceInfos
	array(EasIpReplacementInfo)
	O
	1..N
	Contains EAS IP replacement information.
	EASIPreplacementEnEDGE



*** 8th Change ***
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This data type is defined in the same way as the "AfRoutingRequirement" data type, but:
-	with the OpenAPI "nullable: true" property; 
-	the removable attribute "spVal" is defined with the data type "SpatialValidityRm"; and
-	the removable attributes "tempVals", "routeToLocs", "addrPreserInd", "simConnInd", "simConnTerm" and "easIpReplaceInfos" are defined as nullable in the OpenAPI.
Table 5.6.2.24-1: Definition of type AfRoutingRequirementRm
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appReloc
	boolean
	O
	0..1
	Indication of application relocation possibility. When it is set to "true", it indicates that the application cannot be relocated once a location of the application is selected by the 5GC.
	InfluenceOnTrafficRouting

	routeToLocs
	array(RouteToLocation)
	O
	1..N
	A list of traffic routes to applications locations.
	InfluenceOnTrafficRouting

	spVal
	SpatialValidityRm
	O
	0..1
	Indicates where the traffic routing requirements apply.
	InfluenceOnTrafficRouting

	tempVals
	array(TemporalValidity)
	O
	1..N
	Indicates the time interval(s) during which the NF service consumer request is to be applied.
	InfluenceOnTrafficRouting

	upPathChgSub
	UpPathChgEvent
	O
	0..1
	Subscription to UP path management events.
	InfluenceOnTrafficRouting

	addrPreserInd
	boolean
	O
	0..1
	Indicates whether UE IP address should be preserved.
	URLLC

	simConnInd
	boolean
	O
	0..1
	Indication of simultaneous connectivity temporarily maintained for the source and target PSA. If it is included and set to "true", temporary simultaneous connectivity should be kept. 
	SimultConnectivityEnEDGE

	simConnTerm
	DurationSecRm
	C
	0..1
	Indication of the minimum time interval to be considered for inactivity of the traffic routed via the source PSA during the edge re-location procedure.
	SimultConnectivityEnEDGE

	easIpReplaceInfos
	array(EasIpReplacementInfo)
	O
	1..N
	Contains EAS IP replacement information.
	EnEDGEEASIPreplacement



*** 9th Change ***
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This data type is defined in the same way as the "EventsSubscReqData" data type, but:
-	with the OpenAPI "nullable: true" property; and
-	the removable attribute "usgThres" is defined with the removable data type "UsageThresholdRm"; and removable attribute "qosMon" is defined with the removable data type "QosMonitoringInformationRm".
Table 5.6.2.25-1: Definition of type EventsSubscReqDataRm
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	events
	array(AfEventSubscription)
	M
	1..N
	Subscribed Events.
	

	notifUri
	Uri
	O
	0..1
	Notification URI.
	

	reqQosMonParams
	array(RequestedQosMonitoringParameter)
	O
	1..N
	Indicates the UL packet delay, DL packet delay and/or round trip packet delay between the UE and the UPF is to be monitored when the QoS Monitoring for URLLC is enabled for the service data flow.
	QoSMonitoring

	qosMon
	QosMonitoringInformationRm
	O
	0..1
	Qos Monitoring information. It can be present when the event "QOS_MONITORING" is subscribed.
	QoSMonitoring

	reqAnis
	array(RequiredAccessInfo)
	C
	1..N
	Represents the required access network information. It shall be present when the event "ANI_REPORT" is subscribed. (NOTE)
	NetLoc

	usgThres
	UsageThresholdRm
	O
	0..1
	Includes the volume and/or time thresholds for sponsored data connectivity.
	SponsoredConnectivity

	notifCorreId
	string
	O
	0..1
	It is used to set the value of Notification Correlation ID in the corresponding notification.
	EnhancedSubscriptionToNotification

	directNotifInd
	boolean
	C
	0..1
	Indicates that the event notification of QoS Monitoring data is sent by the UPF to Local NEF or AF if it is included and set to true. It may be present when the event "QOS_MONITORING" is subscribed.
	EnEDGEExposureToEAS

	NOTE:	"ANI_REPORT" is the one-time reported event and thus the attribute "reqAnis" is not defined as removable attribute (i.e. with the removable data type "RequiredAccessInfoRm"). Once the access network information is reported to the NF service consumer the subscription to this event is automatically terminated in the PCF and the related information is removed.
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The optional features in table 5.8-1 are defined for the Npcf_PolicyAuthorization API. They shall be negotiated using the extensibility mechanism defined in subclause 6.6.2 of 3GPP TS 29.500 [5].
When requesting the PCF to create an Individual Application Session Context resource the NF service consumer shall indicate the optional features the NF service consumer supports for the Npcf_PolicyAuthorization service by including the "suppFeat" attribute in the "AppSessionContextReqData" data type of the HTTP POST request.
The PCF shall determine the supported features for the created Individual Application Session Context resource as specified in subclause 6.6.2 of 3GPP TS 29.500 [5]. The PCF shall indicate the supported features in the HTTP response confirming the creation of the Individual Application Session Context resource by including the "suppFeat" attribute in the "AppSessionContextRespData" data type.
Table 5.8-1: Supported Features
	Feature number
	Feature Name
	Description

	1
	InfluenceOnTrafficRouting
	Indicates support of Application Function influence on traffic routing. If the PCF supports this feature, the NF service consumer may influence SMF routing to applications or subscribe to notifications of UP path management for the traffic flows of an active PDU session.

	2
	SponsoredConnectivity
	Indicates support of sponsored data connectivity. If the PCF supports this feature, the NF service consumer may provide sponsored data connectivity to the SUPI.

	3
	MediaComponentVersioning
	Indicates the support of the media component versioning.

	4
	URLLC
	Indicates support of Ultra-Reliable Low-Latency Communication (URLLC) requirements, i.e. AF application relocation acknowledgement and UE address(es) preservation. The InfluenceOnTrafficRouting feature shall be supported in order to support this feature.

	5
	IMS_SBI
	Indicates support of the communication with the 5GC IMS NF service consumer via Service Based Interfaces.

	6
	NetLoc
	Indicates the support of access network information reporting.

	7
	ProvAFsignalFlow
	This indicates support for the feature of provisioning of AF signalling flow information as described in subclauses 4.2.2.16 and 4.2.3.17. If the PCF supports this feature the NF service consumer may provision AF signalling flow information.

NOTE:	This feature is used by the IMS Restoration Procedures to provide to the SMF the address of the P-CSCF selected by the UE, refer to 3GPP TS 23.380 [39].

The IMS_SBI feature shall be supported in order to support this feature.

	8
	ResourceSharing
	This feature indicates the support of resource sharing across several "Individual Application Session Context" resources. The IMS_SBI feature shall be supported in order to support this feature.

	9
	MCPTT
	This feature indicates the support of Mission Critical Push To Talk services as described in 3GPP TS 24.379 [41].

	10
	MCVideo
	This feature indicates the support of Mission Critical Video services as described in 3GPP TS 24.281 [43].

	11
	PrioritySharing
	This feature indicates that Priority Sharing is supported as described in 3GPP TS 23.503 [4], subclause 6.1.3.15.

	12
	MCPTT-Preemption
	This feature indicates the support of service pre-emption based on the information provided by the NF service consumer. It requires that both PrioritySharing and MCPTT features are also supported.

	13
	MacAddressRange
	Indicates the support of a set of MAC addresses with a specific range in the traffic filter.

	14
	RAN-NAS-Cause
	This feature indicates the support for the release cause code information from the access network.

	15
	EnhancedSubscriptionToNotification
	Indicates the support of:
-	Subscription to periodic notifications.
-	Definition of a waiting time between the reporting of two event triggered events.
-	Indication of whether the event has to be reported at PDU Session termination.
-	Notification Correlation Id for a subscription to an event.

	16
	QoSMonitoring
	Indicates the support of QoS monitoring information. This feature requires the support of the EnhancedSubscriptionToNotification feature.

	17
	AuthorizationWithRequiredQoS
	Indicates support of policy authorization for the AF session with required QoS.

	18
	TimeSensitiveNetworking
	Indicates that the 5G System is integrated within the external network as a TSN bridge.

	19
	PCSCF-Restoration-Enhancement
	This feature indicates support of P-CSCF Restoration Enhancement. It is used for the PCF and the P-CSCF to indicate if they support P-CSCF Restoration Enhancement.

	20
	CHEM
	This feature indicates the support of Coverage and Handover Enhancements for Media (CHEM).

	21
	FLUS
	This feature indicates the support of FLUS functionality as described in 3GPP TS 26.238 [51].

	22
	EPSFallbackReport
	This feature indicates the support of the report of EPS Fallback as defined in subclauses 4.2.2.30, 4.2.3.29 and 4.2.5.15.

	23
	ATSSS
	Indicates the support of the report of the multiple access types of a MA PDU session.

	24
	QoSHint
	This feature indicates the support of specific QoS hint parameters as described in 3GPP TS 26.114 [30], subclause 6.2.10.

	25
	ReallocationOfCredit
	This feature indicates the support of notifications of reallocation of credits events. It requires the support of IMS_SBI feature.

	26
	ES3XX
	Extended Support for 3xx redirections. This feature indicates the support of redirection for any service operation, according to Stateless NF procedures as specified in subclauses 6.5.3.2 and 6.5.3.3 of 3GPP TS 29.500 [5] and according to HTTP redirection principles for indirect communication, as specified in subclause 6.10.9 of 3GPP TS 29.500 [5]. 

	27
	DisableUENotification
	Indicates the support of disabling QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation. This feature requires that the AuthorizationWithRequiredQoS featute is also supported.

	28
	PatchCorrection
	Indicates support of the correction to the PATCH method:
When this feature is not supported, the interoperability between a NF service consumer and the PCF can only be ensured when it is not required the update of the Individual Application Session Context resource.

	29
	MPSforDTS
	Indicates support for MPS for DTS as described in subclauses 4.2.2.12.2 and 4.2.3.12.

	30
	ApplicationDetectionEvents
	This feature indicates the support of the subscription to notifications of the detection of the start and stop of an application's traffic.

	31
	TimeSensitiveCommunication
	Indicates that the 5G System is integrated within the external network as a TSC user plane node to enable the Time Sensitive Communications and Time Synchronization. This feature requires that the TimeSensitiveNetworking feature is also supported.

	32
	ExposureToEASnEDGE
	This feature indicates the support of t:
-	The indication of direct event notification of QoS monitoring events from the UPF to the Local NEF or AF in 5GC. This indication requires that the QoSMonitoring feature is supported.
-	The indication of temporary simultaneous connectivity over source and target PSA at edge relocation. This indication requires that the InfluenceOnTrafficRouting feature is supported.
-	Support of provisioning EAS IP replacement info. This support requires that InfluenceOnTrafficRouting feature is also supported.

	33
	SatelliteBackhaul
	Indicates the support of the report of the satellite or non-satellite backhaul category of the PDU session.

	34
	RoutingReqOutcome
	Indicates the support of:
-	the report of UP path change failures; and 
-	the indication of whether AF routing requirements are applied.
It requires the support of InfluenceOnTrafficRouting feature.

	X1
	SimultConnectivity
	This feature indicates the support of the indication of temporary simultaneous connectivity over source and target PSA at edge relocation. This indication requires that the InfluenceOnTrafficRouting feature is supported.

	X2
	EASIPreplacement
	This feature indicates the support of provisioning of EAS IP replacement info. This support requires that InfluenceOnTrafficRouting feature is also supported




*** End of Changes ***




