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TS 23.501 Annex D.7 defines the guidelines for the underline network to support QoS differentiation for User Plane IPsec Child SA established over the overlay network. 
When an overlay network service can have specific QoS requirements that need to be fulfilled by the underlay network, an SLA needs to be determined between the two networks. 
The SLA includes a mapping between the DSCP value(s) of the User Plane IPsec Child SA(s) and the QoS requirement of the overlay network service(s). The QoS requirement includes the QoS parameters (defined in TS 23.501, 5.7.2) that are necessary (e.g. 5QI, ARP, etc.).

In order to facilitate the SLA, a guidance for details of the mapping between DSCP values of the User Plane IPsec Child SAs and QoS requirements of the overlay network services needs to be defined in TS 29.513:

TS 23.501 D.7.1 and D.7.2 “In order to facilitate the SLA, a guidance for details of the mapping between DSCP values of the User Plane IPSec Child SAs and QoS requirement of the overlay network services is described of TS 29.513 [133].”

The guidance for the details of the mapping between DSCP values of the User Plane IPsec Child SAs and QoS requirements is proposed in terms of examples, because:
· On one hand, the set of overlay network services that might be included in an SLA is very dependent on the specific network operators. On the other hand, it is not feasible to collect, document and maintain all the possible network services that might be present in any possible network deployment.
· The DSCP value(s) defined in an SLA are intended to be used as a tool in the underlay network to identify the QoS parameters in the overlay network. This implies that:
· an SLA may define in the mapping tables DSCP value(s) standardised by IETFor DSCP value(s) in ranges reserved by IANA for experimental or local use. It depends on the specific deployment whether IETF standardised DSCP value(s) may be defined for a network service that matches the definition of the DSCP value(s). Also, it is dependent on the specific deployment whether non-standardised DSCP value(s) may be defined; and 
· the SLA needs to ensure that the DSCP marking done in the overlay network remain unaltered in the underlay network and the NWu interface. E.g., if the use of non-standardised DSCP values or standardized DSCP values implies disabling DiffServ packet forwarding in Nwu and transport network, then sufficient network capacity must be guaranteed along the Nwu interface and transport network.
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Proposed changes:
*** 1st Change ***
[bookmark: _Toc28005427][bookmark: _Toc36038099][bookmark: _Toc45133296][bookmark: _Toc51762124][bookmark: _Toc59016529][bookmark: _Toc68167498][bookmark: _Toc83238098]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC	5G Core Network
5G DDNMF	5G Direct Discovery Name Management Function
5QI	5G QoS Identifier
5G VN	5G Virtual Network
AF	Application Function
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
ARP	Allocation and Retention Priority
AW	Average Window 
BDT	Background Data Transfer
BSF	Binding Support Function
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF	Charging Function
DSCP	Differentiated Services Code Point
DN-AAA	Data Network Authentication, Authorization and Accounting
DTS	Data Transport Service
LBO	Local Breakout
MBR	Maximum Bitrate
MCS	Mission Critical Service
MPD	Media Presentation Description
MPS	Multimedia Priority Service
NEF	Network Exposure Function
[bookmark: _Hlk16691621]NID	Network Identifier
NPLI	Network Provided Location Information
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
PCC	Policy and Charging Control
PCF	Policy Control Function
PDB	Packet Delay Budget
PER	Packet Error Rate
PDUID	ProSe Discovery UE ID
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PMIC	Port Management Information Container
PL	Priority Level
ProSe	Proximity Services
ProSeP	5G ProSe Policy
PSA	PDU Session Anchor
PSAP	Public Safety Access Point
P-CSCF	Proxy Call Session Control Function
QNC	QoS Notification Control
QoS	Quality of Service
SCP	Service Communication Proxy
SDP	Session Description Protocol
SEPP	Security Edge Protection Proxy
SMF	Session Management Function
S-NSSAI	Single Network Slice Selection Assistance Information
SNPN	Stand-alone Non-Public Network
SPI	Security Parameter Index
TSC	Time Sensitive Communication
TSCAI	Time Sensitive Communication Assistance Information
TSN	Time Sensitive Networking
UDR	Unified Data Repository
UL CL	UpLink CLassifier
UMIC	User plane node Management Information Container
UPF	User Plane Function
UPSI	UE policy section identifier
URSP	UE Route Selection Policy
V2X	Vehicle-to-Everything
V2XP	Vehicle-to-Everything Policy

*** 2nd Change ***

[bookmark: _Toc28005546][bookmark: _Toc36038218][bookmark: _Toc45133415][bookmark: _Toc51762245][bookmark: _Toc59016650][bookmark: _Toc68167620][bookmark: _Toc83238222]Annex C (informative):
Guidance for underlay network to support QoS differentiation for User Plane IPsec Child SA
[bookmark: _Toc36038220][bookmark: _Toc45133417][bookmark: _Toc51762247][bookmark: _Toc59016652][bookmark: _Toc68167622][bookmark: _Toc83238224]C.1	Access to PLMN services via SNPN and access to SNPN services via PLMN
To access PLMN services, a UE in SNPN access mode that has successfully registered with a SNPN may perform another registration via the SNPN User Plane with the PLMN, discovering and establishing connectivity to an N3IWF in the PLMN.
In these scenarios, the PLMN is the overlay network and the SNPN is the underlay network.
Equivalently, to access SNPN services, a UE that has successfully registered with a PLMN over 3GPP access may perform another registration via the PLMN User Plane with a SNPN, discovering and establishing connectivity to an N3IWF in the SNPN.
In these scenarios, the SNPN is the overlay network and the PLMN is the underlay network.

C.2	QoS differentiation support in the underlay network for overlay services
When an overlay network service has specific QoS requirements that need to be fulfilled by the underlay network, an SLA needs to be determined between the two networks. 
The SLA covers the selective services of the overlay network that require QoS support in the underlay network. The rest of the overlay network traffic could be handled in best effort basis by the underlay network.
The SLA includes a mapping between the DSCP value(s) of the User Plane IPsec Child SA(s) and the QoS requirement of the overlay network service(s). The QoS requirement includes the QoS parameters (defined in 3GPP TS 23.501 [2], subclause 5.7.2) that are necessary (e.g. 5QI, ARP, etc.). The SLA also includes the N3IWF IP address of the overlay network.
Based on the SLA, the N3IWF in the overlay network derives DSCP value(s) of the User Plane IPsec Child SA(s) from the QoS requirements of the service(s), and the SMF/PCF in the underlay network derives the QoS requirements for the User Plane IPsec Child SA(s) from the DSCP value(s) of the traffic. The description of the PCC procedures for the underlay network support of QoS differentiation for User Plane IPsec Child SA(s) for network initiated QoS and UE initiated QoS modification are described in subclauses C.4 and C.5 respectively.
In order to facilitate the SLA, the subclause C.3 below provides a guidance for details of the possible mapping table between DSCP value(s) of the User Plane IPsec Child SA(s) and the QoS parameters of the overlay network service(s). The QoS parameters that the underlay network may need to determine based on the DSCP value (e.g. ARP, 5QI, GBR, MBR, …) should be described in the SLA, and configured in the underlay network SMF and/or PCF and in the N3IWF in the overlay network.

C.3	Guidelines for QoS requirements to/from DSCP mapping
The mapping guidelines in this subclause represent an example of how the DSCP values can be used to reference a combination of QoS parameters. 
In these scenarios, where it is pursued to determine the applicable QoS in the underlay network based on the QoS handling of the service in the overlay network, the DSCP values represent a tool for the underlay network to reproduce the combination of QoS parameters determined by the overlay network.
To achieve this goal, it is assumed that the DSCP marking(s) done by the N3IWF remain unaltered in the underlay network. The non-alteration of the DSCP values on NWu interface should be governed and ensured by the SLA and by transport level agreements. 
The mapping guidelines in the tables below are only examples and are not expected to fit every possible deployment. E.g., a deployment may use DSCP 44 and DSCP EF for conversational voice, 5QI 1, indicating the different DSCP values different GBR UL/DL values while another one may use only DSCP 44 and estimate the GBR/MBR parameters that would best fit with a set of possible different GBR/MBR requirements. The DSCP to/from QoS parameter mapping is determined by network administrators, as needed. 
Table C.3-1: Example of QoS parameters to/from DSCP mapping for conversational voice
	DSCP

	QoS parameter

	
	5QI
	ARP PL
	ARP PC
	ARP PV
	GBR UL/DL
	MBR UL/DL

	46
	1
	10
	NO
	YES
	31 kbps UL/DL (IPv4 case)
39 kbps UL/DL (IPv6 case)
	31 kbps UL/DL
(IPv4 case)
39 kbps UL/DL (IPv6 case)

	44
	1
	10
	NO
	YES
	25 kbps UL/DL (IPv4 case)
33 kbps UL/DL (IPv6 case)
	31 kbps UL/DL
(IPv4 case)
39 kbps UL/DL (IPv6 case)

	45
	1
	10
	NO
	YES
	32 kbps UL/DL (IPv4 case)
40 kbps UL/DL (IPv6 case)
	32 kbps UL/DL
(IPv4 case)
40 kbps UL/DL (IPv6 case)



Table C.3-2: Example of QoS parameters to/from DSCP mapping for conversational video
	DSCP

	QoS parameter

	
	5QI
	ARP PL
	ARP PC
	ARP PV
	GBR UL/DL
	MBR UL/DL

	34
	2
	11
	NO
	YES
	64 kbps UL/DL 
(IPv6 case)
	704 kbps UL/DL 
(IPv6 case)




C.4	Network initiated QoS modification
The mapping agreed in SLA is configured at N3IWF of the overlay network (QoS parameters to DSCP mapping) and at the SMF/PCF of the underlay network (DSCP to QoS parameters). If a dedicated DNN/S-NSSAI is used in the underlay network for providing access to the N3IWF in the overlay network, the SMF/PCF in the underlay network can be configured to enable packet detection (based on N3IWF IP address and DSCP value) for PDU sessions associated with the dedicated DNN/S-NSSAI.



Figure C.4-1: Example of network initiated QoS procedure
1.	When the UE establishes a PDU Session in underlay network, the SMF creates a SM Policy Association with the PCF (subclause 5.2.1), which determines the PCC rules to install based on UE subscription information and local configuration (which takes into account the SLA). The PCF in the underlay network installs in the SMF PCC rule(s) that contain an application identifier (see 3GPP TS 29.512 [9], subclause 4.2.2.7) that refer to the N3IWF IP address and the DSCP value(s) of the User Plane IPsec Child SA(s) of the overlay network that require QoS differentiation by the underlay network. 
2.	The UE registers (see 3GPP TS 23.502 [3], subclause 4.12.2) and establishes PDU Session (3GPP TS 23.502 [3], subclause 4.12.5) in the overlay network via the User Plane connectivity established in the underlay network.
3.	When the UE is accessing a specific service of the overlay network, the service can e.g. request via the PCF a specific QoS treatment to the overlay network. The PCF then invokes the SM Policy Association Modification procedure (see subclause 5.2.2.2), which triggers the creation of the corresponding QoS Flow in the overlay network. The N3IWF is configured to allocate different dedicated User Plane IPsec Child SA(s) for each overlay network QoS Flow(s) (3GPP TS 23.502 [3], subclause 4.12.6).
	The N3IWF uses the QoS Flow level QoS parameters it receives from SMF in overlay network along with the mapping agreed in the SLA to derive a specific DSCP value for the User Plane IPsec Child SA (e.g. QoS parameters to DSCP mapping table described in subclause C.3). The N3IWF can provide to the UE the DSCP value for the User Plane IPsec Child SA (subclause 4.12.5, step 4a and 4c of TS 23.502 [3]) mapped to QoS Flow for the specific network service.
The UE receives the QoS Flow level QoS parameters (e.g. 5QI, GFBR, MFBR, as specified in TS 24.501 [33]) from SMF/PCF in overlay network for the QoS Flow which is created for the specific overlay network service.
The N3IWF (for DL) and the UE (for UL) will set the DSCP marking in the outer IP header of the User Plane IPsec Child SA.
When the service requests the termination of the specific QoS treatment to the overlay network, the PCF invokes the SM Policy Association Modification procedure (see subclause 5.2.2.2), which triggers the termination of the corresponding QoS Flow(s) in the overlay network. The N3IWF terminates the dedicated User Plane IPsec Child SA(s) for each terminated overlay network QoS Flow(s).
4.	The overlay network traffic between UE and N3IWF using the specific DSCP marking will be detected by the UPF/SMF in the underlay network based on the previously installed PCC rules.
	When the N3IWF terminates the dedicated User Plane IPsec Child SA(s), the termination of the traffic with the specific DSCP marking will be detected by the UPF/SMF in the underlay network based on the previously installed PCC rules.
5.	The UE and N3IWF detected traffic are reported by the SMF to the PCF as described in 3GPP TS 29.512 [9], subclause 4.2.4.6, using the SM Policy Association Modification procedure described in subclause 5.2.2.3. The PCF, based on the DSCP value of the detected traffic, derives the QoS requirements for the related service and installs new PCC rules on the SMF including the QoS parameters (5QI, ARP, GBR, etc., as described in the DSCP to QoS parameters mapping of the SLA) for handling the packets corresponding to the specific User Plane IPsec Child SA. The SMF in the underlay network may generate a separate QoS Flow, as described in clause 4.3.3 of TS 23.502 [3], for the traffic of the User Plane IPsec Child SA, which will receive the same QoS treatment as the QoS treatment of the overlay network for the service traffic. 
	The detection of the termination of the UE and N3IWF traffic is reported by the SMF to the PCF as described in 3GPP TS 29.512 [9], subclause 4.2.4.6, using the SM Policy Association Modification procedure described in subclause 5.2.2.3. The PCF, based on the identification of the traffic, removes the previously provided PCC rules that handle the packets corresponding to the specific User Plane IPsec Child SA. The SMF in the underlay network may terminate the corresponding QoS Flow.
C.5	UE initiated QoS modification
To support QoS differentiation in the underlay network with UE-requested QoS modification, the UE can request for an IPsec SA the same QoS parameters from the underlay network as the QoS parameters provided by the overlay network for the related service. It is assumed that UE-requested QoS modification is used only when the 5QIs used by the overlay network are from the range of standardized 5QIs. The packet filter in the UE-requested QoS rule can be based on the N3IWF address and the SPI associated with the IPsec SA.
The mapping (DSCP to QoS requirements) agreed in SLA is configured at the SMF/PCF of the underlay network and in the N3IWF of the overlay network. 


Figure C.5-1: Example of UE initiated QoS procedure
1.	When the UE establishes a PDU Session in underlay network, the SMF creates a SM Policy Association with the PCF (subclause 5.2.1).
2.	UE registers (3GPP TS 23.502 [3], subclause 4.12.2) and establishes PDU Session (3GPP TS 23.502 [3], subclause 4.12.5) in the overlay network via the User Plane connectivity established in the underlay network. 
3.	When UE is accessing a specific service of the overlay network, the UE e.g. can request to the overlay network a specific QoS treatment for this service. The SMF in the overlay network invokes the SM Policy Association Modification procedure (see subclause 5.2.2.3) and includes the UE-requested QoS as described in 3GPP TS 29.512 [9], subclause 4.2.4.17. The PCF in the overlay network responds to the SMF with the PCC rule(s) with the QoS requirements as per the UE-requested QoS. The SMF creates the corresponding QoS Flow in the overlay network (see subclause 4.3.3 of TS 23.502 [3]). 
The N3IWF is configured to allocate different dedicated User Plane IPsec Child SA(s) for each overlay network QoS Flow(s) (3GPP TS 23.502 [3], subclause 4.12.6) that requires underlay network QoS support. The UE receives the QoS Flow level QoS parameters (e.g. 5QI, GFBR, MFBR, as specified in TS 24.501 [33]) from SMF/PCF in overlay network for the QoS Flow which is created for the specific overlay network service.
	If an SLA exists, the SLA is configured in the N3IWF in the overlay network, and the N3IWF can provide to the UE the DSCP value for the User Plane IPsec Child SA (clause 4.12.5, step 4a and 4c of TS 23.502 [3]).
	When the UE requests the termination of the UE-requested QoS in the overlay network as described in 3GPP TS 29.512 [9], subclause 4.2.4.17, the PCF in the overlay network responds to the SMF with the removal of the corresponding PCC rule(s). The SMF terminates the corresponding QoS Flow in the overlay network
4	In order to ensure the underlay network handles the traffic of the overlay network service with the desired QoS, the UE can request a new QoS Flow for the PDU session in the underlay network for the concerned User Plane IPsec Child SA(s). The UE triggers a PDU session modification procedure and derives the UE-requested QoS for the underlay network from the QoS Flow level QoS parameters the UE received from the overlay network. The Packet Filter in the QoS rule of the request includes the overlay network N3IWF IP address and SPI associated with the User Plane IPsec Child SA.
	The SMF in the underlay network, after receiving the PDU Session Modification Request, invokes the SM Policy Association Modification procedure (see subclause 5.2.2.3) to notify to the PCF that the UE has initiated a resource modification (see 3GPP TS 29.512 [9], subclause 4.2.4.17). The PCF in the underlay network determines if the request can be authorized based on UE subscription and local policy which can take into account the SLA between overlay network and underlay network. If the request is authorized, the PCF generates a new PCC rule with the UE-requested QoS, and includes it in the response to the SMF in order to create new QoS Flow in underlay network using the QoS Flow level QoS parameters from the overlay network. The generated SDF refers to the N3IWF IP address and the SPI (provided by the UE in Traffic filter in PDU Session Modification request) to enable filtering and mapping of DL traffic towards the right PDU Session/QoS Flow within the underlay network.
-	If the SLA exists, and the N3IWF in overlay network provides to the UE the DSCP value for the User Plane IPsec Child SA as described in step 3, the UE can include the DSCP value in the Packet Filter of the PDU Session Modification procedure including the UE requested QoS in the underlay network. The PCF in the underlay network performs QoS authorization of the UE QoS request considering the UE subscription and local configuration which takes into account the mapping of DSCP to QoS requirements in the SLA.
In order to ensure the underlay network terminates the QoS handling of the traffic of the overlay network when the UE requested the termination of the UE-requested QoS in the overlay network, the UE triggers the termination of the UE requested QoS in the underlay network. The SMF in the underlay network, notifies to the PCF that the UE has initiated a resource modification to terminate the requested QoS (see 3GPP TS 29.512 [9], subclause 4.2.4.17), and the PCF removes the concerned PCC rule(s). The SMF terminates the corresponding QoS Flow in the underlay network.

*** End of Changes ***
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