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	Reason for change:
	CT3 and CT4 agreed that the ProblemDetails payload in the HTTP error response should be optional and tables of supported responses in all CT3 and CT4 TSs are aligned with that agreement. In accordance with such decision SBI TS template just specifies in the "Application Errors" clause:
"The application errors defined for the <API name> service are listed in Table 6.1.7.3-1.".

"Application Errors" clauses in the corresponding CT4 SBI TSs and in some CT3 SBI TSs are aligned with the above agreement and SBI TS template.

However, the "Application Errors" clause in this specification contains contradicting statements and specifies that the PCF may include in the HTTP status code a "ProblemDetails" data structure and that the NF service consumer shall include in the HTTP status code a "ProblemDetails" data structure. Therefore, the "Application Errors" clause in this specification needs to be corrected and aligned with the SBI TS template, CT4 SBI TSs and other CT3 SBI TSs.

	
	

	Summary of change:
	Removed that the PCF may include in the HTTP status code a "ProblemDetails" data structure and that the NF service consumer shall include in the HTTP status code a "ProblemDetails" data structure.
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	Unclear and inconsistent statements leave the requirements open to interpretation, leading to incorrect implementations.
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*** First Change ***
[bookmark: _Toc28013448][bookmark: _Toc34222362][bookmark: _Toc36040545][bookmark: _Toc39134474][bookmark: _Toc43283421][bookmark: _Toc45134461][bookmark: _Toc49930061][bookmark: _Toc50024181][bookmark: _Toc51763669][bookmark: _Toc56594534][bookmark: _Toc67493876][bookmark: _Toc68169780][bookmark: _Toc73459390][bookmark: _Toc73459514][bookmark: _Toc74743051][bookmark: _Toc90659970]5.7.3	Application Errors
The application errors defined for the Npcf_UEPolicyControl service are listed in Table 5.7.3-1 and Table 5.7.3-2. The PCF may include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1 when PCF acts as a server. The NF service consumer shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-2 when the NF service consumer acts as a server.
Table 5.7.3-1: Application errors when PCF acts as a server
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF.

	ERROR_REQUEST_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of information needed by the PCF for UE Policy selection is incomplete or erroneous or not available for the decision to be made. 

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the PCF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in subclause 9.2 of 3GPP TS 29.513 [7]. 

	POLICY_ASSOCIATION_NOT_FOUND
	404 Not Found
	The HTTP request is rejected because no UE policy association corresponding to the request exists in the PCF.



Table 5.7.3-2: Application errors when NF service consumer acts as a server to receive a notification
	Application Error
	HTTP status code
	Description

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the NF service consumer receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in subclause 9.2 of 3GPP TS 29.513 [7]. (NOTE)

	NOTE:	This application error is included in the response to the Policy Update Notification HTTP POST request.
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