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	Reason for change:
	The abnf in the 3GPP-SBI-Max-Forward-Hops header is incorrect. It currently only accepts values ranging from 0, 10- 99. However, it should allow 0-9, 10-99. Therefore, ABNF needs to be corrected.
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	Summary of change:
	3gpp-Sbi-Max-Forward-Hops header ABNF is corrected

	
	

	Consequences if not approved:
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* * * First Change * * * *
[bookmark: _Toc57022560][bookmark: _Toc90118879][bookmark: _Toc90112977][bookmark: _Toc51847065][bookmark: _Toc57022696][bookmark: _Toc82556862][bookmark: _Toc27745105][bookmark: _Toc29803257][bookmark: _Toc35970047][bookmark: _Toc36050841][bookmark: _Toc44847560][bookmark: _Toc51845214][bookmark: _Toc51845545][bookmark: _Toc57017614][bookmark: _Toc82555487][bookmark: _Toc51845218][bookmark: _Toc51845549][bookmark: _Toc57017618][bookmark: _Toc82555492][bookmark: _Toc57017474][bookmark: _Toc82555351][bookmark: _Toc51845075][bookmark: _Toc51845406][bookmark: _Toc51846926][bookmark: _Toc57022553][bookmark: _Toc82556706]5.2.3.2.14	3gpp-Sbi-Max-Forward-Hops
The header contains the value of maximum number of allowed hops with specified node type to relay the request message to the target NF.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Max-Forward-Hops = "3gpp-Sbi-Max-Forward-Hops" ":" OWS (DIGIT"0" / %x31-39 DIGIT) ";" OWS "nodetype=" nodetypevalue
nodetypevalue	= "scp"
EXAMPLE:	Allowed up to 5 SCP hops to relay the request:

3gpp-Sbi- Max-Forward-Hops: 5; nodetype=scp.



* * * End of Changes * * * *


