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	Reason for change:
	When the UPF selects another SMF within the same SMF Set to take over the PFCP session, it sends PFCP Session Report Request to the new SMF, by setting SEID to zero and indicating the CP-SEID assigned by the previous SMF.

When the new SMF successfully takes over the PFCP session, it returns a new CP F-SEID in the PFCP Session Response message. However, the Node ID is not returned by the new SMF in the PFCP Session Response message, especially in MPAS case the Node ID is not the same one as the previous SMF. 

The Node ID is a key index parameter used by the UPF to manage its storage of PFCP session contexts. Lacking of the new Node ID, the UPF internal handling of PFCP session contexts may have problem. For example:
1) The UPF performs KPI measurement at node level, and the Node ID is a key parameter for the UPF to report the events and statistics;
2) The UPF arranges the PFCP session context storage to each CP-SEID under each NodeID, e.g. “\NodeID\CP-SEID\session-context”.

In order to avoid potential issues, it is proposed that the new SMF should return Node ID in the PFCP Session Response message.

	
	

	Summary of change:
	Add Node ID of the new SMF in PFCP Session Response message, if the PFCP session is taken over by the new SMF.

	
	

	Consequences if not approved:
	In the case of PFCP session is taken by a new SMF, the UPF is not able to get the Node ID of the new SMF, which may result internal error in the UPF for handling PFCP session contexts.
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	This CR's revision history:
	Rev#1:
- More clarification on the reason why the the problem may happen if the UPF is not updated with the Node ID.
- Update to the description of Node ID in table 7.5.9.1-1.
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* * * First Change * * * *
[bookmark: _Toc19717328][bookmark: _Toc27490829][bookmark: _Toc27557122][bookmark: _Toc27724039][bookmark: _Toc36031112][bookmark: _Toc36043032][bookmark: _Toc36814357][bookmark: _Toc44689215][bookmark: _Toc44923969][bookmark: _Toc51860939][bookmark: _Toc57930710][bookmark: _Toc57931340][bookmark: _Toc90386829]7.5.9.1	General
The PFCP Session Report Response shall be sent over the Sxa, Sxb, Sxc and N4 interface by the CP function to the UP function as a reply to the PFCP Session Report Request.
Table 7.5.9.1-1: Information Elements in a PFCP Session Report Response
	Information elements
	P
	Condition / Comment
	Appl.
	IE Type

	[bookmark: _MCCTEMPBM_CRPT05021010___7]
	
	
	Sxa
	Sxb
	Sxc
	N4
	[bookmark: _MCCTEMPBM_CRPT05021011___7]

	Cause
	[bookmark: _MCCTEMPBM_CRPT05021012___4]M
	This IE shall indicate the acceptance or the rejection of the corresponding request message.
	X
	X
	X
	X
	Cause

	Offending IE
	[bookmark: _MCCTEMPBM_CRPT05021013___4]C
	This IE shall be included if the rejection is due to a conditional or mandatory IE missing or faulty.
	X
	X
	X
	X
	Offending IE

	Update BAR
	[bookmark: _MCCTEMPBM_CRPT05021014___4]C
	This IE shall be present if a BAR previously created for the PFCP session needs to be modified.
A previously created BAR that is not modified shall not be included.
See Table 7.5.9.2-1.
	X
	-
	-
	X
	Update BAR

	PFCPSRRsp-Flags
	[bookmark: _MCCTEMPBM_CRPT05021015___4]C
	This IE shall be included if at least one of the flags is set to "1".
[bookmark: _MCCTEMPBM_CRPT05021016___7]-	DROBU (Drop Buffered Packets): the CP function shall set this flag if the UP function needs to drop the packets currently buffered for this PFCP session (see NOTE 1).

	X
	-
	-
	X
	PFCPSRRsp-Flags


	CP F-SEID
	[bookmark: _MCCTEMPBM_CRPT05021017___4]O
	This IE may be set by the SMF if the UPF indicated support of PFCP sessions successively controlled by different SMFs of a same SMF Set and the Cause IE indicates "Request accepted (success)"(see clause 5.22).

When present, it shall be set to the new F-SEID that the UPF shall use for sending subsequent PFCP session related messages.
	-
	-
	-
	X
	F-SEID

	N4-u F-TEID
	[bookmark: _MCCTEMPBM_CRPT05021018___4]O
	This IE may be set by the SMF if the UPF indicated support of PFCP sessions successively controlled by different SMFs of a same SMF Set and the Cause IE indicates "Request accepted (success)".

When present, it shall be set to the new N4-u F-TEID that the UPF shall use for data forwarding towards the SMF. 
	-
	-
	-
	X
	F-TEID

	Alternative SMF IP Address
	[bookmark: _MCCTEMPBM_CRPT05021019___4]O
	This IE may be set by the SMF if the UPF indicated support of PFCP sessions successively controlled by different SMFs of a same SMF Set and the Cause IE indicates "Redirection Requested" (see clause 5.22).

When present, it shall be set to the IP address of the new SMF to contact. 
	-
	-
	-
	X
	Alternative SMF IP Address

	PGW-C/SMF FQ-CSID
	[bookmark: _MCCTEMPBM_CRPT05021020___4]O
	This IE may be included by the alternative SMF or PGW-C to allocate a new PGW-C/SMF FQ-CSID for the PFCP session, during the restoration of PFCP sessions associated with one or more PGW-C/SMF FQ-CSID(s) (see clause 5.22.4), if the Cause IE indicates "Request accepted (success)".

When present, the UP function shall replace any earlier value associated to the PFCP session with the new value.

	-
	X
	-
	X
	FQ-CSID

	Group Id
	[bookmark: _MCCTEMPBM_CRPT05021021___4]C
	This IE may be included by the alternative SMF or PGW-C to allocate a new Group Id for the PFCP session, during the restoration of PFCP sessions associated with one or more Group Id(s) (see clause 5.22.4), if the Cause IE indicates "Request accepted (success)".

When present, the UP function shall replace any earlier value associated to the PFCP session with the new value.


	-
	X
	-
	X
	Group Id

	Node ID
	C
	This IE should be present if the CP F-SEID IE is present.

When present, it shall be set to the Node ID of the SMF that has taken over the control of the PFCP session, i.e. that SMF has assigned the CP F-SEID.
	-
	-
	-
	X
	Node ID

	NOTE 1:	The CP function may request the UP function to drop the packets currently buffered for the PFCP session, when buffering is performed in the UP function, upon receipt of a PFCP Session Report Request notifying the CP function about the arrival of downlink data packets for which the CP function decides to throttle the corresponding Downlink Data Notification message over S11/S4 and. See clause 5.9.3 of 3GPP TS 23.214 [2].



* * * End of Changes * * * *
