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* * * First Change * * * *
[bookmark: _Toc24937581][bookmark: _Toc33962396][bookmark: _Toc42883158][bookmark: _Toc49733026][bookmark: _Toc56690647][bookmark: _Toc90629955][bookmark: _Toc51845218][bookmark: _Toc51845549][bookmark: _Toc57017618][bookmark: _Toc82555492][bookmark: _Toc57017474][bookmark: _Toc82555351][bookmark: _Toc51845075][bookmark: _Toc51845406][bookmark: _Toc51846926][bookmark: _Toc57022553][bookmark: _Toc82556706][bookmark: _Toc51847069][bookmark: _Toc57022700][bookmark: _Toc82556867]5.3.1	Service Description
The Nnrf_NFDiscovery service allows a NF or SCP Instance to discover other NF Instances with the potential services they offer, or to discover SEPP instances in the same PLMN, by querying the local NRF.
The Nnrf_NFDiscovery service also allows:
-	 
 to an SCP to discover other SCP instances.
-	 an NF or SCP to discover the list of NRF instances that are part of the NRF set with, for each NRF instance, its NRF instance ID and addressing information, if the NRF is part of an NRF set.


It also allows an NRF in a PLMN to re-issue a discovery request towards an NRF in another PLMN (e.g., the HPLMN of a certain UE).

* * * Next Change * * * *
5.3.2.1.a	NRF Set
A NRF may be part of an NRF set, whereby all NRF instances of the NRF Set share the same context data (e.g. registered NF profiles, NF status subscriptions). If so, the NF Service Consumer may be configured with the NRF Set ID or it may discover the same in the NRF Bootstrapping response. 
If the NRF is part of an NRF set, the NF Service Consumer may retrieve the NRF Set Information from the NRF via the Nnrf_NFDiscovery service, which allows to discover the list of NRF instances that are part of the NRF set with, for each NRF instance, its NRF Instance ID and addressing information (i.e. part of NRF profile). 
NOTE:	As part of the discovery of NRF instances belonging to an NRF Set, not all attributes in the NFProfile and NFService data structures (typically used for NF Consumer – NF Producer interaction) are needed for the NF Consumer to interact with the instances of the NRF Set, so the discovery response from NRF can be simplified and omit certain parameters.
The NF Service Consumer may register with any of the NRF Instance Id within the NRF Set. If the NRF instance where an NF Service Consumer registered is down, the NF Service Consumer need not re-register to any new NRF instance within the NRF Set. The NRF may provide a binding indication to the NF service consumer, e.g. when the NF Service Consumer registers or updates its NF profile in the NRF or when it issues heartbeat requests, to indicate a preferred binding of the NF Service Consumer to one NRF instance within the NRF set, e.g. based on the location or data center of the registering/registered NF Service Consumer. 

* * * Next Change * * * *
[bookmark: _Toc11336181][bookmark: _Toc24937599][bookmark: _Toc33962414][bookmark: _Toc42883176][bookmark: _Toc49733044][bookmark: _Toc56690669][bookmark: _Toc90629977]5.5.1	Service Description
The NRF offers a Nnrf_Bootstrapping service to let NF Service Consumers of the NRF know about the services endpoints it supports, the NRF Instance ID and NRF Set ID if the NRF is part of an NRF set, by using a version-independent URI endpoint that does not need to be discovered by using a Discovery service.
This service shall be used in inter-PLMN scenarios where the NRF in a PLMN-A needs to invoke services from an NRF in PLMN-B, when there is no pre-configured information indicating the version of the services deployed in PLMN-B.
This service may also be used in intra-PLMN scenarios, to avoid configuring statically in the different NFs information about the service versions deployed in the NRF to be used by those NFs.

* * * Next Change * * * *
[bookmark: _Toc11336185][bookmark: _Toc24937603][bookmark: _Toc33962418][bookmark: _Toc42883180][bookmark: _Toc49733048][bookmark: _Toc56690673][bookmark: _Toc90629981]5.5.2.2.1	General
This service operation is used by an NF Service Consumer to request bootstrapping information from the NRF.


Figure 5.5.2.2.1-1: Bootstrapping Request
1.	The NF Service Consumer shall send a GET request to the "Bootstrapping Endpoint".
[bookmark: _PERM_MCCTEMPBM_CRPT88420028___3]The "Bootstrapping Endpoint" URI shall be constructed as:
{nrfApiRoot}/bootstrapping
[bookmark: _PERM_MCCTEMPBM_CRPT88420029___3]where {nrfApiRoot} represents the concatenation of the "scheme" and "authority" components of the NRF, as defined in IETF RFC 3986 [17]; see also the definition of NRF FQDN and NRF URI in 3GPP TS 23.003 [12], clause 28.3.2.3.
2a.	On success, "200 OK" shall be returned, the payload body of the GET response shall contain the requested bootstrapping information.
EXAMPLE:
GET https://nrf.example.com/bootstrapping
Accept: application/3gppHal+json


HTTP/2 200 OK
Content-Type: application/3gppHal+json

{
  "status": "OPERATIVE",
  "_links": {
    "self": {
      "href": "https://nrf.example.com/bootstrapping"
    },
    "manage": {
      "href": "https://nrf.example.com/nnrf-nfm/v1/nf-instances"
    },
    "subscribe": {
      "href": "https://nrf.example.com/nnrf-nfm/v1/subscriptions"
    },
    "discover": {
      "href": "https://nrf.example.com/nnrf-disc/v1/nf-instances"
    },
    "authorize": {
      "href": "https://nrf.example.com/oauth2/token"
    }
  },
  "nrfFeatures": {
    "nnrf-nfm": "1",
    "nnrf-disc": "D",
    "nnrf-oauth2": "0"
  },
  "oauth2Required": {
    "nnrf-nfm": true,
    "nnrf-disc": false
  },
  "nrfSetId": "set12.nrfset.5gc.mnc012.mcc345",
  "nrfInstanceId": "4947a69a-f61b-4bc1-b9da-47c9c5d14b67"
}

2b. On failure or redirection:
-	Upon failure, the NRF shall return "400 Bad Request" status code, including in the response payload a JSON object that provides details about the specific error(s) that occurred.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.

* * * Next Change * * * *
6.2.9	Features supported by the NFDiscovery service
The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [7].
The following features are defined for the Nnrf_NFDiscovery service.
Table 6.2.9-1: Features of supportedFeatures attribute used by Nnrf_NFDiscovery service
	Feature Number
	Feature
	M/O
	Description

	1
	Complex-Query
	O
	Support of Complex Query expression (see clause 6.2.3.2.3.1)
 

	2
	Query-Params-Ext1
	O
	Support of the following query parameters:
- limit
- max-payload-size
- required-features
- pdu-session-types

	3
	Query-Param-Analytics 
	O
	Support of the query parameters for Analytics identifier:
- event-id-list
- nwdaf-event-list

	4
	MAPDU
	O
	This feature indicates whether the NRF supports selection of UPF with ATSSS capability.

	5
	Query-Params-Ext2
	O
	Support of the following query parameters:
- requester-nf-instance-id
- upf-ue-ip-addr-ind
- pfd-data
- target-snpn
- af-ee-data
- w-agf-info
- tngf-info
- twif-info
- target-nf-set-id
- target-nf-service-set-id
- preferred-tai
- nef-id
- preferred-nf-instances
- notification-type
- serving-scope
- internal-group-identity
- preferred-api-versions
- v2x-support-ind
- redundant-gtpu
- redundant-transport
- lmf-id
- an-node-type
- rat-type
- ipups
- scp-domain-list
- address-domain
- ipv4-addr
- ipv6-prefix
- served-nf-set-id
- remote-plmn-id
- data-forwarding
- preferred-full-plmn
- requester-snpn-list
- max-payload-size-ext
- client-type

	6
	Service-Map
	M
	This feature indicates whether it is supported to identify the list of NF Service Instances as a map (i.e. the "nfServiceList" attribute of NFProfile is supported).

	7
	Query-Params-Ext3
	O
	Support of the following query parameters:
- ims-private-identity
- ims-public-identity
- msisdn
- requester-plmn-specific-snssai-list
- n1-msg-class
- n2-info-class

	8
	Query-Params-Ext4
	O
	Support of the following query parameters:
- realm-id
- storage-id

	9
	Query-Param-vSmf-Capability
	O
	Support of the query parameters for V-SMF Capability:
- vsmf-support-ind

	10
	Enh-NF-Discovery
	O
	Enhanced NF Discovery
This feature indicates whether it is supported to return the nfInstanceList IE in the NF Discovery response. 

	11
	Query-SBIProtoc17
	O
	Support of the following query parameters, for Service Based Interface Protocol Improvements defined in 3GPP Rel-17::
- preferred-vendor-specific-features
- preferred-vendor-specific-nf-features
- home-pub-key-id
- pgw-ip
- preferences-precedence

	12
	SCPDRI
	O
	SCP Domain Routing Information

An NRF supporting this feature shall allow a service consumer (i.e. a SCP) to get the SCP Domain Routing Information and subscribe/unsubscribe to the change of SCP Domain Routing Information with following service operations:
-	SCPDomainRoutingInfoGet (see clause 5.3.2.3)
-	SCPDomainRoutingInfoSubscribe (see clause 5.3.2.4)
-	SCPDomainRoutingInfoUnsubscribe (see clause 5.3.2.6)

A service consumer (i.e. a SCP) supporting this feature shall be able to handle SCPDomainRoutingInfoNotify as specified in clause 5.3.2.5, if subscribed to the change of SCP Domain Routing Information in the NRF.


	13
	Query-Upf-Pfcp
	O
	This feature indicates whether the NRF supports selection of UPF with required UP function features as defined in 3GPP TS 29.244 [21].

	14
	Query-5G-ProSe
	O
	Support of the following query parameters, for Proximity based Services in 5GS defined in 3GPP Rel-17::
- prose-support-ind

	15
	NSAC
	O
	This feature indicates the NSACF service capability.
Support of the following query parameters:
- nsacf-capability

	16
	Query-MBS
	O
	Support of the following query parameters, for Multicast and Broadcast Services defined in 3GPP Rel-17:
- mbs-session-id-list
- mbsmf-serving-area

	17
	Query-eNA-PH2
	O
	Support of the following query parameters, for Enhanced Network Automation Phase 2 defined in 3GPP Rel-17:
- analytics-aggregation-ind
- serving-nf-set-id
- serving-nf-type
- ml-analytics-id-list
- analytics-metadata-prov-ind

	18
	Query-eLCS
	O
	Support of the following query parameters, for 5G LCS service:
- gmlc-number

	19
	Query-eEDGE-5GC
	O
	Support of the following query parameters, for enhancement of support for Edge Computing in 5GC defined in 3GPP Rel-17:
- upf-n6-ip
- tai-list

	20
	Collocated-NF-Selection
	O
	Support of selecting a collocated NF supporting multiple NF types. 

	x
	NRFSET
	O
	NRF Set feature

An NRF supporting this feature shall allow a NF Service Consumer to get the NRF Set Information and subscribe/unsubscribe to the change of NRF Set Information:

A NF Service Consumer supporting this feature shall be able to handle Notify of the NRF status change, if subscribed to the change of NRF set information.


	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.
NOTE 1:	An NRF that advertises support of a given feature shall support all the query parameters associated with the feature. An NRF may support none or a subset of the query parameters of features that it does not advertise as supported.
NOTE 2:	For a release under development, it is recommended to define new features for new query parameters by grouping them per 3GPP work item. Any definition of new query parameters in a frozen release requires a new feature definition.




* * * Next Change * * * *
[bookmark: _Toc11336237][bookmark: _Toc24937828][bookmark: _Toc33962648][bookmark: _Toc42883417][bookmark: _Toc49733285][bookmark: _Toc56690935][bookmark: _Toc90630280]6.4.6.2.2	Type: BootstrappingInfo
Table 6.4.6.2.2-1: Definition of type BootstrappingInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	status
	Status
	O
	0..1
	Status of the NRF (operative, non-operative, ...)
The NRF shall be considered as operative if this attribute is absent.


	_links
	map(LinksValueSchema)
	M
	1..N
	Map of LinksValueSchema objects, where the keys are the link relations, as described in Table 6.4.6.3.3.1-1, and the values are objects containing an "href" attribute, whose value is an absolute URI corresponding to each link relation.


	nrfFeatures
	map(SupportedFeatures)
	O
	1..N
	Map of features supported by the NRF, where the keys of the map are the NRF services (as defined in clause 6.1.6.3.11), and where the value indicates the features supported by the corresponding NRF services.
When present, the NRF shall indicate all the features of all the services it supports.
(NOTE)

	oauth2Required
	map(boolean)
	O
	1..N
	When present, this IE shall indicate whether the NRF requires Oauth2-based authorization for accessing its services.
The key of the map shall be the name of an NRF service, e.g. "nnrf-nfm" or "nnrf-disc".

The value of each entry of the map shall be encoded as follows:
[bookmark: _PERM_MCCTEMPBM_CRPT88420313___7]- true: OAuth2 based authorization is required.
- false: OAuth2 based authorization is not required.
The absence of this IE means that the NRF has not provided any indication about its usage of Oauth2 for authorization.

	nrfSetId
	NfSetId
	O
	0..1
	NRF Set Id

	nrfInstanceId
	NfInstanceId
	O
	0..1
	NRF Instance Id

	NOTE:	The absence of the nrfFeatures attribute in the BootstrappingInfo shall not be interpreted as if the NRF does not support any feature.



* * * Next Change * * * *

[bookmark: _Toc11336379][bookmark: _Toc24937839][bookmark: _Toc33962659][bookmark: _Toc42883428][bookmark: _Toc49733296][bookmark: _Toc56690946][bookmark: _Toc90630291]A.5	Nnrf_Bootstrapping API
openapi: 3.0.0

info:
  version: '1.1.0-alpha.3'
  title: 'NRF Bootstrapping'
  description: |
    NRF Bootstrapping.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.510 V17.4.0; 5G System; Network Function Repository Services; Stage 3
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.510/'

paths:
  /bootstrapping:
    get:
      summary: Bootstrapping Info Request
      operationId: BootstrappingInfoRequest
      tags:
        - Bootstrapping Request
      responses:
        '200':
          description: Successful Bootstrapping Request
          content:
            application/3gppHal+json:
              schema:
                $ref: '#/components/schemas/BootstrappingInfo'
        '307':
          description: Temporary Redirect
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/RedirectResponse'
          headers:
            Location:
              description: 'The URI pointing to the resource located on the redirect target NRF'
              required: true
              schema:
                type: string
        '308':
          description: Permanent Redirect
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/RedirectResponse'
          headers:
            Location:
              description: 'The URI pointing to the resource located on the redirect target NRF'
              required: true
              schema:
                type: string
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        default:
          $ref: 'TS29571_CommonData.yaml#/components/responses/default'

components:
  schemas:
    BootstrappingInfo:
      description: Information returned by NRF in the bootstrapping response message
      type: object
      required:
        - _links
      properties:
        status:
          $ref: '#/components/schemas/Status'
        _links:
          type: object
          description: 'Map of link objects where the keys are the link relations defined in 3GPP TS 29.510 clause 6.4.6.3.3'
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/LinksValueSchema'
          minProperties: 1
        nrfFeatures:
          type: object
          description: 'Map of features supported by the NRF, where the keys are the NRF services as defined in 3GPP TS 29.510 clause 6.1.6.3.11'
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
          minProperties: 1
        oauth2Required:
          type: object
          description: 'Map indicating whether the NRF requires Oauth2-based authorization for accessing its services. The key of the map shall be the name of an NRF service, e.g. "nnrf-nfm" or "nnrf-disc"'
          additionalProperties:
            type: boolean
          minProperties: 1
        nrfSetId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfSetId'
        nrfInstanceId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'

    Status:
      description: Overal status of the NRF
      anyOf:
        - type: string
          enum:
            - OPERATIVE
            - NON_OPERATIVE
        - type: string

* * * End of Changes * * * *
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