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*  *  *  *  *  FIRST CHANGE  *  *  *  *  *
[bookmark: _Toc510017331][bookmark: _Toc45212691][bookmark: _Toc20152630][bookmark: _Toc27495295][bookmark: _Toc36108763][bookmark: _Toc83306050]6.3.2	Token exchange procedure
Upon receipt of a Token Exchange Request message as specified in IETF RFC 8693 [18] via a secure TLS tunnel between the identity management client and the token endpoint of the IdM server, the IdM server:
1)	shall validate the received Token Exchange Request message as specified in IETF RFC 8693draft-ietf-oauth-token-exchange [18];
2)	shall generate a Token Exchange Response message as specified in IETF RFC 8693 [18] and IETF RFC 6749 [5] with the following clarifications:
a)	shall generate an HTTP 200 (OK) response to the received Token Exchange Request message according to IETF RFC 2616 [4]; and 
b)	include the parameters specified in subclause B.7.3 of 3GPP TS 33.180 [17] serialized into a JavaScript Object Notation (JSON) structure as specified in IETF RFC 8693 [18] and IETF RFC 7159 [20] with the following clarification:
i)	include the parameters specified in subclause B.8 of 3GPP TS 33.180 [17] in the security token included in the access_token parameter specified in subclause B.7.3 of 3GPP TS 33.180 [17]; and
3)	shall send the HTTP 200 (OK) response towards the IdM client.

*  *  *  *  *  END CHANGES  *  *  *  *  *


