

	
3GPP TSG-CT WG1 Meeting #134-e	C1-221756
Electronic meeting, 17-25 February 2022	(was C1-221227)
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	29.379
	CR
	0021
	rev
	1
	Current version:
	17.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Removal of Editor's Notes

	
	

	Source to WG:
	FirstNet

	Source to TSG:
	C1

	
	

	Work item code:
	MCCI_CT
	
	Date:
	2022-02-21

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17) 
Rel-18	(Release 18)

	
	

	Reason for change:
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*  *  *  *  *  FIRST CHANGE  *  *  *  *  *
[bookmark: _Toc25219815][bookmark: _Toc26195975][bookmark: _Toc27731945][bookmark: _Toc51921723][bookmark: _Toc51922039][bookmark: _Toc51922355][bookmark: _Toc83048769][bookmark: _Toc20152630][bookmark: _Toc27495295][bookmark: _Toc36108763][bookmark: _Toc83306050]6.6.3.1.8.1	Determining authorisation for initiating an MCPTT emergency alert
If the IWF performing the controlling role has received a SIP request targeted to an MCPTT group with the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true", the IWF performing the controlling role shall check the following conditions:
1)	if the user is authorized by the IWF to initiate an emergency alert; and
2)	if the IWF allows emergency alerts on the group;
then the MCPTT emergency alert request shall be considered to be an authorised request for an MCPTT emergency alert targeted to an MCPTT group. In all other cases, the MCPTT emergency alert request shall be considered to be an unauthorised request for an MCPTT emergency alert targeted to an MCPTT group.
NOTE 1:	How the IWF authorizes a user to initiate alerts and how the IWF decides to allow emergency alerts on a group is out of scope of the present document.
If the IWF performing the controlling role has received a SIP request targeted to a user with the <alert-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true", the IWF performing the controlling role shall check the following condition:
1)	if the calling user is authorized by the IWF for emergency alerts; 
then the MCPTT emergency alert request shall be considered to be an authorised request for an MCPTT emergency alert targeted to a user. In all other cases, it shall be considered to be an unauthorised request for an MCPTT emergency alert targeted to a user.
NOTE 2:	How the IWF authorizes a user to initiate alerts to other users is out of scope of the present document.
Editor's note:	How and whether the IWF obtains user profile information for MCPTT users, and whether the MCPTT system needs access to IWF user profile information is FFS.
NOTE 3:	How the IWF determines relevant contents of the MCPTT user profile document is out of scope of the present document.
*  *  *  *  *  NEXT CHANGE  *  *  *  *  *
[bookmark: _Toc25219816][bookmark: _Toc26195976][bookmark: _Toc27731946][bookmark: _Toc51921724][bookmark: _Toc51922040][bookmark: _Toc51922356][bookmark: _Toc83048770]6.6.3.1.8.2	Determining authorisation for initiating an MCPTT emergency group or private call
If the IWF performing the controlling role has received a SIP request for an MCPTT group call with the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true" and:
1)	if the MCPTT user is authorized by the IWF to initiate emergency calls and if the group is configured to allow emergency calls, then the IWF performing the controlling role shall consider the MCPTT emergency group call request to be an authorised request for an MCPTT emergency group call and skip the remaining step; or
NOTE 1:	How the IWF determines whether the user is authorized to initiate an emergency group call and whether the group supports emergency calls is out of scope of the current document.
2)	if the IWF performing the controlling role does not consider the MCPTT emergency group call request to be an authorised request for an MCPTT emergency group call by step 1) above, then the IWF performing the controlling role shall consider the MCPTT emergency group call request to be an unauthorised request for an MCPTT emergency group call.
If the IWF performing the controlling role has received a SIP request for an MCPTT private call with the <emergency-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true", the IWF performing the controlling role determines whether the user is authorized to initiate an emergency private call. 
NOTE 2:	How the IWF determines whether the user is authorized to initiate an emergency private call is out of scope of the current document.
Editor's note:	How and whether the IWF obtains user profile information for MCPTT users, and whether the MCPTT system needs access to IWF user profile information is FFS.
NOTE 3:	How the IWF determines relevant contents of the MCPTT user profile document is out of scope of the present document.
*  *  *  *  *  NEXT CHANGE  *  *  *  *  *
[bookmark: _Toc25219819][bookmark: _Toc26195979][bookmark: _Toc27731949][bookmark: _Toc51921727][bookmark: _Toc51922043][bookmark: _Toc51922359][bookmark: _Toc83048773]6.6.3.1.8.5	Determining authorisation for initiating an MCPTT imminent peril call
If the IWF performing the controlling role has received a SIP request with the <imminentperil-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body set to a value of "true"; and 
1)	if the MCPTT user is authorized by the IWF performing the controlling role to initiate an imminent peril call; and
2)	if the IWF allows the group to support imminent peril calls;
NOTE 1:	How the IWF authorizes the user to initiate imminent peril calls and how the IWF determines whether to allow imminent peril calls on a group is out of scope of the present document.
then the MCPTT imminent peril call request shall be considered to be an authorised request for an MCPTT imminent peril call. In all other cases, it shall be considered to be an unauthorised request for an MCPTT imminent peril call.
Editor's note:	How and whether the IWF obtains user profile information for MCPTT users, and whether the MCPTT system needs access to IWF user profile information is FFS.
NOTE 2:	How the IWF determines relevant contents of the MCPTT user profile document is out of scope of the present document.
*  *  *  *  *  END CHANGES  *  *  *  *  *


