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* * * First Change * * * *
[bookmark: _Toc93939237][bookmark: _Toc28012758][bookmark: _Toc34266228][bookmark: _Toc36102399][bookmark: _Toc43563441][bookmark: _Toc45133984][bookmark: _Toc50031914][bookmark: _Toc51762834][bookmark: _Toc56640901][bookmark: _Toc59017869][bookmark: _Toc66231737][bookmark: _Toc68168898][bookmark: _Toc70550544][bookmark: _Toc81427096]4.2.5.19	Notification about Application Detection Information
When the "ApplicationDetectionEvents" feature is supported, when the PCF gets the knowledge that the traffic of the indicated application started or stopped, the PCF shall inform the NF service consumer accordingly if the NF service consumer has previously subscribed as described in subclauses 4.2.6.9.
The PCF shall notify the NF service consumer by including the "EventsNotification" data type in the body of the HTTP POST request as described in subclause 4.2.5.2.
The PCF shall include, for the detected application(s)'s traffic:
-	within the "evNotifs" attribute an event entry of the "AfEventNotification" data type with the matched event "APP_DETECTION" in the "event" attribute; and
-	the "adReports" array, which for each detected application's traffic shall include:
a)	the "adNotifType" attribute to indicate whether the detection is about the start of the application's traffic encoded as the "APP_START" value, or about the stop of the application's traffic encoded as the "APP_STOP" value; and
b)		the application identifier within the "afAppId" attribute.
When the NF service consumer receives the HTTP POST request, it shall acknowledge the request by sending a "204 No Content" response to the PCF.
Signalling flows for the notification of application detection information are presented in 3GPP TS 29.513 [7].
NOTE:	When the NF service consumer receives the notifications for multiple applications, the NF service consumer (e.g. the PCF for the UE) can determine which logic to apply (e.g. which AM policy to apply) based on local configuration and operator policy.
In this release of the specification application detection applies only to the application(s) with IP traffic.

* * * Second Change * * * *
[bookmark: _Toc28012051][bookmark: _Toc34122901][bookmark: _Toc36037851][bookmark: _Toc38875232][bookmark: _Toc43191711][bookmark: _Toc45133105][bookmark: _Toc51316609][bookmark: _Toc51761789][bookmark: _Toc56674766][bookmark: _Toc56675157][bookmark: _Toc59016143][bookmark: _Toc63167741][bookmark: _Toc66262249][bookmark: _Toc68166755][bookmark: _Toc73537872][bookmark: _Toc75351748][bookmark: _Toc81057112]4.2.6.9	Subscription to application detection notification
This procedure is used by a NF service consumer to request the PCF the subscription to application (e.g. start, stop) detection notifications, if the "ApplicationDetectionEvents" feature is supported.
The NF service consumer can request the subscription to notification of application detection events without providing service information:
-	at initial subscription to events, using the HTTP POST request message as described in subclause 4.2.6.3; and
-	at modification of the subscription to events, using the HTTP PUT request message as described in subclause 4.2.6.2.
The NF service consumer shall include:
-	To subscribe to notifications about the detection of the start/stop of one or more application's traffic the "evSubsc" attribute within the POST request as described in subclause 4.2.6.3, with:
a.	 the "events" array, including an event with the "event" attribute value set to "APP_DETECTION"; and
b.	the "afAppIds" attribute, with the list of AF application identifier(s) that refer to the applications' traffic to detect.
-	To modify the subscription to notifications of application's traffic detection the "EventsSubscReqData" data type within the PUT request as described in subclause 4.2.6.2, including an event with the "event" attribute value set to "APP_DETECTION" and an updated list of AF application identifiers within the "afAppIds" attribute.
-	To remove the subscription to notifications about the start and stop of the applications traffic, an "events" array within the PUT request as described in subclause 4.2.6.2, without including any event with the "event" attribute value "APP_DETECTION" and omitting the "afAppIds" attribute.
The PCF shall reply to the NF service consumer with the HTTP POST response as described in subclause 4.2.6.3 and with the HTTP PUT response as described in subclause 4.2.6.2.
The PCF shall set the appropriate subscription to Application Detection for the corresponding PCC rule(s) as described in 3GPP TS 29.512 [8].
In this release of the specification application detection applies only to the application(s) with IP traffic.

* * * End of Changes * * * *
