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Additional discussion(if needed):
Proposed changes:
*** 1st Change ***
[bookmark: _Toc27999423][bookmark: _Toc36035397][bookmark: _Toc51759797][bookmark: _Toc83114895][bookmark: _Toc28012221][bookmark: _Toc34123074][bookmark: _Toc36038024][bookmark: _Toc38875406][bookmark: _Toc43191887][bookmark: _Toc45133282][bookmark: _Toc51316786][bookmark: _Toc51761966][bookmark: _Toc56674953][bookmark: _Toc56675344][bookmark: _Toc59016330][bookmark: _Toc63167928][bookmark: _Toc66262438][bookmark: _Toc68166944][bookmark: _Toc73538062][bookmark: _Toc75351938][bookmark: _Toc83231748][bookmark: _Toc73538103][bookmark: _Toc75351979][bookmark: _Toc83231789][bookmark: _Toc28012332][bookmark: _Toc36038275][bookmark: _Toc45133540][bookmark: _Toc51762294][bookmark: _Toc59016865][bookmark: _Toc68168030]5.3.53	Flow-Information AVP (All access types)
The Flow-Information AVP (AVP code 1058) is of type Grouped, and it is sent from the PCRF to the PCEF and contains the information from a single IP flow packet filter.
The Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs specify the parameters to be used for matching payload packets. If any of these AVPs is present, then the Flow-Direction AVP shall also be included. If the Flow-Information AVP includes any of the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index or Flow-Label AVPs, these values replace any previous value for all the Flow-Description, ToS-Traffic-Class, Security-Parameter-Index and Flow-Label AVPs.
The Flow-Information AVP shall include the Flow-Direction AVP, declaring in what direction(s) the filter applies.
The PCRF shall only assign the packet filter identifier in the Packet-Filter-Identifier AVP for PCC rules created as a result of UE-initiated resource allocation.
NOTE 1:	The UE can only modify or delete the packet filters that the UE has introduced and associated resources. The packet filter identifiers are only needed for packet filters created by the UE.
For PCC rules modified as a result of UE-initiated resource modification that include the modified Flow-Information AVP, the PCRF shall include the packet filter identifier in the Packet-Filter-Identifier AVP.
The Flow-Direction AVP shall be included unless no other AVPs other than Packet-Filter-Identifier AVP are included within the Flow-Information AVP.
The Routing-Rule-Identifier AVP shall be included in the case of NBIFOM and when the PCRF initiates/has initiated the NBIFOM routing rule(s). It is used by the PCEF as routing rule identifier for the corresponding NBIFOM routing rule sent over Gx interface when the PCEF receives an UE-requested IP flow mapping modification request for the routing rule. See subclause 4.5.25.2 for further details.
NOTE 2:	For 3GPP accesses, the possible combinations of Flow-Description, Type-of-Service/Traffic Class, the IPSec SPI, and the Flow Label in the TFT filter are defined in 3GPP TS 23.060 [17].
AVP Format:
Flow-Information ::= < AVP Header: 1058 >
							 [ Flow-Description ]
							 [ Packet-Filter-Identifier ]
							 [ Packet-Filter-Usage ]
							 [ ToS-Traffic-Class ]
							 [ Security-Parameter-Index ]
							 [ Flow-Label ]
							 [ Flow-Direction ]
							 [ Routing-Rule-Identifier ]
							*[ AVP ]

*** End of Changes ***
