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	Reason for change:
	In EPS fallback for IMS voice scenarios, when the SMF is still processing the idle mobility/handover procedure and the PCC rule enforcement on dedicated bearer/QoS flow is still ongoing, it is possible that the SMF receives the Npcf_SMPolicyControl_UpdateNotify (i.e. PCF-initiated SM Policy Association Modification) as a consequence of a new request from the PCF (e.g. the PCF is contacted as part of the second SDP Offer/Answer when the media component information has changed).
How to handle this collision is not described in 3GPP specifications. Different behaviours are possible: 
If SMF rejects the Npcf_SMPolicyControl_UpdateNotify during idle mobility/handover, the PCF will report the corresponding error to the IMS network, and the IMS network may release the call.
If SMF delays the response to PCF until the ongoing idle mode mobilty/handover is finished, it could happen that the PCF may retry the UpdateNotify operation. It would impact the SMF/PCF system performance. 
Inappropriate handling of this situation may cause call setup failure, and call setup failure will impact customer KPIs.  
The described situation is not limited to EPS fallback scenarios. The PCF initiated UpdateNotify collision with SMF ongoing procedures may occur in other situations, e.g. during normal IMS call setup in 5GS (i.e. Voice QoS flow setup in 5GS),  when N2 HO is ongoing in SMF,  PCF sends UpdateNotify to enable IP flows (i.e. to open gates). 
.

	
	

	Summary of change:
	Clause 4.2.3.2 is updated to introduce a note that describes the missing scenario when there are ongoing procedures in the SMF that collide with the request from the PCF.

	
	

	Consequences if not approved:
	Inappropriate handling of this situation may cause call failure that will impact customer KPIs.
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Figure 4.2.3.2-1: SM Policy Association Update request
The PCF may decide to provision policies related to an Individual SM Policy resource without obtaining a request from the NF service consumer, e.g. in response to information provided to the PCF via the Rx or N5 reference points, or in response to an internal trigger within the PCF. The PCF shall send for this purpose a POST request to the NF service consumer (e.g. SMF) using the URI"{notificationUri}/update". The payload body of the message shall contain a SmPolicyNotification data structure that contains:
-	the representation of the updated policies within the "smPolicyDecision" attribute; and 
-	the resource URI of the Individual SM Policy resource related to the notification within the "resourceUri" attribute. 
Detailed procedures related to the provisioning and enforcement of the policy decisions contained within the SmPolicyDecision data structure are provided in subclause 4.2.6.
In case of a successful update of SM policies:
-	if the PCF provisioned the policy control request triggers related to access type change, RAT change or location change, a "200 OK" response code and a response body with the corresponding available information in the "UeCampingRep" data structure shall be returned in the response;
-	otherwise, a "204 No Content" response code shall be returned in the response.
NOTE:	When there is an ongoing procedure that collisions with the update of SM policies (e.g. during handover from 5GS to EPS) the SMF, based on operator policies, can delay the update of SM policies and return a "204 No Content" response code. In this case the SMF will process the request when the procedure is finished.
If errors occur when processing the HTTP POST request, the NF service consumer shall send an HTTP error response as specified in subclause 5.7.
If the feature "ES3XX" is supported, and the NF service consumer determines the received HTTP POST request needs to be redirected, the NF service consumer shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [4].
If the NF service consumer received one or more PCC rules from the PCF, but the validation of all these PCC Rules was unsuccessful, the NF service consumer shall reject the request and include in an HTTP "400 Bad Request" response message the ErrorReport data structure. Within the ErrorReport data structure, the NF service consumer shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT" and the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in subclause 4.2.3.16.
If the "SessionRuleErrorHandling" feature is supported and the NF service consumer received one or more PCC rules and/or session rules from the PCF but the validation of all these PCC Rules and/or session rules was unsuccessful, the NF service consumer shall reject the request and include in an HTTP "400 Bad Request" response message the ErrorReport data structure. Within the ErrorReport data structure, the NF service consumer shall include the "error" attribute containing the "cause" attribute of the ProblemDetails data structure set to "RULE_PERMANENT_ERROR" or "RULE_TEMPORARY_ERROR" and the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in subclause 4.2.3.16 and/or the "sessRuleReports" attribute to report the session rule status of the affected session rules as defined in subclause 4.2.3.20.
If the NF service consumer received one or more PCC rules from the PCF but the validation of some of them was unsuccessful, the NF service consumer shall include an HTTP "200 OK" status code together with one or more RuleReport data structure(s) to report the PCC rule status of the affected PCC rules as defined in subclause 4.2.3.16 in the "PartialSuccessReport" data structure included in the response message. The "failureCause" attribute of the "PartialSuccessReport" shall be set to "PCC_RULE_EVENT" or "PCC_QOS_FLOW_EVENT".
If the "SessionRuleErrorHandling" feature is supported and the NF service consumer received one or more PCC rule and/or session rules from the PCF but the validation of some of them was unsuccessful, the NF service consumer shall include an HTTP "200 OK" status code together with the "ruleReports" attribute to report the PCC rule status of the affected PCC rules as defined in subclause 4.2.3.16 and/or the "sessRuleReports" attribute to report the session rule status of the affected session rules as defined in subclause 4.2.3.20 in the "PartialSuccessReport" data structure included in the response message. The "failureCause" attribute of the "PartialSuccessReport" shall be set to "RULE_PERMANENT_ERROR" or "RULE_TEMPORARY_ERROR".
If the PCF provisioned policy control request triggers, the NF service consumer may include in the "PartialSuccessReport" data structure the "ueCampingRep" attribute with the corresponding available information. When it is required to report multiple instances of the "PartialSuccessReport" data structure due to different "failureCause" values, the NF service consumer shall use only one instance of the "PartialSuccessReport" data structure to include the "ueCampingRep" attribute with the corresponding available information.
*** End of Changes ***
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