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*******
*** First Change ***
[bookmark: _Toc517479846]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: ref23153][1]	3GPP TS 23.153: "Out of band transcoder control; Stage 2".
[bookmark: ref23205][2]	3GPP TS 23.205: "Bearer independent circuit-switched core network; Stage 2".
[bookmark: ref24008][3]	3GPP TS 24.008: "Mobile radio interface Layer 3 specification; Core network protocols; Stage 3".
[bookmark: ref25415][4]	3GPP TS 25.415: "UTRAN Iu interface user plane protocols".
[bookmark: ref28062][5]	3GPP TS 28.062: "Inband Tandem Free Operation (TFO) of speech codecs; Service description; Stage 3".
[bookmark: ref29007][6]	3GPP TS 29.007: "General requirements on interworking between the Public Land Mobile Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN)".
[bookmark: ref29205][7]	3GPP TS 29.205: "Application of Q.1900 series to Bearer Independent circuit-switched network architecture; Stage 3".
[bookmark: ref29415][8]	3GPP TS 29.415: "Core Network Nb interface user plane protocols".
[bookmark: ref48008][9]	3GPP TS 48.008: "Mobile Switching Centre - Base Station System (MSC ‑ BSS) interface; Layer 3 specification".
[bookmark: refH248][10]	ITU-T Recommendation H.248.1 (05/2002): "Gateway control protocol: Version 2" including the Corrigendum1 for Version 2 (03/04).
[bookmark: refQ2210][11]	ITU-T Recommendation Q.2210 (1996): "Message transfer part level 3 functions and messages using the services of ITU-T Recommendation Q.2140".
[bookmark: refRFC2960][12]	IETF RFC 2960: "Stream control transmission protocol".
[13]	3GPP TS 29.202: "Signalling System No. 7 (SS7) signalling transport in core network; Stage 3".
[14]	ITU-T Recommendation H.248.8 (09/2005): "Error codes and service change reason description".
[15]	ITU-T Recommendation H.248.10 (07/2001): "Media gateway resource congestion handling package".
[16]	3GPP TS 26.103: "Speech codec list for GSM and UMTS".
[17]	ITU-T Recommendation H.248.2 (01/2005): "Facsimile, text conversation and call discrimination packages".
[18]	3GPP TS 26.226: "Cellular text telephony; Transport of text in the voice channel".
[19]	ITU-T Recommendation T.140 (02/1998): "Protocol for multimedia application text conversation".
[20]	3GPP TS 25.413: "UTRAN Iu interface RANAP signalling".
[21]	3GPP TS 25.414: "UTRAN Iu interface data transport and transport signalling".
[22]	3GPP TS 23.078: "Customized Applications for Mobile network Enhanced Logic (CAMEL); Stage 2".
[23]	ITU-T Recommendation Q.1950 (12/2002): "Bearer independent call bearer control protocol".
[24]	ITU-T Recommendation Q.765.5 (04/2004): "Signalling system No. 7 - Application transport mechanism: Bearer Independent Call Control (BICC)".
[25]	ITU-T Recommendation G.711 (11/1988): "Pulse code modulation (PCM) of voice frequencies". 
[26]	3GPP TS 26.102: "Mandatory speech codec; AMR speech codec; Interface to Iu, Uu and Nb".
[27]	3GPP TS 23.014: "Support of Dual Tone Multi-Frequency (DTMF) signalling".
[28]	ITU-T Recommendation H.248.7 (03/2004): "Generic Announcement Package".
[29]	3GPP TS 32.421: "Subscriber and equipment trace: Trace concepts and requirements ".
[30]	3GPP TS 32.422: "Subscriber and equipment trace: Trace control and configuration management".
[31]	3GPP TS 32.423: "Subscriber and equipment trace: Trace data definition and management".
[32]	3GPP TS 29.414: "Core Network Nb data transport and transport signalling".
[33]	ITU-T Recommendation X.213 (11/95): "Information technology - Open systems interconnection - Network Service Definitions".
[34]	Void
[35]	3GPP TS 43.045: "Technical Realization Of Facsimile Group 3 service - Transparent".
[36]	ITU-T Recommendation H.248.36 (09/2005): "Hanging Termination Detection Package".
[37]	3GPP TS 23.172 : "Technical realization of Circuit Switched (CS);multimedia service UDI/RDI fallback and service modification;Stage 2".
[38]	3GPP TS 33.210 : "3G Security; Network Domain Security; IP Network Layer Security. 
[39]	3GPP TS 43.068: " Voice Group Call Service (VGCS); Stage 2".
[40]	3GPP TS 43.069: " Voice Broadcast Service (VBS); Stage 2".
[41]	ITU-T Recommendation X.690: "ASN.1 encoding rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)".
[42]	ITU-T Recommendation H.248.41 (05/2006): " IP Domain Connection package".
[43]	3GPP TS 23.003: "Numbering, addressing and identification".
[44]	IETF RFC 3309: "Stream Control Transmission Protocol (SCTP) Checksum Change"
[45]	ITU-T Recommendation H.248.14 (03/2009):"Inactivity timer package"
[46]	Void
[47]	Void
[48]	Void
[49]	Void
[50]	Void
[51]	3GPP TS 29.332: "Media Gateway Control Funtion (MGCF) - IM Media Gateway; Mn Interface". 
[52]	IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".
[53]	IETF RFC 4566: "SDP: Session Description Protocol".
[54]	3GPP TS 23.231: "SIP-I based circuit switched core network; stage 2".
[55]	IETF RFC 4040: "RTP Payload Format for a 64 kbit/s Transparent Call".
[56]	Void
[57]	3GPP TS 29.231: "Application of SIP-I Protocols to Circuit Switched (CS) core network architecture; Stage 3".
[58]	3GPP TS 32.407: "Telecommunication Management; Performance Management (PM) Performance measurements Core Network (CN) Circuit Switched (CS) domain".
[59]	3GPP TS 23.292: "IP Multimedia Subsystem (IMS) Centralized Services; Stage 2".
[60]	3GPP TS 29.292: "Interworking between the IP Multimedia (IM) Core Network (CN) subsystem and MSC Server for IMS Centralized Services (ICS)".
[61]	3GPP TS 29.163: "Interworking between the IM CN subsystem and CS networks – Stage 3".
[62]	Void
[63]	Void
[64]	IETF RFC 2198: "RTP Payload for Redundant Audio Data".
[65]	3GPP TS 48.103: "Base Station System – Media GateWay (BSS-MGW) interface; User Plane transport mechanism".
[66]	ITU-T Recommendation H.248.57 (06/2008): "Gateway control protocol: RTP Control Protocol Package".
[67]	ITU-T Recommendation H.248.43 (06/2008): "Gateway control protocol: Gate Management and Gate Control packages".
[69]	ITU-T Recommendation H.248.53 (06/2008) inclusive Revision 1 (03/2009): "Gateway control protocol: Traffic management packages".
[70]	ITU-T Recommendation H.248.52 (06/2008): "Gateway control protocol: QoS support packages".
[71]	ITU-T Recommendation H.248.40 (01/2007): "Gateway control protocol: Application Data Inactivity Detection package".
[72]	ITU-T Recommendation H.248.41 Amendment 1 (06/2008): "Gateway control protocol: IP domain connection package: IP Realm Availability Package".
[73]	IETF RFC 2216: "Network Element Service Specification Template".
[74]	Void
[75]	Void
[76]	Void
[77]	3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".
[78]	3GPP TS 22.153: "Multimedia Priority Service".
[79]	ITU-T Recommendation H.248.82 (03/2013): "Gateway control protocol: Explicit Congestion Notification Support".
[80]	Void.IETF RFC 5245: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".
[81]	ITU-T Recommendation H.248.50 (09/2010) Corrigendum 1 (02/12): "Gateway control protocol: NAT traversal toolkit packages".
[82]	3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".
[83]	3GPP TS 26.445: "Codec for Enhanced Voice Services (EVS); Detailed Algorithmic Description".
[84]	IETF RFC 5939: "Session Description Protocol (SDP) Capability Negotiation".
[85]	ITU-T Recommendation H.248.80 (01/2014): "Gateway control protocol: Usage of the revised SDP offer/answer model with ITU-T H.248".
[bookmark: _Hlk94817023][nb1]	IETF RFC 8445: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal".
[nb2]	IETF RFC 8839: "Session Description Protocol (SDP) Offer/Answer Procedures for Interactive Connectivity Establishment (ICE)".

*** Next Change ***
[bookmark: _Toc517479862]10.1	Signalling Objects
Table 10.1 shows the parameters which are required, in addition to those defined in the subclause "Formats and Codes" of ITU-T Recommendation Q.1950 [23] (see 3GPP TS 29.205 [7]).
The coding rules applied in ITU-T Recommendation H.248.1 [10] for the applicable coding technique shall be followed for the UMTS capability set.
Unsupported values of parameters or properties may be reported by the MGW and shall be supported by the MSC as such by using H.248.1 error code #449 " Unsupported or Unknown Parameter or Property Value ". Error Text in the error Descriptor: The unsupported or unknown value is included in the error text in the error descriptor.
Table 10.1: Additional parameters required
	Signalling Object
	H.248 Descriptor
	Coding

	actprot
	Signal descriptor
	As for the signal "Activate protocol" in subclause 15. 2.1.3

	Allowed RTCP APP message types
	Remote Descriptor
	The "a=3gpp_mtsi_app_adapt" SDP attribute defined in 3GPP TS 26.114 [77].

	Bearer modification possible
	ObservedEvent descriptor
	As for the ObserverdEventDescriptor in "Bearer Modification Support" in subclause 15. 2.3.2.

	Bearer Modification Support
	EventDescriptor
	As for the EventsDescriptor in "Bearer Modification Support" in subclause 15. 2.3.2.

	Bitrate
	Local control
	As for the property "Bitrate" in subclause 15.1.7.1

	Cause
	ObservedEvent descriptor
	As for the ObservedEventsDescriptor parameter "Protocol Negotiation Result" in subclause 15. 2.1.2

	Changed Realms
	Observed Events
	According to Observed Events Parameters for Available Realms Changed event in ITU-T Recommendation H.248.41 [72].

	Codec List
	Local Descriptor or Remote Descriptor
	<fmt list> in a single SDP m-line.
For a static RTP payload type, the codec type should be implied by the RTP payload type, if not then each codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). See Clause 10.2.
For a dynamic RTP payload type, for each codec information on the codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). See Clause 10.2

	Coding
	Local control
	As for the property "GSM channel coding" in subclause 15. 2.1.1

	Connchng
	ObservedEventDescriptor
	As for the ObservedEventDescriptor "Connection State Change" in subclause 15.2.6.2

	Ctmbits
	Statistics descriptor
	As for the Statistics descriptor "Characters Transferred" in subclause 15.2.6.4

	Ctmstate 
	TerminationState
	As for the TerminationState "Text termination connection state" in subclause 15. 2.6.1.

	Ctmtext version
	Local control
	As for the property "Text Protocol Version" in subclause 15.2.6.1.

	Ctmtransport
	Local control
	As for the property "Text Transport"  in subclause 15.2.6.1.

	Delay Variation Tolerance
	Local Control
	This is the tman/dvt property from ITU-T Recommendation H.248.53 [69]

	Desired listener context terminations
	Local control
	As for the property "Number of desired listener context terminations" in subclause 15.2.10.1

	Diffserv Code Point
	Local Control
	Defined according to the Differentiated Services Code Point property in ITU-T Recommendation H.248.52 [70].

	Diffserv Tagging Behaviour
	Local Control
	Defined according to the Tagging Behaviour property in ITU-T Recommendation H.248.52 [70].

	Distlist
	ObservedEvent descriptor
	As for the ObservedEventDescriptor parameter "Distant TFO List" in subclause 15. 2.2.2

	ECN Enabled
	Local Descriptor or Remote Descriptor
	Defined according to the "ECN Enabled" property in ITU-T Recommendation H.248.82 [79].

	ECN Failure
	Events, 
Observed Events
	Defined according to the "ECN Failure" Event in ITU-T Recommendation H.248.82 [79].

	ECN Failure Type
	ObservedEvents Descriptor
	As for the ObservedEventsDescriptor Parameter "Failure Type" in ITU-T Recommendation H.248.82 [79]. 

	ECN Initiation Method
	Local Descriptor or Remote Descriptor
	Defined according to "Initiation Method" property in ITU-T Recommendation H.248.82 [79]. 

	Error
	Error descriptor
	As defined in the subclause "Command error code" in ITU‑T Recommendation H.248.1 [10]

	Flextone
	Signal descriptor
	As for the signal "Flexible Tone" in subclause 15.2.8.3 

	ICE host candidate request
	Local Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [80] of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate

	ICE host candidate
	Local Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 8839 [nb2].IETF RFC 5245 [80]

	ICE lite indication
	Local Descriptor
	The "a=ice-lite" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [80].

	ICE pacing
	Local Descriptor
	The "a=ice-pacing" SDP attribute defined in IETF RFC 8839 [nb2].
Only applicable for full ICE as specified in IETF RFC 8445 [nb1].

	ICE pacing request
	Local Descriptor
	The "a=ice-pacing" SDP attribute defined in IETF RFC 8839 [nb2] with wildcard sign "$".
Only applicable for full ICE as specified in IETF RFC 8445 [nb1].

	ICE password request
	Local Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [80] with wildcard sign "$". 

	ICE password
	Local Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [80].

	ICE received candidate
	Remote Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 8839 [nb2].IETF RFC 5245 [80]

	ICE received pacing
	Remote Descriptor
	The "a=ice-pacing" SDP attribute defined in IETF RFC 8839 [nb2].
Only applicable for full ICE as specified in IETF RFC 8445 [nb1].

	ICE received password
	Remote Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [80].

	ICE received Ufrag
	Remote Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [80].

	ICE Ufrag request
	Local Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [80] with wildcard sign "$".

	ICE Ufrag
	Local Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [80].

	ICE Connectivity Check Result
	Events, 
Observed Events
	Defined according to Connectivity Check Result event in ITU-T Recommendation H.248.50 [81].

	ICE Send Connectivity Check 
	Signals 
	Defined as the ostuncc/scc signal in ITU-T Recommendation H.248.50 [81]. 

	ICE New Peer Reflexive Candidate
	Events, 
Observed Events
	Defined according to New Peer Reflexive Candidate event in ITU-T Recommendation H.248.50 [81], only applicable for full ICE.

	ICE Send Additional Connectivity Check 
	Signals 
	Defined as the ostuncc/sacc signal in ITU-T Recommendation H.248.50 [81], only applicable for full ICE.

	IMEI(SV)
	Local control
	As for the property "IMEI(SV)" in subclause 15.2.9.1

	IMSI
	Local control
	As for the property "IMSI" in subclause 15.2.9.1

	inactivity timeout
	EventDescriptor
	As for the EventsDescriptor in subclause 6.2/H.248.14 "Inactivity Timeout"

	Inactivity timeout
	ObservedEvent descriptor
	As for the ObserverdEventDescriptor in subclause 6.2/H.248.14 "Inactivity Timeout "

	Initdirection
	Local control
	As for the property "Initialization Direction" in subclause 15.1.1.1

	Interface
	Local control
	As for the property "Interface" in subclause 15.1.1.1

	IP Address
	Local Descriptor or Remote Descriptor
	<connection address> in SDP "c-line"


	IP interface
	Local Control
	As for the property "IP interface type" in subclause 15.2.11.1

	IP realm identifier
	Local control
	As for the property "IP realm identifier" in subclause 5.1.1/H.248.41

	IP Version
	Local Descriptor or Remote Descriptor
	<address type> in SDP "c-line", see C.16


	Iu IP Address
	Local Descriptor or Remote Descriptor control
	As defined in C.16 

	Iu IP Port
	Local Descriptor or Remote Descriptor
	As defined in C.16. Port Type is not defined in the Mc profile and shall be assumed always to be UDP.

	List of interfaces
	Local control
	As for the property "List of interfaces" in subclause 15.2.9.1

	MGW Resource Congestion Handling - Indication
	EventDescriptor
	As for the EventDescriptor in subclause 4.2.1/H.248.10 "MGCongestion"

	Maximum Burst Size
	Local Control
	This is the tman/mbs property from ITU-T Recommendation H.248.53 [69]

	Media Inactivity Detection
	Events, 
Observed Events
	Defined according to IP Flow Stop Detection event in ITU-T Recommendation H.248.40 [71].

	Media Inactivity Detection Time
	Events
	As for the Event Parameter in ITU-T Recommendation H.248.40 [71] "Detection Time"

	Media Inactivity Detection Direction
	Events
	As for the Event Parameter in ITU-T Recommendation H.248.40 [71] "Direction"

	Mode
	Local control
	As for the property "UP mode of operation" in subclause 15.1.1.1

	Needed conference terminations
	Local control
	As for the property "Number of needed conference terminations" in subclause 15.2.10.1

	On/Off
	Local control
	As for the property "Echo cancelling" in subclause E.13.1 in ITU‑T Recommendation H.248.1 [10] . Default value is Off.

	Optimalcodec
	ObservedEvent descriptor
	As for the ObservedEventDescriptor parameter "Optimal Codec Type" in subclause 15. 2.2.2

	Peak Data Rate
	Local Control
	This is the tman/pdr property from ITU-T Recommendation H.248.53 [69].

	PLMN bearer capability
	Local control
	As for the property "PLMN BC" in subclause 15. 2.1.1

	Policing Required
	Local Control
	This is the tman/pol property from ITU-T Recommendation H.248.53 [69].

	Port
	Local Descriptor or Remote Descriptor
	<port> in SDP m-line.
<transport> in SDP m-line shall be set to value "RTP/AVP" for voice service
Editor's note: the value for other services in FFS.

	Priority Information
	NA
	Priority Indicator (subclause 6.1.1 of ITU-T Recommendation H.248.1 [10]).
 Binary Encoding: Encoding as per ITU-T Recommendation H.248.1 [10] Annex A  "priority" context attribute
Textual Encoding: Encoding as per ITU-T Recommendation H.248.1 [10] Annex B "priority" context attribute

	Rate 
	ObservedEvent descriptor
	As for the ObservedEventDescriptor parameter "Rate Change" in subclause 15. 2.1.2

	Realm Availability Change
	Events, 
Observed Events
	According to Available Realms Changed event in ITU-T Recommendation H.248.41 [72].

	Reduction
	ObservedEvent descriptor
	As for the ObserverdEventDescriptor in subclause 4.2.1/H.248.10 "MGCongestion".

	Remote Source Address Filtering
	Local Control
	Defined according to Remote Source Address Filtering property in ITU-T Recommendation H.248.43 [67].

	Remote Source Address Mask
	Local Control
	Defined according to Remote Source Address Mask property in ITU-T Recommendation H.248.43 [67].

	Remote Source Port Filtering
	Local Control
	Defined according to Remote Source Port Filtering property in ITU-T Recommendation H.248.43 [67].

	Remote Source Port
	Local Control
	Defined according to Remote Source Port property in ITU-T Recommendation H.248.43 [67].

	Remote Source Port Range
	Local Control
	Defined according to Remote Source Port Range property in ITU-T Recommendation H.248.43 [67].

	RTCP allocation
	Local Control
	Defined according to RTCP Allocation Specific Behaviour 
property in ITU-T Recommendation H.248.57 [66].

	Reserve_Value
	Local Control
	ITU-T Recommendation H.248.1 [10] Mode property.
Binary Encoding:	Encoding as per ITU-T Recommendation H.248.1 Annex A "reserveValue"
Textual Encoding:	Encoding as per ITU-T Recommendation H.248.1 Annex B "reservedValueMode".

	Result
	ObservedEvent descriptor
	As for the ObservedEventDescriptor parameter "Protocol Negotiation Result" in subclause 15. 2.1.2

	RtcpbwRR
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RR"-line as per IETF RFC 3556 [52]. 


	RtcpbwRS
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RS"-lineas per IETF RFC 3556 [52].


	RTPpayload
	Local Descriptor or Remote Descriptor
	<fmt list> in SDP m-line


	SDPCapNeg configuration
	Local Descriptor or Remote Descriptor
	The SDP attributes for SDP capability negotiation according to IETF RFC 5939 [84].

	SDPCapNeg Supported Capabilities
	Termination State
	Defined according to SDPCapNeg Extensions property in ITU-T Recommendation H.248.80 [85].

	STUN server request
	LocalControl
	Encoding as per ITU-T Recommendation H.248.50 [81] "MG Act-as STUN Server" (mgastuns) package "Act-as STUN Server" (astuns, 0x0001) property.

	Sustainable Data Rate
	Local Control
	This is the tman/sdr property from ITU-T Recommendation H.248.53 [69]

	termination heartbeat
	EventDescriptor
	As for the EventsDescriptor in subclause 5.2.1/H.248.36 "Termination Heartbeat"

	Termination heartbeat
	ObservedEvent descriptor
	As for the ObserverdEventDescriptor in subclause 5.2.1/H.248.36 "Termination Heartbeat"

	tfoactvalue
	Local control
	As for the property "TFO activity control" in subclause 15. 2.2.1

	TFOcodeclist (NOTE)
	 Local control
	As for the property "TFO Codec List" in subclause 15. 2.2.1

	TFO Status
	EventDescriptor
	As for the EventsDescriptor in "TFO_Status Event" in subclause 15.2.2.2

	tfostatus
	ObservedEvent descriptor
	As for the ObservedEventsDescriptor parameter "TFO Status" in subclause 15.2.2.2

	Trace activativity request
	Local control
	As for the property "Trace Activation Control" in subclause 15.2.9.1

	Trace Activation Result
	ObservedEvents descriptor
	As for the ObservedEventDescriptor "Trace Activation result" in subclause 15.2.9.2

	Trace Depth
	Local control
	As for the property "Trace Depth" in subclause 15.2.9.1

	Trace Recording Session Reference
	Local control
	As for the property "Trace Recording Session Reference" in subclause 15.2.1.1

	Trace reference
	Local control
	As for the property "Trace Reference" in subclause 15.2.9.1

	Triggering  events
	Local control
	As for the property "Triggering events" in subclause 15.2.9.1

	Value
	Local control
	As for the property "Delivery of erroneous SDUs" in subclause 15.1.1.1

	Version
	Local control
	As for the property "Upversion" in subclause 15.1.1.1

	Warning tone
	Signal descriptor
	As for the signal "CAMEL Prepaid Warning Tone" in subclause 15.2.3.3

	NOTE:	TFOcodeclist was named Codeclist in pre-release 8.



[bookmark: _Toc517480045]
*** Next Change ***
[bookmark: _Toc517479957]14.2.51	Reserve RTP Connection Point
This procedure is used to reserve an RTP bearer termination for a SIP-I associated Nb user plane, as defined in 3GPP TS 29.414 [32], or for a A interface over IP termination, as defined in 3GPP TS 3GPP TS 48.103 [65]. When the procedure "Reserve RTP Connection Point" is required the following procedure is initiated.
The MGC sends an ADD.req command with the following information.
Table 14.2.51.1: ADD.req (Reserve RTP Connection Point Request) MGC to MGW
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port = ?
   IP Address = ? 
  IP Version = IPv4 or IPv6

}
	Transaction ID = z
Termination ID = ?



If Context Requested:
   Context ID = ?

   If MPS call/session:
     Priority Indicator = x

If Context Provided:
   Context ID = c1

If IP Interface Type:
    IP interface = "IP interface type"

If CTM call and Access Termination:
     State= ctmstate 
     Transport= ctmtransport
     Version= ctmtext version

If Resources for multiple Codecs shall be reserved:
   Reserve_Value 

NotificationRequested (Event ID = x,
"termination heartbeat")

If indication on Bearer Released requested:
NotificationRequested (Event ID = x, "BNC Release (Cause)") – as defined in ITU‑T Recommendation Q.1950

If multiple IP realms: IP realm Identifier = required IP realm identifier

If indication on Protocol Negotiation Result requested:
NotificationRequested (Event ID = x, "Prot Negotiation Result")

If indication on Rate Change requested:
NotificationRequested (Event ID = x, "RateChange")

If access termination and
notification on CTM negotiation result requested:
NotificationRequested (Event ID = x, "connchange ")


If access termination and Listener context: number of desired listener context terminations = required listener context terminations
If diffserv required  (NOTE 1):- 
   Diffserv Code Point
   If tagging behaviour
    Diffserv Tagging Behaviour

If Remote Source Address Filtering required (NOTE 1):-
   Remote Source Address Filtering
    If Remote Source Address range required:-
       Remote Source Address Mask
    If Remote Source Port Filtering
    required:-
       Remote Source Port Filtering
        If individual port:-
           Remote Source Port 
        If range of ports: 
           Remote Source Port Range

If Media Inactivity Detection Required (NOTE 1):
   NotificationRequested (Event ID = x, "Media Inactivity Detection (Media Inactivity Detection Time, Media Inactivity Detection Direction) ") (NOTE 2)

If Sustainable Data Rate Policing Required (NOTE 1):-
      Policing Required
      Sustainable Data Rate
      Maximum Burst Size

If peak data rate policing (NOTE 1)
      Policing Required
      Peak Data Rate
      If Delay Variation required 
            Delay Variation Tolerance

If RTCP handling required (NOTE 1):
   RTCP allocation

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" 

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

If ICE is applied:
   STUN server request

	Local Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR

If ICE is applied:
   ICE host candidate request
   ICE password request
   ICE Ufrag request
   ICE pacing request

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

}

If data call other than SCUDIF multimedia call and if Access Termination or Anchor MGW Network Termination:
   PLMN bearer capability = PLMN capability 

If GSM data call other than SCUDIF multimedia call and if Access Termination or Anchor MGW Network Termination:
   GSM channel coding = coding


	NOTE 1:	Only for terminations with border control functions support.
NOTE 2:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional.



When the processing of command (1) is complete, the MGW initiates the following procedure.
Table14.2.51.2: ADD.resp (Reserve RTP Connection Point Acknowledge) MGW to MGC
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port
   IP Address
   IP Version
}
	Transaction ID
Termination ID
Context ID
	Local Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR

If ICE is applied:
   ICE host candidate
   ICE password
   ICE Ufrag
   ICE pacing
   If ICE lite implementation
       ICE lite indication

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}




*** Next Change ***
[bookmark: _Toc517479958]14.2.52	Configure RTP Connection Point
This procedure is used to configure or reconfigure an RTP bearer termination for a SIP-I associated Nb user plane, as defined in 3GPP TS 29.414 [32], or for a A interface over IP termination, as defined in 3GPP TS 48.103 [65]. 
When the procedure "Configure RTP Connection Point" is required the following procedure is initiated:
The MGC sends an MOD.req command with the following information.
Table 14.2.52.1: MOD.req (Configure RTP Connection Point Request) MGC to MGW
	Address Information
	Control information
	Bearer information

	If local resources are modified:
   Local Descriptor {
      Port
      IP Address
      IP Version
   }
If remote resources are modified:
   Remote Descriptor {
      Port
      IP Address
      IP Version
   }
	Transaction ID
Termination ID
Context ID

If IP Interface Type:
    IP interface = "IP interface type"
(NOTE 1)

If Resources for multiple Codecs shall be reserved:
   Reserve_Value

If CTM call and Access Termination:
     State= ctmstate 
     Transport= ctmtransport
     Version= ctmtext version

If indication on Protocol Negotiation Result requested:
NotificationRequested (Event ID = x, "Prot Negotiation Result")

If indication on Rate Change requested:
NotificationRequested (Event ID = x, "RateChange")

If access termination and notification on CTM negotiation result requested:
NotificationRequested (Event ID = x, " connchange ")

If access termination and Listener context: number of desired listener context terminations = required listener context terminations

If diffserv required  (NOTE 2):- 
   Diffserv Code Point
   If tagging behaviour
     Diffserv Tagging Behaviour

If Remote Source Address Filtering required (NOTE 2):
   Remote Source Address Filtering
    If Remote Source Address range required:-
       Remote Source Address Mask
    If Remote Source Port Filtering required:-
       Remote Source Port Filtering
        If individual port:-
           Remote Source Port 
        If range of ports: 
           Remote Source Port Range

If Media Inactivity Detection Required (NOTE 2):
   NotificationRequested (Event ID = x, "Media Inactivity Detection (Media Inactivity Detection Time, Media Inactivity Detection Direction) ") (NOTE 3)

If Sustainable Data Rate Policing Required (NOTE 2):-
      Policing Required
      Sustainable Data Rate
      Maximum Burst Size

If peak data rate policing (NOTE 2)
      Policing Required
      Peak Data Rate
      If Delay Variation required 
            Delay Variation Tolerance

If RTCP handling required (NOTE 2):
   RTCP allocation

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" 

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

	If local resources are modified:
   Local Descriptor {
      Codec List
      RTP Payloads
      RtcpbwRS
      RtcpbwRR

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
   }
If remote resources are modified:
   Remote Descriptor {
      Codec List
      RTP Payloads
      RtcpbwRS
      RtcpbwRR

  If RTCP APP messages allowed
     Allowed RTCP APP message
       types

 If ICE is applied:
    ICE received candidate
    ICE received password
    ICE received Ufrag
     (NOTE 4)
    ICE received pacing
      (NOTE 5)

	
If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration

   }

If data call other than SCUDIF multimedia call and if Access Termination or Anchor MGW Network Termination:
   PLMN bearer capability = PLMN capability 

If GSM data call other than SCUDIF multimedia call and if Access Termination or Anchor MGW Network Termination:
   GSM channel coding = coding


	NOTE 1:	If this property is included within the Reserve Connection Point procedure or the Reserve and Configure RTP Connection Point then it shall not be modified by this procedure.
NOTE 2:	Only for terminations with border control functions support.
NOTE 3:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional. 
NOTE 4:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 29.292 [60].
NOTE 5:	The ICE received pacing is only applicable for full ICE, as specified in IETF RFC 8445 [nb1].



When the processing of command (1) is complete, the MGW initiates the following procedure.
Table 14.2.52.2: MOD.resp (Configure RTP Connection Point Acknowledge) MGW to MGC
	Address Information
	Control information
	Bearer information

	If local resources were provided in request:
   Local Descriptor {
      Port
      IP Address
      IP Version
   }
If remote resources were provided in request:
   Remote Descriptor {
      Port
      IP Address
      IP Version
   } NOTE
	Transaction ID
Context ID
Termination ID

	If local resources were provided in request:
   Local Descriptor {
      Codec List
      RTP Payloads
      RtcpbwRS
      RtcpbwRR
   }
If remote resources were provided in request:
   Remote Descriptor {
      Codec List
      RTP Payloads
      RtcpbwRS
      RtcpbwRR
   } NOTE

	NOTE:     Sending of the Remote Descriptor is optional




*** Next Change ***
[bookmark: _Toc517479959]14.2.53	Reserve and Configure RTP Connection Point 
This procedure is used to reserve and coonfigure an RTP bearer termination for a SIP-I associated Nb user plane, as defined in 3GPP TS 29.414 [32], or for a A interface over IP termination, as defined in 3GPP TS 48.103 [65]. 
When the procedure "Reserve and Configure RTP Connection Point" is required the following procedure is initiated:
The MGC sends a ADD.req command with the following information.
Table 14.2.53.1: ADD.req (Reserve and Configure RTP Connection Point Request) MGC to MGW
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port = ?
   IP Address = ?
IP Version = IPv4 or IPv6

}
Remote Descriptor {
   Port
   IP Address
IP Version = IPv4 or IPv6

}
	Transaction ID
Termination ID = ?

If Context Requested:
   Context ID = ?

If MPS call/session:
     Priority Indicator = x

If Context Provided:
   Context ID = c1

If IP Interface Type:
    IP interface = "IP interface type"

If Resources for multiple Codecs shall be reserved:
   Reserve_Value 

If CTM call and Access Termination:
     State= ctmstate 
     Transport= ctmtransport
     Version= ctmtext version

NotificationRequested (Event ID = x,
"termination heartbeat") 

If indication on Bearer Released requested:
NotificationRequested (Event ID = x, "BNC Release (Cause)") – as defined in ITU‑T Recommendation Q.1950

If multiple IP realms: IP realm Identifier = required IP realm identifier

If indication on Protocol Negotiation Result requested:
NotificationRequested (Event ID = x, "Prot Negotiation Result")

If indication on Rate Change requested:
NotificationRequested (Event ID = x, "RateChange")

If access termination and notification on CTM negotiation result requested:
NotificationRequested (Event ID = x, " connchange ")

If diffserv required  (NOTE 1):- 
   Diffserv Code Point
   If tagging behaviour
    Diffserv Tagging Behaviour

If Remote Source Address Filtering required (NOTE 1):-
   Remote Source Address Filtering
    If Remote Source Address range required:-
       Remote Source Address Mask
    If Remote Source Port Filtering
    required:-
       Remote Source Port Filtering
        If individual port:-
           Remote Source Port 
        If range of ports: 
           Remote Source Port Range

If Media Inactivity Detection Required (NOTE 1):
   NotificationRequested (Event ID = x, "Media Inactivity Detection (Media Inactivity Detection Time, Media Inactivity Detection Direction) ") (NOTE2)

If Sustainable Data Rate Policing Required (NOTE 1):-
      Policing Required
      Sustainable Data Rate
      Maximum Burst Size

If peak data rate policing (NOTE 1)
      Policing Required
      Peak Data Rate
      If Delay Variation required 
            Delay Variation Tolerance

If RTCP handling required (NOTE 1):
   RTCP allocation

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" 

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")
	Local Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR

If ICE is applied:
   ICE host candidate request
   ICE password request
   ICE Ufrag request
   ICE pacing request

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}
Remote Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR

If RTCP APP messages allowed
     Allowed RTCP APP message
       types

If ICE is applied:
   ICE received candidate
   ICE received password
   ICE received Ufrag
     (NOTE 3)
   ICE received pacing
      (NOTE 4)

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}

If data call other than SCUDIF multimedia call and Anchor MGW Network Termination:
   PLMN bearer capability = PLMN capability 

If GSM data call other than SCUDIF multimedia call and Anchor MGW Network Termination:
   GSM channel coding = coding


	NOTE 1:	Only for terminations with border control functions support.
NOTE 2:	The event parameters "Media Inactivity Detection Time" and "Media Inactivity Detection Direction" are optional. 
NOTE 3:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 29.292 [60].
NOTE 4:	The ICE received pacing is only applicable for full ICE, as specified in IETF RFC 8445 [nb1].



When the processing of command (1) is complete, the MGW initiates the following procedure.
Table 14.2.53.2: ADD.resp(Reserve and Configure RTP Connection Point Acknowledge) MGW to MGC 
	Address Information
	Control information
	Bearer information

	Local Descriptor {
   Port
   IP Address
   IP Version
}
Remote Descriptor {
   Port
   IP Address
   IP Version
} NOTE
	Transaction ID
Termination ID
Context ID
	Local Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR

If ICE is applied:
   ICE host candidate
   ICE password
   ICE Ufrag
   ICE pacing
   If ICE lite implementation
       ICE lite indication

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}
Remote Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
} NOTE

	NOTE:     Sending of the Remote Descriptor is optional


Editor's note: The usage of the Call Type Discrimination IE and Text Telephony IE is ffs.

*** Next Change ***
C.1	Profile Identification

	Profile name:
	Threegbicsn

	Version:
	87


The name and version of the profile that is sent in the service change command.

*** End of Changes ***

