

	
3GPP TSG-CT WG4 Meeting #108-e	C4-221128
E-Meeting, 17th – 25th February 2022
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.332
	CR
	0202
	rev
	-
	Current version:
	16.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Update of IETF references for ICE

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT4

	
	

	Work item code:
	eCryptPr
	
	Date:
	2022-01-31

	
	
	
	
	

	Category:
	B
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier 													release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	Due to the security reasons SA3 specified within the eCryptPr work item the usage of the latest IETF RFCs for ICE:
· RFC 8445 and RFC 8839 are used instead of obsoleted RFC 5245;
RFC 5245 specified ICE procedures, and the SDP offer/answer specific details.
However, IETF decided to make the ICE procedures independent of the signaling protocol and therefore RFC 8445 specifies procedures that are common to all usages of ICE while RFC 8839 specifies how the ICE candidate exchange is used within SDP offer/answer exchange.

The same change is needed in this specification.

RFC 8445, changes from RFC 5245:
-	Aggressive nomination removed.
-	The procedures for calculating candidate pair states and scheduling connectivity checks modified.
-	Procedures for calculation of Ta and RTO modified.
-	Active checklist and Frozen checklist definitions removed.
-	’ice2’ ICE option added.
-	IPv6 considerations modified.
-	Usage with no-op for keepalives, and keepalives with non-ICE peers, removed.
However, these changes do not impact the current text in TS 29.332.

RFC 8839, changes from RFC 5245:
-	SDP offer/answer realization and usage of 'ice2' option specified.
-	Definition and usage of SDP "ice-pacing" attribute.
-	Explicit text that an ICE agent must not generate candidates with FQDNs, and must discard such candidates if received from the peer agent.
-	Relax requirement to include SDP "rtcp" attribute.
-	Generic clarifications of SDP offer/answer procedures.
-	ICE mismatch is now optional, and an agent has an option to not trigger mismatch and instead treat the default candidate as an additional candidate.
-	FQDNs and "0.0.0.0"/"::" IP addresses with port "9" default candidates do not trigger ICE mismatch.
Usage of "ice-pacing" attribute impacts procedures specified in TS 29.332.


	
	

	Summary of change:
	Specification of ICE: RFC 5245 voided and replaced with references to RFC 8445 and RFC 8839.

Clause 10.1: new IEs ICE received pacing, ICE pacing request and ICE pacing added in table 10.1.

Clause A.1: profile version updated because of new IEs specified.

Clause A.15: handling of the "a=ice-pacing" SDP attribute added.

Clause A.17.2.2: added new IEs "ICE pacing request" and "ICE pacing".

Clause A.17.2.3: added new IE "ICE received pacing".

Clause A.17.2.4: added new IEs "ICE pacing request", "ICE received pacing" and "ICE pacing".

	
	

	Consequences if not approved:
	Specification will not be aligned with the security requirements defined in SA3 TS 33.203.

	
	

	Clauses affected:
	2, 10.1, A.1, A.15, A.17.2.2, A.17.2.3, A.17.2.4

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	

	
	

	This CR's revision history:
	



Page 1


*******
*** First Change ***
[bookmark: _Toc517480903]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies.  In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[bookmark: ref23153][1]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS); Stage 2".
[bookmark: ref29007][2]	3GPP TS 29.007: "General requirements on interworking between the Public Land Mobile Network (PLMN) and the Integrated Services Digital Network (ISDN) or Public Switched Telephone Network (PSTN)".
[3]	3GPP TS 29.205: "Application of Q.1900 series to Bearer Independent CS Network architecture; Stage 3". 
[4]	3GPP TS 29.163: "Interworking between the IM CN subsystem and CS networks – Stage 3".
[5]	3GPP TS 29.232: "Media Gateway Controller (MGC); Media Gateway (MGW) interface; Stage 3".
[bookmark: refH248][6]	3GPP TS 26.226: "Cellular Text Telephone Modem; General Description".
[7]	3GPP TS 26.103: "Speech codec list for GSM and UMTS".
[8]	Void
[9]	ITU-T Recommendation H.248.1 (05/2002): "Gateway Control Protocol: Version 2" including the Corrigendum1 for Version 2 (03/04).
[10]	ITU-T Recommendation H.248.8 (09/2005): "Error Codes and Service Change Reason Description".
[11]	ITU-T Recommendation H.248.2 (01/2005): "Facsimile, text conversation and call discrimination packages".
[12]	ITU-T Recommendation H.248.10 (07/2001): "Media Gateway Resource Congestion Handling Package".
[13]	Void
[bookmark: refRFC2960][14]	ITU-T Recommendation Q.1950 (12/2002): "Call Bearer Control Protocol".
[15]	IETF RFC 2960: "Stream Control Transmission Protocol".
[16]	IETF RFC 4867: "RTP Payload Format and File Storage Format for the Adaptive Multi-Rate (AMR) and Adaptive Multi-Rate Wideband (AMR-WB) Audio Codecs".
[17]	IETF RFC 4566: "SDP: Session Description Protocol".
[18]	IETF RFC 2833: "RTP Payload for DTMF Digits, Telephony Tones and Telephony Signals".
[19]	Void
[20]	Void
[bookmark: ref29415][21]	3GPP TS 29.415: "Core Network Nb Interface User Plane Protocols".
[22]	3GPP TS 23.153: "Out of band transcoder control".
[23]	IETF RFC 768: "User Datagram Protocol".
[24]	IETF RFC 3332: "Signaling System 7 (SS7) Message Transfer Part 3 (MTP3) - User Adaptation Layer (M3UA)".
[25]	3GPP TS 29.202: "SS7 Signalling Transport in Core Network".
[26]	ITU-T Recommendation H.248.7 (03/2004): "Generic Announcement Package".
[27]	ITU-T Recommendation H.248.36 (09/2005): "Hanging Termination Detection Package ".
[28]	ITU-T Recommendation H.248.11 (11/2002): "Media gateway overload control package".
[29]	ITU-T Recommendation H.248.14 (03/2009): "Inactivity timer package".
[30]	ITU-T Recommendation H.248.45 (05/2006): "MGC Information Package".
[31]	Void
[32]	IETF RFC 3555: "MIME Type Registration of RTP Payload Formats".
[33]	IETF RFC 3551: "RTP Profile for Audio and Video Conferences with Minimal Control".
[34]	Void
[35]	IETF RFC 4040: "RTP Payload Format for a 64 kbit/s Transparent Call".
[36]	IETF RFC 3389: "Real-time Transport Protocol (RTP) Payload for Comfort Noise (CN)".
[37]	ITU-T Recommendation V.152 (01/2005): "Procedures for supporting voice-band data over IP networks" including Corrigendum 1. 
[38]	ITU-T Recommendation H.248.4 (12/2009): "Gateway control protocol: Transport over Stream Control Transmission Protocol (SCTP)".
[39]	IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".
[40]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[41]	ITU-T Recommendation H.248.12 (07/2001): "Gateway control protocol: H.248.1 packages for H.323 and H.324 interworking".
[42]	ITU-T Recommendation H.248.12 Amendment 2 (08/2007): "Gateway control protocol: H.248.1 packages for H.323 and H.324 interworking Amendment 2: Transport Mechanism".
[43]	IETF RFC 3309: "Stream Control Transmission Protocol (SCTP) Checksum Change".
[44]	ITU-T Recommendation H.248.41 (05/2006): "IP Domain Connection package".
[45]	Void
[46]	ITU-T Recommendation H.248.72 (12/2009): "Gateway control protocol: ITU-T H.248 support for media-oriented negotiation acceleration (MONA)". 
[47]	3GPP TS 29.235: "Interworking between SIP-I based circuit-switched core network and other networks".
[48]	3GPP TS 23.231: "SIP-I based circuit-switched core network; Stage 2".
[49]	ITU-T Recommendation H.248.71 (02/2010): "Gateway Control Protocol: RTCP support packages". 
[50]	IETF RFC 4103: "RTP Payload for Text Conversation".
[51]	ITU‑T Recommendation T.140: "Text conversation presentation protocol".
[52]	IETF RFC 4102: "Registration of the text/red MIME Sub-Type".
[53]	IETF RFC 2198: "RTP Payload for Redundant Audio Data".
[54]	ITU-T Recommendation V.18 (11/00): "Operational and interworking requirements for DCEs operating in the text telephone mode" including V.18 (2000) Amendment 1 (11/02): "Harmonization with ANSI TIA/EIA-825 (2000) text phones".
[55]	ITU-T Recommendation G.168 (03/2009): "Digital network echo cancellers".
[56]	Void
[57]	Void
[58]	Void
[59]	IETF RFC 4145: "TCP-Based Media Transport in the Session Description Protocol (SDP)".
[60]	IETF RFC 4585: "Extended RTP Profile for Real-time Transport Control Protocol (RTCP) - Based Feedback (RTP/AVPF)". 
[61]	ITU-T Recommendation X.690: "ASN.1 encoding rules: Specification of Basic Encoding Rules (BER), Canonical Encoding Rules (CER) and Distinguished Encoding Rules (DER)". 
[62]	3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".
[63]	3GPP TS 22.153: "Multimedia Priority Service".
[64]	ITU-T Recommendation H.248.52 (06/2008): "Gateway control protocol: QoS support packages".
[65]	ITU-T Recommendation T.38 (09/2010): "Procedures for real-time Group 3 facsimile communication over IP networks".
[66]	ITU-T Recommendation H.248.82 (03/2013): "Gateway control protocol: Explicit Congestion Notification Support".
[67]	ITU-T Recommendation H.248.50 (2010) Corrigendum 1 (02/12): "Gateway control protocol: NAT traversal toolkit packages".
[68]	Void.IETF RFC 5245: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".
[69]	3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".
[70]	IETF RFC 5939: "Session Description Protocol (SDP) Capability Negotiation".
[71]	ITU-T Recommendation H.248.80 (01/2014): "Gateway control protocol: Usage of the revised SDP offer/answer model with ITU-T H.248".
[bookmark: _Hlk94817023][nb1]	IETF RFC 8445: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal".
[nb2]	IETF RFC 8839: "Session Description Protocol (SDP) Offer/Answer Procedures for Interactive Connectivity Establishment (ICE)".

*** Next Change ***
[bookmark: _Toc517480918]10.1	Signalling Objects
Table 10.1 shows the parameters which are required.
The coding rules applied in ITU‑T Recommendation H.248.1 [9] for the applicable coding technique shall be followed for the UMTS capability set.
Table 10.1: required parameters
	Signalling Object
	H.248 Descriptor
	Coding

	Additional Bandwidth Properties
	Remote Descriptor
	The "a=bw-info" SDP attribute defined in 3GPP TS 26.114 [62], see table A.15/1.

	Allowed RTCP APP message types
	Remote Descriptor
	The "a=3gpp_mtsi_app_adapt" SDP attribute defined in 3GPP TS 26.114 [62].

	Bearer Service Characteristics
	Local Descriptor or Remote Descriptor
	As per Q.1950 [14]. For TMR, only values "3.1 kHz audio" or "speech" are required. 

	BNC Release
	EventDescriptor
	As for the EventsDescriptor in subclause E.1.2.1/H.248.1 "Cause"

	BNC Release
	ObservedEvent descriptor
	As for the ObservedEventsDescriptor in subclause E.1.2.1/H.248.1 "Cause"

	Codec List
	Local Descriptor or Remote Descriptor
	<fmt list> in a single SDP m-line.
For a static RTP payload type, the codec type should be implied by the RTP payload type, if not then each codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). See Clause 10.2.
For a dynamic RTP payload type, for each codec information on the codec type shall be provided in a separate SDP "a=rtpmap"-line and possibly additional SDP "a=fmtp"-line(s). See Clause 10.2. 
For T.38, additional SDP attributes listed in subclause 10.2.3.6 may be provided.


	Context ID
	NA
	Binary Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex A.
Textual Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex B.

	Diffserv Code Point
	Local Control
	Defined according to the Differentiated Services Code Point property in ITU-T Recommendation H.248.52 [64].

	ECN Enabled	
	Local Descriptor or Remote Descriptor
	Defined according to the "ECN Enabled" property in ITU-T Recommendation H.248.82 [66].

	ECN Failure
	Events, 
Observed Events
	Defined according to the "ECN Failure" Event in ITU-T Recommendation H.248.82 [66].

	ECN Failure Type
	ObservedEvents Descriptor
	As for the ObservedEventsDescriptor Parameter "Failure Type" in ITU-T Recommendation H.248.82 [66].

	ECN Initiation Method
	Local Descriptor or Remote Descriptor
	Defined according to "Initiation Method" property in ITU-T Recommendation H.248.82 [66].

	Forward media in MPC
	Signal descriptor
	As for the signal "Forward Media in Preconfigured Channel" in H.248.72 [46] subclause 7.3.2

	Highest Multiplex Level
	Termination state
	As for property "Highest multiplexing Level" in subclause 4.1.2/H.248.12 [41]

	H245 message content
	ObservedEvent descriptor
	As for the ObservedEventDescriptor in subclause A.8.2.1.2/H.248.12a2 [42] "Contents of H.245 message". 

	ICE host candidate request
	Local Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [68] of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate

	ICE host candidate
	Local Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 8839 [nb2].IETF RFC 5245 [68]

	ICE lite indication
	Local Descriptor
	The "a=ice-lite" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [68].

	ICE pacing
	Local Descriptor
	The "a=ice-pacing" SDP attribute defined in IETF RFC 8839 [nb2].
Only applicable for full ICE as specified in IETF RFC 8445 [nb1].

	ICE pacing request
	Local Descriptor
	The "a=ice-pacing" SDP attribute defined in IETF RFC 8839 [nb2] with wildcard sign "$".
Only applicable for full ICE as specified in IETF RFC 8445 [nb1].

	ICE password request
	Local Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [68] with wildcard sign "$". 

	ICE password
	Local Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [68].

	ICE received candidate
	Remote Descriptor
	The "a=candidate" SDP attribute defined in IETF RFC 8839 [nb2].IETF RFC 5245 [68]

	ICE received pacing
	Remote Descriptor
	The "a=ice-pacing" SDP attribute defined in IETF RFC 8839 [nb2].
Only applicable for full ICE as specified in IETF RFC 8445 [nb1].

	ICE received password
	Remote Descriptor
	The "a=ice-pwd" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [68].

	ICE received Ufrag
	Remote Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [68].

	ICE Ufrag request
	Local Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [68] with wildcard sign "$".

	ICE Ufrag
	Local Descriptor
	The "a=ice-ufrag" SDP attribute defined in IETF RFC 8839 [nb2]IETF RFC 5245 [68].

	ICE Connectivity Check Result
	Events, 
Observed Events
	Defined according to Connectivity Check Result event in ITU-T Recommendation H.248.50 [67].

	ICE Send Connectivity Check 
	Signals 
	Defined as the ostuncc/scc signal in ITU-T Recommendation H.248.50 [67].

	ICE New Peer Reflexive Candidate
	Events, 
Observed Events
	Defined according to New Peer Reflexive Candidate event in ITU-T Recommendation H.248.50 [67].

	ICE Send Additional Connectivity Check 
	Signals 
	Defined as the ostuncc/sacc signal in ITU-T Recommendation H.248.50 [67].

	Inactivity timeout
	EventDescriptor
	As for the EventsDescriptor in subclause 6.2/H.248.14 "Inactivity Timeout"

	Inactivity timeout
	ObservedEvent descriptor
	As for the ObservedEventDescriptor in subclause 6.2/H.248.14 " Inactivity Timeout "

	Incoming H245 message
	Event descriptor
	As for the EventDescriptor in subclause A.8.2.1/H.248.12a2 [42] "Incoming H.245 message"

	Incoming Multiplex table
	Local Control
	As for property "Incoming Multiplex Table" in subclause 4.1.5/H.248.12 [41]

	Interwork H.245-RTCP
	Signal descriptor
	As for the EventDescriptor parameter  in subclause 8.2.1.1.1/H.248.71[49] "Feedback Message Type ".

	IP Address
	Local Descriptor or Remote Descriptor
	<connection address> in SDP "c-line"


	IP interface
	Local control
	As for the property "IP interface type" in subclause 15.2.11.1 in 3GPP TS 29.232 [5]

	IP realm identifier
	Local control
	As for the property "IP realm identifier " in subclause 5.1.1/H.248.41[44]

	Legacy Interworking Detected
	Event descriptor
	As for the EventDescriptor in H.248. 72 [46] subclause 7.2.3 "Legacy Detected"

	mediatype
	Local Descriptor or Remote Descriptor
	<media> in sdp m-line
"audio" for voice service, "video" for video service and "image" for T.38 service.

	Mona Preference Channel reception
	Event descriptor
	As for the EventDescriptor in H.248. 72 [46] subclause 7.2.4 "MPC reception"

	MONA Preference  completed
	Event descriptor
	As for the EventDescriptor in H.248.72 [46] subclause 7.2.2 "MONA Preference negotiation completed"

	MONA preference message content
	ObservedEvent descriptor
	As for the ObservedEventDescriptor in H.248.72 [46] subclause 7.2.1.2.1 "Contents of MONA preference message ".

	MONA Preference recv
	Event descriptor
	As for the EventDescriptor in H.248. 72 [46] subclause 7.2.2.1 "MONA Preference reception"

	MPC MUX Code
	Signal descriptor
	As for the additional parameter of the signal "Forward Media in Preconfigure Channel" in H.248.72 [46] subclause 7.3.2.1

	Muxcode
	ObservedEvent descriptor
	As for the ObservedEventDescriptor in H.248. 72 [46] subclause 7.2.4.2.1 "Mux Code". 

	Muxdescriptor
	Multiplex Descriptor
	Binary Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex A.
Textual Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex B.

	Outgoing H245 message
	Signal descriptor
	As for the signal "Outgoing H.245 Message " in subclause A.8.3.1/H.248.12a2 [42]

	Outgoing H245 message content
	Signal descriptor
	As for the additional parameter of the signal "Outgoing H.245 Message " in subclause A.8.3.1.1/H.248.12a2 [42]

	Outgoing MONA preference content
	Signal descriptor
	As for the additional parameter of the signal " Outgoing MONA preference message" in H.248. 72 [46] subclause 7.3.1.1.1

	Outgoing MONA preferences
	Signal descriptor
	As for the signal "Outgoing MONA preference message " in H.248. 72 [46] subclause 7.3.1

	Outgoing multiplex table
	Local Control
	As for property "Outgoing Multiplex Table" in subclause 4.1.6/H.248.12 [41]

	Port
	Local Descriptor or Remote Descriptor
	<port> in SDP m-line.
<transport> in SDP m-line shall be set to value "RTP/AVP" for voice or video service, and set to value "UDPTL" or "TCPTL"for T.38 service.


	Priority Information
	NA
	Priority Indicator (subclause 6.1.1 of ITU-T Recommendation H.248.1 [9])
Binary Encoding: Encoding as per ITU-T Recommendation H.248.1 [9]  Annex A "priority" context attribute
Textual Encoding: Encoding as per ITU-T Recommendation H.248.1 [9] Annex B "priority" context attribute

	Remote H223 capability
	Local Control
	As for property "Remote H.223 capability" in subclause 4.1.4/H.248.12 [41]

	Reserve_Value
	Local Control
	ITU-T Recommendation H.248.1 [9] Mode property.
Binary Encoding:	Encoding as per ITU-T Recommendation H.248.1 Annex A "reserveValue"
Textual Encoding:	Encoding as per ITU-T Recommendation H.248.1 Annex B "reservedValueMode".

	RtcpbwRR
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RR"-line as per IETF RFC 3556 [39]. 


	RtcpbwRS
	Local Descriptor or Remote Descriptor
	<bandwidth> in SDP "b:RS"-lineas per IETF RFC 3556 [39].


	RTCP Filter
	Event descriptor
	As for the EventDescriptor parameter  in subclause 8.2.1.1.1/H.248.71[49] "Feedback Message Type ".

	RTPpayload
	Local Descriptor or Remote Descriptor
	<fmt list> in SDP m-line


	SCP
	Event descriptor
	As for the EventDescriptor parameter in H.248. 72 [46] subclause 6.2.1. 1 "SCP". 

	SDPCapNeg configuration
	Local Descriptor or Remote Descriptor
	The SDP attributes for SDP capability negotiation according to IETF RFC 5939 [70].

	SDPCapNeg Supported Capabilities
	Termination State
	Defined according to SDPCapNeg Extensions property in ITU-T Recommendation H.248.80 [71].

	SPC In
	Observed event descriptor
	As for the ObservedEventDescriptor parameter in H.248. 72 [46] subclause 6.2.2.1 ""Incoming H.245 message"

	SPC Out
	Signal descriptor
	As for the additional parameter of the signal "Outgoing H.245 Message " in H.248. 72 [46] subclause 6.3.1.1

	Stream ID
	Stream Descriptor
	Binary Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex A.
Textual Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex B.

	Termination ID
	NA
	Binary Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex A.
Textual Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex B.

	Transaction ID
	NA
	Binary Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex A.
Textual Encoding:	As per ITU-T Recommendation H.248.1 [9] Annex B.

	UpdatePicture_Event
	ObservedEvent descriptor
	As for the EventDescriptor parameter in subclause 8.2.1.2.1/H.248.71[49] "Update Picture ".

	UpdatePicture_Signal
	Signal descriptor
	As for the SignalDescriptor parameter "Update Picture " in subclause 8.3.1.1.1/H.248.71[49].

	NOTE:	For binary encoding, the SDP equivalents "SDP_V", "SDP_M", "SDP_C", "SDP_A", and SDP_B" in ITU-T Recommendation H.248.1 [9], Annex C.11, shall be used to encode the corresponding SDP lines. Other SDP equivalents may be used, for details see Annex A. The SDP equivalents shall be used in the order specified for the corresponding SDP lines in IETF RFC 2327 [17]. Rules for the usage of SDP in ITU-T Recommendation H.248.1 [9] shall also be applied to the SDP equivalents. SDP description types (v= , m=, a= etc.) are not encoded. CR/LF are not encoded.




*** Next Change ***
[bookmark: _Toc517480943]A.1	Profile Identification
Table A.1/1: Profile version
	Profile name:
	threegimscsiw

	Version:
	76




*** Next Change ***
[bookmark: _Toc517481032]A.15	Mandatory support of SDP and H.248 Annex C information elements 
Table A.15/1: Supported Annex C and SDP information elements
	Information Element
	Annex C Support
	SDP Support

	v-line
	"SDP_V "
	The value must always be equal to zero:
v=0.

	m-line
	"SDP_M "
	<port> <transport>  and <fmt-list> are required. Both static and dynamic payload types shall be supported. 
The MGC may underspecify the <fmt-list> subfield in place of a single dynamic payload type. In this case the mapping between the underspecified payload type and the <encoding name>/<clock rate> shall be provided in the rtpmap attribute. 
For <transport> see  table 5.15/2.

	c-line
	"SDP_C "
	<nettype> <addrtype> and <connection address> are required 
The network type shall be set to "IN".
The address type may be IPv4 or IPv6.  The MGC may apply parameter underspecification to the <address type> subfield. (NOTE 2)

	a-line
	"SDP_A "
	For a dynamic RTP payload type, for each codec information on the codec type shall be provided in a separate SDP  "a=rtpmap "-line and possibly additional SDP  "a=fmtp "-line(s). See Clause 10.2. 
For AVPF transport, the "rtcp-fb" SDP attribute defined in IETF RFC 4585 [60] may be used to provide the feedback message types the MG is allowed to send and to indicate RTCP timing information. 
(NOTE 3)
For T.38, additional SDP attributes listed in subclause 10.2.3.6 may be provided. 
ICE support
The attributes "a=candidate", "a=ice-pwd", and "a=ice-ufrag" and "a=ice-pacing" (see IETF RFC 8839 [nb2]IETF RFC 5245 [68]) may be provided for an SDP m-line in the local and remote descriptor if the IM-MGW supports ICE, see also 3GPP TS 24.229 [69]. In the local descriptor, the MGC shall provide "a=ice-pwd", and "a=ice-ufrag" with wildcard sign "$" to request the allocation of a password and user name fragment, and the "a=candidate" of type "host" with the transport, port and priority parameters with wildcard sign "$" to request the allocation of a host candidate, and "a=ice-pacing" with wildcard sign "$" to request the desired pacing value for connectivity checks. The IM-MGW shall then reply with completed "a=ice-pwd", and "a=ice-ufrag", and "a=candidate" attributes and "a=ice-pacing" in the local descriptor, and shall include "a=ice-lite" if it only supports ICE lite. In the remote descriptor, the MGC may provide the "a=candidate", "a=ice-pwd", and "a=ice-ufrag" and "a=ice-pacing".

Rate adaptation for media endpoints:
If the IM-MGW performs media transcoding and if the rate adaptation for media endpoints using the enhanced bandwidth negotiation is supported by the IM-MGW, attribute(s) "a=bw-info" with direction "send" or "sendrecv" may be provided for an m-line and the selected IP payload type and applicable IP version in the remote descriptor.
The following bandwidth properties, as defined in 3GPP TS 26.114 [62], clause 19, may be included in "a=bw-info" line: <payload type> <dir> <MaxSupBw>, <MaxDesBw>, <MinDesBw>, <MinSupBw> and <IpVer>.

SDP Capability Negotiation:
The attributes of "a=acap", "a=tcap", "a=pcfg" and "a=acfg" (see IETF RFC 5939 [70]) may be provided in the local descriptor and/or remote descriptor.

	b-line
	"SDP_B "
	(NOTE1).
B:RS and b:RR bandwidth modifiers required
Bandwidth information shall be supplied by the MGC if the required bandwidth cannot be immediately derived from the information contained in the m= line. If the MGC is using parameter underspecification, the MG shall assume a reasonable default bandwidth value for well-known codecs and shall provide this value in the response sent to the MGC. The Modifier field shall be set to "AS". The Bandwidth Value field shall be set to the maximum bandwidth requirement of the media stream in kbit/s and shall take into account all headers down to the IP layer.

The MGC may also supply additional RTCP bandwidth modifiers (i.e. RR and RS, see IETF RFC 3556 [39]). If the RTCP modifiers are not supplied, the bandwidth value for the AS modifier shall take into account an extra 5% bandwidth for RTCP packets.


	o-line

	"SDP_O"
	The origin line consists of 6 fields:
o= <user name> <session ID> <version> <network type> <address type> <address>.

The MGC is not required to supply this line but shall accept it.

The MG shall return the value received from the MGC or if there is no o-line sent by the MGC, the MG shall populate this line as follows:

- <user name> should contain an hyphen
- <session ID> and <version> should contain one or mode digits as described in RFC 4566 [17]
- <network type> shall be set to IN
- <address type> shall be set to IP4 or IP6 The Address Type shall be set to "IP4" or "IP6" depending on the addressing scheme used by the network to which the MG is connected. 
- <address> should contain the fully qualified domain name or IP address of the gateway.

	s-line

	"SDP_S"
	The session name (s=) line contains a single field:
s= <session-name>.

The MGC is not required to supply a session name but shall accept one. This line may be used to convey correlation information for use in CDRs.

The MG  shall return the value received from the MGC or if there is no s-line sent by the MGC, the MG shall populate this line as follows:
- "s=-"


	t-line

	"SDP_T"
	The time (t=) line consists of two fields:
t= <start-time> <stop-time>.

The MGC is not required to supply a time description but shall accept one. 

The MG  shall return the value received from the MGC or if there is no t-line sent by the MGC, the MG shall populate this line as follows:
- "t=0 0"



	NOTE a:	SDP or SDP_equivalents are only used for terminations towards the IM CN Subsystem.
NOTE b:	For BICC terminations, mandatory support of SDP and Annex C information elements shall be in accordance with the subclause "Mandatory Support of SDP and H.248.1 annex C information elements" in ITU‑T Recommendation Q.1950 [14]. For IP the IANA ICP IDI format of the NSAP addressing format as specified in X.213 [33] shall be used. For Ipv4 networks the IPv4 format recommended by X.213 shall be adopted. 
The BIR length shall be fixed at 4 Octets and the NSAP length shall be fixed at 20 Octets..
NOTE 1:	b-line is optional in  TISPAN NGN R2.
NOTE 2:	The address type may be IPv4 or IPv6.  The default IP version (i.e. IPv4 or IPv6) may be provisioned in the H.248 MG. The MGC may apply H.248 parameter underspecification. If the MGC does require a different IP version than the provisioned default, then the MGC applies complete H.248 parameter specification. 
NOTE3:	Support is optional and dependent on RTCP-fb support as described in 3GPP TS 26.114 [62]. The list of feedback types supported by the MG is preconfigured in the MGC. The "rtcp-fb" SDP attribute shall be sent from MGC when applicable.



Table A.15/2: Transport Protocol
	Transport Protocol <proto> in m-line:
	If the MG does not support the requested transport protocol, it shall reject the command with error code 449. 

	TCP
	(NOTE 1, NOTE 2)


	RTP/AVP
	RTP profile according IETF RFC 3551 [33]. 

	RTP/AVPF
	Extended RTP profile for RTCP-based Feedback (RTP/AVPF) according IETF RFC 4585 [60]. (NOTE 1).

	udptl
	(NOTE 1)

	NOTE 1:	support optional.
NOTE 2:	Upper case TCP is defined by IETF RFC 4145 [59] and registered by IANA. . 




*** Next Change ***
[bookmark: _Toc517481039]A.17.2.2	Reserve IMS Connection Point
When the procedure "Reserve IMS Connection Point" is required the following procedure is initiated:
The MGCF sends an Add.req command with the following information.
1	Add.req (Reserve IMS Connection Point)	MGCF to IM-MGW
Table A.17.2.2/1: Reserve IMS Connection Point Request
	Address Information
	Control information
	Bearer information

	Stream ID
Local Descriptor {
   Port = ?
   IP Address = ?
}
	Transaction ID = z
Termination ID = ?
If Context Requested:
   Context ID = ?
If Context Provided:
   Context ID = c1 
If MPS call/session:
   Priority Indicator = x
If IP Interface Type:
    IP interface = "IP interface type"
If Resources for multiple Codecs shall be reserved:
   Reserve_Value 
NotificationRequested (Event ID = x,
"termination heartbeat") 
If indication on Bearer Released requested:
NotificationRequested (Event ID = x, "BNC Release (Cause)") – as defined in ITU‑T Recommendation Q.1950
If multiple IP realms: IP realm Identifier = required IP realm identifier

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" 

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

If diffserv required:
   Diffserv Code Point

If ICE is applied:
   STUN server request
	Stream ID
Local Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR 
If ICE is applied:
   ICE host candidate request
   ICE password request
   ICE Ufrag request
   ICE pacing request

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}



When the processing of command (1) is complete, the IM-MGW initiates the following procedure.
2	Add.resp (Reserve IMS Connection Point Ack)
Table A.17.2.2/2: Reserve IMS Connection Point Acknowledge
	Address Information
	Control information
	Bearer information

	Stream ID
Local Descriptor {
   Port
   IP Address
}
	Transaction ID
Termination ID
Context ID
	Stream ID
Local Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR

If ICE is applied:
   ICE host candidate
   ICE password
   ICE Ufrag
   ICE pacing
   If ICE lite implementation
       ICE lite indication

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}




*** Next Change ***
[bookmark: _Toc517481040]A.17.2.3	Configure IMS Resources
When the procedure "Configure IMS Resources" is required the following procedure is initiated:
The MGCF sends a Mod.req command with the following information.
1	Mod.req (Configure IMS Resources)	MGCF to IM-MGW
Table A.17.2.3/1: Configure IMS Resources Request
	Address Information
	Control information
	Bearer information

	If local resources are modified:
Stream ID
   Local Descriptor {
      Port
      IP Address
   }
If remote resources are modified:
   Remote Descriptor {
      Port
      IP Address
   }
	Transaction ID
Termination ID
Context ID
If IP Interface Type:
    IP interface = "IP interface type"(NOTE 1)
If Resources for multiple Codecs shall be reserved:
   Reserve_Value

If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" 

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

If full ICE is applied:
      Send Connectivity Check
       ("Control")
     If notification of ICE Connectivity Check Result Report:
         NotificationRequested (Event ID= xx,
"Connectivity Check Result")
      If notification of New Peer Reflexive Candidate:
         NotificationRequested (Event     ID = xy," New Peer Reflexive Candidate ")
      Send Additional Connectivity Check
       ("Control")

	If local resources are modified:
Stream ID
   Local Descriptor {
      Codec List
      RTP Payloads
      RtcpbwRS
      RtcpbwRR

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
   }
If remote resources are modified:
   Remote Descriptor {
      Codec List
      RTP Payloads
      If rate adaptation for media
         endpoints:
	  Additional Bandwidth
         Properties (NOTE 3)
      RtcpbwRS
      RtcpbwRR

  If RTCP APP messages allowed
     Allowed RTCP APP message
       types

If ICE is applied:
    ICE received candidate
    ICE received password
    ICE received Ufrag
     (NOTE 2)
   ICE received pacing
      (NOTE 4)

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
   }

	NOTE 1:	If this property is included within the "Reserve IMS Connection Point" procedure or the "Reserve IMS Connection Point and configure remote resource" procedure then it shall not be modified by this procedure. 
NOTE 2:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 29.163 [4].23.232 [5].
NOTE 3:	The support of rate adaptation for media endpoints using the additional bandwidth properties is optional for the IM-MGW. If media transcoding is required the MGCF may provide for the selected payload type and the used IP version the additional bandwidth properties.
NOTE 4:	The ICE received pacing is only applicable for full ICE, as specified in IETF RFC 8445 [nb1].



When the processing of command (1) is complete, the IM-MGW initiates the following procedure.
2	Mod.resp (Configure IMS Resources Ack)
Table A.17.2.3/2: Configure IMS Resources Acknowledge
	Address Information
	Control information
	Bearer information

	If local resources were provided in request:
Stream ID
   Local Descriptor {
      Port
      IP Address
   }
If remote resources were provided in request:
   Remote Descriptor {
      Port
      IP Address
   }
	Transaction ID
Context ID
Termination ID

	If local resources were provided in request:
Stream ID
   Local Descriptor {
      Codec List
      RTP Payloads
      RtcpbwRS
      RtcpbwRR

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
   }
If remote resources were provided in request:
   Remote Descriptor {
      Codec List
      RTP Payloads
      If rate adaptation for media
         endpoints:
	  Additional Bandwidth
         Properties
      RtcpbwRS
      RtcpbwRR

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
   }




*** Next Change ***
[bookmark: _Toc517481041]A.17.2.4	Reserve IMS Connection Point and configure remote resources
When the procedure "Reserve IMS Connection Point and configure remote resources" is required the following procedure is initiated:
The MGCF sends an Add.req command with the following information.
1	Add.req (Reserve IMS Connection Point and configure remote resources) MGCF to IM-MGW
Table A.17.2.4/1: Reserve IMS Connection Point and configure remote resources Request
	Address Information
	Control information
	Bearer information

	Stream ID
Local Descriptor {
   Port = ?
   IP Address = ?
}
Remote Descriptor {
   Port
   IP Address
}
	Transaction ID
Termination ID = ?
If Context Requested:
   Context ID = ?
If Context Provided:
   Context ID = c1 
If MPS call/session:
   Priority Indicator = x
If IP Interface Type:
     IP interface = "IP interface type"
If Resources for multiple Codecs shall be reserved:
   Reserve_Value 
NotificationRequested (Event ID = x,
"termination heartbeat") 
If indication on Bearer Released requested:
NotificationRequested (Event ID = x, "BNC Release (Cause)") – as defined in ITU‑T Recommendation Q.1950
If multiple IP realms: IP realm Identifier = required IP realm identifier
If ECN Endpoint support required
     ECN Enable = "True"
    Initiation Method = "ECN Initiation 
    Method" 

      If notification of ECN Failure
         Report:
         NotificationRequested (Event     ID
     = x,"ECN Failure")

If diffserv required:
   Diffserv Code Point

If ICE is applied:
   STUN server request
   If full ICE is applied
     Send Connectivity Check 
     ("Control")
     notification of ICE Connectivity 
     Check Result Report:
         NotificationRequested (Event  
   ID = xx,"Connectivity Check
         Result")
      If notification of New Peer Reflexive Candidate:
         NotificationRequested (Event
  ID = xy," New Peer Reflexive Candidate ")

	Stream ID
Local Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR
If ICE is applied:
   ICE host candidate request
   ICE password request
   ICE Ufrag request
   ICE pacing request

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}
Remote Descriptor {
   Codec List
   RTP Payloads
   If rate adaptation for media
      endpoints:
	Additional Bandwidth Properties (NOTE 2)
   RtcpbwRS
   RtcpbwRR

If RTCP APP messages allowed
     Allowed RTCP APP message
       types

If ICE is applied:
   ICE received candidate
   ICE received password
   ICE received Ufrag
     (NOTE 1)
   ICE received pacing
      (NOTE 3)

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}

	NOTE 1:	The support of ICE received candidate, ICE received password, ICE received Ufrag are optional for ICE lite, as specified in 3GPP TS 29.163 [4].23.232 [5].
NOTE 2:	The support of rate adaptation for media endpoints using the additional bandwidth properties is optional for the IM-MGW. If media transcoding is required the MGCF may provide for the selected payload type and the used IP version the additional bandwidth properties.
NOTE 3:	The ICE received pacing is only applicable for full ICE, as specified in IETF RFC 8445 [nb1].



When the processing of command (1) is complete, the IM-MGW initiates the following procedure.
2	Add.resp (Reserve IMS Connection Point and configure remote resources Ack)
Table A.17.2.4/2: Reserve IMS Connection Point and configure remote resources Acknowledge
	Address Information
	Control information
	Bearer information

	Stream ID 
Local Descriptor {
   Port
   IP Address
}
Remote Descriptor {
   Port
   IP Address
}
	Transaction ID
Termination ID
Context ID
	Stream ID 
Local Descriptor {
   Codec List
   RTP Payloads
   RtcpbwRS
   RtcpbwRR
If ICE is applied:
   ICE host candidate
   ICE password
   ICE Ufrag
   ICE pacing
   If ICE lite implementation
       ICE lite indication

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}
Remote Descriptor {
   Codec List
   RTP Payloads
   If rate adaptation for media
      endpoints:
	Additional Bandwidth Properties
   RtcpbwRS
   RtcpbwRR

If SDPCapNeg is signalled to the gateway:
   SDPCapNeg configuration
}




*** End of Changes ***

