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	Reason for change:
	Due to the security reasons SA3 specified the usage of the latest IETF RFCs for ICE, STUN and TURN within the eCryptPr work item:
· RFC 8445 and RFC 8839 are used instead of obsoleted RFC 5245;
RFC 5245 specified ICE procedures, and the SDP offer/answer specific details.
However, IETF decided to make the ICE procedures independent of the signaling protocol and therefore RFC 8445 specifies procedures that are common to all usages of ICE while RFC 8839 specifies how the ICE candidate exchange is used within SDP offer/answer exchange.

· for STUN RFC 8489 is used instead of obsoleted RFC 5389; and
· for TURN RFC 8656 used instead of obsoleted RFC 5766.

The same changes are needed in this specification.

RFC 8445, changes from RFC 5245:
-	Aggressive nomination removed.
-	The procedures for calculating candidate pair states and scheduling connectivity checks modified.
-	Procedures for calculation of Ta and RTO modified.
-	Active checklist and Frozen checklist definitions removed.
-	’ice2’ ICE option added.
-	IPv6 considerations modified.
-	Usage with no-op for keepalives, and keepalives with non-ICE peers, removed.
However, these changes do not impact the current text in TS 23.334, except that the usage of ’ice2’ ICE option need to be specified in accordance with RFC 8839.

RFC 8839, changes from RFC 5245:
-	SDP offer/answer realization and usage of 'ice2' option specified.
-	Definition and usage of SDP "ice-pacing" attribute.
-	Explicit text that an ICE agent must not generate candidates with FQDNs, and must discard such candidates if received from the peer agent.
-	Relax requirement to include SDP "rtcp" attribute.
-	Generic clarifications of SDP offer/answer procedures.
-	ICE mismatch is now optional, and an agent has an option to not trigger mismatch and instead treat the default candidate as an additional candidate.
-	FQDNs and "0.0.0.0"/"::" IP addresses with port "9" default candidates do not trigger ICE mismatch.
Usage of 'ice2' option and "ice-pacing" attribute need to be specified in TS 23.334.

RFC 8489, changes from RFC 5389:
-	Added support for DTLS-over-UDP [RFC 6347].
-	Made clear that the RTO is considered stale if there are no transactions with the server.
-	Aligned the RTO calculation with [RFC 6298].
-	Updated the ciphersuites for TLS.
-	Added support for STUN URI [RFC 7064].
-	Added support for SHA256 message integrity.
-	Updated the Preparation, Enforcement, and Comparison of Internationalized Strings (PRECIS) support to [RFC 8265].
-	Added protocol and registry to choose the password encryption algorithm.
-	Added support for anonymous username.
-	Added protocol and registry for preventing bid-down attacks.
-	Specified that sharing a NONCE is no longer permitted.
-	Added the possibility of using a domain name in the alternate server mechanism.
-	Added more C snippets.
-	Added test vector.
However, these changes do not impact the current text in TS 23.334.

RFC 8656, changes from RFC 5766:
-	IPv6 support.
-	REQUESTED-ADDRESS-FAMILY attribute.
-	Description of the tunnel amplification attack.
-	DTLS support.
-	Add support for receiving ICMP packets.
-	Updates PMTUD.
-	Discovery of TURN server.
-	TURN URI Scheme Semantics.
-	Happy Eyeballs for TURN.
-	Align with the changes in STUN RFC 8489.
However, these changes do not impact the current text in TS 23.334.


	
	

	Summary of change:
	Specification of STUN: RFC 5389 voided and replaced with references to RFC 8489.

Specification of TURN: RFC 5766 voided and replaced with references to RFC 8656.

Specification of ICE: RFC 5245 voided and replaced with references to RFC 8445 and RFC 8839.
In ICE lite and full ICE procedures added:
· that the "a=ice-options:ice2" attribute shall be included in the SDP offer;
· that if "a=ice-options:ice2" was present in the received SDP offer, it shall be included in the sent SDP answer.

In full ICE procedure added that:
· the IMS-ALG shall request from the IMS-AGW to provide the desired pacing value for connectivity checks (Ta timer) and shall include the received value in the sent SDP offer and answer;
· the IMS-ALG shall provide to the IMS-AGW the pacing value received in SDP offer and answer;
· the IMS-AGW shall provide desired pacing value to the IMS-ALG;
· IMS-AGW shall compare the own desired pacing value with the pacing value provided by the IMS-ALG and shall use the higher value for connectivity checks.

The "a=ice-options:ice2" attribute added in figures 6.2.17.1.1, 6.2.17.2.1 and 6.2.17.5.1, and the "a=ice-pacing" attribute added in figures 6.2.17.2.1 and 6.2.17.5.1.

Clause 8.2: added new IEs "ICE pacing request", "ICE received pacing" and "ICE pacing".

Clause 8.3: added new IEs "ICE pacing request" and "ICE pacing".

Clause 8.4: added new IE "ICE received pacing".
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*******
*** First Change ***
[bookmark: _Toc11327304][bookmark: _Toc27251369][bookmark: _Toc67416651]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.228: "IP Multimedia Subsystem (IMS), stage 2".
[3]	3GPP TS 29.334: "IMS Application Level Gateway (IMS-ALG) – IMS Access Gateway (IMS-AGW) Iq interface, stage 3".
[4]	IETF RFC 2663: "IP Network Address Translator (NAT) Terminology and Considerations".
[5]	3GPP TS 32.260: "Telecommunication management; Charging management; IP Multimedia Subsystem (IMS) charging".
[6]	IETF RFC 3556: "Session Description Protocol (SDP) Bandwidth Modifiers for RTP Control Protocol (RTCP) Bandwidth".
[7]	IETF RFC 3605: "Real Time Control Protocol (RTCP) attribute in Session Description Protocol (SDP)".
[8]	3GPP TS 23.205: "Bearer independent circuit-switched core network; Stage 2".
[9]	ITU-T Recommendation H.248.1 (05/2002): "Gateway Control Protocol: Version 2" including the Corrigendum1 for Version 2 (03/04).
[10]	IETF RFC 2216: "Network Element Service Template".
[11]	3GPP TS 24.229: "IP Multimedia Call Control Protocol based on SIP and SDP".
[12]	3GPP TS 33.328: "IMS Media Plane Security".
[13]	IETF RFC 4568: "Session Description Protocol (SDP) Security Descriptions for Media Streams".
[14]	IETF RFC 3711: "The Secure Real-time Transport Protocol (SRTP)".
[15]	IETF RFC 5124: "Extended Secure RTP Profile for Real-time Transport Control Protocol (RTCP)-Based Feedback (RTP/SAVPF)".
[16]	IETF RFC 3168: "The Addition of Explicit Congestion Notification (ECN) to IP".
[17]	IETF RFC 6679: "Explicit Congestion Notification (ECN) for RTP over UDP".
[18]	3GPP TS 23.237: "IP Multimedia subsystem (IMS) Service Continuity; Stage 2".
[19]	3GPP TS 24.237: "IP Multimedia subsystem (IMS) Service Continuity; Stage 3".
[20]	3GPP TS 29.162: "Interworking between the IM CN subsystem and IP networks".
[21]	3GPP TS 26.114: "IP Multimedia Subsystem (IMS); Multimedia Telephony; Media handling and interaction".
[22]	3GPP TS 22.153: "Multimedia Priority Service".
[23]	IETF RFC 5285: "A General Mechanism for RTP Header Extensions".
[24]	IETF RFC 6236: "Negotiation of Generic Image Attributes in the Session Description Protocol (SDP)".
[25]	IETF RFC 4975: "The Message Session Relay Protocol (MSRP)".
[26]	IETF RFC 6714: "Connection Establishment for Media Anchoring (CEMA) for the Message Session Relay Protocol (MSRP)".
[27]	IETF RFC 4583: "Session Description Protocol (SDP) Format for Binary Floor Control Protocol (BFCP) Streams".
[28]	Void.
[29]	IETF RFC 793: "Transmission Control Protocol – DARPA Internet Program – Protocol Specification".
[30]	IETF RFC 4145: "TCP-Based Media Transport in the Session Description Protocol (SDP)".
[31]	IETF RFC 4582: "The Binary Floor Control Protocol (BFCP)".
[32]	Void.
[33]	IETF RFC 7345: "UDP Transport Layer (UDPTL) over Datagram Transport Layer Security (DTLS)".
[34]	IETF draft-schwarz-mmusic-sdp-for-gw-05: "SDP codepoints for gateway control".
Editor's note: The above document cannot be formally referenced until it is published as an RFC.
[35]	GSM Association RCC.07: "Rich Communication Suite 5.1 Advanced Communications Services and Client Specification, Version 2.0, 03 May 2013".
[36]	GSM Association RCC.07: "Rich Communication Suite 5.1 Advanced Communications Services and Client Specification, Version 3.0, 25 September 2013".
[37]	Void.
[38]	ITU-T Recommendation H.248.84 (07/2012): "Gateway control protocol: NAT-traversal for peer-to-peer services".
[39]	Void.IETF RFC 5245: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal for Offer/Answer Protocols".
[40]	Void.IETF RFC 5389: "Session Traversal Utilities for NAT (STUN)".
[41]	Void.IETF RFC 5766: "Traversal Using Relays around NAT (TURN): Relay Extensions to Session Traversal Utilities for NAT (STUN)".
[42]	IETF RFC 5763: "Framework for Establishing a Secure Real-time Transport Protocol (SRTP) Security Context Using Datagram Transport Layer Security (DTLS)".
[43]	IETF RFC 5764: "Datagram Transport Layer Security (DTLS) Extension to Establish Keys for the Secure Real-time Transport Protocol (SRTP)".
[44]	3GPP TS 24.371: "Web Real-Time Communications (WebRTC) client access to the IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".
[45]	IETF RFC 6135: "An Alternative Connection Model for the Message Session Relay Protocol (MSRP)".
[46]	OMA-TS-CPM_Conversation_Function-V2_0-20150113-C: "CPM Conversation Functions, Candidate Version 2.0 – 13 Jan 2015".
[47]	IETF RFC 5746: "Transport Layer Security (TLS) Renegotiation Indication Extension".
[48]	3GPP TS 33.310: "Network Domain Security (NDS); Authentication Framework (AF)".
[49]	IETF RFC 7675: "Session Traversal Utilities for NAT (STUN) Usage for Consent Freshness".
[50]	IETF RFC 6716: "Definition of the Opus Audio Codec".
[51]	3GPP TS 26.441: "Codec for Enhanced Voice Services (EVS); General Overview".
[52]	3GPP TS 26.445: "Codec for Enhanced Voice Services (EVS); Detailed Algorithmic Description".
[53]	IETF RFC 4566: "SDP: Session Description Protocol".
[54]	IETF RFC 4867: "RTP Payload Format and File Storage Format for the Adaptive Multi-Rate (AMR) and Adaptive Multi-Rate Wideband (AMR-WB) Audio Codecs".
[55]	IETF RFC 4566: "SDP: Session Description Protocol".
[56]	IETF RFC 7587: "RTP Payload Format for the Opus Speech and Audio Codec".
[57]	IETF RFC 6544: "TCP Candidates with Interactive Connectivity Establishment (ICE)".
[58]	IETF RFC 4571: "Framing Real-time Transport Protocol (RTP) and RTP Control Protocol (RTCP) Packets over Connection-Oriented Transport".
[59]	IETF RFC 6947: "The Session Description Protocol (SDP) Alternate Connectivity (ALTC) Attribute".
[60]	IETF RFC 5761: "Multiplexing RTP Data and Control Packets on a Single Port".
[61]	IETF RFC 8831: "WebRTC Data Channels".
[62]	IETF RFC 8873: "Message Session Relay Protocol (MSRP)".
[63]	IETF RFC 4960: "Stream Control Transmission Protocol".
[64]	IETF RFC 8841: "Session Description Protocol (SDP) Offer/Answer Procedures for Stream Control Transmission Protocol (SCTP) over Datagram Transport Layer Security (DTLS) Transport".
[65]	IETF RFC 8864: "Negotiation Data Channels Using the Session Description Protocol (SDP)".
[66]	IETF RFC 5939: "Session Description Protocol (SDP) Capability Negotiation".
[67]	IETF RFC 6871: "Session Description Protocol (SDP) Media Capabilities Negotiation".
[68]	IETF RFC 4573: "MIME Type Registration for RTP Payload Format for H.224".
[69]	ITU-T Recommendation H.224 (01/2005): "A real time control protocol for simplex applications using the H.221 LSD/HSD/MLP channels".
[70]	ITU-T Recommendation H.281 (11/1994): "A far end camera control protocol for videoconferences using H.224".
[71]	IETF RFC 8858: "Indicating Exclusive Support of RTP and RTP Control Protocol (RTCP) Multiplexing Using the Session Description Protocol (SDP)".
[72]	IETF RFC 8035: "Session Description Protocol (SDP) Offer/Answer Clarifications for RTP/RTCP Multiplexing".
[73]	ITU‑T Recommendation T.140 (02/98): "Text conversation presentation protocol".
[74]	IETF RFC 4103: "RTP Payload for Text Conversation".
[75]	IETF RFC 8865: "T.140 Real-Time Text Conversation over WebRTC Data Channels".
[76]	Void.
[77]	IETF RFC 4585: "Extended RTP Profile for Real-time Transport Control Protocol (RTCP)-Based Feedback (RTP/AVPF)".
[78]	IETF RFC 5104: "Codec Control Messages in the RTP Audio-Visual Profile with Feedback (AVPF)".
[79]	IETF RFC 7728: "RTP Stream Pause and Resume".
[80]	IETF RFC 8122: "Connection-Oriented Media Transport over the Transport Layer Security (TLS) Protocol in the Session Description Protocol (SDP)".
[81]	IETF RFC 8842: "Session Description Protocol (SDP) Offer/Answer Considerations for Datagram Transport Layer Security (DTLS) and Transport Layer Security (TLS)".
[bookmark: _Hlk94817023][nb1]	IETF RFC 8445: "Interactive Connectivity Establishment (ICE): A Protocol for Network Address Translator (NAT) Traversal".
[nb2]	IETF RFC 8839: "Session Description Protocol (SDP) Offer/Answer Procedures for Interactive Connectivity Establishment (ICE)".
[nb3]	IETF RFC 8489: "Session Traversal Utilities for NAT (STUN)".
[nb4]	IETF RFC 8656: "Traversal Using Relays around NAT (TURN): Relay Extensions to Session Traversal Utilities for NAT (STUN)".

*** Next Change ***
[bookmark: _Toc11327306][bookmark: _Toc27251371][bookmark: _Toc67416653]3.1	Definitions
For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
End-to-access edge security: media protection extending between an IMS UE and the first IMS core network node in the media path without being terminated by any intermediary node.
End-to-end security: media protection between two IMS UEs without being terminated by any intermediary node.
[bookmark: _Hlk94819755]Full ICE: The full implementation of the Interactive Connectivity Establishment (ICE) specified in IETF RFC 8445 [nb1]IETF RFC 5245 [39].
ICE lite: The lite implementation of the Interactive Connectivity Establishment (ICE) specified in IETF RFC 8445 [nb1]IETF RFC 5245 [39].
Local (near-end) NAPT control: the operation of providing network address mapping information and NAPT policy rules to a near-end NAT in the media flow.
NAT-PT/NAPT-PT: see definition in 3GPP TS 23.228 [2].
NAPT control and NAT traversal: controls network address translation for both near-end NA(P)T and far-end NA(P)T
Network Address Translation (NA(P)T): see definition in 3GPP TS 23.228 [2].
Remote (far-end) NAT traversal: the operation of adapting the IP addresses so that the packets in the media flow can pass through a far-end (remote) NAT.
RTP / RTCP transport multiplexing: a single IP transport (L4) port for RTP and RTCP packets.
TLS-client: the entity that initiates a TLS session establishment to a server.
TLS-server: the entity that responds to requests for TLS session establishment from clients.
TLS endpoint: either a TLS-client or a TLS-server.
Convention:
Wherever the term NAT is used in this specification, it may be replaced by NA(P)T or NA(P)T-PT.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.237 [18] apply:
Access Leg
Access Transfer Control Function (ATCF)
Access Transfer Gateway (ATGW)
Remote Leg
Target Access Leg
Source Access Leg

*** Next Change ***
[bookmark: _Toc11327310][bookmark: _Toc27251375][bookmark: _Toc67416657]4.1	Reference architecture
The reference architecture for the IMS-ALG and the IMS-AGW when  NAT is invoked between the UE and the IMS domain is shown  in figure 4.1.1 below.



Figure 4.1.1:  Reference Architecture with NAT invoked between the UE and the IMS domain
See 3GPP TS 23.228 [2] Annexes G.1 and G.2 for a comprehensive description of the reference models.
The reference architecture for the IMS-ALG and the IMS-AGW supporting the ATCF/ATGW function is shown in figure 4.1.2 below.



Figure 4.1.2: Reference Architecture for IMS-ALG/IMS-AGW with ATCF/ATGW function
See 3GPP TS 23.237 [18] clause 5.2 for a comprehensive description of the reference model.
The reference architecture for the IMS-ALG and IMS-AGW supporting Interactive Connectivity Establishment (ICE) is shown in figure 4.1.3, for the case when both the signalling and media traverses NAT devices. There might be an ICE process towards access network domain and/or an ICE process towards core network domain. Both ICE processes are independent of each other. The network entities that support Session Traversal Utilities for NAT (STUN) and Traversal Using Relays NAT (TURN) are described in IETF RFC 8489 [nb3]IETF RFC 5389 [40] and IETF RFC 8656 [nb4]IETF RFC 5766 [41] respectively.


NOTE 1:	If the IMS-AGW only supports ICE lite, it will only contain a STUN server.
NOTE 2:	The IMS-AGW and IMS-ALG may support ICE only towards the served UE, and will then only contain a STUN client/server and ICE support on related terminations.
NOTE 3:	The TURN server is a deployment option but not required for all ICE deployments.
NOTE 4:	The separate STUN server is used by the served UE while it gathers ICE candidates. The STUN server in the IMS-AGW is used to answer ICE connectivity checks.

Figure 4.1.3: Reference architecture for ICE
The reference architecture for the P-CSCF enhanced for WebRTC (eP-CSCF) and the IMS-AGW enhanced for WebRTC (eIMS-AGW) to support WebRTC client access to IMS is shown in figure 4.1.4 as below, see Annex U in 3GPP TS 23.228 [2] for a comprehensive description of the reference model.


Figure 4.1.4:  Reference Architecture for eP-CSCF/eIMS-AGW supporting WebRTC access to IMS
NOTE 1:	The presence of dashed elements in the figure depends on the configuration.
	PCC functional elements are present only for EPC access with QoS.
	The corresponding PCC elements for fixed access are also optionally supported but not shown.
	The NAT in figure 4.1.4 is meant for non-cellular access to IMS.

*** Next Change ***
[bookmark: _Toc11327364][bookmark: _Toc27251429][bookmark: _Toc67416711]5.18.1	General
[bookmark: _Hlk94798235]The IMS-ALG and the IMS-AGW may support ICE functionality as specified in IETF RFC 8445 [nb1] and IETF RFC 8839 [nb2],IETF RFC 5245 [39] and 3GPP TS 24.229 [11] to support a UE residing behind a remote NAT. The present clause describes the requirements for P-CSCF (IMS-ALG) and IMS-AGW when the ICE procedures are supported.
Support of full ICE functionality is optional, but if ICE is supported, the IMS-ALG and IMS-AGW shall at least support ICE lite as specified in IETF RFC 8445 [nb1]IETF RFC 5245 [39].
An IMS-ALG and IMS-AGW supporting ICE lite may in addition support ICE for TCP according to IETF RFC 6544 [57].
NOTE 1:	ICE for TCP can be used to offer an alternative transport for media streams with default UDP transport to enable a traversal of UDP-blocking NATs or firewalls. In the present release, the support of ICE for TCP is restricted to media streams with default UDP transport, and to ICE lite.
The IMS-ALG and IMS-AGW shall only use host candidates as local ICE candidates.
NOTE 2:	IMS-ALG and IMS-AGW are not located behind a NAT (from perspective of the ICE deployment model according to Ffigure 1 in IETF RFC 8445 [nb1]IETF RFC 5245 [39]).
The IMS-ALG with IMS-AGW inserted on the media plane shall perform separate ICE negotiation and procedures with the offerer and the answerer and ICE may be applied independently at either side. Furthermore, the IMS-ALG may be configured to apply ICE procedures only towards the access network side.
When the P-CSCF (IMS-ALG) detects no ICE parameters in the received SDP, it shall not configure the IMS-AGW to apply any ICE and STUN related procedures toward the call leg from where the SDP has been received, and if applicable may apply the remote NAT traversal using latching according to clause 5.4.
Any IMS-AGW supporting ICE shall advertise its support of incoming STUN continuity check procedures. An IMS-AGW supporting full ICE procedures shall in addition advertise its support for originating STUN connectivity check procedures.
If the IMS-AGW does not indicate the support of STUN procedures, or if the IMS-ALG is configured not to apply ICE toward a call leg, the IMS-ALG:
-	shall not configure the IMS-AGW to apply STUN procedures;
-	shall remove any received SDP candidate information from the SDP it forwards; and
-	may apply remote NAT traversal using latching according to clause 5.4.

*** Next Change ***
[bookmark: _Toc11327365][bookmark: _Toc27251430][bookmark: _Toc67416712]5.18.2	ICE lite
If the IMS-ALG is configured to use ICE lite, or supports only ICE lite, or controls an IMS-AGW that only support ICE lite, the procedures in the present clause apply.
If the IMS-ALG receives an initial SDP offer with ICE candidate information but no "a=ice-lite" attribute, the IMS-ALG:
-	shall not forward the received candidate information in the SDP it sends towards the answerer;
-	shall request the IMS-AGW for each media line with UDP as default transport where it decides to use ICE to reserve an ICE host candidate and provide its address information and a related ICE user name fragment and password;
NOTE 1:	Requesting only one host candidate per m-line prevents that the IMS-ALG will receive "a=remote-candidates" SDP attributes in a subsequent SDP. Requesting separate ufrag and password for each media line simplifies H.248 encoding.
-	may request the IMS-AGW for each media line with UDP as default transport where it decides to use ICE to reserve an additional passive TCP ICE host candidate and provide its address information and a related ICE user name fragment and password;
-	shall configure the IMS-AGW to act as STUN server at the host candidate address, i.e. to answer STUN connectivity checks;
-	may provide received remote ICE candidates and the received related ICE user name fragment and password to the IMS-AGW;
-	if an "a=ice-options" attribute with the value "ice2" was present in the received SDP offer, shall include the "a=ice-options" attribute with the value "ice2" in the SDP answer it forwards;
-	shall include the host candidate and related ICE user name fragment and password received from the IMS-AGW in the SDP answer it forwards;
-	shall include the "a=ice-lite" attribute in the SDP answer it forwards; and
-	shall not apply the remote NAT traversal using latching according to clause 5.4.
If the IMS-ALG receives SDP offer with ICE candidate information and an "a=ice-lite" attribute, the IMS-ALG shall not apply ICE towards that call leg and not include any ICE related SDP attributes in the SDP answer.
NOTE 2: This avoids that the ICE lite peer needs to send extra SDP offers to complete ICE procedures.
If the IMS-ALG sends an SDP offer (or forwards a received SDP offer) towards a call leg where ICE is to be applied, the IMS-ALG:
-	shall request the IMS-AGW to reserve a host candidate for each media line with UDP as default transport where it decides to use ICE and provide its address information, user name fragment and password;
-	may request the IMS-AGW for each media line with UDP as default transport where it decides to use ICE to reserve an additional passive TCP ICE host candidate and provide its address information and a related ICE user name fragment and password;
-	shall configure the IMS-AGW to act as STUN server at the host candidate address, i.e. to answer STUN connectivity checks;
-	shall include the "a=ice-options" attribute with the value "ice2" in the SDP offer;
-	shall include the host candidate provided by the IMS-AGW and related ICE user name fragment and password in the SDP offer it forwards; and
-	shall include the "a=ice-lite" attribute in the SDP offer.
If the IMS-ALG then receives an SDP answer with candidate information from the call leg where ICE is to be applied, the IMS-ALG:
-	shall not forward the received candidate information in the SDP it sends towards the offerer;
-	may provide received remote ICE candidates and the received related ICE user name fragment and password to the IMS-AGW; and
-	shall not apply the remote NAT traversal using latching according to clause 5.4.
After the initial SDP offer-answer exchange, the IMS-ALG can receive a new offer from the peer that includes updated address and port information in the SDP "c=" line, "m=" line, or "a=rtcp" line SDP attributes. If the ICE user name fragment and password in the SDP offer differ from the ones received in the previous SDP (i.e. the peer restarts ICE), the IMS-ALG shall apply the same procedures as for the initial SDP offer.
When receiving a request for a host candidate for a media line, the IMS-AGW shall allocate one host candidate for that media line and send it to the IMS-ALG within the reply. The IP address and port shall be the same as indicated separately as Local IP Resources. The IMS-AGW shall also indicate that it supports ICE lite in the reply.
For a passive TCP ICE host candidate, the IMS-AGW shall be prepared to receive and answer the TCP connection establishment requests.
NOTE 3:	The TCP connection control procedures in clause 5.17 do not apply to TCP host candidates.
When receiving a request for an ICE user name fragment and password, the IMS-AGW shall generate an ICE user name fragment and password and send it to the IMS-ALG within the reply. The IMS-AGW shall store the password and user name fragment to be able to authenticate incoming STUN binding request according to clause 7.32 of IETF RFC 8445 [nb1]IETF RFC 5245 [39].
When receiving a request to act as STUN server, the IMS-AGW shall be prepared to answer STUN binding request according to clause 7.32 of IETF RFC 8445 [nb1]IETF RFC 5245 [39]. Once a STUN binding request with the "USE-CANDIDATE" flag has been received, the IMS-AGW may send media towards the source of the binding request.

*** Next Change ***
5.18.3	Full ICE
If the IMS-ALG supports and is configured to use full ICE, and controls an IMS-AGW that supports full ICE, the procedures in the present clause apply.
If the IMS-ALG receives an initial SDP offer with ICE candidate information, the IMS-ALG:
-	shall not forward the received candidate information in the SDP it sends towards the answerer;
-	shall request the IMS-AGW for each media line where it decides to use ICE to reserve an ICE host candidate and provide its address information and a related ICE user name fragment and password;
NOTE:	Requesting only one host candidate per m-line prevents that the IMS-ALG will receive "a=remote-candidates" SDP attributes in a subsequent SDP. Requesting separate ufrag and password for each media line simplifies H.248 encoding.
-	shall request the IMS-AGW to provide the desired pacing value for connectivity checks (Ta timer value);
-	shall configure the IMS-AGW to act as STUN server at the host candidate address, i.e. to answer STUN connectivity checks;
-	shall provide received remote ICE candidates and the received related ICE user name fragment and password to the IMS-AGW;
-	shall provide the remote pacing value to the IMS-AGW as follows:
a)	if the "a=ice-pacing" attribute was present in the received SDP answer, the received pacing value; or
b)	otherwise the default pacing value of 50 ms;
-	if an "a=ice-options" attribute with the value "ice2" was present in the received SDP offer, shall include the "a=ice-options" attribute with the value "ice2" in the SDP answer it forwards;
-	shall include the "a=ice-pacing" attribute with the pacing value provided by the IMS-AGW in the SDP answer it forwards;
-	shall include the host candidate and related ICE user name fragment and password received from the IMS-AGW in the SDP answer it forwards;
-	shall determine the role of IMS-ALG in ICE (controlling or controlled) according to clause 6.1.15.2 of IETF RFC 8445 [nb1]IETF RFC 5245 [39];
-	shall configure the IMS-AGW to perform connectivity checks in accordance with the determined ICE role;
-	shall configure the IMS-AGW to report connectivity check results;
-	shall configure the IMS-AGW to report a new peer reflexive candidate if discovered during the connectivity check; and
-	shall not apply the remote NAT traversal using latching according to clause 5.4.
If the IMS-ALG sends an SDP offer (or forwards a received SDP offer) towards a call leg where ICE is to be applied, the IMS-ALG:
-	shall request the IMS-AGW to reserve a host candidate for each media line were it decides to use ICE and provide its address information, ICE user name fragment and password;
-	shall request the IMS-AGW to provide the pacing value for connectivity checks;
-	shall configure the IMS-AGW to act as STUN server at the host candidate address, i.e. to answer STUN connectivity checks; and
-	shall include the "a=ice-options" attribute with the value "ice2" in the SDP offer it sends;
-	shall include the "a=ice-pacing" attribute with the pacing value provided by the IMS-AGW in the SDP offer it sends; and
-	shall include the host candidate provided by the IMS-AGW and related ICE user name fragment and password in the SDP offer it sendsforwards.
If the IMS-ALG then receives an SDP answer with candidate information from the call leg where ICE is to be applied, the IMS-ALG:
-	shall not forward the received candidate information in the SDP it sends towards the offerer;
-	shall provide received remote ICE candidates and the received related ICE user name fragment and password to the IMS-AGW;
-	shall provide the remote pacing value to the IMS-AGW as follows:
a)	if the "a=ice-pacing" attribute was present in the received SDP answer, the received pacing value; or
b)	otherwise the default pacing value of 50 ms;
-	shall determine the role of IMS-ALG in ICE (controlling or controlled) according to clause 6.1.15.2 of IETF RFC 8445 [nb1]IETF RFC 5245 [39];
-	shall configure the IMS-AGW to perform connectivity checks in accordance with the determined ICE role;
-	shall configure the IMS-AGW to report connectivity check results;
-	shall configure the IMS-AGW to report a new peer reflexive candidate if discovered during the connectivity check; and
-	shall not apply the remote NAT traversal using latching according to clause 5.4.
When the IMS-ALG is informed by the IMS-AGW about new peer reflexive candidate(s) discovered by the connectivity checks, it shall configure the IMS-AGW to perform additional connectivity checks for those candidates.
When the IMS-ALG is informed by the IMS-AGW about successful candidate pairs determined by the connectivity checks, the IMS-ALG shall send a new SDP offer to its peer with contents according to clause 4.4.19.2.2.2 of IETF RFC 8839 [nb2]IETF RFC 5245 [39] if it has the controlling role and the highest-priority candidate pair differs from the default candidates in previous SDP.
After the initial SDP offer-answer exchange, the IMS-ALG can receive a new offer from the peer that includes updated address and port information in the SDP "c=" line, "m=" line, or "a=rtcp" line SDP attributes. If the ICE user name fragment and password in the SDP offer differ from the ones received in the previous SDP (i.e. the peer restarts ICE), the IMS-ALG shall apply the same procedures as for the initial SDP offer.
When receiving a request for a host candidate for a media line, the IMS-AGW shall allocate one host candidate for that media line and send it to the IMS-ALG within the reply. The IP address and port shall be the same as indicated separately as Local IP Resources.
When receiving a request to provide a desired pacing value for connectivity checks (Ta timer value), the IMS-AGW shall calculate Ta timer value based on the characteristics of the associated data or shall use the default value of 50 ms and provide it as desired Ta timer value. The IMS-AGW shall compare the own desired Ta timer value with the Ta timer value provided by the IMS-ALG and shall use the higher value for connectivity checks (as specified in IETF RFC 8445 [nb1]).
When receiving a request for an ICE user name fragment and password, the IMS-AGW shall generate an ICE user name fragment and password and send it to the IMS-ALG within the reply. The IMS-AGW shall store the password and user name fragment to be able to authenticate incoming STUN binding request according to clause 7.32 of IETF RFC 8445 [nb1]IETF RFC 5245 [39].
When receiving a request to act as STUN server, the IMS-AGW shall be prepared to answer STUN binding request according to clause 7.32 of IETF RFC 8445 [nb1]IETF RFC 5245 [39]. Once a STUN binding request with the "USE-CANDIDATE" flag has been received, the IMS-AGW may send media towards the source of the binding request.
When receiving a request to perform connectivity checks and to report connectivity check results, the IMS AGW:
-	shall compute ICE candidate pairs according to clause 6.1.25.7 of IETF RFC 8445 [nb1]IETF RFC 5245 [39];
-	shall schedule checks for the ICE candidate pairs according to clause 6.1.45.8 of IETF RFC 8445 [nb1]IETF RFC 5245 [39];
-	shall send STUN connectivity checks for the scheduled checks according to clause 7.21 of IETF RFC 8445 [nb1]IETF RFC 5245 [39];
-	shall inform the IMS-ALG about successful candidate pairs determined by the connectivity checks;
-	shall inform the IMS-ALG about new peer reflexive candidate(s) discovered by the connectivity checks; and
-	should send media using the highest priority candidate pair for which connectivity checks have been completed.

*** Next Change ***
6.2.17.1	ICE lite
Figure 6.2.17.1.1 shows a message sequence chart example for performing the ICE lite procedure towards the offerer.



Figure 6.2.17.1.1: Procedure for interactive connectivity establishment using ICE lite towards the offerer

*** Next Change ***
[bookmark: _Toc11327490][bookmark: _Toc27251555][bookmark: _Toc67416837]6.2.17.2	Full ICE
Figure 6.2.17.2.1 shows a message sequence chart example for performing the full ICE procedure towards the offerer.



Figure 6.2.17.2.1: Procedure for interactive connectivity establishment using full ICE towards the offerer

*** Next Change ***
[bookmark: _Toc11327493][bookmark: _Toc27251558][bookmark: _Toc67416840]6.2.17.5	STUN consent freshness test
Figure 6.2.17.5.1 shows a message sequence chart example for requesting the STUN consent freshness test procedure towards the offerer when full ICE is supported by the eIMS-AGW.



Figure 6.2.17.5.1: Procedure for STUN consent freshness test towards the offerer

*** Next Change ***
[bookmark: _Toc11327518][bookmark: _Toc27251583][bookmark: _Toc67416865]8.2	Reserve and Configure AGW Connection Point
This procedure is used to reserve multimedia-processing resources for the Iq interface connection.
Table 8.2.1: Procedures between IMS-ALG and IMS-AGW: Reserve and Configure AGW Connection Point
	Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	Reserve and Configure AGW Connection Point
	IMS-ALG
	Context/Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	
	
	Priority information
	O
	This information element requests the IMS-AGW to apply priority treatment for the terminations and bearer connections in the specified context.

	
	
	Bearer Termination Request
	M
	This information element indicates the existing bearer termination or requests a new bearer termination for the bearer to be established.

	
	
	Local IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data. May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	ReserveValue
	O
	This information element indicates if multiple local resources are to be reserved.
This information element shall be included if a speech codec and auxiliary payload types are configured.

	
	
	Remote IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall send data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.
May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

	
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the IMS-AGW that the remote end can send user plane data to.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	M
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications. This information element shall be included when requesting a new bearer termination. Otherwise the information element is optional.

	
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	
	
	Latching Requirement
	O
	This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the bearer termination.

	
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 1)

	
	
	Traffic Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate  for a media stream. (NOTE 2).. 

	
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2).

	
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream. 

	
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination shall be copied from the received value or set to a specific value.

	
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	
	
	Media Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	
	
	Media Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	
	
	RTCP handling
	O
	This information element is present if IMS-ALG wants to explicitly control the reservation of RTCP resources (NOTE 4).
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	RTP/RTCP transport multiplexing
	C
	This information element requests the IMS-AGW to apply the RTP/RTCP transport multiplexing. This information element may only be present if RTCP handling is required.

	
	
	Explicit RTCP transport address
	C
	This information element indicates the remote RTCP port and optionally the remote network address where to send RTCP packets. This information element may only be present if RTCP handling is required.

	
	
	Local cryptographic SDES attribute
	C
	This information element is present if IMS-ALG wants that the media is encrypted and/or integrity protected by the IMS-AGW (NOTE 3). It indicates the SDES local cryptographic parameters such as key(s)

	
	
	Remote cryptographic SDES attribute
	C
	This information element is present if IMS-ALG wants that the media is decrypted, and/or integrity checked by the IMS-AGW (NOTE 3). It indicates the SDES remote cryptographic parameters such as key(s)

	
	
	ECN Enable
	O
	This information element requests the IMS-AGW to apply ECN procedures.

	
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the IMS-AGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs due to ECN. It may only be supplied if ECN is enabled and the IMS-AGW acts as ECN endpoint.

	
	
	Extended RTP Header for CVO
	O
	This information element requests the IMS-AGW to pass on the CVO extended RTP header as defined by IETF RFC 5285 [23].

	
	
	Extended RTP Header for Sent ROI
	O
	This information element requests the IMS-AGW to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [23] and 3GPP TS 26.114 [21].

	
	
	Predefined ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Predefined ROI" type expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [21].

	
	
	Arbitrary ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Arbitrary ROI" type expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [21].

	
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [24].

	
	
	Local certificate fingerprint Request
	O
	This information element is present if the IMS-ALG wants that the media is decrypted, and/or integrity protected by the IMS-AGW (NOTE 3). It requests the IMS-AGW to provide a local certificate fingerprint.

	
	
	Remote certificate fingerprint
	O
	This information element is present if the IMS-ALG wants that the media is decrypted, and/or integrity checked by the IMS-AGW (NOTE 3). It indicates the remote certificate fingerprint.

	
	
	Establish (D)TLS session
	O
	This information element requests the IMS-AGW to take the (D)TLS client role and to initiate the establishment of the (D)TLS session. (NOTE 3)

	
	
	Notify (D)TLS session establishment Failure Event
	O
	This information element requests a notification if a (D)TLS session establishment failure occurs. (NOTE 3)

	
	
	TCP State-aware Handling Indicator and Setup Direction
	C
	This information element indicates that TCP state-aware handing is required and indicates the TCP setup direction. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	Discard Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates whether incoming TCP connection establishment requests (TCP SYN) shall be discarded. It may only be included if the IMS‑AGW supports TCP state-aware handling and discarding incoming TCP connection establishment requests.

	
	
	Forward Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates for a given termination to use the incoming TCP connection establishment request (TCP SYN) at that termination as a trigger for sending a TCP connection establishment request at the interconnected termination in the same context. It may only be included if the IMS‑AGW supports TCP state-aware handling and the Forward Incoming TCP Connection Establishment Requests Indicator.

	
	
	Notify TCP Connection Establishment Failure Event
	C
	This information element requests a notification if a TCP connection establishment failure occurs. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	
	
	STUN server request
	O
	This information element is present if IMS-ALG requests the IMS-AGW to answer STUN connectivity checks for ICE.

	
	
	ICE Connectivity Check
	C
	This information element requests the IMS-AGW to perform ICE connectivity check as defined by IETF RFC 8445 [nb1]IETF RFC 5245 [39]. It is only applicable for full ICE.

	
	
	Notify ICE Connectivity Check Result
	C
	This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	
	
	Notify New Peer Reflexive Candidate
	C
	This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	
	
	ICE password request
	O
	This information element is present if IMS-ALG requests an ICE password.

	
	
	ICE Ufrag request
	O
	This information element is present if IMS-ALG requests an ICE ufrag.

	
	
	ICE host candidate request
	O
	This information element is present if IMS-ALG requests an ICE host candidate.

	
	
	ICE pacing request
	O
	This information element is present if IMS-ALG requests a pacing value for connectivity checks (Ta timer value). It is only applicable for full ICE.

	
	
	ICE received candidate
	O
	This information element is present if IMS-ALG indicates a received candidate for ICE.

	
	
	ICE received password
	O
	This information element is present if IMS-ALG indicates a received password for ICE.

	
	
	ICE received Ufrag
	O
	This information element is present if IMS-ALG indicates a received Ufrag for ICE.

	
	
	ICE received pacing
	O
	This information element is present if IMS-ALG indicates a received pacing value for connectivity checks (Ta timer value). It is only applicable for full ICE. It is only applicable for full ICE.

	
	
	MSRP Path
	O
	This information element is present for application-aware MSRP Interworking. It provides the path information that the IMS-AGW shall insert in the MSRP layer "To‑Path" Information element.

	
	
	Application-aware MSRP interworking request
	O
	This information element is present if IMS-ALG requests the IMS-AGW to perform application-aware MSRP Interworking.

	
	
	Notify STUN consent freshness test failure Event
	O
	This information element requests a notification if a STUN consent freshness test failure occurs (full ICE only).

	
	
	STUN consent freshenss test request
	O
	This information element is present if eP-CSCF requests the eIMS-AGW to perform a STUN consent freshness test (full ICE only).
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	Local SCTP Port Request
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It requests the IMS-AGW to provide a local SCTP Port.
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	Remote SCTP Port
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the remote SCTP port.
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	Local SCTP maximum message size Request
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It requests the IMS-AGW to provide a local max message size.
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	Remote SCTP maximum message size
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the remote max message size.
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	SCTP Group Semantics
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the H.248 component streams that are grouped in the same SCTP association.
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	SCTP stream deaggregation
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the H.248 component streams that transport media that are to be deaggregated from the H.248 deaggregation stream used to control the SCTP association.
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	SCTP stream ID
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an WEBRTC data channel. It indicates the SCTP stream ID to be used for that data channel.
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	Local Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute sent towards the remote peer, including the Subprotocol to exchange via the data channel.
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	Remote Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute received from the remote peer, including the Subprotocol to exchange via the data channel.
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	Local Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute sent towards the remote peer, encapsulating a subprotocol specific SDP attribute.
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	Remote Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute received from the remote peer, encapsulating a subprotocol specific SDP attribute.
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	Received SCTP Stream Reset Request
	O
	This information element is present if the eP-CSCF (IMS-ALG) requests the eIMS-AGW to establish the WEBRTC data channel. It requests the eIMS-AGW to provide a notification when receiving an SCTP Stream reset request and to autonomously answer that SCTP Stream reset request
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	Allowed RTCP APP message types
	O
	This information element is present if IMS-ALG allows the IMS-AGW to send RTCP APP packets of the indicated types. The IMS-AGW shall not send other RTCP APP packets. If the parameter is not supplied, the IMS-AGW shall not send any RTCP APP packets.

	[bookmark: _MCCTEMPBM_CRPT02920167___4]
	
	SDPCapNeg configuration
	O
	This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.
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	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [21].
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	CCM BASE
	O
	This information element indicates that the IMS-AGW shall be prepared to receive and is allowed to send, respectively, the RTCP feedback "CCM FIR" and/or "CCM TMMBR" messages (defined in IETF RFC 5104 [78]).

	
	
	CCM pause-resume
	O
	This information element indicates to the IMS-AGW that RTCP feedback "CCM PAUSE-RESUME" messages shall be passed transparently.

	
	
	DBI
	O
	This information element indicates to the IMS-AGW that RTCP DBI feedback messages (as defined in 3GPP TS 26.114 [21] clause 7.3.8) shall be passed transparently.

	Reserve and Configure AGW Connection Point Ack
	IMS-AGW
	Context
	M
	This information element indicates the context where the command was executed.

	
	
	Bearer Termination
	M
	This information element indicates the bearer termination where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT02920178___4]
	[bookmark: _MCCTEMPBM_CRPT02920179___7]
	Local IP Resources
	C
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data. This IE shall be present if it was contained in the request. If the IE was not contained in the request, it may be present in the reply.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Remote IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall send data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the IMS-AGW shall receive user plane data from IMS.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Remote Connection Address
	O
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	
	
	Local cryptographic SDES attribute
	C
	This information element may be present only if it was contained in the request. It indicates the SDES local cryptographic parameters such as key(s)

	
	
	Remote cryptographic SDES attribute
	C
	This information element may be present only if it was contained in the request. It indicates the SDES remote cryptographic parameters such as key(s)

	
	
	Local certificate fingerprint
	C
	This information element may be present only if the Local certificate fingerprint Request was contained in the request. It indicates the local certificate fingerprint. (NOTE 3)

	
	
	ICE password 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the IMS-AGW.

	
	
	ICE Ufrag 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the IMS-AGW.

	
	
	ICE host candidate 
	C
	This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the IMS-AGW.

	
	
	ICE pacing
	C
	This information element shall be present only if it was contained in the request. It indicates a desired pacing value for connectivity checks (Ta timer value).

	[bookmark: _MCCTEMPBM_CRPT02920200___4]
	
	Local SCTP Port
	C
	This information element may be present only if the Local SCTP Port Request was contained in the request. It indicates the local SCTP Port.

	[bookmark: _MCCTEMPBM_CRPT02920201___4]
	
	Local SCTP maximum message size
	C
	This information element may be present only if the Local max message size Request was contained in the request. It indicates the local max message size.

	[bookmark: _MCCTEMPBM_CRPT02920202___4]
	
	ICE lite indication
	C
	This information element shall be present only if an ICE host candidate request was contained in the request, and the IMS-AGW supports ICE lite, but not full ICE. It indicates that the IMS-AGW only supports ICE lite.

	[bookmark: _MCCTEMPBM_CRPT02920204___4]
	
	SDPCapNeg configuration
	C
	This information element shall be present only if it was contained in the request. It provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	NOTE 1:	Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE 2:	One of those IEs shall at least be present when policing is required.
NOTE 3:	This IE may only be present for access network terminations.
NOTE 4:	The concerned RTCP resource component is related to the RTCP port value.




*** Next Change ***
[bookmark: _Toc11327519][bookmark: _Toc27251584][bookmark: _Toc67416866]8.3	Reserve AGW Connection Point Procedure
This procedure is used to reserve local connection addresses and local resources in IMS-AGW.
Table 8.3.1: Procedures between IMS-ALG and IMS-AGW: Reserve AGW Connection Point
	[bookmark: _MCCTEMPBM_CRPT02920206___4]Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	[bookmark: _MCCTEMPBM_CRPT02920207___4]Reserve AGW Connection Point
	IMS-ALG
	Context /Context Request
	M
	This information element indicates the existing context or requests a new context for the bearer termination.

	[bookmark: _MCCTEMPBM_CRPT02920209___4]
	
	Emergency Call Indicator
	O
	This information element identifies the call as emergency call that requires a preferential handling.

	[bookmark: _MCCTEMPBM_CRPT02920211___4]
	
	Priority information
	O
	This information element requests the IMS-AGW to apply priority treatment for the terminations and bearer connections in the specified context.

	[bookmark: _MCCTEMPBM_CRPT02920213___4]
	
	Bearer Termination Request
	M
	This information element requests a new bearer termination

	[bookmark: _MCCTEMPBM_CRPT02920215___4]
	
	Local IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.
May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

	[bookmark: _MCCTEMPBM_CRPT02920217___4]
	
	ReserveValue
	O
	This information element indicates if multiple local resources are to be reserved.
This information element shall be included if a speech codec and auxiliary payload types are configured.

	[bookmark: _MCCTEMPBM_CRPT02920219___4]
	
	Local Connection Address Request
	M
	This information element requests an IP address and port number(s) on the IMS-AGW that the remote end can send user plane data to.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT02920221___4]
	
	Notify termination heartbeat
	M
	This information element requests termination heartbeat indications.

	[bookmark: _MCCTEMPBM_CRPT02920223___4]
	
	Notify Released Bearer
	O
	This information element requests a notification of a released bearer.

	[bookmark: _MCCTEMPBM_CRPT02920225___4]
	
	 Latching Requirement
	O
	This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	[bookmark: _MCCTEMPBM_CRPT02920227___4]
	
	IP Realm Identifier
	O
	This information element indicates the IP realm of the bearer termination.

	[bookmark: _MCCTEMPBM_CRPT02920229___4]
	
	Remote Source Address Filtering
	O
	This information element indicates that remote source address filtering is required.

	[bookmark: _MCCTEMPBM_CRPT02920231___4]
	
	Remote Source Address Mask
	C
	This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	[bookmark: _MCCTEMPBM_CRPT02920233___4]
	
	Remote Source Port Filtering
	O
	This information element indicates that remote source port filtering is required.

	[bookmark: _MCCTEMPBM_CRPT02920235___4]
	
	Remote Source Port
	C
	This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 1)

	[bookmark: _MCCTEMPBM_CRPT02920237___4]
	
	Remote Source Port Range
	C
	This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 1)

	[bookmark: _MCCTEMPBM_CRPT02920239___4]
	
	Policing Required 
	O
	This information element indicates that policing of the media flow is required. 

	[bookmark: _MCCTEMPBM_CRPT02920241___4]
	
	Peak Data Rate 
	O
	This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2).

	[bookmark: _MCCTEMPBM_CRPT02920243___4]
	
	Sustainable Data Rate
	O
	This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2).

	[bookmark: _MCCTEMPBM_CRPT02920245___4]
	
	Delay Variation Tolerance
	O
	This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	[bookmark: _MCCTEMPBM_CRPT02920247___4]
	
	Maximum Burst Size
	C
	This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream. 

	[bookmark: _MCCTEMPBM_CRPT02920249___4]
	
	DiffServ Code Point
	O
	This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	[bookmark: _MCCTEMPBM_CRPT02920251___4]
	
	DiffServ Tagging Behaviour
	O
	This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination should be copied from the received value or set to a specific value.

	[bookmark: _MCCTEMPBM_CRPT02920253___4]
	
	Media Inactivity Detection Required
	O
	This information element indicates that detection of inactive media flows is required.

	[bookmark: _MCCTEMPBM_CRPT02920255___4]
	
	Media Inactivity Detection Time
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	[bookmark: _MCCTEMPBM_CRPT02920257___4]
	
	Media Inactivity Detection Direction
	C
	This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	[bookmark: _MCCTEMPBM_CRPT02920259___4]
	
	RTCP handling
	O
	This information element is present if IMS-ALG wants explicitly control the reservation of RTCP resources by the IMS-AGW.

	[bookmark: _MCCTEMPBM_CRPT02920261___4]
	
	RTP/RTCP transport multiplexing
	C
	This information element requests the IMS-AGW to apply the RTP/RTCP transport multiplexing. This information element may only be present if RTCP handling is required.

	[bookmark: _MCCTEMPBM_CRPT02920262___4]
	
	Local cryptographic SDES attribute
	C
	This information element is present if IMS-ALG wants that the media is encrypted and/or integrity protected by the IMS-AGW (NOTE 3). It indicates the SDES local cryptographic parameters such as key(s).

	[bookmark: _MCCTEMPBM_CRPT02920264___4]
	
	ECN Enable
	O
	This information element requests the IMS-AGW to apply ECN procedures.

	[bookmark: _MCCTEMPBM_CRPT02920266___4]
	
	ECN Initiation Method
	C
	This information element specifies the ECN Initiation method and requests the IMS-AGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	[bookmark: _MCCTEMPBM_CRPT02920268___4]
	
	Notify ECN Failure Event
	C
	This information element requests a notification if a ECN failure occurs due to ECN. It may only be supplied if ECN is enabled and the IMS-AGW acts as ECN endpoint.

	[bookmark: _MCCTEMPBM_CRPT02920270___4]
	
	Extended RTP Header for CVO
	O
	This information element requests the IMS-AGW to pass on the CVO extended RTP header as defined by IETF RFC 5285 [23].

	[bookmark: _MCCTEMPBM_CRPT02920272___4]
	
	Extended RTP Header for Sent ROI
	O
	This information element requests the IMS-AGW to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [23] and 3GPP TS 26.114 [21].

	[bookmark: _MCCTEMPBM_CRPT02920274___4]
	
	Predefined ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Predefined ROI" type expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [21].

	[bookmark: _MCCTEMPBM_CRPT02920276___4]
	
	Arbitrary ROI
	O
	This information element requests the IMS-AGW to support the RTCP feedback message capability for "Arbitrary ROI" type expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [21].

	[bookmark: _MCCTEMPBM_CRPT02920278___4]
	
	Generic Image Attributes
	O
	This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [24].

	[bookmark: _MCCTEMPBM_CRPT02920280___4]
	
	Local certificate fingerprint Request
	O
	This information element is present if the IMS-ALG wants that the media is decrypted, and/or integrity protected by the IMS-AGW (NOTE 4). It requests the IMS-AGW to provide a local certificate fingerprint.

	[bookmark: _MCCTEMPBM_CRPT02920282___4]
	
	Establish (D)TLS session
	O
	This information element requests the IMS-AGW to take the (D)TLS client role and to initiate the establishment of the (D)TLS session. (NOTE 4)

	[bookmark: _MCCTEMPBM_CRPT02920284___4]
	
	Notify (D)TLS session establishment Failure Event
	O
	This information element requests a notification if a (D)TLS session establishment failure occurs. (NOTE 4)

	[bookmark: _MCCTEMPBM_CRPT02920286___4]
	
	TCP State-aware Handling Indicator and Setup Direction
	C
	This information element indicates that TCP state-aware handing is required and indicates the TCP setup direction. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	[bookmark: _MCCTEMPBM_CRPT02920288___4]
	
	Discard Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates whether incoming TCP connection establishment requests (TCP SYN) shall be discarded. It may only be included if the IMS‑AGW supports TCP state-aware handling and discarding incoming TCP connection establishment requests.

	[bookmark: _MCCTEMPBM_CRPT02920290___4]
	
	Forward Incoming TCP Connection Establishment Requests Indicator
	C
	This information element indicates for a given termination to use the incoming TCP connection establishment request (TCP SYN) at that termination as a trigger for sending a TCP connection establishment request at the interconnected termination in the same context. It may only be included if the IMS‑AGW supports TCP state-aware handling and the Forward Incoming TCP Connection Establishment Requests Indicator.

	[bookmark: _MCCTEMPBM_CRPT02920292___4]
	
	Notify TCP Connection Establishment Failure Event
	C
	This information element requests a notification if a TCP connection establishment failure occurs. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	[bookmark: _MCCTEMPBM_CRPT02920294___4]
	
	ICE password request
	O
	This information element is present if IMS-ALG requests an ICE password.

	[bookmark: _MCCTEMPBM_CRPT02920296___4]
	
	ICE Ufrag request
	O
	This information element is present if IMS-ALG requests an ICE ufrag.

	[bookmark: _MCCTEMPBM_CRPT02920298___4]
	
	ICE host candidate request
	O
	This information element is present if IMS-ALG requests an ICE host candidate.

	
	
	ICE pacing request
	O
	This information element is present if IMS-ALG requests a pacing value for connectivity checks (Ta timer value). It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT02920300___4]
	
	STUN server request
	O
	This information element is present if IMS-ALG requests the IMS-AGW to answer STUN connectivity checks for ICE.

	[bookmark: _MCCTEMPBM_CRPT02920302___4]
	
	Application-aware MSRP interworking request
	O
	This information element is present if IMS-ALG requests the IMS-AGW to perform application-aware MSRP Interworking.

	[bookmark: _MCCTEMPBM_CRPT02920304___4]
	
	Notify STUN consent freshness test failure Event
	O
	This information element requests a notification if a STUN consent freshness test failure occurs (full ICE only).

	[bookmark: _MCCTEMPBM_CRPT02920308___4]
	
	STUN consent freshenss test request
	O
	[bookmark: _MCCTEMPBM_CRPT02920309___7]This information element is present if eP-CSCF requests the eIMS-AGW to perform a STUN consent freshness test (full ICE only).

	[bookmark: _MCCTEMPBM_CRPT02920310___4]
	
	Local SCTP Port Request
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It requests the IMS-AGW to provide a local SCTP Port.

	[bookmark: _MCCTEMPBM_CRPT02920311___4]
	
	Local SCTP maximum message size Request
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It requests the IMS-AGW to provide a local max message size.

	[bookmark: _MCCTEMPBM_CRPT02920312___4]
	
	Local Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute sent towards the remote peer, including the Subprotocol to exchange via the data channel.

	[bookmark: _MCCTEMPBM_CRPT02920313___4]
	
	Local Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute sent towards the remote peer, encapsulating a subprotocol specific SDP attribute.

	[bookmark: _MCCTEMPBM_CRPT02920314___4]
	
	SCTP Group Semantics
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the H.248 component streams that are grouped in the same SCTP association.

	[bookmark: _MCCTEMPBM_CRPT02920315___4]
	
	SCTP stream deaggregation
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the H.248 component streams that transport media that are to be deaggregated from the H.248 deaggregation stream used to control the SCTP association.

	[bookmark: _MCCTEMPBM_CRPT02920316___4]
	
	SCTP stream ID
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an WEBRTC data channel. It indicates the SCTP stream ID to be used for that data channel.

	[bookmark: _MCCTEMPBM_CRPT02920317___4]
	
	Received SCTP Stream Reset Request
	O
	This information element is present if the eP-CSCF (IMS-ALG) requests the eIMS-AGW to establish the WEBRTC data channel. It requests the eIMS-AGW to provide a notification when receiving an SCTP Stream reset request and to autonomously answer that SCTP Stream reset request

	[bookmark: _MCCTEMPBM_CRPT02920318___4]
	
	SDPCapNeg configuration
	O
	[bookmark: _MCCTEMPBM_CRPT02920319___7]This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	[bookmark: _MCCTEMPBM_CRPT02920320___4]Reserve AGW Connection Point Ack
	IMS-AGW
	Context
	M
	[bookmark: _MCCTEMPBM_CRPT02920321___7]This information element indicates the context where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT02920322___4]
	
	Bearer Termination
	M
	[bookmark: _MCCTEMPBM_CRPT02920323___7]This information element indicates the bearer termination where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT02920324___4][bookmark: _MCCTEMPBM_CRPT02920325___7]
	
	Local IP Resources
	C
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data. This IE shall be present if it was contained in the request. If the IE was not contained in the request, it may be present in the reply.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT02920326___4][bookmark: _MCCTEMPBM_CRPT02920327___7]
	
	Local Connection Address
	M
	This information element indicates the IP address and port number(s) the IMS-AGW shall receive user plane data from IMS.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT02920328___4]
	
	Local cryptographic SDES attribute
	C
	[bookmark: _MCCTEMPBM_CRPT02920329___7]This information element may be present only if it was contained in the request. It indicates the SDES local cryptographic parameters such as key(s)

	[bookmark: _MCCTEMPBM_CRPT02920330___4]
	
	Local certificate fingerprint
	C
	[bookmark: _MCCTEMPBM_CRPT02920331___7]This information element may be present only if the Local certificate fingerprint Request was contained in the request. It indicates the local certificate fingerprint. (NOTE 4)

	[bookmark: _MCCTEMPBM_CRPT02920332___4]
	
	ICE password 
	C
	[bookmark: _MCCTEMPBM_CRPT02920333___7]This information element shall be present only if it was contained in the request. It indicates the ICE password assigned by the IMS-AGW.

	[bookmark: _MCCTEMPBM_CRPT02920334___4]
	
	ICE Ufrag 
	C
	[bookmark: _MCCTEMPBM_CRPT02920335___7]This information element shall be present only if it was contained in the request. It indicates the ICE Ufrag assigned by the IMS-AGW.

	[bookmark: _MCCTEMPBM_CRPT02920336___4]
	
	ICE host candidate 
	C
	[bookmark: _MCCTEMPBM_CRPT02920337___7]This information element shall be present only if it was contained in the request. It indicates the ICE host candidate assigned by the IMS-AGW.

	
	
	ICE pacing
	C
	This information element shall be present only if it was contained in the request. It indicates a desired pacing value for connectivity checks (Ta timer value).

	[bookmark: _MCCTEMPBM_CRPT02920338___4]
	
	ICE lite indication
	C
	[bookmark: _MCCTEMPBM_CRPT02920339___7]This information element shall be present only if an ICE host candidate request was contained in the request, and the IMS-AGW supports ICE lite, but not full ICE. It indicates that the IMS-AGW only supports ICE lite.

	[bookmark: _MCCTEMPBM_CRPT02920340___4]
	
	Local SCTP Port
	C
	This information element may be present only if the Local SCTP Port Request was contained in the request. It indicates the local SCTP Port.

	[bookmark: _MCCTEMPBM_CRPT02920341___4]
	
	Local SCTP maximum message size
	C
	This information element may be present only if the Local max message size Request was contained in the request. It indicates the local max message size.

	[bookmark: _MCCTEMPBM_CRPT02920342___4]
	
	SDPCapNeg configuration
	C
	[bookmark: _MCCTEMPBM_CRPT02920343___7]This information element shall be present only if it was contained in the request. It provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	NOTE 1:	Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE 2:	One of those IEs shall at least be present when policing is required.
NOTE 3:	This IE may only be present for access network terminations, and only if the IMS-ALG includes only one SDES crypto attribute in the SDP sent towards the served UE.
NOTE 4:	This IE may only be present for access network terminations.




*** Next Change ***
[bookmark: _Toc11327520][bookmark: _Toc27251585][bookmark: _Toc67416867]8.4	Configure AGW Connection Point Procedure
This procedure is used to select or modify multimedia-processing resources for the Iq interface connection.
Table 8.4.1: Procedures between IMS-ALG and IMS-AGW: Configure AGW Connection Point
	[bookmark: _MCCTEMPBM_CRPT02920344___4]Procedure
	Initiated
	Information element name
	Information element required
	Information element description

	[bookmark: _MCCTEMPBM_CRPT02920345___4]Configure AGW Connection Point
	IMS-ALG
	Context 
	M
	[bookmark: _MCCTEMPBM_CRPT02920346___7]This information element indicates the context for the bearer termination.

	[bookmark: _MCCTEMPBM_CRPT02920347___4]
	
	Priority information
	O
	[bookmark: _MCCTEMPBM_CRPT02920348___7]This information element shall be present if the priority information needs to be modified, it may be present otherwise.

	[bookmark: _MCCTEMPBM_CRPT02920349___4]
	
	Bearer Termination
	M
	[bookmark: _MCCTEMPBM_CRPT02920350___7]This information element indicates the existing bearer termination.

	[bookmark: _MCCTEMPBM_CRPT02920351___4][bookmark: _MCCTEMPBM_CRPT02920352___7]
	
	Local IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.
May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

	[bookmark: _MCCTEMPBM_CRPT02920353___4][bookmark: _MCCTEMPBM_CRPT02920354___7]
	
	Remote IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall send data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.
May be excluded (i.e. "-" is used in SDP m-line) if no transcoding or media related functions are required.

	[bookmark: _MCCTEMPBM_CRPT02920355___4][bookmark: _MCCTEMPBM_CRPT02920356___7]
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the IMS-AGW that the IMS user can send user plane data to.

For terminations supporting video any combination of video, audio and messaging may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT02920357___4][bookmark: _MCCTEMPBM_CRPT02920358___7]
	
	Remote Connection Address
	O
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT02920359___4]
	
	 Latching Requirement
	O
	[bookmark: _MCCTEMPBM_CRPT02920360___7]This information element indicates that the IMS-AGW should (re)latch onto the address of received media packets to determine the corresponding destination address. 

	[bookmark: _MCCTEMPBM_CRPT02920361___4]
	
	IP Realm Identifier
	O
	[bookmark: _MCCTEMPBM_CRPT02920362___7]This information element indicates the IP realm of the bearer termination. (NOTE 3)

	[bookmark: _MCCTEMPBM_CRPT02920363___4]
	
	Remote Source Address Filtering
	O
	[bookmark: _MCCTEMPBM_CRPT02920364___7]This information element indicates that remote source address filtering is required.

	[bookmark: _MCCTEMPBM_CRPT02920365___4]
	
	Remote Source Address Mask
	C
	[bookmark: _MCCTEMPBM_CRPT02920366___7]This information element provides information on the valid remote source addresses. This is required if a range of remote source address filtering is required.

	[bookmark: _MCCTEMPBM_CRPT02920367___4]
	
	Remote Source Port Filtering
	O
	[bookmark: _MCCTEMPBM_CRPT02920368___7]This information element indicates that remote source port filtering is required.

	[bookmark: _MCCTEMPBM_CRPT02920369___4]
	
	Remote Source Port
	C
	[bookmark: _MCCTEMPBM_CRPT02920370___7]This information element identifies the valid remote source port. This may be included if remote source port filtering is included. (NOTE 1)

	[bookmark: _MCCTEMPBM_CRPT02920371___4]
	
	Remote Source Port Range
	C
	[bookmark: _MCCTEMPBM_CRPT02920372___7]This information element identifies a range of valid remote source ports. This may be included if remote source port filtering is included. (NOTE 1)

	[bookmark: _MCCTEMPBM_CRPT02920373___4]
	
	Policing Required 
	O
	[bookmark: _MCCTEMPBM_CRPT02920374___7]This information element indicates that policing of the media flow is required. 

	[bookmark: _MCCTEMPBM_CRPT02920375___4]
	
	Peak Data Rate 
	O
	[bookmark: _MCCTEMPBM_CRPT02920376___7]This information element may be present if Policing is required and specifies the permissible peak data rate for a media stream. (NOTE 2). 

	[bookmark: _MCCTEMPBM_CRPT02920377___4]
	
	Sustainable Data Rate
	O
	[bookmark: _MCCTEMPBM_CRPT02920378___7]This information element may be present if Policing is required and specifies the permissible sustainable data rate for a media stream. (NOTE 2).

	[bookmark: _MCCTEMPBM_CRPT02920379___4]
	
	Delay Variation Tolerance
	O
	[bookmark: _MCCTEMPBM_CRPT02920380___7]This information element may be present if Policing on Peak Data Rate is required and specifies the maximum expected delay variation tolerance for the corresponding media stream. 

	[bookmark: _MCCTEMPBM_CRPT02920381___4]
	
	Maximum Burst Size
	C
	[bookmark: _MCCTEMPBM_CRPT02920382___7]This information element shall be present if Policing on Sustainable Data Rate is required and specifies the maximum expected burst size for the corresponding media stream. 

	[bookmark: _MCCTEMPBM_CRPT02920383___4]
	
	DiffServ Code Point
	O
	[bookmark: _MCCTEMPBM_CRPT02920384___7]This information element indicates a specific DiffServ code point to be used in the IP header in packets sent on the bearer termination.

	[bookmark: _MCCTEMPBM_CRPT02920385___4]
	
	DiffServ Tagging Behaviour
	O
	[bookmark: _MCCTEMPBM_CRPT02920386___7]This information element indicates whether the Diffserv code point in the IP header in packets sent on the bearer termination should be copied from the received value or set to a specific value.

	[bookmark: _MCCTEMPBM_CRPT02920387___4]
	
	Media Inactivity Detection Required
	O
	[bookmark: _MCCTEMPBM_CRPT02920388___7]This information element indicates that detection of inactive media flows is required.

	[bookmark: _MCCTEMPBM_CRPT02920389___4]
	
	Media Inactivity Detection Time
	C
	[bookmark: _MCCTEMPBM_CRPT02920390___7]This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection time.

	[bookmark: _MCCTEMPBM_CRPT02920391___4]
	
	Media Inactivity Detection Direction
	C
	[bookmark: _MCCTEMPBM_CRPT02920392___7]This information element may be present if Inactive Media Detection is required and specifies the Inactivity Detection direction.

	[bookmark: _MCCTEMPBM_CRPT02920393___4]
	
	RTCP handling
	O
	[bookmark: _MCCTEMPBM_CRPT02920394___7]This information element is present if IMS-ALG wants to explicitly control the reservation of RTCP resources  (NOTE 5).

	[bookmark: _MCCTEMPBM_CRPT02920395___4]
	
	RTP/RTCP transport multiplexing
	C
	This information element requests the IMS-AGW to apply the RTP/RTCP transport multiplexing. This information element may only be present if RTCP handling is required.

	[bookmark: _MCCTEMPBM_CRPT02920396___4]
	
	Explicit RTCP transport address
	C
	[bookmark: _MCCTEMPBM_CRPT02920397___7]This information element indicates the remote RTCP port and optionally the remote network address where to send RTCP packets. This information element may only be present if RTCP handling is required.

	[bookmark: _MCCTEMPBM_CRPT02920398___4]
	
	Local cryptographic SDES attribute
	C
	[bookmark: _MCCTEMPBM_CRPT02920399___7]This information element is present if IMS-ALG wants that the media is encrypted and/or integrity protected by the IMS-AGW (NOTE 4). It indicates the SDES local cryptographic parameters such as key(s).

	[bookmark: _MCCTEMPBM_CRPT02920400___4]
	
	Remote cryptographic SDES attribute
	C
	[bookmark: _MCCTEMPBM_CRPT02920401___7]This information element is present if IMS-ALG wants that the media is decrypted, and/or integrity checked by the IMS-AGW (NOTE 4). It indicates the SDES remote cryptographic parameters such as key(s).

	[bookmark: _MCCTEMPBM_CRPT02920402___4]
	
	ECN Enable
	O
	[bookmark: _MCCTEMPBM_CRPT02920403___7]This information element requests the IMS-AGW to apply ECN procedures.

	[bookmark: _MCCTEMPBM_CRPT02920404___4]
	
	ECN Initiation Method
	C
	[bookmark: _MCCTEMPBM_CRPT02920405___7]This information element specifies the ECN Initiation method and requests the IMS-AGW to perform IP header settings as an ECN endpoint, or indicates that ECN bits shall be passed transparently. It may be included only if ECN is enabled.

	[bookmark: _MCCTEMPBM_CRPT02920406___4]
	
	Notify ECN Failure Event
	C
	[bookmark: _MCCTEMPBM_CRPT02920407___7]This information element requests a notification if a ECN failure occurs due to ECN. It may only be supplied if ECN is enabled and the IMS-AGW acts as ECN endpoint.

	[bookmark: _MCCTEMPBM_CRPT02920408___4]
	
	Extended RTP Header for CVO
	O
	[bookmark: _MCCTEMPBM_CRPT02920409___7]This information element requests the IMS-AGW to pass on the CVO extended RTP header as defined by IETF RFC 5285 [23].

	[bookmark: _MCCTEMPBM_CRPT02920410___4]
	
	Extended RTP Header for Sent ROI
	O
	[bookmark: _MCCTEMPBM_CRPT02920411___7]This information element requests the IMS-AGW to pass on the ROI extended RTP header for carriage of predefined and/or arbitrary ROI information as defined by IETF RFC 5285 [23] and 3GPP TS 26.114 [21].

	[bookmark: _MCCTEMPBM_CRPT02920412___4]
	
	Predefined ROI
	O
	[bookmark: _MCCTEMPBM_CRPT02920413___7]This information element requests the IMS-AGW to support the RTCP feedback message capability for "Predefined ROI" type expressed by the parameter "3gpp-roi-predefined", as described in 3GPP TS 26.114 [21].

	[bookmark: _MCCTEMPBM_CRPT02920414___4]
	
	Arbitrary ROI
	O
	[bookmark: _MCCTEMPBM_CRPT02920415___7]This information element requests the IMS-AGW to support the RTCP feedback message capability for "Arbitrary ROI" type expressed by the parameter "3gpp-roi-arbitrary", as described in 3GPP TS 26.114 [21].

	[bookmark: _MCCTEMPBM_CRPT02920416___4]
	
	Generic Image Attributes
	O
	[bookmark: _MCCTEMPBM_CRPT02920417___7]This information element indicates image attributes (e.g. image size) as defined by IETF RFC 6236 [24].

	[bookmark: _MCCTEMPBM_CRPT02920418___4]
	
	Remote certificate fingerprint
	O
	[bookmark: _MCCTEMPBM_CRPT02920419___7]This information element is present if the IMS-ALG wants that the media is decrypted, and/or integrity checked by the IMS-AGW (NOTE 4). It indicates the remote certificate fingerprint.

	[bookmark: _MCCTEMPBM_CRPT02920420___4]
	
	Establish (D)TLS session
	O
	[bookmark: _MCCTEMPBM_CRPT02920421___7]This information element requests the IMS-AGW to take the (D)TLS client role and to initiate the establishment of the (D)TLS session. (NOTE 4)

	[bookmark: _MCCTEMPBM_CRPT02920422___4]
	
	Release (D)TLS session
	O
	[bookmark: _MCCTEMPBM_CRPT02920423___7]This information element requests the IMS-AGW to release the (D)TLS session. (NOTE 4)

	[bookmark: _MCCTEMPBM_CRPT02920424___4]
	
	Notify (D)TLS session establishment Failure Event
	O
	[bookmark: _MCCTEMPBM_CRPT02920425___7]This information element requests a notification if a TLS session establishment failure occurs. (NOTE 4)

	[bookmark: _MCCTEMPBM_CRPT02920426___4]
	
	TCP State-aware Handling Indicator and Setup Direction
	C
	[bookmark: _MCCTEMPBM_CRPT02920427___7]This information element indicates that TCP state-aware handing is required and indicates the TCP setup direction. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	[bookmark: _MCCTEMPBM_CRPT02920428___4]
	
	Discard Incoming TCP Connection Establishment Requests Indicator
	C
	[bookmark: _MCCTEMPBM_CRPT02920429___7]This information element indicates whether incoming TCP connection establishment requests (TCP SYN) shall be discarded. It may only be included if the IMS‑AGW supports TCP state-aware handling and discarding incoming TCP connection establishment requests.

	[bookmark: _MCCTEMPBM_CRPT02920430___4]
	
	Forward Incoming TCP Connection Establishment Requests Indicator
	C
	[bookmark: _MCCTEMPBM_CRPT02920431___7]This information element indicates for a given termination to use the incoming TCP connection establishment request (TCP SYN) at that termination as a trigger for sending a TCP connection establishment request at the interconnected termination in the same context. It may only be included if the IMS‑AGW supports TCP state-aware handling and the Forward Incoming TCP Connection Establishment Requests Indicator.

	[bookmark: _MCCTEMPBM_CRPT02920432___4]
	
	Send TCP Connection Establishment Requests Indicator
	C
	[bookmark: _MCCTEMPBM_CRPT02920433___7]This information element indicates for a given termination to send a TCP connection establishment request (TCP SYN). It may only be included if the IMS‑AGW supports TCP state-aware handling.

	[bookmark: _MCCTEMPBM_CRPT02920434___4]
	
	Notify TCP Connection Establishment Failure Event
	C
	[bookmark: _MCCTEMPBM_CRPT02920435___7]This information element requests a notification if a TCP connection establishment failure occurs. It may only be included if the IMS‑AGW supports TCP state-aware handling.

	[bookmark: _MCCTEMPBM_CRPT02920436___4]
	
	ICE Connectivity Check
	C
	[bookmark: _MCCTEMPBM_CRPT02920437___7]This information element requests the IMS-AGW to perform ICE connectivity check as defined by IETF RFC 8445 [nb1]IETF RFC 5245 [39]. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT02920438___4]
	
	Notify ICE Connectivity Check Result
	C
	[bookmark: _MCCTEMPBM_CRPT02920439___7]This information element requests a notification of ICE connectivity check result. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT02920440___4]
	
	Notify New Peer Reflexive Candidate
	C
	[bookmark: _MCCTEMPBM_CRPT02920441___7]This information element requests a notification of new peer reflexive candidate was discovered during a connectivity check. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT02920442___4]
	
	Additional ICE Connectivity Check
	C
	[bookmark: _MCCTEMPBM_CRPT02920443___7]This information element requests the IMS-AGW to perform additional ICE connectivity check as defined by IETF RFC 8445 [nb1]IETF RFC 5245 [39]. It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT02920444___4]
	
	ICE received candidate
	O
	[bookmark: _MCCTEMPBM_CRPT02920445___7]This information element is present if IMS-ALG indicates a received candidate for ICE.

	[bookmark: _MCCTEMPBM_CRPT02920446___4]
	
	ICE received password
	O
	[bookmark: _MCCTEMPBM_CRPT02920447___7]This information element is present if IMS-ALG indicates a received password for ICE.

	[bookmark: _MCCTEMPBM_CRPT02920448___4]
	
	ICE received Ufrag
	O
	[bookmark: _MCCTEMPBM_CRPT02920449___7]This information element is present if IMS-ALG indicates a received Ufrag for ICE.

	
	
	ICE received pacing
	O
	This information element is present if IMS-ALG indicates a received pacing value for connectivity checks (Ta timer value). It is only applicable for full ICE.

	[bookmark: _MCCTEMPBM_CRPT02920450___4]
	
	MSRP Path
	O
	[bookmark: _MCCTEMPBM_CRPT02920451___7]This information element is present for application-aware MSRP Interworking. It provides the path information that the IMS-AGW shall insert in the MSRP layer "To‑Path" Information element.

	[bookmark: _MCCTEMPBM_CRPT02920452___4]
	
	[bookmark: _MCCTEMPBM_CRPT02920453___7]Notify STUN consent freshness test failure Event
	[bookmark: _MCCTEMPBM_CRPT02920454___4]O
	[bookmark: _MCCTEMPBM_CRPT02920455___7]This information element requests a notification if a STUN consent freshness test failure occurs (full ICE only).

	[bookmark: _MCCTEMPBM_CRPT02920456___4]
	
	[bookmark: _MCCTEMPBM_CRPT02920457___7]STUN consent freshness test request
	[bookmark: _MCCTEMPBM_CRPT02920458___4]O
	[bookmark: _MCCTEMPBM_CRPT02920459___7]This information element is present if eP-CSCF requests the eIMS-AGW to perform a STUN consent freshness test (full ICE only).

	[bookmark: _MCCTEMPBM_CRPT02920460___4]
	
	[bookmark: _MCCTEMPBM_CRPT02920461___7]Allowed RTCP APP message types
	[bookmark: _MCCTEMPBM_CRPT02920462___4]O
	[bookmark: _MCCTEMPBM_CRPT02920463___7]This information element is present if IMS-ALG allows the IMS-AGW to send RTCP APP packets of the indicated types. The IMS-AGW shall not send other RTCP APP packets. If the parameter is not supplied, the IMS-AGW shall not send any RTCP APP packets.

	[bookmark: _MCCTEMPBM_CRPT02920464___4]
	
	Local Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute sent towards the remote peer, including the Subprotocol to exchange via the data channel.

	[bookmark: _MCCTEMPBM_CRPT02920465___4]
	
	Remote Dcmap
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel. It indicates the information within an SDP "dcmap" attribute received from the remote peer, including the Subprotocol to exchange via the data channel.

	[bookmark: _MCCTEMPBM_CRPT02920466___4]
	
	Local Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute sent towards the remote peer, encapsulating a subprotocol specific SDP attribute.

	[bookmark: _MCCTEMPBM_CRPT02920467___4]
	
	Remote Dcsa
	O
	This information element can be present if the IMS-ALG requests the IMS-AGW to establish the WEBRTC data channel and to handle its contents in an application-aware manner. It indicates the information within an SDP "dcsa" attribute received from the remote peer, encapsulating a subprotocol specific SDP attribute.

	[bookmark: _MCCTEMPBM_CRPT02920468___4]
	
	Remote SCTP port
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the remote SCTP port.

	[bookmark: _MCCTEMPBM_CRPT02920469___4]
	
	Remote SCTP max message size
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an SCTP association. It indicates the remote max message size.

	[bookmark: _MCCTEMPBM_CRPT02920470___4]
	
	SCTP Group Semantics
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to modify an SCTP association. It indicates the H.248 component streams that are grouped in the same SCTP association.

	[bookmark: _MCCTEMPBM_CRPT02920471___4]
	
	SCTP stream deaggregation
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to modify an SCTP association. It indicates the H.248 component streams that transport media that are to be deaggregated from the H.248 deaggregation stream used to control the SCTP association.

	[bookmark: _MCCTEMPBM_CRPT02920472___4]
	
	SCTP stream ID
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to establish an WEBRTC data channel. It indicates the SCTP stream ID to be used for that data channel.

	[bookmark: _MCCTEMPBM_CRPT02920473___4]
	
	Received SCTP Stream Reset Request
	O
	This information element is present if the eP-CSCF (IMS-ALG) requests the eIMS-AGW to establish the WEBRTC data channel. It requests the eIMS-AGW to provide a notification when receiving an SCTP Stream reset request and to autonomously answer that SCTP Stream reset request.

	[bookmark: _MCCTEMPBM_CRPT02920474___4]
	
	Send SCTP Stream Reset Requests Indicator
	O
	This information element is present if the eP-CSCF (IMS-ALG) requests the eIMS-AGW to reset an SCTP Stream to release the WEBRTC data channel. It requests the eIMS-AGW to send an SCTP Stream reset request.

	[bookmark: _MCCTEMPBM_CRPT02920475___4]
	
	Received SCTP Stream Reset Response
	O
	This information element may be present if the eP-CSCF (IMS-ALG) requests the eIMS-AGW to reset an SCTP Stream to release the WEBRTC data channel. It requests the eIMS-AGW to provide a notification when receiving a response to an SCTP Stream reset request.

	[bookmark: _MCCTEMPBM_CRPT02920476___4]
	
	Initiate Outgoing SCTP Stream Reset
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to close an individual WEBRTC data channel. 

	[bookmark: _MCCTEMPBM_CRPT02920477___4]
	
	Outgoing SCTP Stream Response
	O
	This information element is present if the IMS-ALG requests the IMS-AGW to acknowledge the request to close an individual WEBRTC data channel. 

	[bookmark: _MCCTEMPBM_CRPT02920478___4]
	
	Notify Detect Outgoing SCTP Stream Reset
	O
	This information element requests a notification of outgoing SCTP Stream reset requests from remote peers (here IMS WebRTC client).

	[bookmark: _MCCTEMPBM_CRPT02920479___4]
	
	Notify Outgoing SCTP Stream Reset Result
	O
	This information element requests a notification of the result of an outgoing SCTP Stream reset sent to the remote peer (here IMS WebRTC client).

	[bookmark: _MCCTEMPBM_CRPT02920480___4]
	
	SDPCapNeg configuration
	O
	[bookmark: _MCCTEMPBM_CRPT02920481___7]This information element provides SDPCapNeg configuration(s) using as "a=acap", "a=tcap", "a=pcfg" and "a=acfg" SDP attributes.

	[bookmark: _MCCTEMPBM_CRPT02920482___4]
	
	Additional Bandwidth Properties
	O
	This information element indicates additional bandwidth properties using "a=bw-info" SDP attribute(s) as defined by 3GPP TS 26.114 [21].

	[bookmark: _MCCTEMPBM_CRPT02920483___4]
	
	CCM BASE
	O
	This information element indicates that the IMS-AGW shall be prepared to receive and is allowed to send, respectively, the RTCP feedback "CCM FIR" and/or "CCM TMMBR" messages (defined in IETF RFC 5104 [78]).

	[bookmark: _MCCTEMPBM_CRPT02920484___4]
	
	CCM pause-resume
	O
	This information element indicates to the IMS-AGW that RTCP feedback "CCM PAUSE-RESUME" messages shall be passed transparently.

	[bookmark: _MCCTEMPBM_CRPT02920485___4]
	
	DBI
	O
	This information element indicates to the IMS-AGW that RTCP DBI feedback messages (as defined in 3GPP TS 26.114 [21] clause 7.3.8) shall be passed transparently.

	[bookmark: _MCCTEMPBM_CRPT02920486___4]Configure AGW Connection Point Ack
	IMS-AGW
	Context
	M
	[bookmark: _MCCTEMPBM_CRPT02920487___7]This information element indicates the context where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT02920488___4]
	
	Bearer Termination
	M
	[bookmark: _MCCTEMPBM_CRPT02920489___7]This information element indicates the bearer termination where the command was executed.

	[bookmark: _MCCTEMPBM_CRPT02920490___4][bookmark: _MCCTEMPBM_CRPT02920491___7]
	
	Local IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall be prepared to receive user data
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT02920492___4][bookmark: _MCCTEMPBM_CRPT02920493___7]
	
	Remote IP Resources
	O
	This information element indicates the resource(s) for which the IMS-AGW shall send data.
For terminations supporting any combination of video, audio and messaging this IE shall contain separate resources per stream.

	[bookmark: _MCCTEMPBM_CRPT02920494___4][bookmark: _MCCTEMPBM_CRPT02920495___7]
	
	Local Connection Address
	O
	This information element indicates the IP address and port number(s) on the IMS-AGW that the IMS user can send user plane data to.

For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT02920496___4][bookmark: _MCCTEMPBM_CRPT02920497___7]
	
	Remote Connection Address
	O
	This information element indicates the remote IP address and port number(s) that the IMS-AGW can send user plane data to.
For terminations supporting any combination of video, audio and messaging this may contain multiple addresses.

	[bookmark: _MCCTEMPBM_CRPT02920498___4]
	
	Local cryptographic SDES attribute
	C
	[bookmark: _MCCTEMPBM_CRPT02920499___7]This information element may be present only if it was contained in the request. It indicates the SDES local cryptographic parameters such as key(s)

	[bookmark: _MCCTEMPBM_CRPT02920500___4]
	
	Remote cryptographic SDES attribute
	C
	[bookmark: _MCCTEMPBM_CRPT02920501___7]This information element may be present only if it was contained in the request. It indicates the SDES remote cryptographic parameters such as key(s)

	NOTE 1:	Remote Source Port and Remote Source Port Range are mutually exclusive.
NOTE 2:	One of those IEs shall at least be present when policing is required.
NOTE 3:	Additional streams may be added by the Configure AGW Connection Point procedure. The additional streams shall then carry the same IP Realm Identifier as the very first Stream.
NOTE 4:	This IE may only be present for access network terminations.
NOTE 5:	The concerned RTCP resource component is related to the RTCP port value.



Editor's Note :	The details of how the transparent indication included in ECN Control is subject of stage 3 specification. It also needs to be determined if this indication is needed on both incoming and outgoing terminations.

*** End of Changes ***
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