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* * * First Change * * * *
[bookmark: _Toc25227215][bookmark: _Toc34039558][bookmark: _Toc39046757][bookmark: _Toc42934339][bookmark: _Toc49844555][bookmark: _Toc56519192][bookmark: _Toc90645089][bookmark: _Toc25227242][bookmark: _Toc34039585][bookmark: _Toc39046784][bookmark: _Toc42934366][bookmark: _Toc49844582][bookmark: _Toc56519220][bookmark: _Toc90645117][bookmark: _Toc25227247][bookmark: _Toc34039590][bookmark: _Toc39046789][bookmark: _Toc42934371][bookmark: _Toc49844587][bookmark: _Toc56519227][bookmark: _Toc88746013][bookmark: _Toc26202340][bookmark: _Toc26202526][bookmark: _Toc34804241][bookmark: _Toc35935812][bookmark: _Toc45030032][bookmark: _Toc51922392][bookmark: _Toc51922811][bookmark: _Toc74986947][bookmark: _Toc19709716][bookmark: _Toc27252991][bookmark: _Toc44856079][bookmark: _Toc44857967][bookmark: _Toc51840292][bookmark: _Toc57026754]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".
[3]	3GPP TS 23.502: "Procedures for the 5G System; Stage 2".
[4]	3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".
[5]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[6]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[7]	IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[8]	IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".
[9]	IETF RFC 2387: "The MIME Multipart/Related Content-type".
[10]	IETF RFC 2045: "Multipurpose Internet Mail Extensions (MIME) Part One: Format of Internet Message Bodies".
[11]	3GPP TS 23.040: "Technical realization of the Short Message Service (SMS)".
[12]	3GPP TS 24.011: "Point-to-Point (PP) Short Message Service (SMS) support on mobile radio interface".
[13]	3GPP TS 33.501: "Security architecture and procedures for 5G system".
[14]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[15]	3GPP TS 29.510: "Network Function Repository Services; Stage 3".
[16]	3GPP TR 21.900: "Technical Specification Group working methods".
[17]	IETF RFC 7807: "Problem Details for HTTP APIs".
[18]	IETF RFC 7232: "Hypertext Transfer Protocol (HTTP/1.1): Conditional Requests".
[bookmark: _PERM_MCCTEMPBM_CRPT35160000___5][19]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[xx]	IETF RFC 6902: "JavaScript Object Notation (JSON) Patch".
* * * Next Change * * * *
[bookmark: _Toc25227227][bookmark: _Toc34039570][bookmark: _Toc39046769][bookmark: _Toc42934351][bookmark: _Toc49844567][bookmark: _Toc56519204][bookmark: _Toc90645101]5.2.2.2.1	General
The Activate service operation shall be used by the NF Service Consumer (e.g. AMF) to activate SMS service for a given service user, which results in creating or updating an individual UE Context for SMS in the SMSF, in the following procedures:
-	Registration Procedure for SMS over NAS (see clause 4.13.3.1 of 3GPP TS 23.502 [3]);
-	Registration Update Procedure for SMS over NAS due to AMF change (see clause 4.13.3.1 of 3GPP TS 23.502 [3]);
-	Registration Update Procedure for SMS over NAS to add authorization for SMS over a new additional Access Type;
-	AMF initiated modification to UE Context in SMSF, e.g. modify the backup AMF information.
There shall be only one individual UE Context for SMS per service user.
[bookmark: _Toc25227228][bookmark: _Toc34039571][bookmark: _Toc39046770][bookmark: _Toc42934352][bookmark: _Toc49844568][bookmark: _Toc56519205][bookmark: _Toc90645102]* * * Next Change * * * *
5.2.2.2.x	Modify UE Context in SMSF using HTTP PATCH Method
The NF Service Consumer (e.g. AMF) may update UE context in SMSF for a given service user by using the HTTP PATCH method as shown in Figure 5.2.2.2.x-1.


Figure 5.2.2.2.x-1: Modify UE Context in SMSF using HTTP PATCH Method
1.	The NF Service Consumer (e.g. AMF) shall send a PATCH request to the resource representing the UE Context for SMS (i.e. …/ue-contexts/{supi}) in the SMSF to modify the UE Context in SMSF for a given service user. The request body shall contain a list of PatchItem for each the JSON pointer is set to the attribute to be modified.
[bookmark: _Toc11338442][bookmark: _Toc27585057][bookmark: _Toc36457010][bookmark: _Toc45027893][bookmark: _Toc45028728][bookmark: _Toc67681484][bookmark: _Toc90561883]2a.	On success, the request is accepted, and all the modification instructions in the PATCH request have been implemented, the SMSF shall respond with "204 No Content".
2b.	On success, the request is accepted, but some of the modification instructions in the PATCH request have been discarded, the SMSF shall respond with "200 OK" including PatchResult to indicate the failed modifications.
2c.	On failure, the appropriate HTTP status code (e.g. "403 Forbidden") indicating the error shall be returned. A ProblemDetails IE shall be included in the payload body of PATCH response, with the "cause" attribute of ProblemDetails set to application error codes specified in table 6.1.7.3-1.
If the modification is not allowed, HTTP status code "403 Forbidden" should be returned including additional error information in the response body (in the "ProblemDetails" element).
If the resource does not exist, e.g. the attribute to be modified cannot be found, HTTP status code "404 Not Found" should be returned including additional error information in the response body (in the "ProblemDetails" element).
2d.	On redirection, the appropriate HTTP status code (e.g. "307 Temporary Redirect") shall be returned. A RedirectResponse IE may be included in the payload body of PATCH response, as specified in table 6.1.3.3.3.1-3.
* * * Next Change * * * *
6.1.2.2.2	Content type
The following content types shall be supported:
-	the JSON format (IETF RFC 8259 [8]). The use of the JSON format shall be signalled by the content type "application/json". See also clause 5.4 of 3GPP TS 29.500 [4].
-	the Problem Details JSON Object (IETF RFC 7807 [17]). The use of the Problem Details JSON object in a HTTP response body shall be signalled by the content type "application/problem+json".
-	the JSON Patch (IETF RFC 6902 [xx]). The use of the JSON Patch format in a HTTP request body shall be signalled by the content type "application/json-patch+json".
Multipart messages shall also be supported (see clause 6.1.2.4) using the content type "multipart/related", comprising:
-	one JSON body part with the "application/json" content type; and
-	one binary body part with 3gpp vendor specific content subtypes.
The 3gpp vendor specific content subtypes defined in Table 6.1.2.2.2-1 shall be supported.
Table 6.1.2.2.2-1: 3GPP vendor specific content subtypes
	content subtype
	Description

	vnd.3gpp.sms
	Binary encoded payload, encoding SMS payload, as specified in 3GPP TS 23.040 [11] and 3GPP TS 24.011 [12].

	NOTE:	Using 3GPP vendor content subtypes allows to describe the nature of the opaque payload (e.g. SMS payload) without having to rely on metadata in the JSON payload.



See clause 6.1.2.4 for the binary payloads supported in the binary body part of multipart messages.
* * * Next Change * * * *
6.1.3.1	Overview
The figure 6.1.3.1-1 describes the resource URI structure of the Nsmsf-sms API.



Figure 6.1.3.1-1: Resource URI structure of the nsmsf-sms API
Table 6.1.3.1-1 provides an overview of the resources and applicable HTTP methods.
Table 6.1.3.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method or custom operation
	Description

	UEContext
(Document)
	/ue-contexts/{supi}
	PUT
	It is used for the Activate service operation, for the purpose of:
- Activate SMS service for a given UE, which results in creating an individual UE Context resource in SMSF.
- Update SMS service parameters for a given UE, which results in updating an existing individual UE Context resource in SMSF.
- Deactivate SMS service for a given UE for one of the two registered Access Types, which results in updating an existing individual UE context resource in SMSF.

	
	
	PATCH
	It is used for the Activate service operation, for the purpose of:
- Partially update SMS service parameters for a given UE, which results in updating an existing individual UE Context resource in SMSF.

	
	
	DELETE
	It is used for the Deactivate service operation, for the purpose of:
- Deactivate SMS service for a given UE, which results in deleting an existing individual UE Context resource in SMSF.

	
	/ue-contexts/{supi}/sendsms
	sendsms
(POST)
	It is used for the UplinkSMS service operation, to allow NF Service Consumer to send SMS payload in uplink direction.



* * * Next Change * * * *
[bookmark: _Toc11338490][bookmark: _Toc27585122][bookmark: _Toc36457078][bookmark: _Toc45027962][bookmark: _Toc45028797][bookmark: _Toc67681556][bookmark: _Toc82680132][bookmark: _Toc25227256][bookmark: _Toc34039599][bookmark: _Toc39046798][bookmark: _Toc42934380][bookmark: _Toc49844596][bookmark: _Toc56519236][bookmark: _Toc88746022][bookmark: _Toc26202362][bookmark: _Toc22624301][bookmark: _Toc22141099][bookmark: _Toc18853101][bookmark: _Toc26202548][bookmark: _Toc34804261][bookmark: _Toc35935832][bookmark: _Toc45030052][bookmark: _Toc51922413][bookmark: _Toc51922832][bookmark: _Toc74986975]6.1.3.3.3.3	PATCH
This method shall support the URI query parameters specified in table 6.1.3.3.3.3-1.
Table 6.1.3.3.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	supported-features
	SupportedFeatures
	O
	0..1
	see 3GPP TS 29.500 [4] clause 6.6



This method shall support the request data structures specified in table 6.1.3.3.3.3-2 and the response data structures and response codes specified in table 6.1.3.3.3.3-3.
Table 6.1.3.3.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	array(PatchItem)
	M
	 1..N
	Items describe the modifications to the Event Subscription



Table 6.1.3.3.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	n/a
	
	
	204 No Content
	Upon success, an empty response body shall be returned. (NOTE 3)

	PatchResult
	M
	1
	200 OK
	Upon success, the execution report is returned. 
(NOTE 3)

	RedirectResponse
	O
	0..1
	307 Temporary Redirect
	Temporary redirection. The NF service consumer shall generate a Location header field containing a URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

(NOTE 2)

	RedirectResponse
	O
	0..1
	308 Permanent Redirect
	Permanent redirection. The NF service consumer shall generate a Location header field containing a URI pointing to the endpoint of another NF service consumer to which the notification should be sent.
If an SCP redirects the message to another SCP then the location header field shall contain the same URI or a different URI pointing to the endpoint of the NF service consumer to which the notification should be sent.

(NOTE 2)

	ProblemDetails
	O
	0..1
	403 Forbidden
	One or more attributes are not allowed to be modified.

The "cause" attribute may be used to indicate one of the following application errors:
- MODIFICATION_NOT_ALLOWED, see 3GPP TS 29.500 [4] table 5.2.7.2-1.

	ProblemDetails
	O
	0..1
	404 Not Found
	The "cause" attribute may be used to indicate one of the following application errors:
- USER_NOT_FOUND
- CONTEXT_NOT_FOUND

	NOTE 1:	In addition common data structures as listed in table 5.2.7.1-1 of 3GPP TS 29.500 [4] are supported.
NOTE 2:	RedirectResponse may be inserted by an SCP, see clause 6.10.9.1 of 3GPP TS 29.500 [4].
NOTE 3:	If all the modification instructions in the PATCH request have been implemented, the SMSF shall respond with 204 No Content response; if some of the modification instructions in the PATCH request have been discarded, and the NF service consumer has included in the supported-feature query parameter the "PatchReport" feature number, the SMSF shall respond with PatchResult.



Table 6.1.3.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



Table 6.1.3.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set.
Or the same URI, if a request is redirected to the same target resource via a different SCP.

	3gpp-Sbi-Target-Nf-Id
	string
	O
	0..1
	Identifier of the target NF (service) instance ID towards which the request is redirected



* * * Next Change * * * *
[bookmark: _Toc25227266][bookmark: _Toc34039609][bookmark: _Toc39046808][bookmark: _Toc42934390][bookmark: _Toc49844606][bookmark: _Toc56519246][bookmark: _Toc88746032][bookmark: _Toc25227288][bookmark: _Toc34039631][bookmark: _Toc39046830][bookmark: _Toc42934412][bookmark: _Toc49844628][bookmark: _Toc56519269][bookmark: _Toc88746055]6.1.6.1	General
This clause specifies the application data model supported by the API.
Table 6.1.6.1-1 specifies the data types defined for the Nsmsf service based interface protocol.
Table 6.1.6.1-1: Nsmsf specific Data Types
	Data type
	Clause defined
	Description

	UeSmsContextData 
	6.1.6.2.2
	Information used for activating SMS service for a service user, or updating the parameters for SMS service.

	SmsRecordData
	6.1.6.2.3
	Information within request message invoking UplinkSMS service operation, for delivering SMS payload.

	SmsRecordDeliveryData
	6.1.6.2.5
	Information for result of invoking UplinkSMS service operation.

	RecordId
	6.1.6.3.2
	Record ID used to identify a message carrying SMS payload.

	SmsDeliveryStatus
	6.1.6.3.3
	Status of SMS delivery attempts.



Table 6.1.6.1-2 specifies data types re-used by the Nsmsf service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Nsmsf service based interface.
Table 6.1.6.1-2: Nsmsf re-used Data Types
	Data type
	Reference
	Comments

	ProblemDetails
	3GPP TS 29.571 [6]
	Common Data Type used in response bodies

	RedirectResponse
	3GPP TS 29.571 [6]
	Redirect Response

	Supi
	3GPP TS 29.571 [6]
	Subscription Permanent Identifier

	Gpsi
	3GPP TS 29.571 [6]
	General Public Subscription Identifier

	Pei
	3GPP TS 29.571 [6]
	Permanent Equipment, it contains an IMEI or IMEISV.

	Guami
	3GPP TS 29.571 [6]
	Globally Unique AMF Identifier

	AccessType
	3GPP TS 29.571 [6]
	Access Type (3GPP or non-3GPP access)

	UserLocation
	3GPP TS 29.571 [6]
	User location information

	TimeZone
	3GPP TS 29.571 [6]
	User time zone information

	NfInstanceId
	3GPP TS 29.571 [6]
	NF Instance ID

	RefToBinaryData
	3GPP TS 29.571 [6]
	Information for indicating the binary content of SMS payload.

	TraceData
	3GPP TS 29.571 [6]
	Trace control and configuration parameters

	BackupAmfInfo
	3GPP TS 29.571 [6]
	Backup AMF Information

	NfGroupId
	3GPP TS 29.571 [6]
	Network Function Group Id

	RatType
	3GPP TS 29.571 [6]
	RAT Type

	SupportedFeatures
	3GPP TS 29.571 [6]
	Supported Features

	PatchItem
	3GPP TS 29.571 [6]
	Patch item

	PatchResult
	3GPP TS 29.571 [6]
	PATCH result



* * * Next Change * * * *
[bookmark: _Toc25227284][bookmark: _Toc34039627][bookmark: _Toc39046826][bookmark: _Toc42934408][bookmark: _Toc49844624][bookmark: _Toc56519264][bookmark: _Toc90645161]6.1.8	Feature negotiation
The optional features in table 6.1.8-1 are defined for the Nsmsf_SMService API. They shall be negotiated using the extensibility mechanism defined in clause 6.6 of 3GPP TS 29.500 [4].
Table 6.1.8-1: Features of supportedFeatures attribute used by Nsmsf_SMService service
	Feature Number
	Feature
	M/O
	Description

	1
	ES3XX
	M
	Extended Support of HTTP 307/308 redirection

An NF Service Consumer (e.g. AMF) that supports this feature shall support handling of HTTP 307/308 redirection for any service operation of the Nsmsf_SMService service. An NF Service Consumer that does not support this feature does only support HTTP redirection as specified for 3GPP Release 15.

	2
	PatchReport
	O
	If some of the modifications included in the PATCH request are not successfully implemented, the SMSF reports the result of PATCH request execution to the consumer. See clause 5.2.7.2 of 3GPP TS 29.500 [4].

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



* * * Next Change * * * *
A.2	Nsmsf_SMService API
********TEXT SKIPPED********
paths:
  /ue-contexts/{supi}:
    put:
      summary: Activate SMS Service for a given UE
      operationId: SMServiceActivation
      tags:
        - Activation of SMS service
      parameters:
        - name: supi
          in: path
          required: true
          description: Subscriber Permanent Identifier (SUPI)
          schema:
            type: string
      requestBody:
        content:
          application/json:
            schema:
              $ref: '#/components/schemas/UeSmsContextData'
        required: true
      responses:
        '201':
          description: UE Context for SMS is created in SMSF
          content:
            application/json:
              schema:
                $ref: '#/components/schemas/UeSmsContextData'
          headers:
            Location:
              description: 'Contains the URI of the newly created resource, according to the structure: {apiRoot}/nsmsf-sms/<apiVersion>/ue-contexts/{supi}'
              required: true
              schema:
                type: string
            ETag:
              description: Entity Tag, containing a strong validator, as described in IETF RFC 7232, 2.3
              schema:
                type: string
        '204':
          description: UE Context for SMS is updated in SMSF
          headers:
            ETag:
              description: Entity Tag, containing a strong validator, as described in IETF RFC 7232, 2.3
              schema:
                type: string
        '307':
          description: temporary redirect
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/RedirectResponse'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: ' Identifier of the target NF (service) instance ID towards which the request is redirected'
              schema:
                type: string
        '308':
          description: permanent redirect
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/RedirectResponse'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: ' Identifier of the target NF (service) instance ID towards which the request is redirected'
              schema:
                type: string
        '400':
          description: Invalid Service Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '403':
          description: Unable to create/update UE Context for SMS in SMSF
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '404':
          description: Unable to found subscription for service user or UE Context for SMS in SMSF
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '503':
          description: Service Unavailable
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        default:
          description: Unexpected error
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
    patch:
      summary: Update a parameter in the UE SMS Context in SMSF
      operationId: SMSServiceParameterUpdate
      tags:
        - Parameter update in the UE SMS Context in SMSF
      parameters:
        - name: supi
          in: path
          required: true
          description: Subscriber Permanent Identifier (SUPI)
          schema:
            type: string
        - name: supported-features
          in: query
          description: Features required to be supported by the target NF
          schema:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
      requestBody:
        content:
          application/json-patch+json:
            schema:
              type: array
              items:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchItem'
              minItems: 1
        required: true
      responses:
        '200':
          description: Expected response to a valid request
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/PatchResult'
        '204':
          description: Successful response
        '307':
          $ref: 'TS29571_CommonData.yaml#/components/responses/307'
        '308':
          $ref: 'TS29571_CommonData.yaml#/components/responses/308'
        '400':
          $ref: 'TS29571_CommonData.yaml#/components/responses/400'
        '403':
          $ref: 'TS29571_CommonData.yaml#/components/responses/403'
        '404':
          $ref: 'TS29571_CommonData.yaml#/components/responses/404'
        '422':
          description: Unprocessable Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '500':
          $ref: 'TS29571_CommonData.yaml#/components/responses/500'
        '503':
          $ref: 'TS29571_CommonData.yaml#/components/responses/503'
        default:
          description: Unexpected error
    delete:
      summary: Deactivate SMS Service for a given UE
      operationId: SMServiceDeactivation
      tags:
        - Deactivation of SMS service
      parameters:
        - name: supi
          in: path
          required: true
          description: Subscriber Permanent Identifier (SUPI)
          schema:
            type: string
        - name: If-Match
          in: header
          description: Validator for conditional requests, as described in IETF RFC 7232, 3.1
          schema:
            type: string
      responses:
        '204':
          description: UE Context for SMS is deleted from SMSF
        '307':
          description: temporary redirect
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/RedirectResponse'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: ' Identifier of the target NF (service) instance ID towards which the request is redirected'
              schema:
                type: string
        '308':
          description: permanent redirect
          content:
            application/json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/RedirectResponse'
          headers:
            Location:
              description: 'An alternative URI of the resource located on an alternative service instance within the same SMSF or SMSF (service) set'
              required: true
              schema:
                type: string
            3gpp-Sbi-Target-Nf-Id:
              description: ' Identifier of the target NF (service) instance ID towards which the request is redirected'
              schema:
                type: string
        '400':
          description: Invalid Service Request
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '404':
          description: Unable to found UE Context for SMS in SMSF
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'
        '503':
          description: Service Unavailable
          content:
            application/problem+json:
              schema:
                $ref: 'TS29571_CommonData.yaml#/components/schemas/ProblemDetails'

********TEXT SKIPPED********

* * * End of Changes * * * *
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