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***** First change *****

34	Support for signed attestation for emergency and priority IMS sessions
34.1	General
[bookmark: _Hlk70598069][bookmark: _Hlk70597903]Where a network has requirements on a signed attestation for emergency and priority IMS sessions the "Calling number verification using signature verification and attestation information" and "Priority verification using assertion of priority information" features described in 3GPP TS 24.229 [5] need to be supported.
Where a network has requirements on a signed attestation for priority IMS sessions (e.g., MPS sessions) the "Priority verification using assertion of priority information" feature described in 3GPP TS 24.229 [5] needs to be supported and the "Calling number verification using signature verification and attestation information" feature described in 3GPP TS 24.229 [5] might need to be supported.
Based on inter-operator agreement, the signed attestation for emergency and priority IMS sessions may be supported over the II-NNI as further specified below.

***** Second change *****
34.3	Priority verification using assertion of priority information
"Priority verification using assertion of priority information" functionality, as described in 3GPP TS 24.229 [5], may be supported over the II-NNI.
If the "Priority verification using assertion of priority information" is supported, the related procedures in 3GPP TS 24.229 [5] shall be applied with the requirements in this clause.
An initial INVITE request containing:
-	a Resource-Priority header field; and
-	optionally, a Priority header field with a "psap-callback" header field value, for emergency call-back cases;
shall be supported at the II-NNI.
An initial INVITE request containing:
-	an Identity header field (defined in IETF RFC 8224 [206] ); and
-	a Priority-Verstat header field (defined in 3GPP TS 24.229 [5] clause 7.2.21)
shall be supported at the non-roaming II-NNI.
A re-INVITE request containing a Resource-Priority header field shall be supported at the II-NNI.
A re-INVITE request containing:
-	an Identity header field (defined in IETF RFC 8224 [206] ); and
-	a Priority-Verstat header field (defined in 3GPP TS 24.229 [5] clause 7.2.21)
shall be supported at the non-roaming II-NNI.

***** End of changes *****
