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5.X	MCPTT gateway server
[bookmark: _Toc20155511][bookmark: _Toc27500666][bookmark: _Toc36048791][bookmark: _Toc45209554][bookmark: _Toc51860379][bookmark: _Toc75450737]5.X.1	General
To allow interconnection between MCPTT system in different trust domains, MC Gateway Servers can be optionally added on the path between controlling and participating MCPTT functions.
An MCPTT gateway server acts as a SIP and HTTP proxy for signalling with a partner MCPTT system in a different trust domain.
An MCPTT gateway server acts as an application and security gateway with a partner MCPTT system in a different trust domain.
An MCPTT gateway server provides topology hiding to the partner MCPTT system in a different trust domain.
An MCPTT gateway server enforces local policies and local security.
An MCPTT gateway server can be an exit point from its MCPTT system to a partner MCPTT system in a different trust domain, an entry point to its MCPTT system from a partner MCPTT system in a different trust domain, or both.
An MCPTT gateway server is transparent to MCPTT controlling and participating servers. When required for interconnection, MC gateway servers URIs are known and used by MCPTT servers in place of the PSIs of the interconnected MCPTT server. The MCPTT server does not need to know if it finally addresses directly an MCPTT controlling function or an intermediate MCPTT gateway server.
To be compliant with the procedures in the present document, an MCPTT gateway server shall:
-	support the MC gateway server procedures defined in 3GPP TS 23.280 [82] and 3GPP TS 23.379 [3]; and
-	support the MC gateway server procedures defined in 3GPP TS 33.180 [78];
Editor's Note: Requirements to implement other procedures defined in the present TS may be added if such MC gateway server specific procedures are added in the TS.
To be compliant with the procedures for confidentiality protection in the present document, the MCPTT gateway server shall implement the procedures specified in clause 6.6.2, acting on behalf of the MCPTT server when sending or receiving confidentiality protected content to or from an MCPTT server in another trust domain.
To be compliant with the procedures for integrity protection of XML MIME bodies in the present document, the MCPTT gateway server shall implement the procedures specified in clause 6.6.3, acting on behalf of the MCPTT server when sending or receiving integrity protected content to or from an MCPTT server in another trust domain.
[bookmark: _Toc20155512][bookmark: _Toc27500667][bookmark: _Toc36048792][bookmark: _Toc45209555][bookmark: _Toc51860380][bookmark: _Toc75450738]5.X.2	Functional connectivity models
The following figures give an overview of the connectivity between the different functions of the MCPTT server in different trust domains when MCPTT gateway servers are used.
Figure 5.X.2-1 shows the roles of the MCPTT servers in a non trusted relationship between a primary MCPTT system and a partner MCPTT system. Here, the originating participating MCPTT function and the controlling MCPTT function are in the primary MCPTT system and a terminating participating MCPTT function is in a partner MCPTT system.


Figure 5.X.2-1: Non trusted relationship between the primary MCPTT system and a partner MCPTT system with a terminating participating MCPTT function in the partner MCPTT system
Figure 5.X.2-2 shows the roles of the MCPTT servers in a non trusted relationship between a primary MCPTT system and a partner MCPTT system. Here, the originating participating MCPTT function is in the primary MCPTT system and the controlling MCPTT function and a terminating participating MCPTT function are in a partner MCPTT system.


Figure 5.X.2-2: Non trusted relationship between the primary MCPTT system and a partner MCPTT system with a controlling MCPTT function in the partner MCPTT system
Other functional connectivity models for non trusted relationship exist, based on the same principle of use of MCPTT gateway servers, e.g. with non-controlling MCPTT functions.
*** End of change ***

image1.emf
Originating 

Participating 

MCPTT Function

MCPTT 

Gateway 

Server

Primary MCPTT system

Controlling 

MCPTT Function 

Terminating 

Participating 

MCPTT Function

Partner MCPTT system

MCPTT 

Gateway 

Server


Dessin_Microsoft_Visio_2003-20101.vsd
Originating Participating MCPTT Function



image2.emf
Originating 

Participating 

MCPTT Function

MCPTT 

Gateway 

Server

Primary MCPTT system

Controlling 

MCPTT Function 

Terminating 

Participating 

MCPTT Function

Partner MCPTT system

MCPTT 

Gateway 

Server


Dessin_Microsoft_Visio_2003-20102.vsd
Originating Participating MCPTT Function



