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	Reason for change:
	In SA2#145-e meeting, 23.501CR#2837(S2-2104898) was agreed the following statement:

“Subject to operator policy and national/regional regulations, the AMF may exempt from NSAC the network slices that the AMF has determined to include Emergency, Critical and Priority services (e.g. MCS, MPS). When the Registration Type indicates Emergency Registration or the establishment cause is associated with priority services (e.g. MPS, MCS), for the S-NSSAI to be subject to NSAC, or has been included in the Allowed NSSAI and is subject to NSAC, if the S-NSSAI is included in the Emergency Configuration Data, the AMF decides that the S-NSSAI may be exempt from NSAC. When the emergency PDU Session is requested to be established or a priority header is received from the AMF during PDU Session establishment, if the S-NSSAI is subject to NSAC, the SMF decides that NSAC may be skipped for the S-NSSAI. When NSAC is exempted for the S-NSSAI, the AMF and the SMF skip the corresponding NSAC procedure for the S-NSSAI, i.e. this UE (respectively PDU Session) is not counted towards the maximum number of UEs (respectively PDU Sessions).”

It is suggested to add the related requirement in the TS 24.501 to be aligned to TS 23.501.

	
	

	Summary of change:
	To mention the exception of emergency service from NSAC in the TS 24.501 to be aligned to TS 23.501.

	
	

	Consequences if not approved:
	Stage 2 requirement is not supported in the stage 3.
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	This CR's revision history:
	1. Add Huawei, HiSilicon to the source.
2. Remove the changes in procedures part and the impact on UE.
3. Update the descriptions in 4.6.2.5 and 4.6.2.6.
4. Update the “Summary of change” to mention the changes only related to emergency service.
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[bookmark: _Toc76118692][bookmark: _Toc45286543][bookmark: _Toc51947810][bookmark: _Toc51948902]4.6.2.5	Mobility management based network slice admission control
A serving PLMN or SNPN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the number of registered UEs per network slice. If the EAC mode is active, the AMF performs network slice admission control before the S-NSSAI subject to NSAC is included in the allowed NSSAI. If the maximum number of UEs that are simultanously registered to a network slice associated with a S-NSSAI is reached, the AMF adds the S-NSSAI to the rejected NSSAI for the maximum number of UEs reached when the UE has indicated support.
Editor's note [WI: eNS-Ph2, CR#3111]:	How to send the back-off timer together with the rejected NSSAI for the maximum number of UEs reached to the UE and the UE behaviors upon reception of the timer value from the network are FFS.
Editor's note [WI: eNS-Ph2, CR#3111]:	When the network performs NSAC, whether the number of the pre-Rel-17 UEs to be counted and controlled is FFS.
Based on operator policy, the mobility management based network slice admission control is not applicable for the S-NSSAI included in the AMF emergency configuration data.
[bookmark: _Toc76118693]
***************************** NEXT CHANGE *************************************
4.6.2.6	Session management based network slice admission control
A serving PLMN can perform network slice admission control for the S-NSSAI(s) subject to NSAC to monitor and control the total number of established PDU sessions per network slice. If the EAC mode is active, the SMF performs network slice admission control on the S-NSSAI during the PDU session establishment procedure. If the maximum number of PDU sessions on a network slice associated with an S-NSSAI has been already reached, the SMF rejects the PDU session establishment request using S-NSSAI based congestion control as specifed in subclause 6.2.8 and 6.4.1.4.2.
Based on operator policy, the session management based network slice admission control is not applicable for the S-NSSAI included in the SMF emergency configuration data.
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