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	Current description for the presence condition for external application id is incorrect:
If the AppId feature is supported, one of the "ueIpv4Addr", "ueIpv6Addr", "exterAppId" or "macAddr" attribute shall be provided.

The UE address shall be provided in any case, but exterAppId can be provided instead of detailed flow information for AsSessionWithQoS API and ChargeableParty API.


	
	

	Summary of change:
	Correct the presence condition description when exterAppId is provided. 


	
	

	Consequences if not approved:
	Incorrect description exists so that no target UE can be located by the core network.

	
	

	Clauses affected:
	5.5.2.1.2, 5.14.2.1.2

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	

	affected:
	
	X
	 Test specifications
	

	(show related CRs)
	
	X
	 O&M Specifications
	

	
	

	Other comments:
	This CR doesn’t impact any OpenAPI file.

	
	

	This CR's revision history:
	 



Page 1


Additional discussion(if needed):
Proposed changes:

[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc11247406][bookmark: _Toc27044528][bookmark: _Toc36033570][bookmark: _Toc45131705][bookmark: _Toc49775990][bookmark: _Toc51746910][bookmark: _Toc66360461][bookmark: _Toc68104966][bookmark: _Toc74755596][bookmark: _Toc11247243][bookmark: _Toc27044362][bookmark: _Toc36033404][bookmark: _Toc45131536][bookmark: _Toc49775821][bookmark: _Toc51746741][bookmark: _Toc56612307][bookmark: _Toc28012828][bookmark: _Toc36040219][bookmark: _Toc44692836][bookmark: _Toc45134297][bookmark: _Toc49607361][bookmark: _Toc51763333][bookmark: _Toc49763254][bookmark: _Toc49764009][bookmark: _Toc51316323][bookmark: _Toc51746503][bookmark: _Toc28007710][bookmark: _Toc44682786][bookmark: _Toc11247840][bookmark: _Toc27044984][bookmark: _Toc36034026][bookmark: _Toc45132173]5.5.2.1.2	Type: ChargeableParty
This type represents the configuration of a chargeable party. The same structure is used in the configuration request and configuration response.
Table 5.5.2.1.2-1: Definition of type ChargeableParty
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	self
	Link
	0..1
	Link to the resource "Individual Chargeable Party Transaction". This parameter shall be supplied by the SCEF in HTTP responses.
	

	dnn
	Dnn
	0..1
	Identifies a DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. (NOTE 3)
	

	snssai
	Snssai
	0..1
	Identifies an S-NSSAI. (NOTE 3)
	

	supportedFeatures
	SupportedFeatures
	0..1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	notificationDestination
	Link
	1
	Contains the URI to receive the notification of bearer level event(s) from the SCEF.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	exterAppId
	string
	0..1
	Identifies the external Application Identifier. (NOTE 2)
	AppId

	ipv4Addr
	Ipv4Addr
	0..1
	Identifies the Ipv4 address.
(NOTE 2)
	

	ipDomain
	string
	0..1
	The IPv4 address domain identifier.
The attribute may only be provided if the ipv4Addr attribute is present.
	

	ipv6Addr 
	Ipv6Addr
	0..1
	Identifies the Ipv6 address.
(NOTE 2)
	

	macAddr
	MacAddr48
	0..1
	Identifies the MAC address.
(NOTE 2)
	EthChgParty_5G

	flowInfo
	array(FlowInfo)
	0..N
	Describes the IP flows.
(NOTE 2)
	

	ethFlowInfo
	array(EthFlowDescription)
	0..N
	Identifies Ethernet packet flows.
(NOTE 2)
	EthChgParty_5G

	sponsorInformation
	SponsorInformation
	1
	Describes the sponsor information such as who is sponsoring the traffic.
	

	sponsoringEnabled
	boolean
	1
	Indicates sponsoring status.
	

	referenceId
	BdtReferenceId
	0..1
	The reference ID for a previously selected policy of background data transfer.
	

	servAuthInfo
	ServAuthInfo
	0..1
	Indicates the authorization result for the request bound to the transfer policy indicated by the "referenceId" attribute.
Supplied by the SCEF
	

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume.
	

	NOTE 1:	Properties marked with a feature as defined in subclause 5.5.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 2:	One of the "ipv4Addr", "ipv6Addr", or "macAddr" attribute shall be provided. If ipv4 or ipv6 address is provided, IP flow information shall be provided. If MAC address is provided and the AppId feature is not supported, Ethernet flow information shall be provided. If the AppId feature is supported, one of IP flow information, Ethernet flow information (if EthChgParty_5G is supported) or External Application Identifierthe "ipv4Addr", "ipv6Addr", "exterAppId" or "macAddr" attribute shall be provided.
NOTE 3:	The property is only applicable for the NEF.


 
*** 2nd Change ***
[bookmark: _Toc74756131]5.14.2.1.2	Type: AsSessionWithQoSSubscription
This type represents an AS session request with specific QoS for the service provided by the SCS/AS to the SCEF via T8 interface. The structure is used for subscription request and response.
Table 5.14.2.1.2-1: Definition of type AsSessionWithQoSSubscription
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	self
	Link
	0..1
	Link to the resource "Individual AS Session with Required QoS Subscription".
This parameter shall be supplied by the SCEF in HTTP responses.
	

	dnn
	Dnn
	0..1
	Identifies a DNN, a full DNN with both the Network Identifier and Operator Identifier, or a DNN with the Network Identifier only. (NOTE 3)
	

	snssai
	Snssai
	0..1
	Identifies an S-NSSAI. (NOTE 3) 
	

	supportedFeatures
	SupportedFeatures
	0..1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	notificationDestination
	Link
	1
	Contains the URL to receive the notification bearer level event(s) from the SCEF.
	

	exterAppId
	string
	0..1
	Identifies the external Application Identifier. (NOTE 2)
	AppId

	flowInfo
	array(FlowInfo)
	0..N
	Describe the IP data flow which requires QoS.
(NOTE 2)
	

	ethFlowInfo
	array(EthFlowDescription)
	0..N
	Identifies Ethernet packet flows.
(NOTE 2)
	EthAsSessionQoS_5G

	qosReference
	string
	0..1
	Identifies a pre-defined QoS information
	

	altQoSReferences
	array(string)
	0..N
	Identifies an ordered list of pre-defined QoS information. The lower the index of the array for a given entry, the higher the priority.
	AlternativeQoS_5G

	disUeNotif
	boolean
	0..1
	Indicates to disable QoS flow parameters signalling to the UE when the SMF is notified by the NG-RAN of changes in the fulfilled QoS situation when it is included and set to "true". The fulfilled situation is either the QoS profile or an Alternative QoS Profile. The default value "false" shall apply, if the attribute is not present and has not been supplied previously.
	DisableUENotification_5G

	ueIpv4Addr
	Ipv4Addr
	0..1
	The Ipv4 address of the UE.
(NOTE 2)
	

	ipDomain
	string
	0..1
	The IPv4 address domain identifier.
The attribute may only be provided if the ueIpv4Addr attribute is present.
	

	ueIpv6Addr
	Ipv6Addr
	0..1
	The Ipv6 address of the UE. 
(NOTE 2)
	

	macAddr
	MacAddr48
	0..1
	Identifies the MAC address.
(NOTE 2)
	EthAsSessionQoS_5G

	usageThreshold
	UsageThreshold
	0..1
	Time period and/or traffic volume in which the QoS is to be applied.
	

	sponsorInfo
	SponsorInformation
	0..1
	Indicates a sponsor information
	

	qosMonInfo
	QosMonitoringInformation
	0..1
	Qos Monitoring information. It can be present when the event "QOS_MONITORING" is subscribed.
	QoSMonitoring_5G

	localNotifInd
	boolean
	0..1
	Indicates that the local event notification is requested if it is included and set to true
	EnEDGE_5G

	tscQosReq
	TscQosRequirement
	0..1
	Contains the QoS requirements for time sensitive communication.
	TSC_5G

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	NOTE 1:	Properties marked with a feature as defined in subclause 5.14.4 are applicable as described in subclause 5.2.7. If no features are indicated, the related property applies for all the features.
NOTE 2:	One of "ueIpv4Addr", "ueIpv6Addr" or "macAddr" shall be included. If ipv4 or ipv6 address is provided, IP flow information shall be provided. If MAC address is provided and the AppId feature is not supported, Ethernet flow information shall be provided. If the AppId feature is supported, one of IP flow information, Ethernet flow information (if EthChgParty_5G is supported) or External Application Identifierthe "ueIpv4Addr", "ueIpv6Addr", "exterAppId" or "macAddr" attribute shall be provided.
NOTE 3:	The property is only applicable for the NEF.



*** End of Changes ***

