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*** 1st Change ***
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Figure 4.2.3.2-1 illustrates the creation of a subscription.



Figure 4.2.3.2-1: Creation of a subscription
To subscribe to event notifications, the NF service consumer shall send an HTTP POST request with: "{apiRoot}/nsmf-event-exposure/v1/subscriptions/" as Resource URI and the NsmfEventExposure data structure as request body that shall include:
-	if the subscription applies to events related to a single PDU session for a UE, the PDU Session ID of that PDU session as "pduSeId" attribute and the UE identification as "supi" or "gpsi" attribute;
-	if the subscription applies to events not related to a single PDU session, identification of UEs to which the subscription applies via:
a)	identification of a single UE by SUPI as "supi" attribute or GPSI as "gpsi" attribute;
b)	identification of a group of UE(s) via a "groupId" attribute; or
c)	identification of any UE via the "anyUeInd" attribute set to true;
NOTE 1:	The identification of any UE does not apply for local breakout roaming scenarios where the SMF is located in the VPLMN and the NF service consumer is located in the HPLMN.
-	an URI where to receive the requested notifications as "notifUri" attribute;
-	a Notification Correlation Identifier provided by the NF service consumer for the requested notifications as "notifId" attribute; and
-	if the NF service consumer is an AMF, the GUAMI encoded as "guami" attribute:
-	a description of the subscribed events as "eventSubs" attribute that for each event shall include:
a)	an event identifier as "event" attribute; and
b)	for event UP path change, whether the subscription is for early, late, or early and late notifications of UP path reconfiguration in the "dnaiChgType" attribute; 
c)	for event "downlink data delivery status", the traffic descriptor(s) of the downlink data source in the "dddTraDescriptors" attribute;
and that may include:
a)	for event "downlink data delivery status", the subscribed delivery statuses in the "dddStati" attribute; and 
b)	for event "QFI allocation", the application identifiers in the "appIds" attribute.
The NsmfEventExposure data structure as request body may also include:
-	if the NF service consumer is an AMF:
a) the name of a service produced by the AMF that expects to receive the notifications about subscribed events encoded as "serviceName" attribute;
b)	Alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute;
c)	Alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute;
d)	Alternate or backup FQDN(s) where to send Notifications encoded as "altNotifFqdns" attribute;
-	A Data Network Name as "dnn" attribute;
-	A single Network Slice Selection Assistance Information as "snssai" attribute;
-	Immediate reporting flag as "ImmeRep" attribute;
-	event notification method (periodic, one time, on event detection) as "notifMethod" attribute;
-	Maximum Number of Reports as "maxReportNbr" attribute;
-	Monitoring Duration as "expiry" attribute;
-	Repetition Period for periodic reporting as "repPeriod" attribute;
-	sampling ratio as "sampRatio" attribute;
-	partitioning criteria for partitioning the UEs before performing sampling as "partitionCriteria" attribute if the EneNA feature is supported; and/or
-	group reporting guard time as "grpRepTime" attribute; and/or
-	a notification flag as "notifFlag" attribute if the EneNA feature is supported.
Upon the reception of an HTTP POST request with: "{apiRoot}/nsmf-event-exposure/v1/subscriptions/" as Resource URI and NsmfEventExposure data structure as request body, the SMF shall:
-	create a new subscription;
-	assign a subscription correlation ID;
-	select an expiry time that is equal to or less than the expiry time potentially received in the request;
-	store the subscription;
-	send an HTTP "201 Created" response with NsmfEventExposure data structure as response body and a Location header field containing the URI of the created individual subscription resource, i.e. "{apiRoot}/nsmf-event-exposure/v1/subscriptions/{subId}";
-	if the "ImmeRep" attribute is included and set to true in the request, the SMF shall report the current available value(s) for the subscribed event(s) as defined in subclause 4.2.3.1;
-	if the sampling ratio attribute, as "sampRatio", is included in the subscription without a "partitionCriteria" attribute, the SMF shall select a random subset of UEs among the target UEs according to the sampling ratio and only report the event(s) related to the selected subset of UEs. If the "partitionCriteria" attribute is additionally included, then the SMF shall first partition the UEs according to the value of the "partitionCriteria" attribute and then select a random subset of UEs from each partition according to the sampling ratio and only report the event(s) related to the selected subsets of UEs;
-	when the group reporting guard time attribute, as "grpRepTime", is included in the subscription, the SMF shall accumulate all the event reports for the target UEs until the group reporting guard time expires. Then the SMF shall notify the NF service consumer using the Nsmf_EventExposure_Notify service operation, as described in subclause 4.2.2.2; and
-	if the "notifFlag" attribute is included and set to "DEACTIVATE" in the request, the SMF shall mute the event notification and store the available events.
If the SMF received an GUAMI, the SMF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [13], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [12] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.


*** Next Change ***
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The Session Management Event Exposure Service shall use the Nsmf_EventExposure API.
The API URI of the Nsmf_EventExposure API shall be: 
{apiRoot}/<apiName>/<apiVersion>/
The request URIs used in HTTP requests from the NF service consumer towards the SMF shall have the Resource URI structure defined in subclause 4.4.1 of 3GPP TS 29.501 [5], i.e.:
{apiRoot}/<apiName>/<apiVersion>/<apiSpecificResourceUriPart>
with the following components:
-	The {apiRoot} shall be set as described in 3GPP TS 29.501 [5].
-	The <apiName> shall be "nsmf-event-exposure".
-	The <apiVersion> shall be "v1".
-	The <apiSpecificResourceUriPart> shall be set as described in subclause 5.3.


*** End of Changes ***
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