

	
3GPP TSG-CT3 Meeting #117e	C3-214564
E-Meeting, 18th – 27th August 2021
	CR-Form-v12.1

	CHANGE REQUEST

	

	
	29.512
	CR
	0815
	rev
	1
	Current version:
	17.3.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Correction to the report of user location information time

	
	

	Source to WG:
	Ericsson

	Source to TSG:
	CT3

	
	

	Work item code:
	5GS_Ph1-CT
	
	Date:
	2021-07-19

	
	
	
	
	

	Category:
	A
	
	Release:
	Rel-17

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature)
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
…
Rel-15	(Release 15)
Rel-16	(Release 16)
Rel-17	(Release 17)
Rel-18	(Release 18)

	
	

	Reason for change:
	The userLocationInfoTime attribute is used by the SMF+PGW-C to report the age of the received location.
In 5GS the SMF derives the value of the "userLocationInfoTime" attribute from the age of the 3GPP access UE location information received in the Location-Report from the AMF. Whether the "userLocationInfo" attribute also encodes the received age of location is implementation specific.
In EPC the SMF derives the value of the “userLocationInfoTime” attribute from the age of 3GPP access UE location or non-3GPP access UE location received from MME/ePDG

	
	

	Summary of change:
	· Clarify that in 5GS the SMF derives the userLocationInfoTime from the user location reported by the AMF.
· Correct that for 5GS the userLocationInfoTime is included only when it is available and the 3GPP user location is reported.
· Specify that for EPS interworking the userLocationInfoTime includes the age of the 3GPP UE location or non-3GPP UE location, as received.
· Correct the wrong attribute name “eutraLocationInfo”.

	
	

	Consequences if not approved:
	It is ambiguos the location information provided by the SMF to the PCF, leading to implementation mistakes and interoperability problems.

	
	

	Clauses affected:
	4.2.4.7, 4.2.4.9, 4.2.5.2, 4.2.5.4, 5.6.2.15, 5.6.2.19, B.3.2.1, B.3.4.3

	
	

	
	Y
	N
	
	

	Other specs
	
	X
	 Other core specifications	
	TS/TR ... CR ... 

	affected:
	
	X
	 Test specifications
	TS/TR ... CR ... 

	(show related CRs)
	
	X
	 O&M Specifications
	TS/TR ... CR ... 

	
	

	Other comments:
	This CR does not impact the OpenAPI file.

	
	

	This CR's revision history:
	



Page 1


Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc51316654][bookmark: _Toc51761834][bookmark: _Toc56674813][bookmark: _Toc56675204][bookmark: _Toc59016190][bookmark: _Toc63167788][bookmark: _Toc66262297][bookmark: _Toc68166803][bookmark: _Toc73537920][bookmark: _Toc75351796][bookmark: _Toc28012092][bookmark: _Toc34122944][bookmark: _Toc36037894][bookmark: _Toc38875276][bookmark: _Toc43191756][bookmark: _Toc45133150][bookmark: _Toc51315215][bookmark: _Toc51761544][bookmark: _Toc51761914][bookmark: _Toc56671445][bookmark: _Toc59016063][bookmark: _Toc63156262][bookmark: _Toc66111312][bookmark: _Toc66263062][bookmark: _Toc68167016][bookmark: _Toc70446857][bookmark: _Toc73526740]4.2.4.7	Indication of QoS Flow Termination Implications
When the SMF detects that a dedicated QoS flow could not be activated or has been terminated it shall remove the affected PCC rules and send an HTTP POST request to the PCF with an SmPolicyUpdateContextData data structure, including the "ruleReports" attribute containing the RuleReport data instance which specifies the affected PCC rules within the "pccRuleIds" attribute, "INACTIVE" as the value within the "ruleStatus" attribute and the "RES_ALLO_FAIL" as the value of the "failureCode" attribute.
If the RAN-NAS-Cause feature is supported, the SMF shall provide the available access network information within the "userLocationInfo" attribute (if available), "userLocationInfoTime" attribute (if available) and "ueTimezone" attribute (if available). Additionally, if the SMF receives from the access network the RAN cause and/or the NAS cause due to QoS flow termination the SMF shall provide the received cause(s) in the "ranNasRelCauses" attribute included in RuleReport data instance.
If the NetLoc feature is supported, and if the identifier of the affected PCC rule was included within the "refPccRuleIds" attribute of the RequestedRuleData data structure when the affected PCC rule was installed or modified, the SMF shall provide the access network information to the PCF by including the user location(s) information within the "userLocationInfo" attribute (if requested by the PCF and if provided to the SMF), the information on when the UE was last known to be in that location within "userLocationInfoTime" attribute (if user location information was requested by the PCF and if the corresponding information was provided to the SMF), the PLMN identifier and for SNPN also the NID within the "servingNetwork" attribute (if the user location information was requested by the PCF but it is not provided to the SMF) and the timezone information within the "ueTimeZone" attribute (if requested by the PCF and available).
NOTE x1:	The SMF derives the value of the "userLocationInfoTime" attribute from the age of location information received from the AMF at PDU session update as described in 3GPP TS 29.502[22]. Whether the "userLocationInfo" attribute also encodes the age of location is implementation specific.
This shall be done whenever one of these conditions applies:
-	The SMF is requested by the RAN to initiate the deactivation of a QoS flow.
-	PCC rule(s) are removed/deactivated by the SMF without PCF request (e.g. due to unsuccessful reservation of resources to satisfy the QoS flow binding).
NOTE x2:	The SMF will not initiate the deactivation of the QoS flow upon reception of the UE-initiated resource modification procedure indicating packet filter deletion. If all the PCC rules associated to a QoS flow have been deleted as a consequence of the PCF interaction, the SMF will initiate the QoS flow termination procedure towards the RAN.
Signalling flows for the QoS flow termination and details of the binding mechanism are presented in 3GPP TS 29.513 [7].

*** 2nd Change ***
[bookmark: _Toc51316656][bookmark: _Toc51761836][bookmark: _Toc56674815][bookmark: _Toc56675206][bookmark: _Toc59016192][bookmark: _Toc63167790][bookmark: _Toc66262299][bookmark: _Toc68166805][bookmark: _Toc73537922][bookmark: _Toc75351798][bookmark: _Toc28012094][bookmark: _Toc34122946][bookmark: _Toc36037896][bookmark: _Toc38875278][bookmark: _Toc43191758][bookmark: _Toc45133152][bookmark: _Toc51315217][bookmark: _Toc51761546][bookmark: _Toc51761916][bookmark: _Toc56671447][bookmark: _Toc59016065][bookmark: _Toc63156264][bookmark: _Toc66111314][bookmark: _Toc66263064][bookmark: _Toc68167018][bookmark: _Toc70446859][bookmark: _Toc73526742]4.2.4.9	Request and Report of Access Network Information
If the NetLoc as defined in subclause 5.8 is supported, the PCF may request the SMF to report the access network information as defined in subclause 4.2.6.5.4.
If the AN_INFO policy control request trigger is set, upon receiving the "lastReqRuleData" attribute with the "reqData" attribute with the value(s) MS_TIME_ZONE and/or USER_LOC_INFO and the "refPccRuleIds" attribute containing the PCC rule identifier(s) corresponding to the PCC rule(s) which is being installed, modified or removed together, the SMF shall apply the Namf_EventExposure service for Time-Zone-Report  and/or Location-Report event with One-Time Report type as defined in subclause 5.3.1 and 5.3.2.2.2 of 3GPP TS 29.518 [36] if the related information is not available to obtain this information. When the SMF then receives access network information from the AMF, the SMF shall provide the required access network information to the PCF by as defined in subclause 4.2.4.21 and set the corresponding attributes as follows:
-	If the user location information was requested by the PCF and was provided to the SMF, the SMF shall provide the user location information within the "userLocationInfo" attribute and the time when it was last known within "userLocationInfoTime" attribute (if available).
NOTE x1:	The SMF derives the value of the "userLocationInfoTime" attribute from the age of location information received in the Location-Report (defined in subclause 5.3.1 of 3GPP TS 29.518 [36]) from the AMF. Whether the "userLocationInfo" attribute also encodes the age of location is implementation specific.
-	If the user location information was requested by the PCF and was not provided to the SMF, the SMF shall provide the serving PLMN identifier and for SNPN also the NID within the "servingNetwork" attribute.
-	If the time zone was requested by the PCF, the SMF shall provide it within the "ueTimeZone" attribute.
NOTE x2:	If the SMF receives the access network information but receives the rejection of the QoS flow creation or modification, the SMF reports the the enforcement error of the PCC rule to the PCF as defined in subclause 4.2.4.15.
In addition, the SMF shall provide the AN_INFO policy control request trigger within the "repPolicyCtrlReqTriggers" attribute.
The SMF shall not report any subsequent access network information updates received from the RAN without any further provisioning or removal of related PCC rules requesting the access network information unless the associated QoS flow or PDU session has been released.

*** 3rd Change ***
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Figure 4.2.5.2-1: SM Policy Association termination
When an individual resource of the SM Policy Association collection shall be deleted, the NF service consumer shall invoke the Npcf_SMPolicyControl_Delete service operation towards the PCF using an HTTP POST request, as shown in figure 4.2.5.2-1, step 1.
The NF service consumer shall set the request URI to "{apiRoot}/npcf-smpolicycontrol/v1/sm-policies/{smPolicyId}/delete". The {smPolicyId} in the URI identifies the "Individual SM Policy" to be deleted.
The HTTP POST request sent by the NF service consumer (e.g. SMF) shall contain (if available) the SM Policy Association related information within the SmPolicyDeleteData data structure in the request body:
-	accumulated usage within the "accuUsageReports" attribute as defined in subclause 4.2.5.3;
-	the user location information within the "userLocationInfo" attribute, the information on when the UE was last known to be in that location within the "userLocationInfoTime" attribute, the PLMN identifier, and for SNPN, also the NID within the "servingNetwork" attribute, the timezone information within the "ueTimeZone" attribute and the RAN and/or NAS release cause(s) within the "ranNasRelCauses" attribute as defined in subclause 4.2.5.4;
NOTE:	The SMF derives the value of the "userLocationInfoTime" attribute from the age of location information received from the AMF at PDU session termination as described in 3GPP TS 29.502[22]. Whether the "userLocationInfo" attribute also encodes the age of location is implementation specific.
-	the "PS_TO_CS_HO" value within the "pduSessRelCause" attribute, if the PDU session is released due to PS to CS handover and the "PDUSessionRelCause" feature defined in subclause 5.8 is supported;
-	one or more QoS Monitoring report(s) within the "qosMonReports" attribute, as defined in subclause 4.2.5.5;
-	the "RULE_ERROR" value within the "pduSessRelCause" attribute, if the PDU session is released due to a failed enforcement of the applied session rule as described in subclause 4.2.4.21 and the "ImmediateTermination" feature defined in subclause 5.8 is supported.
When the PCF receives the HTTP POST request from the NF service consumer and if the PCF successfully processed and accepted the received HTTP POST request from the NF service consumer, the PCF shall acknowledges the request by sending an HTTP response message with the corresponding status code. The PCF acknowledges the delete request by sending a "204 No Content" response to the NF service consumer, as shown in figure 4.2.5.2-1, step 2. Further, the PCF shall remove the individual resource linked to the delete request.
If errors occur when processing the HTTP POST request, the PCF shall send an HTTP error response as specified in subclause 5.7.
If the feature "ES3XX" is supported, and the PCF determines the received HTTP POST request needs to be redirected, the PCF shall send an HTTP redirect response as specified in subclause 6.10.9 of 3GPP TS 29.500 [4].

*** 4th Change ***
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If the RAN-NAS-Cause feature is supported or the NetLoc feature is supported, within the SmPolicyDeleteData data structure, the SMF shall provide the available access network information within the "userLocationInfo" attribute (if available), the information on when the UE was last known to be in that location within the "userLocationInfoTime" attribute (if available), the "ueTimezone" attribute (if available). Additionally, for the NetLoc feature, if the user location information is not available, the SMF shall include the PLMN identifier, and for SNPN, also the NID within the "servingNetwork" attribute; for RAN-NAS-Cause feature, if the SMF received from the access network the RAN cause and/or the NAS cause due to PDU session termination, the SMF shall provide the received cause(s) in the "ranNasRelCauses" attribute.
NOTE:	The SMF derives the value of the "userLocationInfoTime" attribute from the age of location information received in the Location-Report (defined in subclause 5.3.1 of 3GPP TS 29.518 [36]) from the AMF. Whether the "userLocationInfo" attribute also encodes the age of location is implementation specific.

*** 5th Change ***
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Table 5.6.2.15-1: Definition of type SmPolicyDeleteData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	userLocationInfo
	UserLocation
	O
	0..1
	The location where the served UE is camping.
	RAN-NAS-Cause, NetLoc

	ueTimeZone
	TimeZone 
	O
	0..1
	The time zone where the served UE is camping.
	RAN-NAS-Cause, NetLoc

	userLocationInfoTime
	DateTime
	O
	0..1
	Contains the NTP time at which the UE was last known to be in the location contained in the "userLocationInfo" attribute.
(NOTE)
	RAN-NAS-Cause, NetLoc

	servingNetwork
	PlmnIdNid
	O
	0..1
	The serving network where the served UE is camping. For an SNPN, the NID together with the PLMN ID identify the SNPN.
	NetLoc

	ranNasRelCauses
	array(RanNasRelCause)
	O
	1..N
	Indicates the RAN and/or NAS release cause(s) code information.
	RAN-NAS-Cause

	accuUsageReports
	array(AccuUsageReport)
	O
	1..N
	Contains the accumulated usage reporting information.
	UMC

	pduSessRelCause
	PduSessionRelCause
	O
	0..1
	Indicates PDU session release cause.
	PDUSessionRelCause,
ImmediateTermination

	qosMonReports
	array(QosMonitoringReport)
	O
	1..N
	QoS Monitoring reporting information.
	QosMonitoring

	NOTE:	The age of UE location included within the "userLocationInfoTime" attribute is the age of the 3GPP access UE location received from the AMF and shall be included only when the reported "userLocationInfo" attribute includes the UE location in the 3GPP access.



*** 6th Change ***
[bookmark: _Toc51316795][bookmark: _Toc51761975][bookmark: _Toc56674962][bookmark: _Toc56675353][bookmark: _Toc59016339][bookmark: _Toc63167937][bookmark: _Toc66262447][bookmark: _Toc68166953][bookmark: _Toc73538071][bookmark: _Toc75351947][bookmark: _Toc28012230][bookmark: _Toc34123083][bookmark: _Toc36038033][bookmark: _Toc38875415][bookmark: _Toc43191896][bookmark: _Toc45133291][bookmark: _Toc51315356][bookmark: _Toc51761685][bookmark: _Toc51762055][bookmark: _Toc56671587][bookmark: _Toc59016205][bookmark: _Toc63156404][bookmark: _Toc66111454][bookmark: _Toc66263204][bookmark: _Toc68167158][bookmark: _Toc70446999][bookmark: _Toc73526882]5.6.2.19	Type SmPolicyUpdateContextData
Table 5.6.2.19-1: Definition of type SmPolicyUpdateContextData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	repPolicyCtrlReqTriggers
	array(PolicyControlRequestTrigger)
	C
	1..N
	The policy control request triggers which are met. It is omitted if no triggers are met such as in subclauses 4.2.4.7 and 4.2.4.15.
	

	accNetChIds
	array(AccNetChId)
	O
	1..N
	Indicates the access network charging identifier for the PCC rule(s) or whole PDU session.
	

	accessType
	AccessType
	O
	0..1
	The Access Type where the served UE is camping.
	

	ratType
	RatType
	O
	0..1
	The RAT Type where the served UE is camping.
	

	addAccessInfo
	AdditionalAccessInfo
	O
	0..1
	Indicates the combination of added Access Type and RAT Type for MA PDU session.
	ATSSS

	relAccessInfo
	AdditionalAccessInfo
	O
	0..1
	Indicates the combination of released Access Type and RAT Type for MA PDU session.
	ATSSS

	servingNetwork
	PlmnIdNid
	O
	0..1
	The serving network where the served UE is camping. For an SNPN the NID together with the PLMN ID identifies the SNPN.
	

	userLocationInfo
	UserLocation
	O
	0..1
	The location of the served UE is camping.
	

	ueTimeZone
	TimeZone
	O
	0..1
	The time zone where the served UE is camping.
	

	ipv4Address
	Ipv4Addr
	O
	0..1
	The IPv4 Address of the served UE.
	

	ipDomain
	string
	O
	0..1
	IPv4 address domain identifier.
(NOTE 2)
	

	relIpv4Address
	Ipv4Addr
	O
	0..1
	Indicates the released IPv4 Address of the served UE.
	

	ipv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	The Ipv6 Address Prefix of the served UE.
	

	relIpv6AddressPrefix
	Ipv6Prefix
	O
	0..1
	Indicates the released IPv6 Address Prefix of the served UE in multi-homing case.
	

	relUeMac
	MacAddr48
	O
	0..1
	Indicates the released MAC Address of the served UE.
	

	ueMac
	MacAddr48
	O
	0..1
	The MAC Address of the served UE.
	

	subsSessAmbr
	Ambr
	O
	0..1
	UDM subscribed or DN-AAA authorized Session-AMBR.
	

	authProfIndex
	string
	O
	0..1
	DN-AAA authorization profile index.
	DN-Authorization

	subsDefQos
	SubscribedDefaultQos
	O
	0..1
	Subscribed Default QoS Information.
	

	vplmnQos
	VplmnQos
	O
	0..1
	QoS constraints in a VPLMN
	VPLMN-QoS-Control

	numOfPackFilter
	integer
	O
	0..1
	Contains the number of supported packet filter for signalled QoS rules.
(NOTE 1)
	

	accuUsageReports
	array(AccuUsageReport)
	O
	1..N
	Contains the accumulated usage report(s).
	UMC

	3gppPsDataOffStatus
	boolean
	O
	0..1
	If it is included and set to true, the 3GPP PS Data Off is activated by the UE.
	3GPP-PS-Data-Off 

	appDetectionInfos
	array(AppDetectionInfo)
	O
	1..N
	Reports the start/stop of the application traffic and detected SDF descriptions if applicable.
	ADC

	ruleReports
	array(RuleReport)
	O
	1..N
	Used to report the PCC rule failure.
	

	sessRuleReports
	array(SessionRuleReport)
	O
	1..N
	Used to report the session rule failure.
	SessionRuleErrorHandling

	qncReports
	array(QosNotificationControlInfo)
	O
	1..N
	QoS Notification Control information.
	

	qosMonReports
	array(QosMonitoringReport)
	O
	1..N
	QoS Monitoring reporting information.
	QosMonitoring

	userLocationInfoTime
	DateTime
	O
	0..1
	Contains the NTP time at which the UE was last known to be in the location.
(NOTE x1)
	

	repPraInfos
	map(PresenceInfo)
	O
	1..N
	Reports the changes of presence reporting area. The "praId" attribute within the PresenceInfo data type shall also be the key of the map. The "presenceState" attribute within the PresenceInfo data type shall be supplied. The "additionalPraId" attribute within the PresenceInfo data type shall not be supplied.
	PRA

	ueInitResReq
	UeInitiatedResourceRequest
	O
	0..1
	Indicates a UE requests specific QoS handling for selected SDF.
	

	refQosIndication
	boolean
	O
	0..1
	If it is included and set to true, the reflective QoS is supported by the UE. If it is included and set to false, the reflective QoS is revoked by the UE.
	

	qosFlowUsage
	QosFlowUsage
	O
	0..1
	Indicates the required usage for default QoS flow.
	

	creditManageStatus
	CreditManagementStatus
	O
	0..1
	Indicates the reason of the credit management session failure.
	

	servNfId
	ServingNfIdentity
	O
	0..1
	Contains the serving network function identity.
	

	traceReq
	TraceData
	C
	0..1
	It shall be included if trace is required to be activated, modified or deactivated (see 3GPP TS 32.422 [24]). For trace modification, it shall contain a complete replacement of trace data.
For trace deactivation, it shall contain the Null value.
	

	addIpv6AddrPrefixes
	array(Ipv6Prefix)
	O
	1..N
	The Ipv6 Address Prefixes of the served UE.
	MultiIpv6AddrPrefix

	addRelIpv6AddrPrefixes
	array(Ipv6Prefix)
	O
	1..N
	Indicates the released IPv6 Address Prefixes of the served UE in multi-homing case.
	MultiIpv6AddrPrefix

	tsnBridgeInfo
	TsnBridgeInfo
	O
	0..1
	Transports TSN bridge information.
	TimeSensitiveNetworking

	tsnBridgeManCont
	BridgeManagementContainer
	O
	0..1
	Transports TSN bridge management information.
	TimeSensitiveNetworking

	tsnPortManContDstt
	PortManagementContainer
	O
	0..1
	Transports TSN port management information for the DS-TT port.
	TimeSensitiveNetworking

	tsnPortManContNwtts
	array(PortManagementContainer)
	O
	1..N
	Transports TSN port management information for one or more NW-TT ports.
	TimeSensitiveNetworking

	maPduInd
	MaPduIndication
	O
	0..1
	Contains the MA PDU session indication, i.e., MA PDU Request or MA PDU Network-Upgrade Allowed. (NOTE 1)
	ATSSS

	atsssCapab
	AtsssCapability
	O
	0..1
	Contains the ATSSS capability supported for the MA PDU session. (NOTE 1)
	ATSSS

	mulAddrInfos
	array(IpMulticastAddressInfo)
	O
	1..N
	Contains the IP multicast address information.
	WWC

	policyDecFailureReports
	array(PolicyDecisionFailureCode)
	O
	1..N
	Indicates the type(s) of the failed policy decision and/or condition data.
	PolicyDecisionErrorHandling

	invalidPolicyDecs
	array(InvalidParam)
	O
	1..N
	Indicates the invalid parameters for the reported type(s) of the failed policy decision and/or condition data.
	ExtPolicyDecisionErrorHandling

	trafficDescriptors
	array(DddTrafficDescriptor)
	O
	1..N
	Contains the traffic descriptor(s)
	DDNEventPolicyControl

	typesOfNotif
	array(DlDataDeliveryStatus)
	O
	1..N
	Contains the type of notification of DDD Status.
	DDNEventPolicyControl

	pccRuleId
	string
	O
	0..1
	Contains the identifier of the PCC rule which is used for traffic detection of event (e.g. DDN failure).
	DDNEventPolicyControl2

	interGrpIds
	array(GroupId)
	O
	1..N
	Internal Group Identifier(s) of the served UE.
	GroupIdListChange

	satBackhaulCategory
	SatelliteBackhaulCategory
	O
	0..1
	Satellite backhaul category used for the PDU session.
	SatBackhaulCategoryChg

	NOTE 1:	This attribute is only applicable to the 5GS and EPC/E-UTRAN interworking scenario as defined in Annex B.
NOTE 2:	The value provided in this attribute is implementation specific. The only constraint is that the NF service consumer shall supply a different identifier for each overlapping address domain (e.g. the SMF NF instance identifier).
NOTE x1:	The age of UE location included within the "userLocationInfoTime" attribute is the age of the 3GPP access UE location received from the AMF and shall be included only when the reported "userLocationInfo" attribute includes the UE location in the 3GPP access.



*** 7th Change ***
[bookmark: _Toc28012298][bookmark: _Toc34123157][bookmark: _Toc36038107][bookmark: _Toc38875490][bookmark: _Toc43191973][bookmark: _Toc45133368][bookmark: _Toc51316872][bookmark: _Toc51762052][bookmark: _Toc56675039][bookmark: _Toc56675430][bookmark: _Toc59016416][bookmark: _Toc63168016][bookmark: _Toc66262526][bookmark: _Toc68167032][bookmark: _Toc73538155][bookmark: _Toc75352031][bookmark: _Toc28012237][bookmark: _Toc34123090][bookmark: _Toc36038040][bookmark: _Toc38875422][bookmark: _Toc43191903][bookmark: _Toc45133298][bookmark: _Toc51315363][bookmark: _Toc51761692][bookmark: _Toc51762062][bookmark: _Toc56671594][bookmark: _Toc59016212][bookmark: _Toc63156411][bookmark: _Toc66111461][bookmark: _Toc66263211][bookmark: _Toc68167165][bookmark: _Toc70447006][bookmark: _Toc73526889]B.3.2.1	UE Location related information
When the UE establishes the PDU session through the EPC/E-UTRAN network, the SMF+PGW-C shall include, if available, the following user location information:
-	user location information within the "eutraLocationInfo" attribute included in the "userLocationInfo" attribute; and
-	S-GW address, if available, within the "anGwAddr" attribute included in the "servNfId" attribute. 
When the UE establishes the PDU session through the EPC/UTRAN network and the feature "2G3GIWK" is supported, the SMF+PGW-C shall include, if available, the following user location information:
-	user location information within the "utraLocationInfo" attribute included in the "userLocationInfo" attribute; and
-	SGSN address, if available, within the "sgsnAddr" attribute included in the "servNfId" attribute. 
When the UE establishes the PDU session through the EPC/GERAN network and the feature "2G3GIWK" is supported, the SMF+PGW-C shall include, if available, the following user location information:
-	user location information within the "geraLocationInfo" attribute included in the "userLocationInfo" attribute; and
-	SGSN address, if available, within the "sgsnAddr" attribute included in the "servNfId" attribute.
When the UE establishes the PDU session through the EPC/ePDG network, the SMF+PGW-C shall include, if available, the following user location information:
-	user location information within the "n3gaLocation" attribute included in the "userLocationInfo" attribute. The "n3gaLocation" attribute includes the "ueIpv4Addr" or "ueIpv6Addr" attributes, and, if available the "portNumber" attribute; and
-	ePDG identification within the "anGwAddr" attribute included in the "servNfId" attribute. 
NOTE:	The "n3gaLocation" attribute does not include the "n3gppTai" and "n3IwfId" attributes in EPC interworking scenarios. 

*** 8th Change ***
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When the UE handed over from the EPC/GERAN or EPC/UTRAN and the feature "2G3GIWK" is supported, or 5GS to EPC/E-UTRAN the SMF+PGW-C shall include, together with the policy control request triggers met, the following user location information:
-	If the "SAREA_CH" or "SCELL_CH" policy control request trigger is provisioned and met, the user location information within the "eutraLocationInfo" attribute included in the "userLocationInfo" attribute. 
-	If the "SCNN_CH" policy control request trigger is provisioned and met, the "servNfId" attribute including the S-GW identification within the "anGwAddr" attribute.
-	If the "AN_INFO" policy control request trigger is met, the user location was requested by the PCF and provided to the SMF+PGW-C, the SMF shall provide the user location information within the "eutraLocation" attribute included in the "userLocationInfo" attribute and the time when it was last known in the 3GPP access within "userLocationInfoTime" attribute (if available).
When the UE handed over from the EPC/E-UTRAN to the EPC/GERAN or EPC/UTRAN and the feature "2G3GIWK" is supported the SMF+PGW-C shall include, together with the policy control request triggers met, the following user location information:
-	If the "SAREA_CH" or "SCELL_CH" policy control request trigger is provisioned and met, the user location information within the "geraLocationInfo" attribute or "urtraLocationInfo" attribute included in the "userLocationInfo" attribute. 
-	If the "SCNN_CH" policy control request trigger is provisioned and met, the "servNfId" attribute including the SGSN identification within the "sgsnAddr" attribute.
When the UE handed over from the 5GS to EPC non-3GPP access, the SMF+PGW-C shall include, together with the applicable provisioned policy control request triggers, the following user location information:
-	Iif the "SAREA_CH" policy control request trigger is provisioned and met, and the hand over is to EPC untrusted non-3GPP access, the user location information within the "n3gaLocation" attribute included in the "userLocationInfo" attribute as specified in subclause B.3.2.1.; and
[bookmark: _Hlk80790580]-	if the "SCNN_CH" policy control request trigger is provisioned and met, the ePDG identification within the "anGwAddr" attribute included in the "servNfId" attribute.
-	If the "AN_INFO" policy control request trigger is met, the user location was requested by the PCF and provided to the SMF+PGW-C, the SMF shall provide the user location information within the "n3gaLocation" attribute included in the "userLocationInfo" attribute and the time when it was last known in the non-3GPP access within "userLocationInfoTime" attribute (if available).
NOTE:	The "n3gaLocation" attribute does not include the "n3gppTai" and "n3IwfId" attributes in EPC interworking scenarios.
*** End of Changes ***
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