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	Reason for change:
	As defined in clause 5.3.3.1 of 3GPP TS 23.401, step4:
To validate the Context Request the old MME uses the complete TAU Request message and the old S4 SGSN uses the P‑TMSI Signature and responds with an appropriate error if integrity check fails in old MME/S4 SGSN. This shall initiate the security functions in the new MME. If the security functions authenticate the UE correctly, the new MME shall send a Context Request (IMSI, complete TAU Request message, MME Address, UE Validated) message to the old MME/S4 SGSN with the UE Validated set. If the new MME indicates that it has authenticated the UE or if the old MME/old S4 SGSN correctly validates the UE, then the old MME/old S4 SGSN starts a timer.

During TAU procedure:

1. the new MME sends context request to the old MME to retrieve the UE Context identified by the GUTI;
2. the old MME uses the complete TAU Request message to validate the Context Request, and it is failed, the old MME sends context response with error to the new MME;
3. the new MME authenticate the UE, and sends context request to the old MME with IMSI and UE validated indication.
4. the old MME finds the UE context based on the IMSI and sends it to the new MME in context response.

The presence condition of temporary identities after integrity checking, e.g. GUTI needs to be updated.

	
	

	Summary of change:
	Update the presence condition of temporary identities.

	
	

	Consequences if not approved:
	Unclear definition of the presence condition of temporary identities after integrity checking may cause different implementations and lead to the failure of TAU procedure.
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The new MME/SGSN shall send the Context Request message to the old MME/SGSN on S3/S16/S10 interface as a part of TAU/RAU procedure and UTRAN/GERAN to E-UTRAN/UTRAN (HSPA) SRVCC procedure to get the MM and EPS bearer Contexts for the UE.
NOTE 1:	During UTRAN/GERAN to E-UTRAN/UTRAN (HSPA) SRVCC procedure as specified in 3GPP TS 23.216 [43], the GUTI, RAI IE, P-TMSI IE and P-TMSI Signature IE, are not received directly from the UE but from the MSC Server over Sv interface.
The new MME shall send the Context Request message to the old AMF on N26 interface as a part of an 5GS to EPS Idle mode Mobility using N26 interface procedure, to get the MM and EPS bearer Contexts for the UE.
The new AMF shall send the Context Request message to the old MME on N26 interface as a part of an EPS to 5GS Idle mode registration using N26 interface procedure, to get the MM and EPS bearer Contexts for the UE.
If the sending/new node is a MME, it shall include in the Context Request message:
-	the GUTI IE and Complete TAU Request Message IE, if the GUTI or the indication of mapped or native GUTI received from UE indicates the old node is a MME, as specified in clause 2.8.2.2.2 and 2.10.2.1.2 of 3GPP TS 23.003 [2].
-	the RAI IE and the P-TMSI IE, which are derived from the GUTI received from UE, and the P-TMSI Signature that was received intact from the UE, if the GUTI or the indication of mapped or native GUTI indicates the old node is an SGSN as specified in clause 2.8.2.2.2 of 3GPP TS 23.003 [2].
If the sending/new node is an SGSN, it shall include RAI IE, P-TMSI IE and P-TMSI Signature IE in the Context Request message. If the receiving/old node is an MME, it shall construct GUTI according to the RAI IE, P-TMSI IE and P-TMSI Signature IE (see the mapping relationship between RAI, P-TMSI, P-TMSI signature and GUTI defined in 3GPP TS 23.003 [2]), and find UE context via this GUTI.
If the sending/new node is an AMF, it shall include the GUTI IE, which is derived from the 5G-GUTI received from UE, and the Complete TAU Request Message IE in the Context Request message, if the AMF receives a mapped GUTI from the UE, that is indication that the old node is an MME, as specified in clause 2.10.2.2.2 of 3GPP TS 23.003 [2].
If the receiving/old node is an AMF, it shall construct 5G-GUTI from the GUTI IE (see the mapping relationship between GUTI and 5G-GUTI defined in 3GPP TS 23.003 [2]), and find UE context via this 5G-GUTI.
The new MME differentiates the type of the old node as specified in clause 2.8.2.2.2 of 3GPP TS 23.003 [2]. If the old node is an SGSN, the GUTI shall be mapped to RAI and P-TMSI by the new MME; if the old node is a MME, the new MME include GUTI IE and Complete TAU Request Message IE in the Context Request message. The Mapping between temporary and area identities is defined in 3GPP TS 23.003 [2].
The Target PLMN ID IE shall be used in old SGSN/MME in order to decide whether un-used authentication vectors to be distributed to new SGSN/MME/AMF or not. Distribution and use of authentication vectors between different serving network domains are specified in 3GPP TS 33.401 [12]. The AMF shall not transmit un-used authentication vectors to an MME and shall discard any un-used authentication vectors received from an MME, regardless of whether the MME and AMF pertain to the same or different serving network domains.
Table 7.3.5-1 specifies the presence requirements and conditions of the IEs in the message.
Table 7.3.5-1: Information Elements in a Context Request
	Information elements
	P
	Condition / Comment
	IE Type
	Ins.

	IMSI
	C
	IMSI shall be included if the UE has been successfully authenticated.
	IMSI
	0

	GUTI
	C
	The new MME/AMF shall include this IE over S10/N26 interface if the IMSI is not present.
	GUTI
	0

	
	CO
	This IE shall be included over S10 interface if available during UTRAN/GERAN to E-UTRAN/UTRAN (HSPA) SRVCC procedure as specified in 3GPP TS 23.216 [43].
	
	

	Routeing Area Identity(RAI)
	C
	This IE shall be included over S3/S16 interface, if the GUTI or the indication of mapped or native GUTI indicates the old node is an SGSN, the new MME maps this IE from GUTI.
	ULI (NOTE 4)
	0

	
	CO
	This IE shall be included over S3/S16 interface if available during UTRAN/GERAN to E-UTRAN/UTRAN (HSPA) SRVCC procedure as specified in 3GPP TS 23.216 [43].
	
	

	Packet TMSI(P-TMSI)
	C
	This IE shall be included over S3/S16 interface if the IMSI is not present. For the S3 interface, if sent by the MME, this IE is derived by the MME from the GUTI received from the UE.
	P-TMSI
	0

	
	CO
	This IE shall be included over S3/S16 interface if available during UTRAN/GERAN to E-UTRAN/UTRAN (HSPA) SRVCC procedure as specified in 3GPP TS 23.216 [43].
	
	

	P-TMSI Signature
	C
	This IE shall be included over S3/S16 interface if it is received from the UE and if the IMSI is not present.
	P-TMSI Signature
	0

	
	CO
	This IE shall be included over S3/S16 interface if available during UTRAN/GERAN to E-UTRAN/UTRAN (HSPA) SRVCC procedure as specified in 3GPP TS 23.216 [43].
	
	

	Complete TAU request message
	C
	The new MME/AMF shall include this IE if available, and the old MME/AMF may use this IE for integrity check. See NOTE 3.
	Complete Request Message
	0

	S3/S16/S10/N26 Address and TEID for Control Plane
	C
	This IE specifies the address and the TEID for control plane message which is chosen by the new MME/SGSN/AMF.
In case of SGSN pool, the IPv4 or the IPv6 address field shall be set to the same value of the Source IP address of the IP packet carrying this message, and the relaying SGSN shall not change the content of this IE when sending it to the old SGSN. See NOTE 1.
	F-TEID
	0

	UDP Source Port Number
	C
	If an SGSN within the same SGSN pool as the old SGSN receives this message, the SGSN shall include the UDP Source Port number of the received message in this parameter if this IE is not present and relay the message to the old SGSN. The old SGSN shall use this UDP port as the UDP destination port of the Context Response message.
	Port Number
	0

	RAT Type
	C
	The RAT Type indicates the Radio Access Technology which is used in the new system. 
	RAT Type
	0

	Indication
	CO
	This IE shall be included if any one of the applicable flags is set to 1.
Applicable Flags are:
-	The MS Validated (MSV) flag, when set to 1, indicates that the new system has successfully authenticated the UE, or the new system has validated the integrity protection of the TAU request message. See NOTE 3.
-	The ETHPDN flag, when set to 1, indicates that the target MME supports Ethernet PDN connection.
	Indication
	0

	Hop Counter
	O
	If an SGSN within the same SGSN pool with the old SGSN receives this message, the SGSN shall decrement the Hop Counter if this IE is present in the received message; otherwise, the SGSN may include a Hop Counter with a value of max-1, and may relay the message to the old SGSN.
	Hop Counter
	0

	Target PLMN ID
	CO
	If available, this IE shall be included in order to allow old MME/SGSN to make a judgment whether un-used authentication vectors to be distributed or not.
	Serving Network
	0

	MME/S4-SGSN LDN
	O
	This IE is optionally sent by the MME/S4-SGSN to the peer MME/S4-SGSN on the S3/S10/S16 interfaces (see 3GPP TS 32.423 [44]), when communicating the LDN to the peer node for the first time.
	Local Distinguished Name (LDN)
	0

	SGSN node name
	CO
	This IE shall be sent by the new SGSN on the S3 interface if both new SGSN and associated SGW support ISR. See NOTE 2.
	FQDN
	0

	MME node name
	CO
	This IE shall be sent by the new MME on the S3 interface if both new MME and associated SGW support ISR. See NOTE 2.
	FQDN
	1

	SGSN Number
	O
	This IE may be sent by the target S4-SGSN to the source MME/S4-SGSN as specified in 3GPP TS 23.271 [56]. 
	Node Number
	0

	SGSN Identifier
	O
	This IE may be sent by the target S4-SGSN to the source MME/S4-SGSN as specified in 3GPP TS 23.271 [56].
	Node Identifier
	0

	MME Identifier
	O
	This IE may be sent by the target MME to the source MME/S4-SGSN as specified in 3GPP TS 23.271 [56].
	Node Identifier
	1

	CIoT Optimizations Support Indication
	CO
	This IE shall be sent by the new MME/SGSN on the S10/S3/S16/N26 interface if it supports at least one CIoT optimization.
This IE shall be sent by the new AMF on the N26 interface, with the AWOPDN bit set to 1 and, if Unstructured or Ethernet PDU session types are supported, with the SGNIPDN bit set to 1.
	CIoT Optimizations Support Indication 
	0

	Private Extension
	O
	
	Private Extension
	VS

	NOTE 1:	The relaying SGSN shall forward the Context Request message to the interface of the old SGSN, where the interface type is matching what is indicated in the IE S3/S16/S10 Address and TEID for Control Plane.
NOTE 2:	According to the 3GPP TS 23.401 [3], during an inter-RAT handover procedure for a UE with ISR activated, the source MME/SGSN should select the ISR associated CN node for this UE as the target CN node for the inter RAT HO when the ISR associated CN node can serve the target access. This parameter is exchanged when ISR is being activated and used in the source MME/SGSN for this decision upon subsequent inter-RAT handover.
NOTE 3:	The Complete TAU request message IE is available except during UTRAN/GERAN to E-UTRAN/UTRAN (HSPA) SRVCC procedure as specified in 3GPP TS 23.216 [43]. In these procedures, the new MME shall set the Indication IE MSV (MS Validated) flag to 1.
NOTE 4:	Only RAI field in the ULI IE type shall be present in the Routeing Area Identity (RAI) IE.
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