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	Reason for change:
	SA2#145e has agreed CR2743 fo TS 23.502 (S2-2105172) which allows dynamic management of group-based event monitoring:

[bookmark: _Toc20204418][bookmark: _Toc27895117][bookmark: _Toc36192214][bookmark: _Toc45193327][bookmark: _Toc47592959][bookmark: _Toc51835046][bookmark: _Toc59100872]5.2.2.3.2	Namf_EventExposure_Subscribe service operation
Service operation name: Namf_EventExposure_Subscribe.
Description: The consumer NF uses this service operation to subscribe to or modify event reporting for one UE, a group of UE(s) or any UE.
Input, Required: NF ID, Target of Event Reporting: UE(s) ID (SUPI or Internal Group Identifier or indication that any UE is targeted), ((set of) Event ID(s) defined in clause 5.2.2.3.1, Notification Target Address (+ Notification Correlation ID))s, Event Reporting Information defined in Table 4.15.1-1.
Input, Optional: (Event Filter (s) associated with each Event ID; Event Filter (s) are defined in clause 5.2.2.3.1, Subscription Correlation ID (in the case of modification of the event subscription), Expiry time, list of group member UE(s) whose subscription to event notification(s) are removed from a group-based event notification subscription.
And AMF shall stop monitoring for these UEs and stop sending further notifications:

4.15.3.2.3	NEF service operations information flow
…
3a.	[Conditional] If the requested event (e.g. monitoring of Loss of Connectivity) requires AMF assistance, then the UDM sends the Namf_EventExposure_Subscribe to the AMF serving the requested user. The UDM sends the Namf_EventExposure_Subscribe request to the all serving AMF(s) (if subscription applies to a UE or a group of UE(s)), or all the AMF in the same PLMN as the UDM (if subscription applies to any UE).
	As the UDM itself is not the Event Receiving NF, the UDM shall additionally provide the notification endpoint of itself besides the notification endpoint of NEF. Each notification endpoint is associated with the related (set of) Event ID(s). This is to assure the UDM can receive the notification of subscription change related event.
	If the subscription applies to a group of UE(s), the UDM shall include the same notification endpoint of itself, i.e. Notification Target Address (+ Notification Correlation Id), in the subscriptions to all UE's serving AMF(s).
NOTE 1:	The same notification endpoint of UDM is to help the AMF identify whether the subscription for the requested group event is same or not when a new group member UE is registered.
If Nudm_EventExposure_Subscribe with update is received in step 2 indicating removal of event notification subscription for certain UEs in a group of UEs for which there is an event notification subscription, the UDM provides impacted UE information (e.g. SUPI, MSISDN) to AMF via Namf_EventExposure_Subscribe without cancelling the entire group-based event notification subscription, for the event monitored by AMF.
…
6c - 6d.	[Conditional - depending on the Event] The AMF detects the event occurs and sends the event report, by means of Namf_EventExposure_Notify message to associated notification endpoint of the NEF along with the time stamp. NEF may store the information in the UDR along with the time stamp using either Nudr_DM_Create or Nudr_DM_Update service operation as appropriate.
	If the AMF has a maximum number of reports stored for the UE or the individual member UE, the AMF shall decrease its value by one for the reported event.
	If Namf_EventExposure_Subscribe with update is received in step 3a indicating removal of event notification subscription for certain UEs in a group of UEs for which there is an event notification subscription, the AMF shall stop the event notification for the impacted UEs. If Maximum number of Reports is applied, the AMF shall set the number of reports of the indicated UE(s) to Maximum Number of Reports.


	
	

	Summary of change:
	1/ Add service porcedure for removal of group member UEs

2/ Add new IE in AmfEventSubscription to indicate the excluded SUPI and/or GPSI list.

3/ Extend AmfUpdateEventSubscriptionItem to allow modification of excluded SUPI and/or GPSI list

4/ Specify new feature dynamic group-based event monitoring

5/ Update OpenAPI accordingly.


	
	

	Consequences if not approved:
	Stage 2 requirement not implemented.
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	Other comments:
	This CR introduce backward compatible new features to OpenAPI file of Namf_EventExposure API.
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The Subscribe service operation is invoked by a NF Service Consumer, e.g. UDM, towards the AMF, to remove group member UE(s) from an existing group subscription.

The NF Service Consumer shall modify the subscription by using HTTP method PATCH with the URI of the individual subscription resource (see clause 6.2.3.3) to be modified.

See also Figure 5.3.2.2.x-1 below.



Figure 5.3.2.2.x-1 Remove group member UE(s) from a group subscription
1.	The NF Service Consumer shall send a PATCH request to modify a subscription resource targeting a group of UEs in the AMF. The modification shall indicate the group member UE(s) to be excluded from the group subscription.
2a.	On success, the request is accepted, the AMF shall return the representation of the modified subscription resource with the status code 200 OK.

The AMF shall stop monitoring events for excluded member UE(s). If Maximum number of Reports is applied, the AMF shall set the number of reports of the indicated UE(s) to Maximum Number of Reports.
2b.	On failure or redirection, one of the HTTP status code listed in Table 6.2.3.3.3.1-3 shall be returned. For a 4xx/5xx response, the message body shall contain a ProblemDetails structure with the "cause" attribute set to one of the application error listed in Table 6.2.3.3.3.1-3.
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Table 6.2.6.2.2-1: Definition of type AmfEventSubscription
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	eventList
	array(AmfEvent)
	M
	1..N
	Describes the events to be subscribed in subscription request or the events successfully subscribed for this subscription in subscription response.
	

	eventNotifyUri
	Uri
	M
	1
	Identifies the recipient of notifications sent by AMF for this subscription (NOTE 1)
	

	notifyCorrelationId
	string
	M
	1
	Identifies the notification correlation ID. The AMF shall include this ID in the notifications. The value of this IE shall be unique per subscription for a given NF service consumer.
	

	nfId
	NfInstanceId
	M
	1
	Indicates the instance identity of the network function creating the subscription.
	

	subsChangeNotifyUri
	Uri
	C
	0..1
	This IE shall be present if the subscription is created by an NF service consumer on behalf of another NF (e.g UDM creating event subscription at AMF for event notifications towards NEF). When present, this IE Identifies the recipient of notifications sent by AMF, for the creation of a new subscription ID, that is considered as a change of subscription ID by the NF service consumer for event subscriptions related to single UE or as the creation of a new subscription Id for event subscriptions related to UE groups (e.g during mobility procedures involving AMF change). (NOTE 3).
	

	subsChangeNotifyCorelationId
	string
	C
	0..1
	This IE shall be present when an NF Service Consumer (e.g. UDM) is subscribing for events on behalf of another NF Service Consumer (e.g. NEF). When present, this IE shall contain the notification correlation ID. The AMF shall include it in the notifications for the creation of a new subcription ID that is considered as a change of subscription ID by the NF service consumer for event subscriptions related to single UE or as the creation of a new subscription Id for event subscriptions related to UE groups.
The value of this IE shall be unique per subscription for a given NF service consumer that is sending this IE.
(NOTE 3)..
	

	supi
	Supi
	C
	0..1
	Subscription Permanent Identifier (NOTE 2)
	

	groupId
	GroupId
	C
	0..1
	Identifies a group of UEs. (NOTE 2)
	

	excludeSupiList
	array(Supi)
	O
	1..N
	This IE may be present for a group subscription.

When present, this IE shall carry the SUPI of the group member UE(s) that are excluded from the group subscription.
	DGEM

	excludeGpsiList
	array(Gpsi)
	O
	1..N
	This IE may be present for a group subscription.

When present, this IE shall carry the GPSI of the group member UE(s) that are excluded from the group subscription.
	DGEM

	gpsi
	Gpsi
	C
	0..1
	Generic Public Subscription Identifier (NOTE 2)
	

	pei
	Pei
	C
	0..1
	Permanent Equipment Identifier (NOTE 2)
	

	anyUE
	boolean
	C
	0..1
	This IE shall be present if the event subscription is applicable to any UE.  Default value "FALSE" is used, if not present. The attribute shall be set to "TRUE", when the AMF event type is "SNSSAI_TA_MAPPING_REPORT". 

(NOTE 2)
	

	options
	AmfEventMode
	O
	0..1
	This IE may be included if the NF service consumer wants to describe how the reports of the event have to be generated. The absence of this IE, when creating an AMF event subscription or when transferring the UE context to another AMF, shall be interpreted as a "ONE_TIME" AMF event trigger.
	

	sourceNfType
	NFType
	C
	0..1
	This IE should be present for a subscription that is created by an "intermediate NF" (e.g. UDM) on behalf of a "source NF" (e.g. NEF). When present, it shall contain the NF type of the "source NF".
	

	NOTE 1:	When an NF Service Consumer subscribes on behalf of another NF, the Notification URI identifies a resource under the authority of the other NF.
NOTE 2:	Either information about a single UE (i.e. SUPI, GPSI, PEI) or groupId, or anyUE set to "TRUE" shall be included.
NOTE 3:	Same values of "subsChangeNotifyUri" and "subsChangeNotifyCorrelationId" shall be provided by an NF service consumer to all the serving AMF if the subscriptions apply to a group and triggered by one subscription from another NF. This allows the NF service consumer to associate the subscription Id creation notifications received from different serving AMFs to the same group Id subscription, 
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[bookmark: _Hlk20139527]Table 6.2.6.2.14-1: Definition of type AmfUpdateEventSubscriptionItem
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	op
	string
	M
	1
	This IE indicates the patch operation as defined in IETF RFC 6902 [14] to be performed on resource.
This IE shall support the following values:
Enum: "add"
Enum: "replace"
Enum: "remove"
	

	path

	string
	M
	1
	This IE contains a JSON pointer value (as defined in IETF RFC 6901 [40]) that references a location of a resource on which the patch operation shall be performed.

This IE shall contain the JSON pointer to a valid index of the "/eventList" array in the AMF Event Subscription, formatted with following pattern:
'\/eventList\/[0-]$|\/eventList\/[1-9][0-9]*$'

Example:
"/eventList/0" stands for the first member of the array;
"/eventList/10" stands for the 11th member of the array;
"/eventList/-" stands for a new (non-existent) member after the last existing array element. Only allowed with "add" operation.

To update the PRA Information, this IE shall contain the JSON pointer to a valid key of the "/presenceInfoList" object in the AMF Event Subscription, the key shall be formatted as the "praId" attribute within the PresenceInfo data type.
Pattern: '^(\/eventList\/0|\/eventList\/[1-9][0-9]*){1}(\/presenceInfoList\/0|\/presenceInfoList\/[1-9][0-9]*)?$'

Example:
"/eventList/10/presenceInfoList/123" stands for the PresenceInfo with PRA ID 123 for the 11th member of the array.
(NOTE 1)

To remove list of group member UE(s) from a group subscription, this IE shall contain the JSON pointer to the "/excludeSupiList" object or "/excludeGpsiList" object in the AMF Event Subscription,

Pattern: '^\/excludeSupiList|\/excludeGpsiList$' (NOTE x)

	

	value
	AmfEvent
	C
	0..1
	This IE indicates a new AMF event to be added or updated value of an existing AMF event to be modified.
It shall be present if the patch operation is "add" or "replace"
	

	presenceInfo
	PresenceInfo
	O
	0..1
	This IE indicates a new PresenceInfo to be added or an existing PresenceInfo to be modified. The "presenceState" attribute within the PresenceInfo data type shall not be supplied.

It shall be present if the patch operation is "add".
	MPRA

	excludeSupiList
	array(Supi)
	O
	1..N
	When present, this IE shall carry the SUPI of the group member UE(s) that are excluded from the group subscription.

This IE shall be present if the path attribute containing JSON pointer to "/excludeSupiList" object and the patch operation is "add" and "replace".
	DGEM

	excludeGpsiList
	array(Gpsi)
	O
	1..N
	When present, this IE shall carry the GPSI of the group member UE(s) that are excluded from the group subscription.

This IE shall be present if the path attribute containing JSON pointer to "/excludeGpsiList" object and the patch operation is "add" and "replace".
	DGEM

	NOTE 1:	Update of PRA information by extending the schema of the path IE with JSON pointer to a valid key of the "/presenceInfoList" object shall only be used if the AMF supports the MPRA feature.
NOTE X:	Remove group member UE(s) by extending the schema of the path IE with JSON pointer to the "/excludeSupiList" object or "/excludeGpsiList" object shall only be used if the AMF supports the DGEM feature.



* * * Next Change * * * *
[bookmark: _Toc25156518][bookmark: _Toc34124823][bookmark: _Toc43207952][bookmark: _Toc49857425][bookmark: _Toc56677268][bookmark: _Toc56691791][bookmark: _Toc56699055][bookmark: _Toc75850155][bookmark: _Toc25156616][bookmark: _Toc34124921][bookmark: _Toc43208057][bookmark: _Toc49857524][bookmark: _Toc56677370][bookmark: _Toc56691893][bookmark: _Toc56699157][bookmark: _Toc75850263]6.2.8	Feature Negotiation
The feature negotiation mechanism specified in clause 6.6 of 3GPP TS 29.500 [4] shall be used to negotiate the optional features applicable between the AMF and the NF Service Consumer, for the Namf_EventExposure service, if any.
The NF Service Consumer shall indicate the optional features it supports for the Namf_EventExposure service, if any, by including the supportedFeatures attribute in payload of the HTTP Request Message for subscription resource creation.
The AMF shall determine the supported features for the service operations as specified in clause 6.6 of 3GPP TS 29.500 [4] and shall indicate the supported features by including the supportedFeatures attribute in payload of the HTTP response for subscription resource creation.
The syntax of the supportedFeatures attribute is defined in clause 5.2.2 of 3GPP TS 29.571 [6].
The following features are defined for the Namf_EventExposure service:
Table 6.2.8-1: Features of supportedFeatures attribute used by Namf_EventExposure service
	Feature Number
	Feature
	M/O
	Description

	1
	ENA
	O
	Enablers for Network Automation for 5G

An AMF and an NF that support this feature shall support the procedures specified in 3GPP TS 23.288 [38].

	2
	APRA
	O
	Additional Presence Reporting Area

An AMF that supports this feature shall support subscription of "PRESENCE_IN_AOI_REPORT" event with a Set of Core Network Predefined Presence Reporting Areas and generating event report including both PRA Set ID and additional PRA ID referring to an individual PRA in the Set.

An NF service consumer that supports this feature shall support receiving "PRESENCE_IN_AOI_REPORT" event with additional PRA ID referring to an individual PRA in the Set.

	3
	ESSYNC
	O
	Event Subscription Synchronization

An AMF and UDM that supports this feature shall support the event subscription synchronization procedure, as specified in clause 5.3.2.4.2.

	4
	ES3XX
	M
	Extended Support of HTTP 307/308 redirection

An NF Service Consumer (e.g. NEF) that supports this feature shall support handling of HTTP 307/308 redirection for any service operation of the Namf_EventExposure service. An NF Service Consumer that does not support this feature does only support HTTP redirection as specified for 3GPP Release  15.

	5
	MPRA
	O
	Map type PRA information

Support of this feature implies support of map type presenceInfoList during subscription creation and support of PresenceInfo modification during subscription modification (see clauses 6.2.6.2.3 and 6.2.6.2.14).

	6
	EneNA
	O
	Enhancement of Enablers for Network Automation for 5G

An AMF and an NF that support this feature shall support the enhancement of network data analytics specified in 3GPP TS 23.288 [38].

	x
	DGEM
	O
	Dynamic Group-based Event Monitoring

An AMF supporting this feature shall allow the NF consumer to remove list of group member UE(s) from a group-based event monitoring subscription (see clause 5.3.2.2.x).

	Feature number: The order number of the feature within the supportedFeatures attribute (starting with 1).
Feature: A short name that can be used to refer to the bit and to the feature.
M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O").
Description: A clear textual description of the feature.



* * * Next Change * * * *
A.3	Namf_EventExposure API
openapi: 3.0.0

************* Text Skipped for Clarity ****************

    AmfEventSubscription:
      description: Represents an individual event subscription resource on AMF
      type: object
      properties:
        eventList:
          type: array
          items:
            $ref: '#/components/schemas/AmfEvent'
          minItems: 1
        eventNotifyUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        notifyCorrelationId:
          type: string
        nfId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/NfInstanceId'
        subsChangeNotifyUri:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Uri'
        subsChangeNotifyCorrelationId:
          type: string
        supi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
        groupId:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/GroupId'
        excludeSupiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
        excludeGpsiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
          minItems: 1
        gpsi:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
        pei:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/Pei'
        anyUE:
          type: boolean
        options:
          $ref: '#/components/schemas/AmfEventMode'
        sourceNfType:
          $ref: 'TS29510_Nnrf_NFManagement.yaml#/components/schemas/NFType'
      required:
        - eventList
        - eventNotifyUri
        - notifyCorrelationId
        - nfId

************* Text Skipped for Clarity ****************

    AmfUpdateEventSubscriptionItem:
      description: Document describing the modification(s) to an AMF Event Subscription
      type: object
      properties:
        op:
          type: string
          enum:
            - add
            - remove
            - replace
        path:
          type: string
          pattern: '^(\/eventList\/0|\/eventList\/[1-9][0-9]*){1}(\/presenceInfoList\/0|\/presenceInfoList\/[1-9][0-9]*)?|\/excludeSupiList|\/excludeGpsiList$'
        value:
          $ref: '#/components/schemas/AmfEvent'
        presenceInfo:
          $ref: 'TS29571_CommonData.yaml#/components/schemas/PresenceInfo'
        excludeSupiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Supi'
          minItems: 1
        excludeGpsiList:
          type: array
          items:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/Gpsi'
          minItems: 1
      required:
        - op
        - path

************* Text Skipped for Clarity ****************

* * * End of Changes * * * *
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