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	Reason for change:
	With MuDE, the user can activate/deactivate the identities it is allowed to use in communication. However, it is not clarified in the specification whether this can apply as well to the native identity of the given UE.
The native identity of the UE is always registered by the UE. It should be not possible for the user to modify the activation state of such an identity.

	
	

	Summary of change:
	It is clarified that the native identity of the UE can only be active at the UE.
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	It is unclear whether the user can activate and deactivate the native identity at the UE.
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* * * First Change * * * *
[bookmark: _Toc34051951][bookmark: _Toc34208335][bookmark: _Toc34388096][bookmark: _Toc45183056][bookmark: _Toc51771606][bookmark: _Toc51771690][bookmark: _Toc68079863]4.2.2	MiD service description
The MiD service enables a served user to use any of its identities i.e. native and non-native identities for communication using a single UE. A native identity is always registered by the UE. An alternative identity and a virtual identity can be either registered by the UE, or the UE can be authorized to use these identities based on configuration in the user's service data. An external alternative identity cannot be registered by the UE, but the UE can be authorized to use this identity based on configuration in the user's service data.
NOTE:	The identity registered by the UE is received in the P-Associated-URI header field within 200 (OK) response during registration. The identity not registered but authorized to be used by the UE is configured in the user's service data.
When making a call the served user selects one of its identities that will be used by the UE as an originating identity (calling party number) in an outgoing call. Upon reception of an incoming call the UE provides to the served user an indication on which of its identities the served user is contacted (called party number).
The UE can indicate to the network which identities are active at the UE. A native identity is always active at the UE.
Several users of the MiD service can share the same non-native identity for communication.
The number of non-native identities used by a user using a single UE is implementation specific.
If the user of the MiD service also subscribes to the MuD service then the user can use non-native identities on federated UEs. In such case, the UE can indicate to the network which of these non-native identities are active at each federated UE separately.
* * * End of Changes * * * *

