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	Reason for change:
	1/ 3GPP TS 23.502 clause 4.3.4.2 has specified for Network triggered PDU session release, the AMF will invoke Update SM Context if N1/N2 message is possibly needed.

"1f.	The AMF may invoke the Nsmf_PDUSession_UpdateSMContext service operation with a release indication to request the release of the PDU Session where N1 or N2 SM signalling may be needed before releasing the SM context (e.g. due to a change of the set of network slices for a UE where a network slice instance is no longer available as described in TS 23.501 [2] clause 5.15.5.2.2 or the AAA Server triggered Network Slice-Specific Re-authentication and Re-authorization procedure fails as specified in clause 4.2.9.2 or the AAA Server triggered Slice-Specific Authorization Revocation takes place as specified in clause 4.2.9.4 or AMF determines that Control Plane Only indication associated with PDU Session is not applicable any longer as described in TS 23.501 [2] clause 5.31.4.1)."
and clause 4.3.4.3 specifies that V-SMF (also applicable for I-SMF) invokes the Update service operation towards (H-)SMF.

"1f.	This step is the same as step 1f in clause 4.3.4.2, with the addition that:
-	the V-SMF initiates N4 Session Modification to instruct the V-UPF to stop forwarding uplink traffic; and
-	the V-SMF invokes the Nsmf_PDUSession_Update Request towards H-SMF."
However, in TS 29.502, the procedure for Network Triggered PDU session release using Update service operation is not specified.

2/ During N2/Xn handover procedure for PDU session with I-SMF/V-SMF, if certain QoS flows cannot be setup at target RAN, the V-SMF/I-SMF needs to inform the (H-)SMF to report the failure with qosFlowsRelNotifyList, as in handover between 3GPP and N3GPP access.


	
	

	Summary of change:
	1/ Specify new clause for Network Triggered PDU Session Release procedure for Update (H-)SMF operation.

2/ Specify that the V-SMF/I-SMF needs to update the (H-)SMF to report the failure of QoS flows that cannot be setup in target RAN.
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* * * First Change * * * *
[bookmark: _Toc67687753][bookmark: _Toc25073810][bookmark: _Toc34062979][bookmark: _Toc43119949][bookmark: _Toc49768004][bookmark: _Toc56434177][bookmark: _Toc67687386]5.2.2.8.1	General
The Update service operation shall be used for HR PDU sessions or for PDU sessions involving an I-SMF to:
-	update an individual PDU session in the H-SMF or SMF and/or provide the H-SMF or SMF with information received by the V-SMF or I-SMF in N1 SM signalling from the UE;
-	update a MA PDU session to indicate an additional access type, if the UE requests establishment of MA PDU session via the other access after the UE is registered to both 3GPPP access and non-3GPP access and the MA PDU session was successfully established on the first access (see clause 4.22.2.2 of 3GPP TS 23.502 [3]);
-	release a MA PDU session over a single access in the H-SMF or SMF;
-	update an individual PDU session in the V-SMF or I-SMF and/or provide information necessary for the V-SMF or I-SMF to send N1 SM signalling to the UE.
It is invoked by the V-SMF or I-SMF in the following procedures:
-	UE or network (e.g. V-SMF, I-SMF) requested PDU session modification (see clauses 4.3.3.3 and 4.23.5.3 of 3GPP TS 23.502 [3]);
-	UE or network (e.g. AMF, V-SMF, I-SMF) requested PDU session release (see clause 4.3.4.3 of 3GPP TS 23.502 [3]);
-	UE or network (e.g. AMF, V-SMF, I-SMF) initiated MA PDU session release over a single access (see clause 4.22 of 3GPP TS 23.502 [3]);
-	EPS to 5GS handover execution using N26 interface (see clause 4.11 of 3GPP TS 23.502 [3]);
-	Handover between 3GPP and untrusted or trusted non-3GPP access procedures (see clauses 4.9.2 and 4.9.3 of 3GPP TS 23.502 [3]), without AMF change or with target AMF in same PLMN;
-	All procedures requiring to provide the H-SMF or SMF with information received by the V-SMF or I-SMF in N1 SM signalling from the UE to the H-SMF or SMF;
-	Secondary RAT Usage Data Reporting (see clause 4.21 of 3GPP TS 23.502 [3]);
-	UPF anchored Mobile Originated Data Transport in Control Plane CIoT 5GS Optimisation (see clause 4.24.1 of 3GPP TS 23.502 [3]);
-	Connection Resume in CM-IDLE with Suspend procedure (see clause 4.8.2.3 of 3GPP TS 23.502 [3]).
It is invoked by the I-SMF in the following procedures:
-	Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF (see clause 4.23.9.1 of 3GPP TS 23.502 [3]);
-	Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF (see clause 4.23.9.2 of 3GPP TS 23.502 [3]);
-	Change of PDU Session Anchor for IPv6 multi-homing or UL CL controlled by I-SMF (see clause 4.23.9.3 of 3GPP TS 23.502 [3]);
-	Sending by I-SMF of N4 notifications related with traffic usage reporting (see clause 5.34.6 of 3GPP TS 23.501 [2]).
It is invoked by the H-SMF or SMF in the following procedures:
-	Network (e.g. H-SMF, SMF) requested PDU session modification (see clauses 4.3.3.3 and 4.23.5.3 of 3GPP TS 23.502 [3]);
-	Network (e.g. H-SMF, SMF) requested PDU session release (see clause 4.3.4.3 of 3GPP TS 23.502 [3]);
-	Network (e.g. H-SMF, SMF) initiated MA PDU session release over a single access (see clause 4.22 of 3GPP TS 23.502 [3]);
-	All procedures requiring to provide information necessary for the V-SMF or I-SMF to send N1 SM signalling to the UE;
-	EPS Bearer ID allocation or revocation (see clauses 4.11.1.4.1 and 4.11.1.4.3 of 3GPP TS 23.502 [3]);
-	Secondary authorization/authentication by an DN-AAA server (see clause 4.3.2.3 of of 3GPP TS 23.502 [3]).
It is invoked by the SMF in the following procedures:
-	Addition of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF (see clause 4.23.9.1 of 3GPP TS 23.502 [3]);
-	Removal of PDU Session Anchor and Branching Point or UL CL controlled by I-SMF (see clause 4.23.9.2 of 3GPP TS 23.502 [3]);
-	Change of PDU Session Anchor for IPv6 multi-homing or UL CL controlled by I-SMF (see clause 4.23.9.3 of 3GPP TS 23.502 [3]);
-	Policy update procedures with an I-SMF (see clause 4.23.6.2 of 3GPP TS 23.502 [3]).
* * * Next Change * * * *
[bookmark: _Toc34062992][bookmark: _Toc43119962][bookmark: _Toc49768017][bookmark: _Toc56434190][bookmark: _Toc67687766]5.2.2.8.2.12	N2 Handover Execution with I-SMF Insertion
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.
The POST request shall contain:
-	the requestIndication set to NW_REQ_PDU_SES_MOD;
-	the hoPreparationIndication IE set to "false", to indicate that there is no handover preparation in progress anymore and that the SMF shall switch the DL user plane of the PDU session.
-	the qosFlowsRelNotifyList IE indicating the failed QoS flow(s), if one or more QoS flow(s) cannot be established at the target RAN.
2.	Same as step 2 of Figure 5.2.2.8.2-1, with the following modifications.
The SMF shall return a 200 OK response. The SMF shall switch the DL user plane of the PDU session using the N9 tunnel information that has been received in the icnTunnelInfo, if the hoPreparationIndication IE was set to "false" in the request.
If the handover preparation failed (e.g. the target 5G-AN failed to establish resources for the PDU session), the requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.
The POST request shall contain:
-	the requestIndication set to NW_REQ_PDU_SES_MOD;-	the cause attribute set to "HO_FAILURE";
-	the hoPreparationIndication IE set to "false", to indicate that there is no handover preparation in progress anymore.
2.	Same as step 2 of Figure 5.2.2.8.2-1, with the following modifications.
The SMF shall return a 200 OK response. The SMF shall release the resources prepared for the handover.

* * * Next Change * * * *
[bookmark: _Toc43119966][bookmark: _Toc49768021][bookmark: _Toc56434194][bookmark: _Toc67687770]5.2.2.8.2.16	Xn Handover with or without I-SMF or V-SMF Change
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.
The POST request shall contain:
-	the upSecurityInfo IE, if received from the NG-RAN.
-	the qosFlowsRelNotifyList IE indicating the failed QoS flow(s), if one or more QoS flow(s) cannot be established at the target RAN.
For an Xn handover with an I-SMF or V-SMF change, the requirements specified in step 1 of clause 5.2.2.8.2.10, other than how to set the requestIndication, shall also apply. 
2.	Same as step 2 of Figure 5.2.2.8.2-1, with the following modifications.

The SMF shall verify that the upSecurity IE included in the received upSecurityInfo IE is same as the security policy for integrity protection and encryption that the SMF has locally stored. If there is a mismatch, the SMF shall send its locally stored security policy for integrity protection and encryption in upSecurity IE to NG-RAN as specified in clause 6.6.1 of 3GPP TS 33.501 [17].
For an Xn handover with an I-SMF or V-SMF change, the requirements specified in step 2 of clause 5.2.2.8.2.10 shall also apply. 

* * * Next Change * * * *
[bookmark: _Toc25073814][bookmark: _Toc34062983][bookmark: _Toc43119953][bookmark: _Toc49768008][bookmark: _Toc56434181][bookmark: _Toc67687390]5.2.2.8.2.x	Network requested PDU session release
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.
The POST request shall contain:
-	the requestIndication set to NW_REQ_PDU_SES_REL.

* * * Next Change * * * *
5.2.2.8.2.y	N2 Handover Execution with or without I-SMF or V-SMF Change
The requirements specified in clause 5.2.2.8.2.1 shall apply with the following modifications.
1.	Same as step 1 of Figure 5.2.2.8.2-1, with the following modifications.
The POST request shall contain:
-	the qosFlowsRelNotifyList IE indicating the failed QoS flow(s), if one or more QoS flow(s) cannot be established at the target RAN.
For an N2 handover with an I-SMF or V-SMF change, the requirements specified in step 1 of clause 5.2.2.8.2.10, other than how to set the requestIndication, shall also apply.
2.	Same as step 2 of Figure 5.2.2.8.2-1, with the following modifications.

For an N2 handover with an I-SMF or V-SMF change, the requirements specified in step 2 of clause 5.2.2.8.2.10 shall also apply.

* * * End of Changes * * * *


