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*******
* * * First Change * * * *
[bookmark: _Toc67730038][bookmark: _Toc58585396][bookmark: _Toc56690618][bookmark: _Toc49732997][bookmark: _Toc42883129][bookmark: _Toc33962367][bookmark: _Toc24937552][bookmark: _Toc58584930][bookmark: _Toc56684900][bookmark: _Toc49733043][bookmark: _Toc42883175][bookmark: _Toc33962413][bookmark: _Toc24937598]5.2.2.2.2	NF (other than NRF) registration to NRF


Figure 5.2.2.2.2-1: NF Instance Registration
1.	The NF Service Consumer shall send a PUT request to the resource URI representing the NF Instance. The URI is determined by the NF Instance. The variable {nfInstanceID} represents an identifier, provided by the NF Service Consumer that shall be globally unique inside the PLMN of the NRF where the NF is being registered. The format of the NF Instance ID shall be a Universally Unique Identifier (UUID) version 4, as described in IETF RFC 4122 [18].
EXAMPLE:	UUID version 4: "4947a69a-f61b-4bc1-b9da-47c9c5d14b64"
The payload body of the PUT request shall contain a representation of the NF Instance to be created.
2a.	On success, "201 Created" shall be returned, the payload body of the PUT response shall contain the representation of the created resource and the "Location" header shall contain the URI of the created resource. Additionally, the NRF returns a "heart-beat timer" containing the number of seconds expected between two consecutive heart-beat messages from an NF Instance to the NRF (see clause 5.2.2.3.2). The representation of the created resource may be a complete NF Profile or a NF Profile just including the mandatory attributes of the NF Profile and the attributes which the NRF added or changed (see Annex B).
2b.	On failure or redirection:
-	If the registration of the NF instance fails at the NRF due to errors in the encoding of the NFProfile JSON object, the NRF shall return "400 Bad Request" status code with the ProblemDetails IE providing details of the error.
-	If the registration of the NF instance fails at the NRF due to NRF internal errors, the NRF shall return "500 Internal Server Error" status code with the ProblemDetails IE providing details of the error.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.
The NRF shall allow the registration of a Network Function instance with any of the NF types described in clause 6.1.6.3.3, and it shall also allow registration of Network Function instances with custom NF types (e.g., NF type values not defined by 3GPP, or NF type values not defined by this API version).
NOTE 1:	When registering a custom NF in NRF, it is recommended to use a NF type name that prevents collisions with other custom NF type names, or with NF types defined in the future by 3GPP. E.g., prefixing the custom NF type name with the string "CUSTOM_".
During the registration of a Network Function instance with a custom NF type, the NF instance may provide NF-specific data (in the "customInfo" attribute), that shall be stored by the NRF as part of the NF profile of the NF instance.
The NRF shall accept the registration of NF Instances containing Vendor-Specific attributes (see 3GPP TS 29.500 [4], clause 6.6.3), and therefore, it shall accept NF Profiles containing attributes whose type may be unknown to the NRF, and those attributes shall be stored as part of the NF's profile data in NRF.
Before an NF Instance registers its NF Profile in NRF, the NF Instance should check the capabilities of the NRF by issuing an OPTIONS request to the "nf-instances" resource (see clause 6.1.3.2.3.2), unless the NF Instance already sent a Bootstrapping Request to the NRF and received the nrfFeatures attribute in the response. The NRF may indicate in the response capabilities such as the support of receiving compressed payloads in the HTTP PUT request used for registration of the NF Profile, or support of specific attributes of the NF Profile. Alternatively the NF Instance may have acquired the capabilities of the NRF by consuming the Nnrf_Boostrapping service (see clause 5.5).
NOTE 2:	A Rel-16 NF needs to register the list of NF Service Instances in the "nfServices" array attribute towards an NRF not supporting the Service-Map feature (i.e. a Rel-15 NRF).

* * * Next Change * * * *
[bookmark: _Toc56690673][bookmark: _Toc67730093]5.5.2.2.1	General
This service operation is used by an NF Service Consumer to request bootstrapping information from the NRF.


Figure 5.5.2.2.1-1: Bootstrapping Request
1.	The NF Service Consumer shall send a GET request to the "Bootstrapping Endpoint".
The "Bootstrapping Endpoint" URI shall be constructed as:
{nrfApiRoot}/bootstrapping
where {nrfApiRoot} represents the concatenation of the "scheme" and "authority" components of the NRF, as defined in IETF RFC 3986 [17]; see also the definition of NRF FQDN and NRF URI in 3GPP TS 23.003 [12], clause 28.3.2.3.
2a.	On success, "200 OK" shall be returned, the payload body of the GET response shall contain the requested bootstrapping information.
EXAMPLE:
GET https://nrf.example.com/bootstrapping
Accept: application/3gppHal+json


HTTP/2 200 OK
Content-Type: application/3gppHal+json

{
  "status": "OPERATIVE",
  "_links": {
    "self": {
      "href": "https://nrf.example.com/bootstrapping"
    },
    "manage": {
      "href": "https://nrf.example.com/nnrf-nfm/v1/nf-instances"
    },
    "subscribe": {
      "href": "https://nrf.example.com/nnrf-nfm/v1/subscriptions"
    },
    "discover": {
      "href": "https://nrf.example.com/nnrf-disc/v1/nf-instances"
    },
    "authorize": {
      "href": "https://nrf.example.com/oauth2/token"
    }
  },
  "nrfFeatures": {
    "nnrf-nfm": "1",
    "nnrf-disc": "D",
    "nnrf-oauth2": "0"
  },
  "acceptedEncodings": {
    "nnrf-nfm": "gzip;q=1.0, identity;q=0.5, *;q=0",
    "nnrf-oauth2" : "gzip;q=1.0, identity;q=0.5, *;q=0" 
  }

}

2b. On failure or redirection:
-	Upon failure, the NRF shall return "400 Bad Request" status code, including in the response payload a JSON object that provides details about the specific error(s) that occurred.
-	In the case of redirection, the NRF shall return 3xx status code, which shall contain a Location header with an URI pointing to the endpoint of another NRF service instance.

* * * Next Change * * * *
[bookmark: _Toc56690935][bookmark: _Toc67730361][bookmark: _Toc11336237][bookmark: _Toc58585174][bookmark: _Toc56685144][bookmark: _Toc49733285][bookmark: _Toc42883417][bookmark: _Toc33962648][bookmark: _Toc24937828]6.4.6.2.2	Type: BootstrappingInfo
Table 6.4.6.2.2-1: Definition of type BootstrappingInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	status
	Status
	O
	0..1
	Status of the NRF (operative, non-operative, ...)
The NRF shall be considered as operative if this attribute is absent.


	_links
	map(LinksValueSchema)
	M
	1..N
	Map of LinksValueSchema objects, where the keys are the link relations, as described in Table 6.4.6.3.3.1-1, and the values are objects containing an "href" attribute, whose value is an absolute URI corresponding to each link relation.


	nrfFeatures
	map(SupportedFeatures)
	O
	1..N
	Map of features supported by the NRF, where the keys of the map are the NRF services (as defined in clause 6.1.6.3.11), and where the value indicates the features supported by the corresponding NRF services.
When present, the NRF shall indicate all the features of all the services it supports.
(NOTE)

	acceptedEncodings
	map(string)
	O
	1..N
	Map of the content encodings supported in request body by the NRF and by service. 

The key of the map is the ServiceName (see clause 6.1.6.3.11) of the NRF for which content encodings apply. The content encodings supported by a service is a string formatted as the Accept-Encoding header defined in IETF RFC 7231 [40] clause 5.3.4 (e.g. “gzip;q=1.0, identity;q=0.5, *;q=0")
(NOTE X)

	NOTE 1:	The absence of the nrfFeatures attribute in the BootstrappingInfo shall not be interpreted as if the NRF does not support any feature.
NOTE X:	The absence of the acceptedEncodings IE in the BootstrappingInfo shall not be interpreted as indicating that no specific encodings are supported by the NRF.



* * * Next Change * * * *
[bookmark: _Toc67730372][bookmark: _Toc58585724][bookmark: _Toc56690946][bookmark: _Toc49733296][bookmark: _Toc42883428][bookmark: _Toc33962659][bookmark: _Toc24937839][bookmark: _Toc11336379]A.5	Nnrf_Bootstrapping API
openapi: 3.0.0

info:
  version: '1.1.0-alpha.1'
  title: 'NRF Bootstrapping'
  description: |
    NRF Bootstrapping.
    © 2021, 3GPP Organizational Partners (ARIB, ATIS, CCSA, ETSI, TSDSI, TTA, TTC).
    All rights reserved.

externalDocs:
  description: 3GPP TS 29.510 V17.1.0; 5G System; Network Function Repository Services; Stage 3
  url: 'http://www.3gpp.org/ftp/Specs/archive/29_series/29.510/'

[…]

components:
  schemas:
    BootstrappingInfo:
      description: Information returned by NRF in the bootstrapping response message
      type: object
      required:
        - _links
      properties:
        status:
          $ref: '#/components/schemas/Status'
        _links:
          type: object
          description: 'Map of link objects where the keys are the link relations defined in 3GPP TS 29.510 clause 6.4.6.3.3'
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/LinksValueSchema'
          minProperties: 1
        nrfFeatures:
          type: object
          description: 'Map of features supported by the NRF, where the keys are the NRF services as defined in 3GPP TS 29.510 clause 6.1.6.3.11'
          additionalProperties:
            $ref: 'TS29571_CommonData.yaml#/components/schemas/SupportedFeatures'
          minProperties: 1
        acceptedEncodings:
          type: object
          description: A map (list of key-value pairs) where NRF service name for which the content encodings apply serves as key
          additionalProperties:
            type: string
          minProperties: 1

    Status:
      description: Overal status of the NRF
      anyOf:
        - type: string
          enum:
            - OPERATIVE
            - NON_OPERATIVE
        - type: string

* * * End of Changes * * * *
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