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* * * First Change * * * *
[bookmark: _Toc24937662][bookmark: _Toc33962477][bookmark: _Toc42883239][bookmark: _Toc49733107][bookmark: _Toc56690732][bookmark: _Toc67730154][bookmark: _Toc24925847][bookmark: _Toc24926025][bookmark: _Toc24926201][bookmark: _Toc33964061][bookmark: _Toc33980815][bookmark: _Toc36462616][bookmark: _Toc36462812][bookmark: _Toc43026056][bookmark: _Toc49763590][bookmark: _Toc56754286][bookmark: _Toc67731506][bookmark: _Toc56754284][bookmark: _Toc67731504][bookmark: _Toc24925845][bookmark: _Toc24926023][bookmark: _Toc24926199][bookmark: _Toc33964059][bookmark: _Toc33980813][bookmark: _Toc36462614][bookmark: _Toc36462810][bookmark: _Toc43026054][bookmark: _Toc49763588][bookmark: _Toc56754052][bookmark: _Toc67731253]6.1.6.2.11	Type: AmfInfo
Table 6.1.6.2.11-1: Definition of type AmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	amfRegionId
	AmfRegionId
	M
	1
	AMF region identifier

	amfSetId
	AmfSetId
	M
	1
	AMF set identifier.

	guamiList
	array(Guami)
	M
	1..N
	List of supported GUAMIs

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the AMF can serve. It may contain the one or more non-3GPP access TAIs. The absence of this attribute and the taiRangeList attribute indicate that the AMF can be selected for any TAI in the serving network.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the AMF can serve. It may contain non-3GPP access TAIs. The absence of this attribute and the taiList attribute indicate that the AMF can be selected for any TAI in the serving network.

	backupInfoAmfFailure
	array(Guami)
	O
	1..N
	List of GUAMIs for which the AMF acts as a backup for AMF failure

	backupInfoAmfRemoval
	array(Guami)
	O
	1..N
	List of GUAMIs for which the AMF acts as a backup for planned AMF removal

	n2InterfaceAmfInfo
	N2InterfaceAmfInfo
	O
	0..1
	N2 interface information of the AMF. This information needs not be sent in NF Discovery responses. It may be used by the NRF to update the DNS for AMF discovery by the 5G Access Network. The procedures for updating the DNS are out of scope of this specification.



The "backupInfoAmfFailure" attribute and "backupInfoAmfRemoval" attribute indicates the GUAMIs for which the AMF can act as Backup, when the serving AMF has failed or under planned removal.
EXAMPLE:
When AMF-A, AMF-B and AMF-C registered their NF profiles for PLMN (e.g. MCC = 234, MNC = 15) as following:
AMF-A NF Profile:
{
  "amfInfo": {
    "guamiList": [{ "plmnId": { "mcc": "234", "mnc": "15" }, "amfId": "000001"}],
    "backupInfoAmfFailure": [{ "plmnId": { "mcc": "234", "mnc": "15" }, "amfId": "000003"}]
  }
}

AMF-B NF Profile:
{
  "amfInfo": {
    "guamiList": [{ "plmnId": { "mcc": "234", "mnc": "15" }, "amfId": "000002"}],
    "backupInfoAmfRemoval": [{ "plmnId": { "mcc": "234", "mnc": "15" }, "amfId": "000003"}]
  }
}

AMF-C NF Profile:
{
  "amfInfo": {
    "guamiList": [{ "plmnId": { "mcc": "234", "mnc": "15" }, "amfId": "000003"}]
  }
}

When one NF consumer queries NRF with a GUAMI served by AMF-C (i.e. {"plmnId":{"mcc":"234","mnc": "15"},"amfId":"000003"}), then
-	if the NRF detects the AMF-C has failed, e.g. using heartbeat, the NRF shall return AMF-A instance as backup AMF; or
-	if the NRF detects AMF-C has entered planned removal, i.e. received a de-registration request from AMF-C, the NRF shall return AMF-B instance as backup AMF.

* * * Next Change * * * *
[bookmark: _Toc24937663][bookmark: _Toc33962478][bookmark: _Toc42883240][bookmark: _Toc49733108][bookmark: _Toc56690733][bookmark: _Toc67730155]6.1.6.2.12	Type: SmfInfo
Table 6.1.6.2.12-1: Definition of type SmfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	sNssaiSmfInfoList
	array(SnssaiSmfInfoItem)
	M
	1..N
	List of parameters supported by the SMF per S-NSSAI (NOTE 1).

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the SMF can serve. It may contain the one or more non-3GPP access TAIs. The absence of this attribute and the taiRangeList attribute indicate that the SMF can be selected for any TAI in the serving network.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the SMF can serve. It may contain the non-3GPP access' TAIs. The absence of this attribute and the taiList attribute indicate that the SMF can be selected for any TAI in the serving network.

	pgwFqdn
	Fqdn
	O
	0..1
	The FQDN of the PGW if the SMF is a combined SMF/PGW-C.

	accessType
	array(AccessType)
	C
	1..2
	If included, this IE shall contain the access type (3GPP_ACCESS and/or NON_3GPP_ACCESS) supported by the SMF.
If not included, it shall be assumed the both access types are supported.

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection for a service request matching the attributes of the SmfInfo; lower values indicate a higher priority.
See the precedence rules in the description of the priority attribute in NFProfile, if Priority is also present in the nfServiceList parameters or in NFProfile.
The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.
(NOTE 2)

	vsmfSupportInd
	boolean
	O
	0..1
	This IE may be used by an SMF to explicitly indicate the support of V-SMF capability and its preference to be selected as V-SMF.

When present, this IE shall indicate whether the V-SMF capability are supported by the SMF:
- true: V-SMF capability supported by the SMF
- false: V-SMF capability not supported by the SMF.

Absence of this IE indicates the V-SMF capability support of the SMF is not specified.

	NOTE 1:	If this S-NSSAIs is present in the SmfInfo and in the NFprofile, the S-NSSAIs from the SmfInfo shall prevail.
NOTE 2:	An SMF profile may e.g. contain multiple SmfInfo entries, with each entry containing a different list of TAIs and a different priority, to differentiate the priority to select the SMF based on the user location. The priority in SmfInfo has the least precedence, i.e. it applies between SMFs or SMF Services with the same priority.




* * * Next Change * * * *
[bookmark: _Toc24937664][bookmark: _Toc33962479][bookmark: _Toc42883241][bookmark: _Toc49733109][bookmark: _Toc56690734][bookmark: _Toc67730156]6.1.6.2.13	Type: UpfInfo
Table 6.1.6.2.13-1: Definition of type UpfInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	sNssaiUpfInfoList
	array(SnssaiUpfInfoItem)
	M
	1..N
	List of parameters supported by the UPF per S-NSSAI (NOTE 1)

	smfServingArea
	array(string)
	O
	1..N
	The SMF service area(s) the UPF can serve.
If not provided, the UPF can serve any SMF service area.

	interfaceUpfInfoList
	array(InterfaceUpfInfoItem)
	O
	1..N
	List of User Plane interfaces configured on the UPF. When this IE is provided in the NF Discovery response, the NF Service Consumer (e.g. SMF) may use this information for UPF selection.

	iwkEpsInd
	boolean
	O
	0..1
	Indicates whether interworking with EPS is supported by the UPF.
true: Supported
false (default): Not Supported

	pduSessionTypes
	array(PduSessionType)
	O
	1..N
	List of PDU session type(s) supported by the UPF. The absence of this attribute indicates that the UPF can be selected for any PDU session type.

	atsssCapability
	AtsssCapability
	C
	0..1
	If present, this IE shall indicate the ATSSS capability of the UPF.
If not present, the UPF shall be regarded with no ATSSS capability.

	ueIpAddrInd
	boolean
	O
	0..1
	Indicates whether the UPF supports allocating UE IP addresses/prefixes.
true: supported
false (default): not supported

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the UPF can serve. It may contain the one or more non-3GPP access TAIs.
The absence of this attribute and the taiRangeList attribute indicates that the UPF can serve the whole SMF service area defined by the smfServingArea attribute.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the UPF can serve. It may contain the non-3GPP access' TAIs. The absence of this attribute and the taiList attribute indicates that the UPF can serve the whole SMF service area defined by the smfServingArea attribute.
(NOTE 6)

	wAgfInfo
	WAgfInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with W-AGF.
If not present, the UPF is not collocated with W-AGF.

	tngfInfo
	TngfInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with TNGF.
If not present, the UPF is not collocated with TNGF.

	twifInfo
	TwifInfo
	C
	0..1
	If present, this IE shall indicate that the UPF is collocated with TWIF.
If not present, the UPF is not collocated with TWIF.

	priority
	integer
	O
	0..1
	Priority (relative to other NFs of the same type) in the range of 0-65535, to be used for NF selection for a service request matching the attributes of the UpfInfo; lower values indicate a higher priority.
See the precedence rules in the description of the priority attribute in NFProfile, if Priority is also present in NFProfile.
The NRF may overwrite the received priority value when exposing an NFProfile with the Nnrf_NFDiscovery service.
(NOTE 2)

	redundantGtpu
	boolean
	O
	0..1
	Indicates whether the UPF supports redundant GTP-U path.
true: supported
false (default): not supported

	ipups
	boolean
	O
	0..1
	Indicates whether the UPF is configured for IPUPS. (NOTE 3)

true: the UPF is configured for IPUPS.
false (default): the UPF is not configured for IPUPS.

	dataForwarding
	boolean
	O
	0..1
	Indicates whether the UPF is configured for data forwarding. (NOTE 4)

When present, this IE shall be set as following:
- true: the UPF is configured for data forwarding
- false (default): the UPF is not configured for data forwarding

If the UPF is configured for data forwarding, it shall support UP network interface with type "DATA_FORWARDING".

	supportedPfcpFeatures
	string
	O
	0..1
	Supported PFCP Features.

A string used to indicate the PFCP features supported by the UPF, which encodes the "UP Function Features" IE as specified in Table 8.2.25-1 of 3GPP TS 29.244 [21] (starting from Octet 5), in hexadecimal representation.

Each character in the string shall take a value of "0" to "9", "a" to "f" or "A" to "F" and each two characters shall represent one octet of "UP Function Features" IE (starting from Octet 5, to higher octets). For each two characters representing one octet, the first character representing the 4 most significant bits of the octet and the second character the 4 least significant bits of the octet.

(NOTE 5)


	NOTE 1:	If this S-NSSAIs is present in the UpfInfo and in the NFprofile, the S-NSSAIs from the UpfInfo shall prevail.
NOTE 2:	An UPF profile may e.g. contain multiple UpfInfo entries, with each entry containing a different list of TAIs and a different priority, to differentiate the priority to select the UPF based on the user location. The priority in UpfInfo has the least precedence, i.e. it applies between UPFs with the same priority.
NOTE 3:	Any UPF can support the IPUPS functionality. In network deployments where specific UPFs are used to provide IPUPS, UPFs configured for providing IPUPS services shall be selected to provide IPUPS.
NOTE 4:	Based on operator policies, if dedicated UPFs are preferred to be used for indirect data forwarding during handover scenarios, when setting up the indirect data forwarding tunnel,  the SMF should preferably select a UPF configured for data forwarding and use the network instance indicated in the Network Instance ID associated to the DATA_FORWARDING interface type in the interfaceUpfInfoList attribute.
NOTE 5:	The supportedPfcpFeatures shall be provisioned in addition and be consistent with the existing UPF features (atsssCapability, ueIpAddrInd, redundantGtpu and ipups) in the upfInfo, e.g. if the ueIpAddrInd is set to "true", then the UEIP flag shall also be set to "1" in the supportedPfcpFeatures.
NOTE 6:	This attribute should only be used by the UPF if, based on specific operator's deployment, the NRF and the SMFs intended to interwork with this UPF, have been upgraded to support this feature (i.e. to understand the definition of TAIs in the UPF profile based on ranges of TAIs).




* * * Next Change * * * *
[bookmark: _Toc24937696][bookmark: _Toc33962511][bookmark: _Toc42883273][bookmark: _Toc49733141][bookmark: _Toc56690766][bookmark: _Toc67730188]6.1.6.2.45	Type: NwdafInfo
Table 6.1.6.2.45-1: Definition of type NwdafInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	eventIds
	array(EventId)
	C
	1..N
	EventId(s) supported by the Nnwdaf_AnalyticsInfo service, if none are provided the NWDAF can serve any eventId.

	nwdafEvents
	array(NwdafEvent)
	C
	1..N
	Event(s) supported by the Nnwdaf_EventsSubscription service, if none are provided the NWDAF can serve any nwdafEvent.

	taiList
	array(Tai)
	O
	1..N
	The list of TAIs the NWDAF can serve. It may contain the one or more non-3GPP access TAIs. The absence of this attribute and the taiRangeList attribute indicate that the NWDAF can be selected for any TAI in the serving network.

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs the NWDAF can serve.  It may contain non-3GPP access TAIs. The absence of this attribute and the taiList attribute indicate that the NWDAF can be selected for any TAI in the serving network.


[bookmark: _Toc56690790][bookmark: _Toc67730212]

* * * Next Change * * * *
6.1.6.2.69	Type: NwdafCond
Table 6.1.6.2.69-1: Definition of type NwdafCond
	Attribute name
	Data type
	P
	Cardinality
	Description

	conditionType
	string
	M
	1
	This attribute serves as discriminator, to make all data types defined in Table 6.1.6.2.35-1 mutually exclusive.
In this data type, it shall take the value "NWDAF_COND".

	analyticsIds
	[bookmark: OLE_LINK7][bookmark: OLE_LINK8]array(string)
	O
	1..N
	Analytics Id(s) provided by consumers of NWDAF.

	snssaiList
	array(Snssai)
	O
	1..N
	S-NSSAIs of the NWDAF whose status is requested to be monitored.

	taiList
	array(Tai)
	O
	1..N
	TAI(s) of the NWDAF whose status is requested to be monitored. It may contain the one or more non-3GPP access TAIs. 

	taiRangeList
	array(TaiRange)
	O
	1..N
	The range of TAIs of the NWDAF whose status is requested to be monitored. It may contain the non-3GPP access TAIs.





* * * End of Changes * * * *
