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[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc28013303][bookmark: _Toc36040058][bookmark: _Toc44692671][bookmark: _Toc45134132][bookmark: _Toc49607196][bookmark: _Toc51763168][bookmark: _Toc58850063][bookmark: _Toc59018443][bookmark: _Toc68169449][bookmark: _Toc28013468][bookmark: _Toc36040228][bookmark: _Toc44692846][bookmark: _Toc45134307][bookmark: _Toc49607371][bookmark: _Toc51763343][bookmark: _Toc58850241][bookmark: _Toc59018621]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 23.502: "Procedures for the 5G system".
[3]	3GPP TS 23.501: "System Architecture for the 5G".
[4]	3GPP TS 29.122: "T8 reference point for northbound Application Programming Interfaces (APIs)".
[5]	OpenAPI: "OpenAPI Specification Version 3.0.0", https://spec.openapis.org/oas/v3.0.0.
[6]	3GPP TS 33.501: "Security architecture and procedures for 5G System".
[7]	3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".
[8]	3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".
[9]	3GPP TS 29.521: "5G System; Binding Support Management Service; Stage 3".
[10]	Void.
[11]	3GPP TS 23.222: "Common API Framework for 3GPP Northbound APIs; Stage 2".
[bookmark: _Hlk506360308][12]	3GPP TS 29.222: "Common API Framework for 3GPP Northbound APIs; Stage 3".
[bookmark: _Hlk533400883][13]	IETF RFC 6749: "The OAuth 2.0 Authorization Framework".
[14]	3GPP TS 33.122: "Security Aspects of Common API Framework for 3GPP Northbound APIs".
[15]	Void.
[16]	IETF RFC 5246: "The Transport Layer Security (TLS) Protocol Version 1.2".
[17]	3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".
[18]	3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".
[19]	3GPP TS 29.554: "5G System; Background Data Transfer Policy Control Service; Stage 3".
[20]	3GPP TS 29.504: "5G System; Unified Data Repository Services; Stage 3".
[21]	3GPP TR 21.900: "Technical Specification Group working methods".
[22]	3GPP TS 29.523: "5G System; Policy Control Event Exposure Service; Stage 3".
[23]	3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".
[24]	3GPP TS 29.541: "5G System; Network Exposure (NE) function services for Non-IP Data Delivery (NIDD); Stage 3".
[25]	3GPP TS 29.542: "5G System, Session management services for Non-IP Data Delivery (NIDD); Stage 3".
[26]	3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".
[27]	3GPP TS 29.520: "5G System; Network Data Analytics Services; Stage 3".
[28]	3GPP TS 23.316: "Wireless and wireline convergence access support for the 5G system (5GS)".
[29]	3GPP TS 23.288: "Architecture enhancements for 5G System (5GS) to support network data analytics services".
[30]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[31]	3GPP TS 23.287: "Architecture enhancements for 5G System (5GS) to Vehicle-to-Everything (V2X) services".
[32]	3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".
[33]	3GPP TS 24.588: "Vehicle-to-Everything (V2X) services in 5G System (5GS); User Equipment (UE) policies; Stage 3".
[34]	3GPP TS 29.572: "5G System; Location Management Services; Stage 3".
[35]	3GPP TS 29.515: "5G System; Gateway Mobile Location Services; Stage 3".
[36]	3GPP TS 23.273: "5G System Location Services (LCS)". 
[37]	3GPP TS 33.535: "Authentication and Key Management for Applications (AKMA) based on 3GPP credentials in the 5G System (5GS)".
[38]	3GPP TS 29.535: "5G System; AKMA Anchor Services".
[39]	3GPP TS 33.220: "Generic Authentication Architecture (GAA); Generic Bootstrapping Architecture (GBA)".
[40]	IETF RFC 7542: "The Network Access Identifier".
[m1]	3GPP TS 29.534: "5G System; Access and Mobility Policy Authorization Service; Stage 3".
[m2]	IETF RFC 3986: "Uniform Resource Identifier (URI): Generic Syntax".
*** 2nd Change ***
5.x	AMPolicyAuthorization API
[bookmark: _Toc28013469][bookmark: _Toc36040229][bookmark: _Toc44692847][bookmark: _Toc45134308][bookmark: _Toc49607372][bookmark: _Toc51763344][bookmark: _Toc58850242][bookmark: _Toc59018622]5.x.1	Resources
[bookmark: _Toc28013470][bookmark: _Toc36040230][bookmark: _Toc44692848][bookmark: _Toc45134309][bookmark: _Toc49607373][bookmark: _Toc51763345][bookmark: _Toc58850243][bookmark: _Toc59018623]Editor's note:	further changes may be applied based on stage 2 normative work progress.
5.x.1.1	Overview
All resource URIs of this API should have the following root:
{apiRoot}/3gpp-am-policyauthorization/v1
"apiRoot" is set as described in subclause 5.2.4 in 3GPP TS 29.122 [4]. "apiName" shall be set to "3gpp-am-policyauthorization" and "apiVersion" shall be set to "v1" for the current version defined in the present document. All resource URIs in the subclauses below are defined relative to the above root URI.
This subclause describes the structure for the Resource URIs as shown in figure 5.x.1.1-1 and the resources and HTTP methods used for the AMPolicyAuthorization API.


Figure 5.x.1.1-1: Resource URI structure of the AMPolicyAuthorization API
Table 5.x.1.1-1 provides an overview of the resources and HTTP methods applicable for the AMPolicyAuthorization API.
Table 5.x.1.1-1: Resources and methods overview
	Resource name
	Resource URI
	HTTP method
	Description

	Application AM Contexts
	/{afId}/appAmContexts
	POST
	Create a new Individual application AM context resource and may create the child AM Policy Events Subscription sub-resource.

	Individual application AM Context
	/{afId}/appAmContexts/{appAmContextId}
	GET
	Reads an existing Individual application AM context resource.

	
	
	PATCH
	Updates an existing Individual application AM context resource. It can also create or update an AM Policy Events Subscription sub-resource.

	
	
	DELETE
	Deletes an existing Individual application AM context resource and the child AM Policy Events Subscription sub-resource.

	AM Policy Events Subscription
	/{afId}/appAmContexts/{appAmContextId}/eventsSubscription
	PUT
	Creates a new AM Policy Events Subscription sub-resource or modifies an existing AM Policy Events Subscription sub-resource.

	
	
	DELETE
	Deletes an AM Policy Events Subscription sub-resource.


[bookmark: _Toc28013471][bookmark: _Toc36040231]
[bookmark: _Toc44692849][bookmark: _Toc45134310][bookmark: _Toc49607374][bookmark: _Toc51763346][bookmark: _Toc58850244][bookmark: _Toc59018624]5.x.1.2	Resource: Application AM Contexts
[bookmark: _Toc28013472][bookmark: _Toc36040232][bookmark: _Toc44692850][bookmark: _Toc45134311][bookmark: _Toc49607375][bookmark: _Toc51763347][bookmark: _Toc58850245][bookmark: _Toc59018625]5.x.1.2.1	Introduction
This resource allows an AF to request the creation of a new Individual application AM context resource.
[bookmark: _Toc28013473][bookmark: _Toc36040233][bookmark: _Toc44692851][bookmark: _Toc45134312][bookmark: _Toc49607376][bookmark: _Toc51763348][bookmark: _Toc58850246][bookmark: _Toc59018626]5.x.1.2.2	Resource Definition
Resource URI: {apiRoot}/3gpp-am-policyauthorization/v1/{afId}/appAmContexts
This resource shall support the resource URI variables defined in table 5.x.1.2.2-1.
Table 5.x.1.2.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	Subclause 5.2.4 of 3GPP TS 29.122 [4].

	afId
	string
	Identifier of the AF.



[bookmark: _Toc28013474][bookmark: _Toc36040234][bookmark: _Toc44692852][bookmark: _Toc45134313][bookmark: _Toc49607377][bookmark: _Toc51763349][bookmark: _Toc58850247][bookmark: _Toc59018627]5.x.1.2.3	Resource Methods
5.x.1.2.3.1	General
The following subclauses specify the resource methods supported by the resource as described in subclause 5.x.1.2.2.
[bookmark: _Toc28013477][bookmark: _Toc36040237][bookmark: _Toc44692855][bookmark: _Toc45134316][bookmark: _Toc49607380][bookmark: _Toc51763352][bookmark: _Toc58850250][bookmark: _Toc59018630]5.x.1.2.3.2	POST
The POST method creates a new resource to Individual application AM context for a given AF. The AF shall initiate the HTTP POST request message and the NEF shall respond to the message. The NEF shall construct the URI of the created resource.
This method shall support the request data structures specified in table 5.x.1.2.3.2-1 and shall support the response data structures and response codes specified in table 5.x.1.2.3.2-2.
Table 5.x.1.2.3.2-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AppAmContextExpData
	M
	1
	Contains the exposure information for the creation of a new Individual application AM context resource.



Table 5.x.1.2.3.2-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	AppAmContextExpRespData
	M
	1
	201 Created
	The Individual application AM context resource was created successfully. 
The URI of the created resource shall be returned in the "Location" HTTP header.

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.



Editor's note:	Error responses are FFS.

Table 5.x.1.2.3.3-3: Headers supported by the 201 Response Code on this resource 
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	Contains the URI of the newly created resource, according to the structure: {apiRoot}/3gpp-am-policyauthorization/v1/{afId}/ app-am-contexts/{appAmContextId}



[bookmark: _Toc28013478][bookmark: _Toc36040238][bookmark: _Toc44692856][bookmark: _Toc45134317][bookmark: _Toc49607381][bookmark: _Toc51763353][bookmark: _Toc58850251][bookmark: _Toc59018631]5.x.1.3	Resource: Individual Application AM Context
[bookmark: _Toc28013479][bookmark: _Toc36040239][bookmark: _Toc44692857][bookmark: _Toc45134318][bookmark: _Toc49607382][bookmark: _Toc51763354][bookmark: _Toc58850252][bookmark: _Toc59018632]5.x.1.3.1	Introduction
This resource allows an AF to read, update or delete an existing Individual application AM context.
[bookmark: _Toc28013480][bookmark: _Toc36040240][bookmark: _Toc44692858][bookmark: _Toc45134319][bookmark: _Toc49607383][bookmark: _Toc51763355][bookmark: _Toc58850253][bookmark: _Toc59018633]5.x.1.3.2	Resource Definition
Resource URI: {apiRoot}/3gpp-am-policyauthorization/v1/{afId}/app-am-contexts/{appAmContextId}
This resource shall support the resource URI variables defined in table 5.x.1.3.2-1.
Table 5.x.1.3.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	Subclause 5.2.4 of 3GPP TS 29.122 [4].

	afId
	string
	Identifier of the AF.

	appAmContextId
	string
	Identifier of the application AM context formatted according to IETF RFC 3986 [m2].



[bookmark: _Toc28013481][bookmark: _Toc36040241][bookmark: _Toc44692859][bookmark: _Toc45134320][bookmark: _Toc49607384][bookmark: _Toc51763356][bookmark: _Toc58850254][bookmark: _Toc59018634]5.x.1.3.3	Resource Methods
[bookmark: _Toc28013482][bookmark: _Toc36040242][bookmark: _Toc44692860][bookmark: _Toc45134321][bookmark: _Toc49607385][bookmark: _Toc51763357][bookmark: _Toc58850255][bookmark: _Toc59018635]5.x.1.3.3.1	General
The following subclauses specify the resource methods supported by the resource as described in subclause 5.x.1.3.2.
[bookmark: _Toc28013483][bookmark: _Toc36040243][bookmark: _Toc44692861][bookmark: _Toc45134322][bookmark: _Toc49607386][bookmark: _Toc51763358][bookmark: _Toc58850256][bookmark: _Toc59018636]5.x.1.3.3.2	GET
The GET method allows to read the existing application AM context for a given AF and a given application AM context Id. The AF shall initiate the HTTP GET request message and the NEF shall respond to the message.
This method shall support the URI query parameters specified in table 5.x.1.3.3.2-1.
Table 5.x.1.3.3.2-1: URI query parameters supported by the GET method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	
	



This method shall support the request data structures specified in table 5.x.1.3.3.2-2, the response data structures and response codes specified in table 5.x.1.3.3.2-3 and the Location Headers specified in table 5.x.1.3.3.2-4 and table 5.x.1.3.3.2-5.
Table 5.x.1.3.3.2-2: Data structures supported by the GET Request Body on this resource
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	



Table 5.x.1.3.3.2-3: Data structures supported by the GET Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	AppAmContextExpData
	M
	1
	200 OK
	Successful case.
The exposure information of an existing Individual application AM context in the request URI is returned.

	N/A
	
	
	307 Temporary Redirect
	Temporary redirection, during the AM context retrieval. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	N/A
	
	
	308 Permanent Redirect
	Permanent redirection, during the AM context retrieval. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	NOTE:	The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.



[bookmark: _Hlk73007954]Editor's note:	Error responses are FFS.

Table 5.x.1.3.3.2-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative NEF.



Table 5.x.1.3.3.2-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative NEF.



[bookmark: _Toc28013484][bookmark: _Toc36040244][bookmark: _Toc44692862][bookmark: _Toc45134323][bookmark: _Toc49607387][bookmark: _Toc51763359][bookmark: _Toc58850257][bookmark: _Toc59018637]5.x.1.3.3.3	PATCH
The PATCH method is used to modify an existing Individual application AM context. The AF shall initiate the HTTP PATCH request message and the NEF shall respond to the message.
This method shall support the URI query parameters specified in table 5.x.1.3.3.3-1.
Table 5.x.1.3.3.3-1: URI query parameters supported by the PATCH method on this resource
	Name
	Data type
	P
	Cardinality
	Description
	Applicability

	n/a
	
	
	
	
	



This method shall support the request data structures specified in table 5.x.1.3.3.3-2, the response data structures and response codes specified in table 5.x.1.3.3.3-3 and the Location Headers specified in table 5.x.1.3.3.3-4 and table 5.x.1.3.3.3-5.
Table 5.x.1.3.3.3-2: Data structures supported by the PATCH Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AppAmContextExpUpdateData
	M
	1
	Contains the modification(s) to be applied to the Individual application AM context resource.



Table 5.x.1.3.3.3-3: Data structures supported by the PATCH Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	AppAmContextExpRespData
	M
	1
	200 OK
	Successful case.
The exposure information of the updated application AM context.

	N/A
	
	
	204 No Content
	The application AM context was updated successfully.

	N/A
	
	
	307 Temporary Redirect
	Temporary redirection, during the AM context modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	N/A
	
	
	308 Permanent Redirect
	Permanent redirection, during the AM context modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	NOTE:	The mandatory HTTP error status codes for the PUT method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.



Editor's note:	Error responses are FFS.

Table 5.x.1.3.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative NEF.



Table 5.x.1.3.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative NEF.



[bookmark: _Toc28013485][bookmark: _Toc36040245][bookmark: _Toc44692863][bookmark: _Toc45134324][bookmark: _Toc49607388][bookmark: _Toc51763360][bookmark: _Toc58850258][bookmark: _Toc59018638]5.x.1.3.3.4	DELETE
The DELETE method deletes an existing Individual application AM context. The AF shall initiate the HTTP DELETE request message and the NEF shall respond to the message.
This method shall support the URI query parameters specified in table 5.x.1.3.3.4-1.
Table 5.x.1.3.3.4-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	
	



This method shall support the request data structures specified in table 5.x.1.3.3.4-2 and the response data structures and response codes specified in table 5.x.1.3.3.4-3, and the Location Headers specified in table 5.x.1.3.3.4-4 and table 5.x.1.3.3.4-5.
Table 5.x.1.3.3.4-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	



Table 5.x.1.3.3.4-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	N/A
	
	
	204 No Content
	The application AM context was terminated successfully.

	N/A
	
	
	307 Temporary Redirect
	Temporary redirection, during the AM context termination. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	N/A
	
	
	308 Permanent Redirect
	Permanent redirection, during the AM context termination. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	NOTE:	The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.



Editor's note:	Error responses are FFS.

Table 5.x.1.3.3.4-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative NEF.



Table 5.x.1.3.3.4-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative NEF.



5.x.1.4	Resource: AM Policy Events Subscription
5.x.1.4.1	Introduction
This resource allows an AF to create a new AM policy events subscription sub-resource or modifies an existing AM policy events subscription sub-resource.
5.x.1.4.2	Resource Definition
Resource URI: {apiRoot}/3gpp-am-policyauthorization/v1/{afId}/appAmContexts/{appAmContextId}/eventsSubscription
This sub-resource shall support the resource URI variables defined in table 5.x.1.4.2-1.
Table 5.x.1.4.2-1: Resource URI variables for this resource
	Name
	Data type
	Definition

	apiRoot
	string
	Subclause 5.2.4 of 3GPP TS 29.122 [4].

	afId
	string
	Identifier of the AF.

	appAmContextId
	string
	Identifier of the application AM context formatted according to IETF RFC 3986 [m2].



5.x.1.4.3	Resource Methods
5.x.1.4.3.1	General
The following subclauses specify the resource methods supported by the sub-resource as described in subclause 5.x.1.4.2.
5.x.1.4.3.2	PUT
The PUT method allows to create a new AM policy events subscription sub-resource in an existing application AM context or modifies an existing AM policy events subscription sub-resource. The AF shall initiate the HTTP PUT request message and the NEF shall respond to the message.
This method shall support the URI query parameters specified in table 5.x.1.4.3.2-1.
Table 5.x.1.4.3.2-1: URI query parameters supported by the PUT method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	
	



This method shall support the request data structures specified in table 5.x.1.4.3.2-2, the response data structures and response codes specified in table 5.x.1.4.3.2-3 and the Location Headers specified in table 5.x.1.4.3.2-4, table 5.x.1.4.3.2-5 and table 5.x.1.4.3.2-6.
Table 5.x.1.4.3.2-2: Data structures supported by the PUT Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AmEventsSubscData
	M
	1
	Contains the information for the creation and/or modification of the AM Policy Events Subscription.



Table 5.x.1.4.3.2-3: Data structures supported by the PUT Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	AmEventsSubscRespData
	M
	1
	201 Created
	Successful case.
The AM policy events subscription sub-resource was created. The representation of the AM Policy Events Subscription sub-resource is included within the properties of the AmEventsSubscData data type. The one or more matched events, if available, are included within the properties of the AmEventsNotification data type.

	AmEventsSubscRespData
	M
	1
	200 OK
	Successful case.
The AM policy events subscription sub-resource was modified and a representation of the sub-resource is returned. The representation of the AM Policy Events Subscription sub-resource is included within the properties of the AmEventsSubscData data type. The one or more matched events, if available, are included within the properties of the AmEventsNotification data type.

	N/A
	
	
	204 No Content
	Successful case.
The AM policy events subscription sub-resource was modified successfully, with no content to be sent in the response message body.

	N/A
	
	
	307 Temporary Redirect
	Temporary redirection, during the AM policy events subscription or modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	N/A
	
	
	308 Permanent Redirect
	Permanent redirection, during the AM policy events subscription or modification. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	NOTE:	The mandatory HTTP error status codes for the GET method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.



Editor's note:	Error responses are FFS.

Table 5.x.1.4.3.2-4: Headers supported by the 201 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	Contains the URI of the newly created resource, according to the structure:
{apiRoot}/3gpp-am-policyauthorization/v1/{afId}/app-am-contexts/{appAmContextId}



Table 5.x.1.4.3.2-5: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative NEF.



Table 5.x.1.4.3.2-6: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	string
	M
	1
	An alternative URI of the resource located in an alternative NEF.



5.x.1.4.3.3	DELETE
The DELETE method deletes existing subscribed AM policy event(s) within the existing Individual application AM context. The AF shall initiate the HTTP DELETE request message and the NEF shall respond to the message.
This method shall support the URI query parameters specified in table 5.x.1.4.3.3-1.
Table 5.x.1.4.3.3-1: URI query parameters supported by the DELETE method on this resource
	Name
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	
	



This method shall support the request data structures specified in table 5.x.1.4.3.3-2 and the response data structures and response codes specified in table 5.x.1.4.3.3-3 and the Location Headers specified in table 5.x.1.4.3.3-4 and table 5.x.1.4.3.2-5.
Table 5.x.1.4.3.3-2: Data structures supported by the DELETE Request Body on this resource
	Data type
	P
	Cardinality
	Description

	N/A
	
	
	



Table 5.x.1.4.3.3-3: Data structures supported by the DELETE Response Body on this resource
	Data type
	P
	Cardinality
	Response codes
	Description

	N/A
	
	
	204 No Content
	Successful case.
The AM policy event(s) subscription resource is deleted.

	N/A
	
	
	307 Temporary Redirect
	Temporary redirection, during the AM policy events deletion. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	N/A
	
	
	308 Permanent Redirect
	Permanent redirection, during the AM policy events deletion. The response shall include a Location header field containing an alternative URI of the resource located in an alternative NEF.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	NOTE:	The mandatory HTTP error status codes for the DELETE method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.



Editor's note:	Error responses are FFS.

Table 5.x.1.4.3.3-4: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative NEF.



Table 5.x.1.4.3.3-5: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI of the resource located in an alternative NEF.



[bookmark: _Toc36040247][bookmark: _Toc44692865][bookmark: _Toc45134326][bookmark: _Toc49607390][bookmark: _Toc51763362][bookmark: _Toc58850260][bookmark: _Toc59018640]5.x.2	Notifications
[bookmark: _Toc28013440][bookmark: _Toc36040196][bookmark: _Toc44692813][bookmark: _Toc45134274][bookmark: _Toc49607338][bookmark: _Toc51763310][bookmark: _Toc58850208][bookmark: _Toc59018588][bookmark: _Toc68169594][bookmark: _Toc28013487][bookmark: _Toc36040248][bookmark: _Toc44692866][bookmark: _Toc45134327][bookmark: _Toc49607391][bookmark: _Toc51763363][bookmark: _Toc58850261][bookmark: _Toc59018641]5.x.2.1	Introduction
Upon receipt of AM Event Notification from the PCF indicating the subscribed AM policy event is detected, the NEF shall send an HTTP POST message including the notified AM policy event to the AF. The NEF and the AF shall support the notification mechanism as described in subclause 5.2.5 of 3GPP TS 29.122 [4].

Table 5.x.2.1-1: Notifications overview
	Notification
	Callback URI
	HTTP method or custom operation
	Description
(service operation)

	AM Event Notification 
	{eventNotifUri}
	POST
	The AM policy changes event notification is provided by the NEF to the AF.



[bookmark: _Toc28013441][bookmark: _Toc36040197][bookmark: _Toc44692814][bookmark: _Toc45134275][bookmark: _Toc49607339][bookmark: _Toc51763311][bookmark: _Toc58850209][bookmark: _Toc59018589][bookmark: _Toc68169595]5.x.2.2	AM Event Notification
[bookmark: _Hlk71543964]5.x.2.2.1	Description
The AM Event Notification is used by the NEF to report one or several observed AM policy change events to AF that has subscribed to such Notifications via the AM policy events subscription sub-resource.

5.x.2.2.2	Callback URI
The Callback URI "{eventNotifUri}" shall be used with the callback URI variables defined in table 5.x.2.2-1.
Table 5.x.2.2-1: Callback URI variables 
	Name
	Definition

	eventNotifUri
	Callback reference provided by the AF during creation of the subscription within the AM policy events subscription sub-resource as defined in Table 5.x.3.x.x-1.



5.x.2.2.3	Operation Definition
[bookmark: _Toc28013443][bookmark: _Toc36040199][bookmark: _Toc44692816][bookmark: _Toc45134277][bookmark: _Toc49607341][bookmark: _Toc51763313][bookmark: _Toc58850211][bookmark: _Toc59018591][bookmark: _Toc68169597]5.x.2.2.3.1	Notification via HTTP POST
This method shall support the request data structures specified in table 5.x.2.2.3.1-1 and the response data structures and response codes specified in table 5.x.2.2.3.1-2 and the Location Headers specified in table 5.x.2.2.3.1-3 and table 5.x.2.2.3.1-4.
Table 5.x.2.2.3.1-1: Data structures supported by the POST Request Body on this resource
	Data type
	P
	Cardinality
	Description

	AmEventsNotification
	M
	1 
	Provides information about the observed access and mobility policy change events by the NEF to the AF.



Table 5.x.2.2.3.1-2: Data structures supported by the POST Response Body on this resource
	Data type
	P
	Cardinality
	Response
codes
	Description

	N/A
	
	 
	204 No Content
	The event notification is received successfully.

	N/A
	
	
	307 Temporary Redirect
	Temporary redirection, during event notification. The response shall include a Location header field containing an alternative URI representing the end point of an alternative AF where the notification should be sent.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	N/A
	
	
	308 Permanent Redirect
	Permanent redirection, during event notification. The response shall include a Location header field containing an alternative URI representing the end point of an alternative AF where the notification should be sent.
Redirection handling is described in subclause 5.2.10 of 3GPP TS 29.122 [4].

	NOTE:	The mandatory HTTP error status codes for the POST method listed in table 5.2.6-1 of 3GPP TS 29.122 [4] also apply.



Editor's note:	Error responses are FFS.

Table 5.x.2.2.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI representing the end point of an alternative AF towards which the notification should be redirected.



Table 5.x.2.2.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI representing the end point of an alternative AF towards which the notification should be redirected.



[bookmark: _Toc28013375][bookmark: _Toc36040131][bookmark: _Toc44692748][bookmark: _Toc45134209][bookmark: _Toc49607273][bookmark: _Toc51763245][bookmark: _Toc58850143][bookmark: _Toc59018523][bookmark: _Toc68169529]5.x.2.2.3.2	Notification via Websocket 
If supported by both AF and NEF and successfully negotiated, the AM Event Notification may alternatively be delivered through the Websocket mechanism as defined in subclause 5.2.5.4 of 3GPP TS 29.122 [4].


Editor's note:	Error responses are FFS.

Table 5.x.2.3.3.1-3: Headers supported by the 307 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI representing the end point of an alternative AF towards which the notification should be redirected.



Table 5.x.2.3.3.1-4: Headers supported by the 308 Response Code on this resource
	Name
	Data type
	P
	Cardinality
	Description

	Location
	String
	M
	1
	An alternative URI representing the end point of an alternative AF towards which the notification should be redirected.



5.x.3	Data Model
[bookmark: _Toc28013488][bookmark: _Toc36040249][bookmark: _Toc44692867][bookmark: _Toc45134328][bookmark: _Toc49607392][bookmark: _Toc51763364][bookmark: _Toc58850262][bookmark: _Toc59018642]5.x.3.1	General
This subclause specifies the application data model supported by the AMPolicyAuthorization API.
[bookmark: _Toc28013489][bookmark: _Toc36040250][bookmark: _Toc44692868][bookmark: _Toc45134329][bookmark: _Toc49607393][bookmark: _Toc51763365][bookmark: _Toc58850263][bookmark: _Toc59018643]5.x.2.2	Reused data types
The data types reused by the AMPolicyAuthorization API from other specifications are listed in table 5.x.2.2-1. 
Table 5.x.2.2-1: Re-used Data Types
	Data type
	Reference
	Comments

	AmEventsNotification
	3GPP TS 29.534 [m1]
	Describes the notification about the events occurred within an Individual application AM context resource.

	AmEventsSubscData
	3GPP TS 29.534 [m1]
	Identifies the AM policy events the application subscribes to. 

	AmEventsSubscDataRm
	3GPP TS 29.534 [m1]
	This data type is defined in the same way as the "AmEventsSubscData" data type, but with the OpenAPI "nullable: true" property.

	AmEventsSubscRespData
	3GPP TS 29.534 [m1]
	It represents a response to an AM policy events subscription request and contains the created/updated AM Policy Events Subscription resource. It may also include the Notification of the events met at the time of subscription.

	Gpsi
	3GPP TS 29.571 [8]
	Identifies a GPSI.

	Link
	3GPP TS 29.122 [4]
	Identifies a referenced resource.

	SupportedFeatures
	3GPP TS 29.571 [8]
	Used to negotiate the applicability of the optional features defined in table 5.x.3-1.

	WebsockNotifConfig
	3GPP TS 29.122 [4]
	Contains the configuration parameters to set up notification delivery over Websocket protocol.


[bookmark: _Toc28013490][bookmark: _Toc36040251][bookmark: _Toc44692869][bookmark: _Toc45134330][bookmark: _Toc49607394][bookmark: _Toc51763366][bookmark: _Toc58850264][bookmark: _Toc59018644]5.x.2.3	Structured data types 
[bookmark: _Toc28013491][bookmark: _Toc36040252][bookmark: _Toc44692870][bookmark: _Toc45134331][bookmark: _Toc49607395][bookmark: _Toc51763367][bookmark: _Toc58850265][bookmark: _Toc59018645]5.x.2.3.1	Introduction
This clause defines the structured data types to be used in resource representations.
[bookmark: _Toc28013492][bookmark: _Toc36040253][bookmark: _Toc44692871][bookmark: _Toc45134332][bookmark: _Toc49607396][bookmark: _Toc51763368][bookmark: _Toc58850266][bookmark: _Toc59018646]5.x.2.3.2	Type: AppAmContextExpData
Table 5.x.2.3.2-1: Definition of type AppAmContextExpData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	self
	Link
	C
	0..1
	Identifies the individual configuration resource.
Shall be present in the HTTP GET response when reading all the configurations for an AF.
	

	evSubc
	AmEventsSubscData
	O
	0..1
	Represents the subscription to one or more AM policy events.
	

	gpsi
	Gpsi
	M
	1
	Identifies the GPSI.
	

	afAppId
	string
	O
	0..1
	Identifies the application.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the negotiated supported features..
It shall be supplied by the AF in the POST request that requests a creation of an Individual application AM context resource.
It shall be supplied by the NEF in the response to the POST request that requests a creation of an Individual application AM context resource.
	

	requestTestNotification
	boolean
	O
	0..1
	Set to true by the AF to request the NEF to send a test notification as defined in subclause 5.2.5.3 of 3GPP TS 29.122 [4]. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	O
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol.
	Notification_websocket



Editor's note:	The complete list of attributes is FFS.

5.x.2.3.3	Type: AppAmContextExpUpdateData
Table 5.x.2.3.3-1: Definition of type AppAmContextExpUpdateData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	evSubsc
	AmEventsSubscDataRm
	O
	0..1
	Represents the subscription to one or more AM policy events.
	



Editor's note:	The complete list of attributes is FFS.

[bookmark: _Toc28013497][bookmark: _Toc36040258][bookmark: _Toc44692878][bookmark: _Toc45134339][bookmark: _Toc49607403][bookmark: _Toc51763375][bookmark: _Toc58850273][bookmark: _Toc59018653]5.x.2.4	Simple data types and enumerations
[bookmark: _Toc28013498][bookmark: _Toc36040259][bookmark: _Toc44692879][bookmark: _Toc45134340][bookmark: _Toc49607404][bookmark: _Toc51763376][bookmark: _Toc58850274][bookmark: _Toc59018654]5.x.2.4.1	Introduction
This subclause defines simple data types and enumerations that can be referenced from data structures defined in the previous subclauses.
[bookmark: _Toc28013499][bookmark: _Toc36040260][bookmark: _Toc44692880][bookmark: _Toc45134341][bookmark: _Toc49607405][bookmark: _Toc51763377][bookmark: _Toc58850275][bookmark: _Toc59018655]5.x.2.4.2	Simple data types 
The simple data types defined in table 5.x.2.4.2-1 shall be supported.
Table 5.x.2.4.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	
	
	
	



[bookmark: _Toc510696643][bookmark: _Toc35971438][bookmark: _Toc70418564]5.x.2.5	Data types describing alternative data types or combinations of data types
[bookmark: _Toc510696644][bookmark: _Toc35971439]5.x.2.5.1	Type: AppAmContextExpRespData
Table 5.x.2.5.1-1: Definition of type AppAmContextExpRespData as a list of non-exclusive alternatives
	Data type
	Cardinality
	Description
	Applicability

	AmEventsNotification
	0..1
	It represents the notification of a match event during the creation or modification of the Individual application AM context data.
	

	AppAmContextExpData
	1
	It represents the Individual application AM context resource.
	



[bookmark: _Toc28013500][bookmark: _Toc36040261][bookmark: _Toc44692881][bookmark: _Toc45134342][bookmark: _Toc49607406][bookmark: _Toc51763378][bookmark: _Toc58850276][bookmark: _Toc59018656]5.x.4	Used Features
The table below defines the features applicable to the AMPolicyControl API. Those features are negotiated as described in subclause 5.2.7 of 3GPP TS 29.122 [4].
Table 5.x.3-1: Features used by AMPolicyAuthorization API
	Feature number
	Feature Name
	Description

	1
	Notification_websocket
	The delivery of notifications over Websocket is supported as described in 3GPP TS 29.122 [4]. This feature requires that the Notification_test_event feature is also supported.

	2
	Notification_test_event
	The testing of notification connection is supported as described in 3GPP TS 29.122 [4].



*** End of Changes ***
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