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[bookmark: _Toc28005427][bookmark: _Toc36038099][bookmark: _Toc45133296][bookmark: _Toc51762124][bookmark: _Toc59016529][bookmark: _Toc68167498]3.2	Abbreviations
For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].
5GC	5G Core Network
5QI	5G QoS Identifier
5G VN	5G Virtual Network
AF	Application Function
AMBR	Aggregate Maximum Bit Rate
AMF	Access and Mobility Management Function
ARP	Allocation and Retention Priority
AW	Average Window 
BDT	Background Data Transfer
BSF	Binding Support Function
CHEM	Coverage and Handoff Enhancements using Multimedia error robustness feature
CHF	Charging Function
DN-AAA	Data Network Authentication, Authorization and Accounting
DTS	Data Transport Service
LBO	Local Breakout
MBR	Maximum Bitrate
MCS	Mission Critical Service
MPD	Media Presentation Description
MPS	Multimedia Priority Service
NEF	Network Exposure Function
NPLI	Network Provided Location Information
NRF	Network Repository Function
NSSAI	Network Slice Selection Assistance Information
NWDAF	Network Data Analytics Function
PCC	Policy and Charging Control
PCF	Policy Control Function
PDB	Packet Delay Budget
PER	Packet Error Rate
PFD	Packet Flow Description
PFDF	Packet Flow Description Function
PL	Priority Level
PSAP	Public Safety Access Point
P-CSCF	Proxy Call Session Control Function
QNC	QoS Notification Control
QoS	Quality of Service
SCP	Service Communication Proxy
SDP	Session Description Protocol
SEPP	Security Edge Protection Proxy
SMF	Session Management Function
S-NSSAI	Single Network Slice Selection Assistance Information
TSN	Time Sensitive Networking
UDR	Unified Data Repository
UPF	User Plane Function
UPSI	UE policy section identifier


[bookmark: _Toc20147508][bookmark: _Toc27489384][bookmark: _Toc27491390]***** Second change *****
[bookmark: _Toc28005447][bookmark: _Toc36038119][bookmark: _Toc45133316][bookmark: _Toc51762144][bookmark: _Toc59016549]5.2.2.2.2.1	AF Session Establishment
This procedure is performed when the AF/NEF requests to create an AF application session context for the requested service.
NOTE 1:	The NEF acts as an AF to support the network exposure functionality.


Figure 5.2.2.2.2.1-1: AF Session Establishment triggers PCF-initiated SM Policy Association Modification procedure
1.	When the AF receives an internal or external trigger to set-up a new AF session, the AF invokes the Npcf_PolicyAuthorization_Create service operation to the PCF by sending the HTTP POST request to the "Application Sessions" resource. The request operation includes the IP address or the MAC address of the UE, the SUPI if available, the GPSI if available, the DNN if available, the S-NSSAI if available, service information, sponsored data connectivity if applicable, AF application identifier, Priority indicator, etc, as defined in subclause 4.2.2.2 of 3GPP TS 29.514 [10]. The request operation may also include the subscription to notifications on certain user plane events, e.g. subscription to QoS notification control. To invoke MPS for DTS, the AF includes the MPS Action indication as defined in 3GPP TS 29.514 [10].
NOTE 2:	Subscription checks do not apply for the invocation of MPS for DTS when the PCF performs the authorization.
	If the "TimeSensitiveNetworking" feature is supported the AF may subscribe to notification of DS-TT PMIC and/or NW-TT PMIC(s) and/or BMIC availability. The AF may also provide TSCAI input information and QoS related data or a BMIC and/or one or more PMIC(s).
1a.	The AF provides the Service Information to the PCF by sending a Diameter AAR for a new Rx Diameter session.
2.	The PCF stores the Service Information received in step 1.
3-4.	If the PCF does not have the subscription data for the SUPI, DNN and S-NSSAI, it invokes the Nudr_DataRepository_Query service operation to the UDR by sending the HTTP GET request to the "SessionManagementPolicyData" resource. The UDR sends an HTTP "200 OK" response to the PCF with the subscription data.
	Additionally, if the AF provided a Background Data Transfer Reference ID in step 1 or step 1a and the corresponding transfer policy is not locally stored in the PCF, the PCF sends the HTTP GET request to the "IndividualBdtData" resource. The UDR sends an HTTP "200 OK" response to the PCF with the Background Data Transfer policy.
5.	The PCF identifies the affected established PDU Session (s) using the information previously received from the SMF and the Service Information received from the AF.
6.	The PCF sends an HTTP "201 Created" response to the AF.
6a.	The PCF sends a Diameter AAA to the AF.
7.	The AF may invoke the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the "Events Subscription" resource to subscribe to events in the PCF. The request includes the events that subscribes and a Notification URI to indicate to the PCF where to send the notification of the subscribed events, as described in subclause 4.2.6 of 3GPP TS 29.514 [10].
8.	The PCF sends an HTTP "201 Created" response to the AF.
9.	The PCF interacts with SMF according to Figure 5.2.2.2-1.

***** Third change *****
[bookmark: _Toc28005448][bookmark: _Toc36038120][bookmark: _Toc45133317][bookmark: _Toc51762145][bookmark: _Toc59016550]5.2.2.2.2.2	AF Session Modification
This procedure is performed when the AF/NEF requests to update an AF application session context for the requested service.
NOTE 1:	The NEF acts as an AF to support the network exposure functionality.


Figure 5.2.2.2.2.2-1: AF Session Modification triggers PCF-initiated SM Policy Association Modification procedure
1.	When the AF receives an internal or external trigger to modify an existing AF session, the AF invokes the Npcf_PolicyAuthorization_Update service operation to the PCF by sending the HTTP PATCH request to the "Individual Application Session Context" resource including the modified service information as defined in subclause 4.2.3.2 of 3GPP TS 29.514 [10]. The AF may also provide the updated subscription to notifications on user plane events. To invoke/revoke MPS for DTS, the AF includes the MPS Action indication as defined in 3GPP TS 29.514 [10].
If the "TimeSensitiveNetworking" feature is supported the AF may also update TSCAI input information and QoS related data or a BMIC and/or one or more PMIC(s).
1a.	The AF provides the Service Information to the PCF by sending a Diameter AAR for the existing Rx Diameter session corresponding to the modified AF session.
2.	The PCF stores the received Service Information.
3-4.	These steps are the same as steps 3-4 in subclause 5.2.2.2.2.1.
NOTE 2:	Subscription checks do not apply for the invocation of MPS for DTS when the PCF performs the authorization.
5.	The PCF identifies the affected existing PDU Session(s) using the information previously received from the SMF and the Service Information received from the AF.
6.	The PCF sends an HTTP "200 OK" or HTTP "204 No Content" response to the AF.
6a.	The H-PCF sends a Diameter AAA to the AF.
7.	The AF may decide to (un)subscribe to events for the active AF application session context in relation to the corresponding PDU session.
-	If the AF decides to create a subscription to events or modify the events subscription, it invokes the Npcf_PolicyAuthorization_Subscribe service operation by sending the HTTP PUT request to the "Events Subscription" resource. The HTTP request includes the events that subscribes and may also include a Notification URI to indicate to the PCF where to send the notification of the subscribed events.
-	If the AF decides to remove subscription to all subscribed events for the existing application session context, it invokes the Npcf_PolicyAuthorization_Unsubscribe service operation by sending the HTTP DELETE request to the "Events Subscription" resource.
8.	The PCF responses to the AF.
-	If the PCF accept the HTTP PUT request to create a subscription to events, it sends an HTTP "201 Created" response.
-	If the PCF accept the HTTP PUT request to modify the events subscription, it sends an HTTP "200 OK" or HTTP "204 No Content" response.
-	Upon receipt of the HTTP DELETE request to remove subscription to all subscribed events, the PCF sends an HTTP "204 No Content" response.
9.	The PCF interacts with SMF according to Figure 5.2.2.2-1.
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