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	Reason for change:
	An abnormal case is specified in subclause 6.3.1.2.4 bullet b) that when th collision of UE-requested PDU session release procedure and a PDU session authentication and authorization procedure happens in UE, the UE shall ignore the PDU SESSION AUTHENTICATION COMMAND message and proceed with the UE-requested PDU session release procedure
Quote:

"6.3.1.2.4
Abnormal cases in the UE 

…
b)
Collision of UE-requested PDU session release procedure and a PDU session authentication and authorization procedure.

When the UE receives a PDU SESSION AUTHENTICATION COMMAND message during the UE-requested PDU session release procedure, and the PDU session indicated in PDU SESSION AUTHENTICATION COMMAND message is the PDU session that the UE had requested to release, the UE shall ignore the PDU SESSION AUTHENTICATION COMMAND message and proceed with the UE-requested PDU session release procedure."
The similar scenario can happen in SMF.

Therefore, it is proposed that the same principle shall be used by the SMF to deal with this collision on the network side.


	
	

	Summary of change:
	When the SMF receives a PDU SESSION RELEASE REQUEST message during the PDU session authentication and authorization procedure, and the PDU session indicated in the PDU SESSION RELEASE REQUEST message is the PDU session that the SMF had requested to authenticate, the SMF shall abort the PDU session authentication and authorization procedure and proceed with the UE-requested PDU session release procedure.
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	The SMF may ignore the PDU SESSION RELEASE REQUEST message while the UE is waiting for the response of the PDU SESSION RELEASE REQUEST message from the SMF.
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*************First change***********
6.3.1.2.3
Abnormal cases on the network side

The following abnormal cases can be identified:

a)
T3590 expired.

The SMF shall, on the first expiry of the timer T3590, retransmit the PDU SESSION AUTHENTICATION COMMAND message and shall reset and start timer T3590. This retransmission is repeated four times, i.e. on the fifth expiry of timer T3590, the SMF shall abort the procedure.
b)
Collision of UE-requested PDU session release procedure and a PDU session authentication and authorization procedure.


When the SMF receives a PDU SESSION RELEASE REQUEST message during the PDU session authentication and authorization procedure, and the PDU session indicated in the PDU SESSION RELEASE REQUEST message is the PDU session that the SMF had requested to authenticate, the SMF shall abort the PDU session authentication and authorization procedure and proceed with the UE-requested PDU session release procedure.
**************End of change ******************
