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Additional discussion(if needed):
Proposed changes:
[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc28002750][bookmark: _Toc28002779][bookmark: _Toc28007710][bookmark: _Toc44682786][bookmark: _Toc11247840][bookmark: _Toc27044984][bookmark: _Toc36034026][bookmark: _Toc45132173]5.3.2	Activate MBMS Bearer Procedure
The Activate MBMS Bearer procedure may be used by the GCS AS to cause allocation of resources for MBMS bearer(s).
To apply this procedure, the GCS AS shall send a GCS‑Action‑Request (GAR) command including one MBMS‑Bearer‑Request AVP for each bearer that is to be activated. Within the MBMS‑Bearer‑Request AVP, the GCS AS shall include the MBMS‑StartStop‑Indication AVP set to "START" and the QoS‑Information AVP, and the GCS AS may include the TMGI AVP, the MBMS‑Start‑Time AVP and the MB2U‑Security AVP. If the MBMS Cell List feature is supported, the GCS AS shall also include the MBMS-Cell-List AVP, or the MBMS‑Service‑Area AVP, or both. If the MBMS Cell List feature is not supported, the GCS AS shall also include the MBMS‑Service‑Area AVP. If the GCS AS does not yet know whether the BM‑SC supports the MBMS Cell List feature and includes the MBMS-Cell-List AVP, it shall also include the MBMS‑Service‑Area AVP.
If the V2X Localized User Plane feature is supported, the GCS AS may include the Local-M1-Information AVP and the Local-MB2-U-Information AVP within the MBMS‑Bearer‑Request AVP.
NOTE:	The GCS AS can find out whether the BM‑SC supports the MBMS Cell List feature and the V2X Localized User Plane feature prior to applying the Activate MBMS Bearer Procedure the first time by using the TMGI Allocation Procedure in advance.
If the GCS AS includes both the MBMS-Cell-List AVP and the MBMS‑Service‑Area AVP in the MBMS‑Bearer‑Request AVP, then the provided service areas shall be a complete set of the service areas that contains all the provided cells.
If the FEC feature is supported, the GCS AS may include the FEC-Request AVP in the MBMS‑Bearer‑Request AVP to request that BM-SC applies FEC (see IETF RFC 6363 [31]) to the downlink media streams within the MBMS bearer that are described by the FEC-Request AVP.
If the ROHC feature is supported, the GCS AS may include ROHC-Request AVP(s) together with ROHC-Max-CID AVP in the MBMS‑Bearer‑Request AVP to request that BM-SC applies ROHC (see IETF RFC 5795 [29] and IETF RFC 3095 [30]) to the downlink media streams within the MBMS bearer that are described by the ROHC-Request AVP(s).
Upon reception of a GCS‑Action‑Request (GAR) command including the MBMS‑Bearer‑Request AVP with the MBMS‑StartStop‑Indication AVP set to "START", the BM‑SC shall determine whether the GCS AS is authorized to use the TMGI. If no Route‑Record AVP(s) are present, the BM SC shall derive the identity of the GCS AS from the Origin Host AVP. If Route‑Record AVP(s) are present, the BM SC shall authorize the request if the identity within the first Route‑Record AVP matches the GCS AS authorized to use the TMGI. If the GCS AS is authorized to use the TMGI, the BM‑SC shall allocate MBMS resources to support content delivery of the MBMS bearer to the requested MBMS broadcast area (as described via the MBMS-Cell-List AVP and/or MBMS Service Area AVP) using the Session Start procedure defined in 3GPP TS 23.246 [3]. If an MBMS-Cell-List AVP but no MBMS Service Area AVP is included in the MBMS-Bearer-Request AVP, the BM-SC shall derive MBMS service areas from the cells in the MBMS-Cell-List AVP based on operator policy. If both an MBMS-Cell-List AVP and an MBMS-Service-Area AVP are included, the BM-SC shall either derive MBMS service areas from the cells in the MBMS-Cell-List AVP based on operator policy and ignore the information in the MBMS-Service-Area AVP, or directly provide the information received within the MBMS-Service-Area AVP in the Session Start procedure defined in 3GPP TS 23.246 [3]. If no TMGI AVP is included in the MBMS‑Bearer‑Request AVP, the BM‑SC shall allocate a new TMGI. The BM‑SC shall allocate a new Flow Identifier. The BM‑SC shall decide whether to use MB2‑U Security, and shall take into account related requests of the GCS AS, as received within the MB2U‑Security AVP in the MBMS‑Bearer‑Request AVP.
If the new MBMS service area overlaps with the service area of any active bearer with the same TMGI, the BM‑SC should reject the activation request with the result code "Overlapping‑MBMS‑Service‑Area".
The BM‑SC shall then send GCS‑Action‑Answer (GAA) command including an MBMS‑Bearer‑Response AVP. The BM‑SC shall include an MBMS‑Bearer‑Response AVP for each MBMS‑Bearer‑Request AVP that was included in the GAR. The MBMS‑Bearer‑Response AVP shall be included in the same position in the GAA that the corresponding MBMS‑Bearer‑Request AVP had in the GAR.
[bookmark: _Hlk54798778]For a successful MBMS bearer activation, the MBMS‑Bearer‑Response AVP shall include the TMGI AVP, the MBMS-Flow-Identifier AVP, the MBMS‑Session‑Duration AVP, the BMSC‑Address AVP and BMSC‑Port AVP, and may include Radio‑Frequency AVP(s) as MBMS bearer related service description. If MB2‑U Security is applied, the MBMS‑Bearer‑Response AVP shall also include the MB2U‑Security AVP. If FEC and/or ROHC was requested the MBMS‑Bearer‑Response AVP shall also include Userplane-Protocol‑Result AVP(s) indicating the success or failure of the FEC and/or RHC activation. If the BM-SC is configured to receive a delayed session start response from the MBMS GW as defined in 3GPP TS 29.061 [6], the BM-SC shall indicate that the bearer activation procedure is still in progress in the MBMS-Bearer-Result AVP. If the IPv4v6 feature is supported, the BM-SC IPv4 address and BM-SC IPv6 address may be both provided as the BMSC-Address AVP, otherwise only one BM-SC IP address may be provided as the BMSC-Address AVP.
[bookmark: OLE_LINK15]If the V2X Localized User Plane supported feature is supported, and the Local-M1-Information AVP and Local-MB2-U-Information AVP are received from the GCS AS, and the BM-SC determines to use the local MBMS information, the BM-SC shall include the BMSC-Address AVP and the BMSC-Port with the IP address and port included in the received Local-MB2-U-Information AVP in the MBMS‑Bearer‑Response AVP. Otherwise, the BM-SC shall include the BMSC-Address AVP and the BMSC-Port with the IP address and port allocated by the BM-SC in the MBMS‑Bearer‑Response AVP. If the IPv4v6 feature is supported, the BM-SC IPv4 address and BM-SC IPv6 address may be both provided as the BMSC-Address AVP, otherwise only one BM-SC IP address may be provided as the BMSC-Address AVP.
[bookmark: _Hlk54692476]
*** 2nd Change ***
6.4.7	MBMS‑Bearer‑Response AVP
The MBMS‑Bearer‑Response AVP (AVP code 3505) is of type Grouped. It is used by the BM‑SC to inform the GCS AS about the result of a MBMS bearer request.
For a successful MBMS bearer activation, the TMGI AVP, the MBMS‑Flow‑Identifier AVP, the MBMS‑Session‑Duration AVP, the BMSC‑Address AVP and the BMSC‑Port AVP shall be included, and Radio‑Frequency AVP(s) and the MB2U‑Security AVP may be included.
For a successful MBMS bearer modification, the TMGI AVP and the MBMS‑Flow‑Identifier AVP shall be included, and the Radio-Frequency AVP(s) may be included.
For a successful MBMS bearer deactivation, the TMGI AVP and the MBMS‑Flow‑Identifier AVP shall be included.
For an unsuccessful MBMS bearer request, the MBMS-Bearer-Result AVP shall be included.
[bookmark: _Hlk54169315]If the IPv4v6 feature is supported, the BM-SC IPv4 address and BM-SC IPv6 address may be both provided as the BMSC-Address AVP, otherwise only one BM-SC IP address may be provided as the BMSC-Address AVP.
AVP Format:
MBMS-Bearer-Response::=          < AVP Header: 3505 >
                                 [ TMGI]
                                 [ MBMS-Flow-Identifier ]
                                 [ MBMS-Session-Duration ]
                                 [ MBMS-Bearer-Result ]
                               0*2  [ BMSC-Address ]
                                 [ BMSC-Port ]
                                 [ MB2U-Security ]
                                *[ Radio-Frequency ]
[bookmark: _Hlk514956880]                                *[ Userplane-Protocol‑Result ]
                                *[ AVP ]


[bookmark: _Hlk53263212]*** 3rd Change ***
[bookmark: _Toc28002793]6.4.21	Local-MB2-U-Information AVP
The Local-MB2-U-Information AVP (AVP code 3519) is of type Grouped. It is used to indicates the MB2-U interface information for local MBMS based MBMS data delivery.
[bookmark: _Hlk53486009]If the IPv4v6 feature is supported, the BM-SC IPv4 address and BM-SC IPv6 address may be both provided as the BMSC-Address AVP, otherwise only one BM-SC IP address may be provided as the BMSC-Address AVP.
AVP Format:
Local-MB2-U-Information::=       < AVP Header: 3519 >
                               0*2  [ BMSC-Address ]
                                 [ BMSC-Port ]


*** 4th Change ***
[bookmark: _Toc28002811]6.5.2.2	Supported-Feature-List AVP for the MB2-C application
The syntax of this AVP is defined in TS 29.229 [23].
For the MB2‑C application, the meaning of the bits shall be as defined in table 6.5.2.2‑1 for the Supported-Feature-List-ID of 1.
Table 6.5.2.2‑1: Features of Feature-List-ID 1 used for MB2‑C application
	Feature bit (NOTE 1)
	Feature (NOTE 2)
	M/O (NOTE 3)
	Description
(NOTE 4)

	0
	Heartbeat
	O
	This feature indicates the support of the Restoration functionality related Heartbeat procedures and procedures for the Restart‑Counter AVP defined in clause 5.6.2, 5.6.3 and 5.6.4.

	1
	MBMS Cell List
	M
	This feature indicates the support of providing a MBMS-Cell-List AVP.

	2
	V2X Localized User Plane
	O
	This feature indicates the support of local MBMS based MBMS data delivery for V2X services (see 3GPP TS 23.285 [28] subclause 5.4.2.2 and Annex B.3).

	3
	FEC
	O
	This feature indicates the support of applying FEC (see IETF RFC 6363 [31]) to downlink packet streams at the BM-SC.

	4
	ROHC
	O
	This feature indicates the support of applying ROHC (see IETF RFC 5795 [29] and IETF RFC 3095 [30]) to downlink packet streams at the BM-SC.

	m
	IPv4v6
	O
	This feature indicates the support of IPv4v6 dual stack and both BM-SC IPv4 address and BM-SC IPv6 address may be provided as the BMSC-Address AVP.

	NOTE 1:	Feature bit: The order number of the bit within the Supported-Features AVP, e.g. "0".
NOTE 2:	Feature: A short name that can be used to refer to the bit and to the feature, e.g. "".
NOTE 3:	M/O: Defines if the implementation of the feature is mandatory ("M") or optional ("O"). 
NOTE 4:	Description: A clear textual description of the feature.



*** End of Changes ***

