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*** 1st Change ***

[bookmark: _Toc28011070][bookmark: _Toc34137933][bookmark: _Toc36037528][bookmark: _Toc39051630][bookmark: _Toc43363222][bookmark: _Toc45132829][bookmark: _Toc49871560][bookmark: _Toc50023450][bookmark: _Toc51761130][bookmark: _Toc58418046][bookmark: historyclause]4.1.1	Overview
The Access and Mobility Policy Control Service, as defined in 3GPP TS 23.502 [3] and 3GPP TS 23.503 [4], is provided by the Policy Control Function (PCF).
This service provides AMF access control and mobility management related policies to the NF service consumerAMF and offers the following functionalities:
-	policy creation based on a request from the NF service consumerAMF during UE registration;
-	notification of the NF service consumerAMF of the updated policies which are subscribed; and
-	deletion of the policy context for a UE.

[bookmark: _Hlk64369429]*** Next Change ***


[bookmark: _Toc28011071][bookmark: _Toc34137934][bookmark: _Toc36037529][bookmark: _Toc39051631][bookmark: _Toc43363223][bookmark: _Toc45132830][bookmark: _Toc49871561][bookmark: _Toc50023451][bookmark: _Toc51761131][bookmark: _Toc58418047]4.1.2	Service Architecture
The 5G System Architecture is defined in 3GPP TS 23.501 [2]. The Policy and Charging related 5G architecture is also described in 3GPP TS 29.513 [7].
The Access and Mobility Policy Control Service (Npcf_AMPolicyControl) is part of the Npcf service-based interface exhibited by the Policy Control Function (PCF).
The known NF service consumer of the Npcf_AMPolicyControl service is the Access and Mobility Management Function (AMF).
The AMF accesses the Access and Mobility Policy Control Service at the PCF via the N15 Reference point. In the roaming scenario, the N15 reference point is located between the V-PCF in the visited network and the AMF.


Figure 4.1.2-1: Reference Architecture for the Npcf_AMPolicyControl Service; SBI representation


[bookmark: _Hlk496757574]Figure 4.1.2-2: Non-roaming Reference Architecture for the Npcf_AMPolicyControl Service; reference point representation


Figure 4.1.3-2: Roaming reference Architecture for the Npcf_AMPolicyControl Service; reference point representation
[bookmark: _Toc28011072][bookmark: _Toc34137935][bookmark: _Toc36037530][bookmark: _Toc39051632][bookmark: _Toc43363224][bookmark: _Toc45132831][bookmark: _Toc49871562][bookmark: _Toc50023452][bookmark: _Toc51761132][bookmark: _Toc58418048]
*** Next Change ***

[bookmark: _Toc28011073][bookmark: _Toc34137936][bookmark: _Toc36037531][bookmark: _Toc39051633][bookmark: _Toc43363225][bookmark: _Toc45132832][bookmark: _Toc49871563][bookmark: _Toc50023453][bookmark: _Toc51761133][bookmark: _Toc58418049]4.1.3.1	Policy Control Function (PCF)
The Policy Control Function (PCF):
-	Supports unified policy framework to govern network behaviour; and
-	Provides Access and Mobility Management related policies to the NF service consumerAMF that enforces them.
In the roaming scenario, the Visited Policy Control Function (V-PCF) provides the functions described in this subclause towards the visited network.

*** Next Change ***

[bookmark: _Toc28011076][bookmark: _Toc34137939][bookmark: _Toc36037534][bookmark: _Toc39051636][bookmark: _Toc43363228][bookmark: _Toc45132835][bookmark: _Toc49871566][bookmark: _Toc50023456][bookmark: _Toc51761136][bookmark: _Toc58418052]4.2.1	Introduction
Table 4.2.1-1: Operations of the Npcf_AMPolicyControl Service
	Service operation name
	Description
	Initiated by

	Npcf_AMPolicyControl_Create
	Creates an AM Policy Association and provides corresponding policies to the NF service consumer.
	NF service consumer (e.g. AMF)

	Npcf_AMPolicyControl_Update
	Updates an AM Policy Association and provides corresponding policies to the NF service consumer when a policy control request trigger is met or the AMF is relocated due to UE mobility and the old PCF is selected.
	NF service consumer (e.g. AMF)

	Npcf_AMPolicyControl_UpdateNotify
	Provides updated policies to the NF service consumer.
	PCF (V-PCF in roaming case)

	Npcf_AMPolicyControl_Delete
	Provides means for the NF service consumer to delete the AM Policy Association.
	NF service consumer (e.g. AMF)




*** Next Change ***


[bookmark: _Toc28011078][bookmark: _Toc34137941][bookmark: _Toc36037536][bookmark: _Toc39051638][bookmark: _Toc43363230][bookmark: _Toc45132837][bookmark: _Toc49871568][bookmark: _Toc50023458][bookmark: _Toc51761138][bookmark: _Toc58418054]4.2.2.1	General
The procedure in the present subclause is applicable when the NF service consumer (e.g. AMF) creates an AM policy association when the UE registers to the network, and when the AMF is relocated (between the different AMF sets) and the new AMF selects a new PCF. The procedure for the case where the AMF is relocated and the new AMF selects the old PCF is defined in subclause 4.2.3.1.
The creation of an AM policy association only applies for normally registered UEs, i.e., it does not apply for Emergency Registered UEs.
Figure 4.2.2.1-1 illustrates the creation of a policy association.



Figure 4.2.2.1-1: Creation of a policy association
When a UE registers and a UE context is being established, the AMF can obtain Service Area Restrictions, RFSP index, subscribed UE-AMBR and GPSI(s) from the UDM during the Access and Mobility Subscription Data retrieval procedure and the allowed NSSAI from local configuration or from the NSSF during the slice selection procedure and shall decide based on local policies whether to request policies from the PCF.
[bookmark: _Hlk514092091]To request policies from the PCF, the NF service consumer (e.g. AMF) shall send an HTTP POST request with: "{apiRoot}/npcf-am-policy-control/v1/policies" as Resource URI and the PolicyAssociationRequest data structure as request body that shall include:
-	Notification URI encoded as "notificationUri" attribute;
-	SUPI encoded as "supi" attribute; and
-	if the feature "SliceSupport" or the feature "DNNReplacementControl" is supported in the NF service consumerAMF and the UE is registered via a 3GPP access, the allowed NSSAI in the 3GPP access encoded in the "allowedSnssais" attribute;
and that shall include when available:
-	GPSI encoded as "gpsi" attribute;
-	if the feature "MultipleAccessTypes" is not supported, the access type encoded as "accessType" attribute;
-	Permanent Equipment Identifier (PEI) encoded as "pei" attribute;
-	User Location Information encoded as "userLoc" attribute;
-	UE Time Zone encoded as "timeZone" attribute;
-	Serving PLMN Identifier and for SNPN the NID encoded as "servingPlmn" attribute;
-	if the feature "MultipleAccessTypes" is not supported, the RAT type encoded as "ratType" attribute;
-	Service Area Restrictions (see subclause 4.2.2.3.1) derived from the Service Area Restrictions obtained from the UDM by mapping any service areas denoted by geographical information into Tracking Area Identities (TAIs) and encoded as "servAreaRes" attribute;
-	RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM encoded as "rfsp" attribute;
-	A list of Internal Group Identifiers encoded as "groupIds" attribute;
-	if the NF service consumer is an AMF, the GUAMI encoded as "guami" attribute;
-	if the NF service consumer is an AMF, the name of a service produced by the AMF that expects to receive information within Npcf_AMPolicyControl_UpdateNotify service operation encoded as "serviceName" attribute;
-	Alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute;
-	Alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute; 
-	Alternate or backup FQDN(s) where to send Notifications encoded as "altNotifFqdns" attribute;
-	trace control and configuration parameters information encoded as "traceReq" attribute;
-	if the feature "UE-AMBR_Authorization" is supported in the NF service consumerAMF, the subscribed UE-AMBR (see subclause 4.2.2.3.3) in the "ueAmbr" attribute; and
-	if the feature "DNNReplacementControl" is supported, the mapping of each S-NSSAI of the Allowed NSSAI to the corresponding S-NSSAI of the HPLMN encoded in the "mappingSnssais" attribute.
Upon the reception of this HTTP POST request, the PCF shall:
-	assign a policy association ID;
-	determine the applicable policy (taking into consideration and optionally modifying the possibly received UE-AMBR, Service Area Restrictions and/or RFSP index);
-	for the successful case, send a HTTP "201 Created" response with the URI for the created resource in the "Location" header field
NOTE 1:	The assigned policy association ID is part of the URI for the created resource and is thus associated with the SUPI.
and the PolicyAssociation data type as response body including:
-	conditionally AMF Access and Mobility Policy (see subclause 4.2.2.3), i.e.:
a)	if the PCF received the "servAreaRes" attribute in the request, Service Area Restrictions encoded as "servAreaRes" attribute; and/or
b)	if the PCF received the "rfsp" attribute in the request, RAT Frequency Selection Priority (RFSP) Index encoded as "rfsp" attribute; and/or
c)	if the feature "UE-AMBR_Authorization" is supported and the PCF received the "ueAmbr" attribute in the request, the authorized UE-AMBR encoded as "ueAmbr" attribute;
-	optionally one or several of the following Policy Control Request Trigger(s) encoded as "triggers" attribute (see subclause 4.2.3.2):
a)	Location change (tracking area); and
b)	Change of UE presence in PRA; and
c)	if the "SliceSupport" feature or the "DNNReplacementControl" feature is supported, change of allowed NSSAI; and 
d)	if the "DNNReplacementControl" feature is supported, change of SMF selection information; and
-	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the presence reporting areas for which reporting is required encoded as "pras" attribute; 
NOTE 2:	If the PCF uses a Presence Reporting Area identifier referring to a Set of Core Network predefined Presence Reporting Areas as defined in 3GPP TS 23.501 [2], the PCF includes the identifier of this Presence Reporting Area set within the "praId" attribute. 
-	if the Policy Control Request Trigger "Change of SMF selection information" is provided, the SMF selection information representing the conditions upon which the AMF shall request a DNN replacement (see subclause 4.2.2.3.4) encoded as "smfSelInfo" attribute;
-	if errors occur when processing the HTTP POST request, apply error handling procedures as specified in subclause 5.7 and according to the following provisions:
-	if the user information received within the "supi" attribute is unknown, the PCF shall reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "USER_UNKNOWN";
-	if the PCF is, due to incomplete, erroneous or missing information in the request, not able to provision an AM policy decision, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS".
-	if the PCF rejects the AM policy association establishment, the NF service consumer shall apply the policy retrieved from the UDM if available; otherwise, the NF service consumer shall apply the operator configured policy.
If the PCF received a GUAMI, the PCF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [14], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set.
If the PCF received a "traceReq" attribute, it shall perform trace procedures as defined in 3GPP TS 32.422 [18].

*** Next Change ***

[bookmark: _Toc28011089][bookmark: _Toc34137952][bookmark: _Toc36037547][bookmark: _Toc39051649][bookmark: _Toc43363241][bookmark: _Toc45132848][bookmark: _Toc49871579][bookmark: _Toc50023469][bookmark: _Toc51761149][bookmark: _Toc58418065]4.2.3.1	General
The procedure in the present subclause is applicable when the NF service consumer modifies an existing AM policy association (including the case where  the AMF is relocated and the new AMF selects the old PCF to maintain the policy association and to update the Notification URI).
Figure 4.2.3.1-1 illustrates the update of a policy association.


Figure 4.2.3.1-1: Update of a policy association
[bookmark: _Hlk511046719]The AMF as NF service consumer invokes this procedure when a policy control request trigger (see subclause 4.2.3.2) occurs. When the Service Area restriction change trigger and/or the RFSP index change trigger occur, and/or the feature "UE-AMBR_Authorization" is supported and the subscribed UE-AMBR change trigger occurs, the NF service consumer (e.g. AMF) shall always invoke the procedure. When the location change trigger or the change of UE presence in PRA trigger occurs, the NF service consumer AMF shall only invoke the procedure if the PCF has subscribed to that event trigger.
If an AMF knows by implementation specific means that the UE context has been transferred to an AMF with another GUAMI within the AMF set, it may also invoke this procedure to update the Notification URI and the GUAMI.
NOTE 1:	Either the old or the new AMF can invoke this procedure.
During the AMF relocation, if the new AMF received the resource URI of the individual AM Policy from the old AMF and selects the old PCF, the new AMF shall also invoke this procedure to update the Notification URI and the GUAMI. The new AMF may also update the alternate or backup IP addresses.
To request policies from the PCF, to update the Notification URI, to update the trace control configuration and/or to request the termination of trace, the NF sService cConsumer (e.g. AMF) shall request the update of the AM Policy Association by providing the relevant parameters about the UE context by sending an HTTP POST request with "{apiRoot}/npcf-am-policy-control/v1/policies/{polAssoId}/update" as Resource URI and the PolicyAssociationUpdateRequest data structure as request body that shall include:
-	at least one of the following:
1.	a new Notification URI encoded in the "notificationUri" attribute;
2.	observed Policy Control Request Trigger(s) (see subclause 4.2.3.2) encoded as "triggers" attribute;
3.	if a Service Area restriction change occurred, the Service Area Restrictions (see subclause 4.2.2.3.1) as obtained from the UDM encoded as "servAreaRes" attribute;
4.	if a RFSP index change occurred, the RFSP index (see subclause 4.2.2.3.2) as obtained from the UDM encoded as "rfsp" attribute;
5.	if a UE location change occurred, the UE location encoded as "userLoc" attribute;
6.	if the Policy Control Request Trigger "Change of UE presence in PRA" is provided, the current presence status of the UE for the presence reporting areas for which reporting was requested, if not previously provided, or the presence reporting areas for which reporting was requested and the status has changed encoded as "praStatuses" attribute. 
NOTE 2:	If the PCF included the identifer of a Core Network predefined Presence Reporting Area Set within the "praId" attribute during the subscription to changes of UE presence in PRA, the AMF only provides the presence reporting area information corresponding to the concerned individual Presence Reporting Area Identifier(s) within the Set. The "praId" attribute within each returned "PresenceInfo" data type hence includes the identifier of the concerned individual Presence Reporting Area.
7.	if the trace control configuration needs to be updated, trace control and configuration parameters information encoded as "traceReq" attribute;
8.	if trace needs to be terminated, the "traceReq" attribute set to the Null value; 
9.	if the "SliceSupport" feature or the "DNNReplacementControl" feature is supported, the UE is registered via 3GPP access, the allowed NSSAI changed, and the Policy Control Request Trigger "Change of allowed NSSAI" was provided, then the allowed NSSAI encoded in the "allowedSnssais" attribute;
10.	for AMF relocation scenarios, if available, alternate or backup IPv4 Address(es) where to send Notifications encoded as "altNotifIpv4Addrs" attribute; 
[bookmark: _Hlk27384754]11.	for AMF relocation scenarios, if available, alternate or backup IPv6 Address(es) where to send Notifications encoded as "altNotifIpv6Addrs" attribute; 
12.	for AMF relocation scenarios, if available,	 alternate or backup FQDN(s) where to send Notifications encoded as "altNotifFqdns" attribute;
[bookmark: _Hlk27384761]13.	for AMF relocation scenarios, if available, the GUAMI encoded as "guami" attribute;
NOTE 3:	An alternate NF service consumer than the one that requested the generation of the subscription resource can send the request. For instance, an AMF as service consumer can change.
14.	if the feature "UE-AMBR_Authorization" is supported, and a subscribed UE-AMBR change occurred, the UE-AMBR (see subclause 4.2.2.3.x) as obtained from the UDM encoded as "ueAmbr" attribute; 
15.	if the feature "DNNReplacementControl" is supported, DNN replacement applies and the Policy Control Request Trigger "Change of SMF selection information" is provided, the "smfSelInfo" attribute including:
-	the UE requested DNN in the "dnn" attribute; and 
-	the UE requested S-NSSAI in the "snssai" attribute and, if available, the corresponding mapped home S-NSSAI in the "mappingSnssai" attribute; 
when:
-	the UE requested an unsupported DNN and the "unsuppDnn" attribute is set to "true"; or
-	the UE requested DNN and S-NSSAI matched one of the S-NSSAI and DNN provided in the "candidates" attribute; and
16.	if feature "DNNReplacementControl" is supported, the UE is registered via 3GPP access, the Allowed NSSAI changed and/or the mapping of a S-NSSAI of the Allowed NSSAI to the corresponding S-NSSAI of the HPLMN changed, and the Policy Control Request Trigger" Change of allowed NSSAI" was provided, then the mapping of each S-NSSAI of the Allowed NSSAI to the corresponding S-NSSAI of the HPLMN encoded in the "mappingSnssais" attribute.
NOTE 4:	When the feature "DNNReplacementControl" is supported, the AMF applies DNN replacement for non-roaming scenarios and LBO. For a PDU session with home routed roaming, whether to perform DNN replacement is based on operator agreement.
Upon the reception of the HTTP POST request, the PCF shall:
-	update the corresponding individual AM Policy resource based on the information provided by the NF service consumerAMF;
-	determine the applicable policy based on local policy;
-	for the successful case, send a HTTP "200 OK" response with the PolicyUpdate data type as body with possible updates for that applicable policy and Policy Control Request Trigger(s) encoded as described in subclause 4.2.3.3 and according to the following provisions:
a)	if the PCF received the "servAreaRes" attribute in the request, Service Area Restrictions encoded as "servAreaRes" attribute; 
b)	if the PCF received the "rfsp" attribute in the request, RAT Frequency Selection Priority (RFSP) Index encoded as "rfsp" attribute; 
c)	if the feature "UE-AMBR_Authorization" is supported and the PCF received the "ueAmbr" attribute in the request, UE-AMBR encoded as "ueAmbr" attribute; and/or 
d)	if the PCF received the "smfSelInfo" attribute in the request, the "smfSelInfo" attribute encoding the PCF selected DNN in the "dnn" attribute corresponding to the S-NSSAI received in the "snssai" attribute; 
NOTE 5:	A PolicyUpdate data structure with only mandatory attribute(s) is included in the "200 OK" response when the PCF decides not to update the policies.
-	if errors occur when processing the HTTP POST request, apply error handling procedures as specified in subclause 5.7 and according to the following provisions:
a)	if the PCF is, due to incomplete, erroneous or missing information in the request, not able to provision an AM policy decision, the PCF may reject the request and include in an HTTP "400 Bad Request" response message the "cause" attribute of the ProblemDetails data structure set to "ERROR_REQUEST_PARAMETERS".
If the PCF received a "traceReq" attribute, it shall perform trace procedures as defined in 3GPP TS 32.422 [18].
If the AMF received the request of removal of Service Area Restrictions and/or RFSP and/or UE-AMBR from the UDM, the AMF shall remove the authorized Service Area Restrictions and/or RFSP and/or UE-AMBR provisioned by the PCF and apply the configured Service Area Restrictions and/or RFSP and/or UE-AMBR at the AMF without  interacting with the PCF. 
If feature "DNNReplacementControl" is supported and the AMF received the update of the SMF selection information within the "smfSelInfo" attribute in the response, the AMF shall apply the updated SMF selection information to the new PDU Sessions only, i.e. already established PDU Sessions are not affected.
If the PCF received a new GUAMI, the PCF may subscribe to GUAMI changes using the AMFStatusChange service operation of the Namf_Communication service specified in 3GPP TS 29.518 [14], and it may use the Nnrf_NFDiscovery Service specified in 3GPP TS 29.510 [13] (using the obtained GUAMI and possibly service name) to query the other AMFs within the AMF set. 

*** Next Change ***

[bookmark: _Toc28011141][bookmark: _Toc34138004][bookmark: _Toc36037599][bookmark: _Toc39051701][bookmark: _Toc43363293][bookmark: _Toc45132900][bookmark: _Toc49871631][bookmark: _Toc50023521][bookmark: _Toc51761201][bookmark: _Toc58418117]5.6.2.7	Type SmfSelectionData
Table 5.6.2.7-1: Definition of type SmfSelectionData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	unsuppDnn
	boolean
	O
	0..1
	When it is set to "true", the NF service consumerAMF shall request DNN replacement when the UE requested an unsupported DNN at PDU session establishment request. The default value is "false".
	

	candidates
	map(CandidateForReplacement)
	O
	1..N
	Contains the list of DNNs per S-NSSAI that are candidate for replacement. The "snssai" attribute within the CandidateForReplacement data type shall also be the key of the map.
	

	snssai
	Snssai
	C
	0..1
	It shall be included in AM policy association update requests and represents the allowed S-NSSAI the UE includes in the PDU session establishment request.
	

	mappingSnssai
	Snssai
	O
	0..1
	It may be included in AM policy association update requests and represents the home mapping of the allowed S-NSSAI the UE includes in the PDU session establishment request.
	

	dnn
	Dnn
	C
	0..1
	It shall be included in AM policy association update requests and represents the UE requested DNN.
It shall be included in AM policy association update response and represents the PCF selected DNN.
	

	NOTE:	Either one of the "unsuppDnn" attribute and "candidates" attribute, or both attributes shall be present when the "smfSelInfo" attribute is included in the PolicyAssociation type or PolicyUpdate type when included in the Npcf_AMPolicyControl_UpdateNotify request.




*** Next Change ***


[bookmark: _Toc28011146][bookmark: _Toc34138009][bookmark: _Toc36037604][bookmark: _Toc39051706][bookmark: _Toc43363298][bookmark: _Toc45132905][bookmark: _Toc49871636][bookmark: _Toc50023526][bookmark: _Toc51761206][bookmark: _Toc58418123][bookmark: _Hlk511068497]5.6.3.3	Enumeration: RequestTrigger
The enumeration RequestTrigger represents the possible Policy Control Request Triggers. It shall comply with the provisions defined in table 5.6.3.3-1.
Table 5.6.3.3-1: Enumeration RequestTrigger
	Enumeration value
	Description
	Applicability

	LOC_CH
	Location change (tracking area): the tracking area of the UE has changed. (NOTE)
	

	PRA_CH
	Change of UE presence in PRA: the NF service consumerAMF reports the current presence status of the UE in a Presence Reporting Area, and notifies that the UE enters/leaves the Presence Reporting Area.
	

	SERV_AREA_CH
	Service Area Restriction change: the UDM notifies the NF service consumerAMF that the subscribed service area restriction information has changed.
	

	RFSP_CH
	RFSP index change: the UDM notifies the NF service consumerAMF that the subscribed RFSP index has changed.
	

	ALLOWED_NSSAI_CH
	Allowed NSSAI change: the NF service consumerAMF notifies that the set of UE allowed S-NSSAIs has changed. 
	SliceSupport, DNNReplacementControl

	UE_AMBR_CH
	UE-AMBR change: the UDM notifies the NF service consumerAMF that the subscribed UE-AMBR has changed.
	UE-AMBR_Authorization

	SMF_SELECT_CH
	SMF selection information change: UE request for an unsupported DNN or UE request for a DNN within the list of DNN candidates for replacement per S-NSSAI.
	DNNReplacementControl

	ACCESS_TYPE_CH
	Access Type change: the NF service consumerAMF notifies that the access type and the RAT type combinations available in the NF service consumerAMF for a UE with simultaneous 3GPP and non-3GPP connectivity have changed. (NOTE)
	MultipleAccessTypes

	NOTE:	This includes reporting the current value at the time the trigger is provisioned during the update or update notification of the policy association.




*** Next Change ***

[bookmark: _Toc28011151][bookmark: _Toc34138014][bookmark: _Toc36037609][bookmark: _Toc39051711][bookmark: _Toc43363303][bookmark: _Toc45132910][bookmark: _Toc49871641][bookmark: _Toc50023531][bookmark: _Toc51761211][bookmark: _Toc58418128]5.7.3	Application Errors
The application errors defined for the Npcf_AMPolicyControl service are listed in Table 5.7.3-1 and Table 5.7.3-2. The PCF may include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-1 when PCF acts as a server. The NF service consumerAMF shall include in the HTTP status code a "ProblemDetails" data structure with the "cause" attribute indicating the application error as listed in table 5.7.3-2 when NF service consumerAMF acts as a server.
Table 5.7.3-1: Application errors
	Application Error
	HTTP status code
	Description

	USER_UNKNOWN
	400 Bad Request
	The HTTP request is rejected because the end user specified in the request is unknown to the PCF.

	ERROR_REQUEST_PARAMETERS
	400 Bad Request
	The HTTP request is rejected because the set of information needed by the PCF for AM Policy selection is incomplete or erroneous or not available for the decision to be made.

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the PCF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in clause 9.2 of 3GPP TS 29.513 [7]. 



Table 5.7.3-2: Application errors when NF service consumerAMF acts as a server to receive a notification
	Application Error
	HTTP status code
	Description

	PENDING_TRANSACTION
	400 Bad Request
	This error shall be used when the PendingTransaction feature is supported and the NF service consumerAMF receives an incoming request on a policy association while it has an ongoing transaction on the same policy association and cannot handle the request as described in clause 9.2 of 3GPP TS 29.513 [7]. 

	NOTE:	This application error is included in the response to the Policy Update Notification HTTP POST request.




*** Next Change ***

[bookmark: _Toc28011153][bookmark: _Toc34138016][bookmark: _Toc36037611][bookmark: _Toc39051713][bookmark: _Toc43363305][bookmark: _Toc45132912][bookmark: _Toc49871643][bookmark: _Toc50023533][bookmark: _Toc51761213][bookmark: _Toc58418130][bookmark: _Hlk525137310]5.9	Security
As indicated in 3GPP TS 33.501 [19] and 3GPP TS 29.500 [5], the access to the Npcf_AMPolicyControl API may be authorized by means of the OAuth2 protocol (see IETF RFC 6749 [20]), based on local configuration, using the "Client Credentials" authorization grant, where the NRF (see 3GPP TS 29.510 [13]) plays the role of the authorization server.
If OAuth2 is used, an NF Sservice Cconsumer, prior to consuming services offered by the Npcf_AMPolicyControl API, shall obtain a "token" from the authorization server, by invoking the Access Token Request service, as described in 3GPP TS 29.510 [13], subclause 5.4.2.2.
NOTE:	When multiple NRFs are deployed in a network, the NRF used as authorization server is the same NRF that the NF Sservice Csonsumer used for discovering the Npcf_AMPolicyControl service.
[bookmark: _Hlk530142087][bookmark: _Hlk522985079]The Npcf_AMPolicyControl API defines a single scope "npcf-am-policy-control" for the entire service, and it does not define any additional scopes at resource or operation level.

*** Next Change ***

[bookmark: _Toc28011165][bookmark: _Toc34138028][bookmark: _Toc36037623][bookmark: _Toc39051725][bookmark: _Toc43363317][bookmark: _Toc45132924][bookmark: _Toc49871655][bookmark: _Toc50023545][bookmark: _Toc51761225][bookmark: _Toc58418142]B.2.1.3.2	NF Service Consumers
The NF service consumerAMF functionality defined in subclause 4.1.3.2 shall apply with the following exceptions: 
-	The UE-AMBR control by the visited network is only applicable for a 5G-RG registered over 3GPP access.
-	The NF service consumerAMF enforces access and mobility related policy control as described in this Annex.


*** Next Change ***


[bookmark: _Toc28011176][bookmark: _Toc34138041][bookmark: _Toc36037636][bookmark: _Toc39051738][bookmark: _Toc43363330][bookmark: _Toc45132937][bookmark: _Toc49871668][bookmark: _Toc50023558][bookmark: _Toc51761238][bookmark: _Toc58418155]B.3.4.2	Policy Control Request Triggers
For a 5G-RG registering via NG-RAN, the Policy Control Request Triggers defined in subclause 4.2.3.2 shall apply.
[bookmark: _Hlk16499846]For a FN-RG or a 5G-RG registering via wireline access, only the following Policy Control Request Triggers defined in subclause 4.2.3.2 shall apply: 
-	"SERV_AREA _CH", i.e. Service Area Restriction change: the UDM notifies the NF service consumerAMF that the subscribed service area restriction information has changed; 
-	"ALLOWED_NSSAI_CH", i.e. change of allowed NSSAI of the served UE;
NOTE 1:	The "ALLOWED_NSSAI_CH" trigger only applies if the feature "SliceSupport" or the feature "DNNReplacementControl" is supported.
NOTE 2:	The "SERV_AREA_CH" trigger is also used to notify that the subscribed wireline access service area restriction information has changed. 
-	"ACCESS_TYPE_CH", i.e. the access type change: the NF service consumerAMF notifies that the access type and the RAT type combinations available in the NF service consumerAMF for a UE with simultaneous 3GPP and non-3GPP connectivity has changed; and
NOTE 3:	The "ACCESS_TYPE_CH" trigger only applies if the "MultipleAccessTypes" feature is supported.
-	"SMF_SELECT_CH", i.e. SMF selection information change.
NOTE 4:	The "SMF_SELECT_CH" trigger only applies if the "DNNReplacementControl" feature is supported.



*** End of Changes ***
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