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	Reason for change:
	Since only one session rule enforced simultaneously and Access type conditions are only applicable to the authorized session-AMBR, the following statement was added in 4.2.6.3.2.4 (agreed in C3-205621):
“The PCF shall ensure that an access type conditioned session rule and a session rule without any access type condition for the same session differ only in the authorized session-AMBR property.”

However, this statement doesn’t cover the case if multiple access type conditioned session rules are provisioned but no non-access type conditioned session rule provisioned, e.g.
sessionRuleA, when 3GPP access type, NR rat type
sessionRuleB, when 3GPP access type, no rat type
sessionRuleC, when non-3GPP access type, WLAN rat type
sessionRuleD, when non-3GPP access type, no rat type
The PCF shall ensure that sessionRuleA, B, C and D differ only in the authorized session-AMBR property.


	
	

	Summary of change:
	Update 4.2.6.3.2.4 to indicate:
If more than one access type conditioned session rules are provisioned, and if there is no session rule without any access type condition provisioned in the SMF, the PCF shall ensure that any two access type conditioned session rules for the same session differ only in the authorized session-AMBR property.


	
	

	Consequences if not approved:
	Without the proposed requirement for the PCF the SMF could behave against the stage 2 requirement for access type conditioned session AMBR.
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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28012151][bookmark: _Toc34123004][bookmark: _Toc36037954][bookmark: _Toc38875336][bookmark: _Toc43191817][bookmark: _Toc45133212][bookmark: _Toc51315277][bookmark: _Toc51761606][bookmark: _Toc51761976][bookmark: _Toc56671508][bookmark: _Toc59016126]4.2.6.3.2.4	Access type conditioned authorized session AMBR
The SMF shall enforce the session AMBR values corresponding to the session rule whose referred ConditionData instance contains the "accessType" attribute and "ratType" attribute matching the current access type and RAT type of the UE for the given PDU session.
The PCF shall ensure that an access type conditioned session rule and a session rule without any access type condition for the same session differ only in the authorized session-AMBR property. If more than one access type conditioned session rules are provisioned, and if there is no session rule without any access type condition provisioned in the SMF, the PCF shall ensure that any two access type conditioned session rules for the same session differ only in the authorized session-AMBR property.
NOTE:	Access type conditions are only applicable to the authorized session-AMBR.
If there is a session rule whose authorized session AMBR does not depend on any access type condition provided and there is also a session rule with an access type conditioned authorized session AMBR provided, then the access type conditioned session rule where the conditions specified within the Condition Data decision are met shall be enforced. When the access type conditions specified within the Condition Data are not met, the session rule with the authorized session AMBR without any access type condition shall be enforced.
If conditions from multiple access type conditioned session rules with authorized session AMBR are met at the same time then the session rule related to the most strict matching condition is enforced, e.g. Policy1 specifies access type only and Policy2 specifies access type (with the value same as in Policy1) and an RAT Type, both, then the Policy2 shall be enforced when the UE's current access type and RAT type matches with the condition specified by Policy2.
If conditions from multiple access type conditioned session rules with authorized session AMBR are met at the same time and all of these policies are equally applicable, e.g. Policy1 specifies access type only and Policy2 specifies RAT type only and if the UE's current access type matches with Policy1 and the UE's current RAT type matches with Policy2, then the SMF should apply the session AMBR with Policy2.

*** End of Changes ***

