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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28012091][bookmark: _Toc34122943][bookmark: _Toc36037893][bookmark: _Toc38875275][bookmark: _Toc43191755][bookmark: _Toc45133149][bookmark: _Toc51316653][bookmark: _Toc51761833][bookmark: _Toc56674812][bookmark: _Toc56675203][bookmark: _Toc59016189][bookmark: _Toc28011794][bookmark: _Toc38876171][bookmark: _Toc43192325][bookmark: _Toc45133066][bookmark: _Toc51314934][bookmark: _Toc51761394][bookmark: _Toc56671950][bookmark: _Toc59015872]4.2.4.6	Application detection information reporting
If the ADC feature is supported and if the SMF receives the PCC rule for application detection and control, the SMF shall instruct the UPF as defined in 3GPP TS 29.244 [13] to:
-	Detect the application traffic.
-	Report the detected application’s traffic start/stop events along with the application instance identifier and service data flow descriptions when service data flow descriptions are deducible.
When the start of the application`s traffic, identified by an application identifier, is received from the UPF, if PCF has previously provisioned the APP_STA/APP_STO policy control request trigger, unless a request to mute such a notification (i.e. the "muteNotif" attribute set to true within the Traffic Control Data decision which the PCC rule refers to), the SMF shall report the start of the application to the PCF. 
In order to do so, the SMF shall perform the procedure as defined in subclause 4.2.4.2 by including the information regarding the detected application`s traffic within the "appDetectionInfos" attribute and the "APP_STA" within the "repPolicyCtrlReqTriggers" attribute even if the application traffic is discarded due to enforcement actions of the PCC rule. In this case, within the each AppDetectionInfo instance, the SMF shall include the corresponding application identifier within the "appId" attribute, and may include the detected service data flow description within the "sdfDescriptions" attribute if deducible and a dynamically allocated application instance identifier for the detected service data flow descriptions within the "instanceId". The "sdfDescriptions" attribute, if present, shall contain the "flowDescription" attribute and "flowDirection" attribute. The application instance identifier allows the correlation of APP_STA and APP_STO policy control request trigger to the specific service data flow descriptions.
When the stop of the application's traffic, identified by an application identifier is received from the UPF and the SMF has reported the start of the application to the PCF, the SMF shall report the stop of the application to the PCF. In order to do so, the SMF shall perform the procedure as defined in subclause 4.2.4.2 by including the information regarding the detected application`s traffic within the "appDetectionInfos" attribute and the "APP_STO" within the "repPolicyCtrlReqTriggersrepPolicyConReqTriggers" attribute. For each AppDetectionInfo instance, the SMF shall include the corresponding application identifier within the "appId" attribute and  the application instance identifier within the "instanceId" if it is provided along with the APP_STA.
The PCF then may make policy decisions based on the information received and send the corresponding updated PCC rules to the SMF.
[bookmark: _Hlk46757511]When a PFD provisioned by the PFDF as specified in 3GPP TS 29.551 [46] is removed/modified and the removed/modified PFD was used to detect application traffic related to an application identifier in a PCC rule installed or activated for a PDU session, if the removed/modified PFD results in that the stop of an application or an application instance is not able to be detected, and if the SMF has reported the application start as described in this subclause to the PCF for the application or application instance represented by this PFD, the SMF shall report the application stop to the PCF for the corresponding application or the corresponding application instance, if the stop of the application’s traffic, identified by the corresponding application or the corresponding application instance, is received from the UPF.
NOTE:	Multiple PFDs can be associated with the application identifier. When the removed/modified PFD is the last one which is used to detect traffic identified by the "appId" attribute, the SMF reports application stop.

*** 2nd Change ***
[bookmark: _Toc56674819][bookmark: _Toc56675210][bookmark: _Toc59016196]4.2.4.11	Ipv6 Multi-homing support
The SMF may insert an additional PDU Session Anchor to an existing PDU session by using Ipv6 multi-homing mechanism. In this case, the SMF shall inform the PCF when one or more new Ipv6 prefix is allocated to the new PDU Session Anchor as defined in subclause 4.2.4.2. The SMF shall, within the SmPolicyUpdateContextData data structure, include the "UE_IP_CH" within the "repPolicyCtrlReqTriggers" attribute and include the new Ipv6 prefix within the "ipv6AddressPrefix" attribute or multiple new Ipv6 prefixes within the "addIpv6AddrPrefixes" attribute, if the "MultiIpv6AddrPrefix" feature is supported.
When the PCF receives the request from the SMF indicating the addition of one or more new Ipv6 prefixes, the PCF shall determine the impacted PCC rules and/or session rules associated with each new Ipv6 prefix and provision them to the SMF as defined in subclauses 5.6.2.6 and 5.6.2.7. The SMF shall derive the appropriate policies based on the policies provisioned by the PCF and provision them to the appropriate UPF, if applicable, access network, if applicable, and UE, if applicable. The PCF shall additionally consider the new Ipv6 prefix, or the multiple new Ipv6 prefixes if the "MultiIpv6AddrPrefix" feature is supported, during subsequent PCC rules and/or session rules updates.
When the SMF removes a PDU Session anchor from the Multi-homing PDU session, the SMF shall inform the PCF of the released Ipv6 prefix related to the PDU Session anchor as defined in subclause 4.2.5.2. The SMF shall, within the SmPolicyUpdateContextData data structure, include the "UE_IP_CH" within the "repPolicyCtrlReqTriggersrepPolicyConReqTrigger" attribute and include the released Ipv6 prefix within the "relIpv6AddressPrefix" attribute or multiple released UE Ipv6 prefixes within the "addRelIpv6AddrPrefixes" attribute, if the "MultiIpv6AddrPrefix feature" is supported.
When the PCF receives the request from the SMF indicating the release of one or more Ipv6 prefixes, the PCF shall determine the previously provisioned PCC rules and/or session rules associated with each released Ipv6 prefix and shall remove and/or update them from the SMF as applicable. The PCF shall remove the released Ipv6 prefix, or the multiple released Ipv6 prefixes if the "MultiIpv6AddrPrefix" is supported.

*** 3rd Change ***
[bookmark: _Toc28012097][bookmark: _Toc34122949][bookmark: _Toc36037899][bookmark: _Toc38875281][bookmark: _Toc43191761][bookmark: _Toc45133155][bookmark: _Toc51316659][bookmark: _Toc51761839][bookmark: _Toc56674820][bookmark: _Toc56675211][bookmark: _Toc59016197]4.2.4.12	Request and report for the result of PCC rule removal
If the RAN-NAS-Cause feature is supported, the PCF may request the SMF to inform it of the result of the PCC rule removal when the PCF removes the PCC rule as defined in subclause 4.2.6.5.2.
When the SMF receives the request, the SMF shall maintain locally the removed PCC rules until it receives of the resource release outcome from the network.
The SMF shall notify the PCF by include the "RES_RELEASE" within the "repPolicyCtrlReqTriggers" attribute and the affected rules indicated within one instance of the "ruleReports" attribute with the "ruleStatus" attribute set to the value INACTIVE.
If the QoS flow is terminated as a consequence of the removal of one or more PCC rules, the SMF shall inform the PCF about the completion of the QoS flow procedure related to the removal of PCC rules that indicated resource release notification by including the RequestedRuleData instance containing the "reqData" attribute with the RES_RELEASE referring to the PCC rule. If the SMF received from the access network some RAN/NAS release cause(s), the SMF shall also provide the received cause(s) in the "ruleReports" attribute. The SMF shall also provide the available access network information within the "userLocationInfo" attribute (if available), "userLocationInfoTime" attribute (if available) and "ueTimezone" attribute (if available).
*** End of Changes ***

