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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
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The PCF may control at what time the status of a PCC rule changes. In order to provision a PCC rule with conditional data, the PCF shall provision a PCC rule as defined in subclause 4.2.6.2.1and include within its "refCondData" attribute the corresponding ConditionData's "condId" attribute value. The PCF shall also ensure that the referenced ConditionData instance is included in the "conds" map within the SmPolicyDecision data structure following the procedures defined in subclause 4.2.6.1.
Within the ConditionData instance, the PCF shall include the activation time within the "activationTime" attribute and/or deactivation time within the "deactivationTime" attribute.
When the SMF receives the PCC rule, the SMF shall act as follows:
1)	If "activationTime" attribute is specified only and the time specified in "activationTime" attribute is in the future, then the SMF shall set the PCC rule inactive and make it active at that time. If time specified in the "activationTime" attribute is in the past, then the SMF shall immediately set the PCC rule active.
2)	If "deactivationTime" attribute is specified only and the time specified in "deactivationTime" attribute is in the future, then the SMF shall set the PCC rule active and make it inactive at that time. If the time specified in the "deactivationTime" is in the past, then the SMF shall immediately set the PCC rule inactive.
3)	If both "activationTime" attribute and "deactivationTime" attribute are specified, and the time specified in the "activationTime" occurs before the time specified in the "deactivationTime" attribute, and also when the PCC rule is provided before or at the time specified in the "deactivationTime", the SMF shall handle the rule as defined in 1) and then as defined in 2).
4)	If both "activationTime" attribute and "deactivationTime" attribute are specified, and the time specified in the "deactivationTime" attribute occurs before the time specified in the "activationTime", and also when the PCC rule is provided before or at the time specified in the "activationTime" attribute, the SMF shall handle the rule as defined in 2) and then as defined in 1).
5)	If both the "activationTime" attribute and the "deactivationTime" attribute are specified but time has already occurred for both, and the time specified in the "activationTime" occurs before the time specified in the "deactivationTime" attribute, then the SMF shall immediately set the PCC rule inactive.
6)	If both the "activationTime" attribute and the "deactivationTime" attribute are specified but time has passed for both, and the time specified in "deactivationTime" attribute occurs before the "activationTime" attribute, then the SMF shall immediately set the PCC rule active.
The PCF may modify a currently installed/activated PCC rule, including setting, modifying or deleting its deferred activation and/or deactivation time as follows:
1)	When modifying a PCC rule by setting the deferred activation time and/or deactivation time, the PCF shall update the PCC rule by including the corresponding ConditionData's "condId" attribute value within the "refCondData" attribute and within the SmPolicyDecision data structure include the ConditionData instance within the "conds" attribute if not provisioned yet.
2)	When modifying a PCC rule by modifying the deferred activation time and/or deactivation time:
-	the PCF may update the PCC rule by replacing the existing ConditionData instance's "condId" attribute value within the "refCondData" attribute with a new one and within the SmPolicyDecision data structure include the new ConditionData instance within the "conds" attribute if not provisioned yet; or
-	the PCF may update the condition data decision which the PCC rule refers to by updating the corresponding ConditionData instance as defined in subclause 4.2.6.1. The PCF may add an activation time or an deactivation time, update the values of the existing activation time and/or the existing deactivation time, or delete either the existing activation time or the existing deactivation time.
3)	When modifying a PCC rule by deleting the deferred activation time and deactivation time:
-	the PCF shall delete the reference to the ConditionData instance within the PCC rule by updating PCC rule with the "refCondData" attribute set to NULL; and
-	the PCF may delete the condition data decision which the PCC rule refers to as defined in subclause 4.2.6.1 if no other PCC rules are referring to the condition data decision.
To delete a conditioned PCC rule, the PCF shall perform the deletion of PCC rule as defined in subclause 4.2.6.2.1.
The UE timezone information, if available, may be used by the PCF to derive the values of "activationTime" attribute and/or the "deactivationTime" attribute.
The PCC rule(s) including the reference to the Condition Data decision which includes the "activationTime" attribute and/or "deactivationTime" attribute shall be bound to a QoS flow associated with a default QoS rule that allows all UL packets. If such PCC rule(s) is not bound to a QoS flow associated with a default QoS rule, the SMF shall report the failure to the PCF by including the "ruleReports" attribute with the "failureCode" attribute set the value "NO_QOS_FLOW_BOUND" for the affected PCC rule(s). Changes of the QoS profile or QoS rule which will initiate the signalling towards the access network and/or UE in such PCC rule(s) shall also not be applied.
NOTE:	This limitation prevents dependencies on the signalling of changed traffic mapping information towards the UE.

*** 2nd Change ***
[bookmark: _Toc28012146][bookmark: _Toc34122999][bookmark: _Toc36037949][bookmark: _Toc38875331][bookmark: _Toc43191812][bookmark: _Toc45133207][bookmark: _Toc51315272][bookmark: _Toc51761601][bookmark: _Toc51761971][bookmark: _Toc56671503][bookmark: _Toc59016121]4.2.6.3.1	Overview
The PCF may perform operations on session rules. The impacted rules shall be included in the "sessRules" map attribute within the SMPolicyDecision data structure with the "sessRuleId" as a key. For installing or modifying a session rule, the corresponding SessionRule data instance shall be provided as the map entry value. For removing a session rule, the map entry value shall be set to NULL.
In order to install a new session rule, the PCF shall further set other attributes within the SessionRule data structure as follows:
-	it shallmay include the authorized session AMBR within the "authSessAmbr" attribute;
-	it shallmay include the authorized default QoS within the "authDefQos" attribute using the procedure as defined in subclause 4.2.6.3.3;
-	it may include one reference to the UsageMonitoringData data structure within the "refUmData" attribute. In this case, a "umDecs" attribute containing the corresponding Usage Monitoring data policy decisions shall be included in SmPolicyDecision data structure if it has not been previously provided;
-	if the "ATSSS" feature is supported, it may include one reference to the UsageMonitoringData data structure to apply for the Non-3GPP access within the "refUmN3gData" attribute. In this case, a "umDecs" attribute containing the corresponding Usage Monitoring data policy decisions shall be included in SmPolicyDecision data structure if it has not been previously provided; and
-	it may include one reference to the ConditionData data structure within the "refCondData" attribute. In this case, a "conds" attribute containing the corresponding Condition Data decision shall be included in SmPolicyDecision data structure if it has not been previously provided.
In order to modify an existing session rule, the PCF shall further set other attributes within the SessionRule data structure as follows:
-	If the PCF needs to modify the attribute(s) within a session rule, the PCF shall include the modified attributes(s) with the new value(s) within the SessionRule data instance. Previously supplied attributes not supplied in the modified PCC rule instance shall remain valid.
-	If the PCF only needs to modify the content of referenced policy decision data (e.g. UsageMonitoringData, etc.) and/or condition data for one or more session rules, the PCF shall, within the SmPolicyDecision data structure, include the corresponding policy decision data and/or condition data within the corresponding map attributes (e.g. include the usage monitoring data decision within the "umDecs" attribute).
The PCF may combine multiple of the above session rule operations in a single message, but the PCF shall ensure that one and only one session rule is enforced in the SMF.

*** 3rd Change ***
[bookmark: _Toc28012148][bookmark: _Toc34123001][bookmark: _Toc36037951][bookmark: _Toc38875333][bookmark: _Toc43191814][bookmark: _Toc45133209][bookmark: _Toc51315274][bookmark: _Toc51761603][bookmark: _Toc51761973][bookmark: _Toc56671505][bookmark: _Toc59016123]4.2.6.3.2.1	General
Up to four conditioned session rules (i.e. authorized session AMBR and/or authorized default QoS) may be provisioned by the PCF. In order to provision a session rule with conditional data, the PCF shall provision a session rule as defined in subclause 4.2.6.3.1 and include within its "refCondData" attribute the corresponding ConditionData's "condId" attribute value. The PCF shall also ensure that the referenced ConditionData instance is included in the "conds" map within the SmPolicyDecision data structure following the procedures defined in subclause 4.2.6.1.
Within the ConditionData instance, the PCF may include the activation time within the "activationTime" attribute for the time conditioned authorized Session AMBR and/or authorized default QoS. If the "AccessTypeCondition" feature as defined in subclause 5.8 is supported, the PCF may also include the access type within the "accessType" attribute and RAT type within the "ratType" attribute if applicable for the access type conditioned authorized session AMBR.
NOTE 1:	The SMF retains remaining time conditioned session rules that have an execution time in the future.
NOTE 2:	Time condition and access type condition can both apply to authorize the session AMBR within a session rule.
If the SMF receives the conditioned session rule, when the condition indicated in the related attribute(s) within the Condition Data decision (e.g. at the time indicated in the "activationTime" attribute) is met, the SMF shall perform the conditional policy without interaction with the PCF. If the Condition Data decision includes more than one type of conditions and all the types of conditions are met, the SMF shall perform the conditional policy.
If time conditioned session rule(s) to change the non-conditioned session rule are received by the SMF and the earliest Activation Time is in the past, then the SMF shall immediately enforce the most recent time conditioned instance that is not in the future.
The PCF may modify a currently installed session rule, including setting, modifying or deleting its condition(s) as follows:
1)	When modifying a session rule by setting the condition(s), the PCF shall update the session rule by including the corresponding ConditionData's "condId" attribute value within the "refCondData" attribute and within the SmPolicyDecision data structure include the ConditionData instance within the "conds" attribute if not provisioned yet.
2)	When modifying a session rule by modifying the condition(s):
-	the PCF may update the session rule by replacing the existing ConditionData instance's "condId" attribute value within the "refCondData" attribute with a new one and within the SmPolicyDecision data structure include the new ConditionData instance within the "conds" attribute if not provisioned yet; or
-	the PCF may update the condition data decision which the session rule refers to by updating the corresponding ConditionData instance as defined in subclause 4.2.6.1. The PCF may update the value of the condition within the related attribute (e.g. the value of the existing deferred activation time within the "activationTime" attribute).
3)	When modifying a session rule by deleting the condition(s):
-	the PCF shall delete the reference to the ConditionData instance within the session rule by updating session rule with the "refCondData" attribute set to NULL; and
-	the PCF may delete the condition data decision which the session rule refers to as defined in subclause 4.2.6.1 if no other session rules are referring to the condition data decision.
To delete a conditioned session rule, the PCF shall perform the deletion of session rule as defined in subclause 4.2.6.3.1. The "ueTimeZone" attribute, if available, may be used by the PCF to derive the value for the "activationTime" attribute.
NOTE 3:	Conditioned session AMBR and default QoS change helps reducing the signalling load over N7. However, the session AMBR and default QoS change needs to be communicated to the UE. Consequently a simultaneous change of the session AMBR and default QoS for many UE(s) may introduce a signalling storm in the 5GC (e.g. over N1/N2/N4/N11). The PCF can avoid this simultaneous change of the session AMBR and default QoS (e.g. spread the time conditioned change over time for many UEs).

*** 4th Change ***
[bookmark: _Toc28012161][bookmark: _Toc34123014][bookmark: _Toc36037964][bookmark: _Toc38875346][bookmark: _Toc43191827][bookmark: _Toc45133222][bookmark: _Toc51315287][bookmark: _Toc51761616][bookmark: _Toc51761986][bookmark: _Toc56671518][bookmark: _Toc59016136]4.2.6.5.6	Provisioning of Presence Reporting Area Information
When PRA feature is supported, the PCF may determine during the lifetime of the IP-CANPDU session whether reports for change of UE presence in Presence Reporting Area(s) are desired for the PDU session based on the subscriber's profile configuration. If the reporting is desired for the PDU session, the PCF shall provide the "praInfos" attribute within the SmPolicyDecision data structure. Within each PresenceInfoRm data structure, the PCF shall include the Presence Reporting Area Identifier within the "praId" attribute, and, for a UE-dedicated Presence Reporting Area, the list of elements composing the presence reporting area within the "trackingAreaList" attribute, "ecgiList" attribute, "ncgiList" attribute, and/or "globalRanNodeIdList" attribute. The PCF shall activate the reporting changes of UE presence in Presence Reporting Area(s) by provisioning the "PRA_CH" policy control request trigger to the SMF.
NOTE 1:	If this feature is not supported, the PCF can instead activate location change reporting that reports actual location. Due to the potential increase in signalling load, careful consideration of the network load is necessary for such reporting, e.g. limiting the number of subscribers' subject to such reporting.
If PCF is configured with a Presence Reporting Area identifier referring to a list of Presence Reporting Area Identifier(s) within a Set of Core Network predefined Presence Reporting Areas as defined in 3GPP TS 23.501 [2], the PCF shall include the identifier of the Presence Reporting Area set within the "praId" attribute.
NOTE 2:	The Presence Reporting Area Identifier can correspond to a list of Presence Reporting Area Identifier(s) within a set of Core Network predefined Presence Reporting Areas (PRA set identifier) as defined in 3GPP TS 23.501 [2].
The PCF may modify the list of PRA Identifier(s) by providing the new Presence Reporting Area or by removing existing Presence Reporting Area(s) or  modify the list(s) of Presence Reporting Area elements by providing the updated Presence Reporting Area. In order to do that, the PCF shall follow the general procedure as defined in subclause 4.2.6.1 and supply the Presence Reporting Area identifier(s) as the key(s) of the map.
The PCF may remove the policy control request trigger of change of UE presence in Presence Reporting Area as defined in subclause 4.2.6.4, if previously activated.
If the "PRA_CH" policy control request trigger is provisioned, when the PCF provides a list of presence reporting areas as described above, the PCF shall ensure that the maximum number of provisioned Presence Reporting Area Identifiers is not exceeded. The maximum number of PRAs may be configured in the PCF. The PCF may have independent configuration of the maximum number for Core Network pre-configured PRAs and UE-dedicated PRAs.
NOTE 3:	For all the Presence Reporting Area(s) provided by the PCF, the SMF can store the Presence Reporting Area Identifier(s) together with an indication that states that it relates to PCF requested PRA status changes.
NOTE 4:	This information is needed so that if both PCF and CHF request the reports of PRA status changes, the SMF is able to differentiate whether the reported PRA changes are relevant to PCF or CHF.
The SMF shall invoke the Namf_EventExposure service in the AMF to handle the subscription to the presence state of a UE in an area of interest as specified in 3GPP TS 29.518 [36].
The PCF may be notified during the lifetime of an PDU session that the UE is located in an access network where local configuration indicates that the reporting change of UE presence in Presence Reporting Area is not supported. The PCF may remove the policy control request trigger of the change of UE presence in Presence Reporting Area, if previously activated. In this case, the PCF shall also remove the provisioned presence reporting areas by including the "praInfos" attribute set to NULL within the SmPolicyDecision data structure.
The SMF shall remove the Namf_EventExposure service subscription with the AMF for the reporting of Change of UE presence in Presence Reporting Area, when the PCF and CHF remove the request trigger of change of UE presence in Presence Reporting Area.

*** End of Changes ***

