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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
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Policy Decisions are provided from the PCF to the NF service consumer (SMF) as part of the following service operations:
-	the Npcf_SMPolicyControl_Create Service Operation described in subclause 4.2.2;
-	the SM Policy Association Notification request as part of the Npcf_SMPolicyControl_UpdateNotify Service Operation as described in subclause 4.2.3.2; and
-	the Npcf_SMPolicyControl_Update service operation as described in subclause 4.2.4
Policy decisions shall be encoded within the SmPolicyDecision data structure defined in subclause 5.6.2.4
Policy decisions may include:
-	Session Rules as described in subclause 4.1.4.3 encoded within the "sessRules" attribute;
-	PCC Rules as described in subclause 4.1.4.2 encoded within the "pccRules" attribute;
-	QoS decisions as described in subclause 4.1.4.4.3 that can be referenced from PCC rules encoded within the "qosDecs" attribute;
-	charging decisions as described in subclause 4.1.4.4.4 that can be referenced from PCC rules encoded within the "chgDecs" attribute;
-	Traffic control decisions as described in subclause 4.1.4.4.2 that can be referenced from PCC rules encoded within the "traffContDecs" attribute;
-	Usage monitoring control decisions as described in subclause 4.1.4.4.5 that can be referenced from PCC rules and session rules encoded within the "umDecs" attribute;
-	Conditions that can be referenced from PCC rules and session rules encoded within the "conds" attribute;
-	A reflective QoS timer;
-	Policy control request triggers and applicable additional information, e.g., Revalidation Time, PRA information;
-	Last requested rule data;
-	Last requested usage data;
-	Default charging method of the PDU session;
-	Charging information;
-	P-CSCF Restoration Support Indication;
-	IP index information;
-	Usage of QoS flow.
For the Npcf_SMPolicyControl_Create Service Operation, the SmPolicyDecision data structure shall contain a full description of all of policies decisions provided by the PCF for the policy association.
For the Npcf_SMPolicyControl_UpdateNotify service operation for the SM Policy Association Notification request and for the Npcf_SMPolicyControl_Update service operation, the SmPolicyDecision data structure shall contain a description of changes of the policies decisions with respect to the last provided previous policy decision for the corresponding policy association. The default charging method of the PDU session, charging information, Reflective QoS Timer, P-CSCF Restoration Support Indication and IP index information shall not been updated by the PCF.
If no other rules are defined for specific data types within the SmPolicyDecision data structure, the encoding of changes of the policies decisions in the SmPolicyDecision data structure shall follow the following principles:
1)	To modify an attribute with a value of type map (e.g. the "sessRules" attribute, the "pccRules" attribute, the "qosDecs" attribute, the "traffContDecs" attribute, the "umDecs" attribute, and the "conds" attribute) the attribute shall be provided with a value containing a map with entries according to the following principles:
-	A new entry shall be added by supplying a new identifier (e.g. rule / decision identifier) as key and the corresponding structured data type instance (e.g. PCC rule) with complete contents as value as an entry within the map.
-	An existing entry shall be modified by supplying the existing identifier as key and the corresponding structured data type instance with the same existing identifier (e.g. set the "qosId" to the same existing QoS data decision identifier), which shall describe the modifications following bullets 1 to 6, as value as an entry within the map.
-	An existing entry shall be deleted by supplying the existing identifier as key and "NULL" as value as an entry within the map.
-	For an unmodified entry, no entry needs to be provided within the map.
2)	To modify an attribute with a structured data type instance as value, the attribute shall be provided with a value containing a structured data type instance with entries according to bullets 1 to 6.
3)	To modify an attribute with another type than map or structured data type as value, the attribute shall be provided with a complete representation of its value that shall replace the previous value.
[bookmark: _Hlk514929639]4)	To create an attribute of any type, the attribute shall be provided with a complete representation of its value.
5)	To delete an attribute of any type, the attribute shall be provided with NULL as value.
NOTE 1:	Attributes that are allowed to be deleted need to be marked as "nullable" within the OpenAPI file in Annex A.
6)	Attributes that are not added, modified, or deleted do not need to be provided.
NOTE 2:	In related data structures no attribute can be marked as mandatory except the attribute for the identifier (e.g. rule / decision identifier).
The PCF shall not remove a provisioned policy decision data or condition data from the SMF when the reference(s) from the PCC rule(s) or session rule(s) are still valid. If the PCF determines that the policy decision or condition data shall be used for future PCC or session rule(s), tThe PCF may keep a policy decision data or condition data valid when the PCF removes all the PCC(s) or session rule(s) referring to the policy decision data or condition data; otherwise the PCF shall remove the provisioned policy decision data or condition data when the PCF removes all the PCC or session rule(s) referring to the policy decision data or condition data.
If the installation/activation of one or more new PCC rule(s) or the installation of one or more session rule(s) (i.e. rules which were not previously successfully installed) fails, although the failed PCC rule(s) or session rule(s) is removed, the policy decision data or condition data which is referred by the failed PCC rule(s) or session rule(s) remains applicable in the SMF until the PCF removes it. If the PCF determines that the policy decision or condition data that remain applicable shall be used for future PCC or session rule(s) (e.g. because the PCF reattempts to install the failed PCC rule) the PCF may keep these policy decision data or condition data valid; otherwise the PCF shall immediately remove these policy data or condition data from the SMF.
NOTE x1:	Due to internal policies, the SMF could decide to remove the policy decision and/or condition data not referred by any PCC and/or session rule(s) before the PCF decides to remove them. When the PCF decides to remove the policy decision and/or condition data that were silently removed by the SMF, the SMF accepts the removal indication, as specified in subclauses 4.2.3.26 and 4.2.4.26. When the PCF decides to reuse the policy decision and/or condition data that were silently removed by the SMF, the SMF reports PCC and/or session rule error as specified in subclauses 4.2.3.16, 4.2.4.15, 4.2.3.20 and 4.2.4.21.
*** 2nd Change ***
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If the "PolicyDecisionErrorHandling" feature is supported and if the SMF receives one or more policy decisions and/or condition datas which are not referred by any PCC rules or session rules as defined in subclause 4.2.3.2 but the storage of the policy decisions and/or condition datas was unsuccessful (e.g. the policy decision could not be successfully stored due to a limitation of resources at the SMF), the SMF shall behave as follows:
-	include an HTTP "200 OK" status code and one or more PolicyDecisionFailureCode data types to indicate the type(s) of the failed policy decisions and/or condition data in the response message if the SMF does not need to report any other information (e.g. the failure report of the PCC rule or session rule which are provisioned in the same message are not needed). 
-	include an HTTP "200 OK" status code and the "policyDecFailureReports" attribute to indicate the type(s) of the failed policy decisions and/or condition data and the "failureCause" attribute set to "POL_DEC_ERROR" within the PartialSuccessReport data structure in the response message if the SMF needs to report partial success (e.g. some of the PCC rules and/or session rules provisioned by the PCF in the same message are not installed/activated successfully).
-	include an HTTP "400 Bad Request" status code and the "policyDecFailureReports" attribute to indicate the type(s) of the failed policy decisions and/or condition data within the ErrorReport data structure in the response message if the SMF needs to reject the request (e.g. all the PCC rules and/or session rules provisioned by the PCF in the same message are not installed/activated successfully).
When the PCF receives the above reports, the PCF shall consider all the instances of the policy decsions and/or condition data which are provisioned in the request message and indicated by the PolicyDecisionFailureCode data type are removed from the SMF. When the PCF receives the response with HTTP "400 Bad Request" status code but the "policyDecFailureReports" attribute is not included, the PCF shall consider all the provisioned instances of the policy decsions and/or condition data in the request message are removed from the SMF.
The removal of a policy decision type and/or condition data shall not fail.
*** 3rd Change ***
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If the "PolicyDecisionErrorHandling" feature is supported and one or more policy decisions and/or condition datas which are not referred by any PCC rules or session rule is provisioned using the procedure as defined in subclauses 4.2.2.1, 4.2.3.1 or 4.2.4.1 but the storage was unsuccessful (e.g. the policy decision could not be successfully stored due to a limitation of resources at the SMF), the SMF shall include the "policyDecFailureReports" attribute to indicate the type(s) of the failed policy decisions and/or condition data within the SmPolicyUpdateContextData data structure.When the PCF receives the above reports, the PCF shall consider all the instances of the policy decsions and/or condition data which are not referred by any PCC rule and/or session stored at the SMF and indicated by the PolicyDecisionFailureCode data type are removed from the SMF.
The removal of a policy decision type and/or condition data shall not fail.
*** End of Changes ***
