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	Reason for change:
	As the following text quoted from TS 24.501 specified, the length of the Security header type IE and the Spare half octet IE is 4 bits, i.e., 1/2 octet. The length of these two IE in the NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message are incorrectly marked as 1 octet.
[bookmark: _Toc20233190][bookmark: _Toc27747313][bookmark: _Toc36213504][bookmark: _Toc36657681][bookmark: _Toc45287356][bookmark: _Toc51948631][bookmark: _Toc51949723][bookmark: _Toc59215946]9.3	Security header type
Bits 1 to 4 of the second octet of every 5GMM message contain the Security header type IE. This IE includes control information related to the security protection of a 5GMM message. The total size of the Security header type IE is 4 bits. 
The Security header type IE can take the values shown in table 9.3.1.
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This element is used in the description of 5GMM and 5GSM messages when an odd number of half octet type 1 information elements are used. This element is filled with spare bits set to zero and is placed in bits 5 to 8 of the octet unless otherwise specified.
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	Change “1” to be “1/2”

	
	

	Consequences if not approved:
	Incorrect length
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[bookmark: _Toc11419739][bookmark: _Toc27747193][bookmark: _Toc36213384][bookmark: _Toc36657561][bookmark: _Toc45287232][bookmark: _Toc51948506][bookmark: _Toc51949598][bookmark: _Toc59215821]8.2.32.1	Message definition
The NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message is sent by the UE to the AMF in response to the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message and indicates acceptance of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMMAND message. See table 8.2.32.1.1.
Message type:	NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE
Significance:	dual
Direction:		UE to network
Table 8.2.32.1.1: NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message content
	IEI
	Information Element
	Type/Reference
	Presence
	Format
	Length

	
	Extended protocol discriminator
	Extended protocol discriminator
9.2
	M
	V
	1

	
	Security header type
	Security header type
9.3
	M
	V
	1/2

	
	Spare half octet
	Spare half octet
9.5
	M
	V
	1/2

	
	NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message identity
	Message type
9.7
	M
	V
	1

	
	S-NSSAI
	S-NSSAI
9.11.2.8
	M
	LV
	2-5

	
	EAP message
	EAP message
9.11.2.2
	M
	LV-E
	6-1502
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