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*** First Change ***
[bookmark: _Toc34051943][bookmark: _Toc34208327][bookmark: _Toc34388088][bookmark: _Toc45183048]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2][bookmark: OLE_LINK3][bookmark: OLE_LINK4]-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[2]	3GPP TS 22.173: "IP Multimedia Core Network Subsystem (IMS) Multimedia Telephony Service and supplementary services; Stage 1".
[3]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[4]	3GPP TS 24.607: "Originating Identification Presentation (OIP) and Originating Identification Restriction (OIR) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".
[5]	IETF RFC 3323: "A Privacy Mechanism for the Session Initiation Protocol (SIP)".
[6]	IETF RFC 3325: "Private Extensions to the Session Initiation Protocol (SIP) for Network Asserted Identity within Trusted Networks".
[7]	3GPP TS 24.623: "Extensible Markup Language (XML) Configuration Access Protocol (XCAP) over the Ut interface for Manipulating Supplementary Services".
[8]	IETF RFC 8946draft-ietf-stir-passport-divert-08 (March  2020): "Personal Assertion Token (PASSporT)PASSporT Extension for Diverted Calls".
Editor's note:	The above document cannot be formally referenced until it is published as an RFC.
[bookmark: _Hlk20727181][9]	OMA-TS-CPM_Message_Storage_Using_RESTFul_API-V1_0-20181025-D: "CPM Message Store using RESTFul API, Draft Version 1.0 – 25 Oct 2018",
http://member.openmobilealliance.org/ftp/Public_documents/COM/COM-CPM/Permanent_documents/OMA-TS-Message_Storage_Using_RESTFul_API-V1_0-20181025-D.zip.
[10]	OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C: "RESTful Network API for Network Message Storage, Candidate Version 1.0 – 28 May 2019",
http://member.openmobilealliance.org/ftp/Public_documents/ARCH/Permanent_documents/OMA-TS-REST_NetAPI_NMS-V1_0-20190528-C.zip.
[11]	3GPP TS 24.629: "Explicit Communication Transfer (ECT) using IP Multimedia (IM) Core Network (CN) subsystem; Protocol specification".
[12]	3GPP TS 24.147: "Conferencing using the IP Multimedia (IM) Core Network (CN) subsystem; Stage 3".
[13]	3GPP TS 24.175: "Management Object (MO) for Multi-Device and Multi-Identity in IMS; Stage 3".
[14]	3GPP TS 23.003: "Numbering, addressing and identification".

*** Next Change ***
[bookmark: _Toc34388112][bookmark: _Toc45183072]4.5.3.4	Actions at the AS serving identity D
For a terminating user, upon receiving an incoming INVITE or MESSAGE request, the AS shall perform any terminating services as performed by the service logic before forwarding the request downstream.
If the AS service determines based on configuration that the AS shall forward the request to any of the identities that can use the identity received in the Request-URI, the AS shall for each forwarded request modify the request as follows:
a)	the Request-URI is set to the identity configured in the AS; and
[bookmark: _Hlk531609039]b)	an Additional-Identity header field, defined in TS 24.229 [3], is added and set to the identity received in the Request-URI.
If the AS supports calling number verification using signature verification and attestation information as specified in TS 24.229 [3], the AS treats the forwarding to the identities above as diversions, i.e. uses the "div" PASSporT as specified in IETF RFC 8946draft-ietf-stir-passport-divert [8].
If the AS identifies the INVITE request as a PSAP callback, the MiD service shall not be triggered.

*** End of Changes ***

