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	Reason for change:
	There is no client side procedure defined to handle a notification for a user entering and exiting from the pre-defined emergency alert area. (Ref: R-5.1.9-001 and R-5.1.9-002 of 22.280.)
The “Generating a SIP MESSAGE request for notification of entry into or exit from an emergency alert area” procedure supposed to be in participating function rather than controlling function.

	
	

	Summary of change:
	A new procedure is added in the client side to handle a notification for a user entering into and exiting from the pre-defined emergency alert area. An emergency alert request is triggered when a user enters into the pre-defined emergency alert area. The triggering of an emergency alert cancelation request is upto the user to decide when a user moves out of the pre-defined emergency alert area.
The “Generating a SIP MESSAGE request for notification of entry into or exit from an emergency alert area” and “Generating a SIP MESSAGE request for notification of entry into or exit from a group geographic area” procedures are moved from controlling function to participating function and updated the reference usage in the subclause 13.2.4 to new subclause number.
The origional subclauses 6.3.3.1.21 and 6.3.3.1.22 are marked as void as the procedures are moved to new subclauses 6.3.2.4.1 and 6.3.2.4.2 respectively.

	
	

	Consequences if not approved:
	If the change is not adopted:
1)	 the MCPTT client will not switch to emergency state and will not initiate the emergency alert, and hence the expected emergency alert from client will never be received by MCPTT server.
2) The incomplete specification for handling a notification for a user entering into and exiting from the pre-defined emergency alert area can lead to confusion on how to handle it and what are the actions to be performed.
3) The participating function cant access procedure implimented in the controlling function procedure if both are deployed as standalone servers.
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	This CR's revision history:
	Rev 1: 
· Added ‘response’ word after 200 (OK) in step 1
· Rephrased the text in step 2 a) ii) and replaced ‘and’ with ‘or’ at the end of text,in the NOTE and cover page updated
· Moved subclauses 6.3.3.1.21 and 6.3.3.1.22 to new subclauses 6.3.2.4.1 and 6.3.2.4.2 respectively under the new subclause 6.3.2.4
· Updated the old reference to the subclauses 6.3.3.1.21 and 6.3.3.1.22 from 13.2.4 with new ones.
· Reordered steps 1 and 2 in 12.1.1.X, split the generation and sending of 200OK response to separate steps and repharsed handling of emergency-alert-area-ind element step
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* * * * * * FIRST CHANGE * * * * * *
[bookmark: _Toc20156332][bookmark: _Toc27501490][bookmark: _Toc36049616][bookmark: _Toc45210382][bookmark: _Toc51861207][bookmark: _Toc59212531]12.1.1.X	MCPTT client receives notification of entry into or exit from an emergency alert area
Upon receipt of a "SIP MESSAGE request for notification of entry into or exit from an emergency alert area", the MCPTT client:
1)	if the received SIP MESSAGE request contains an application/vnd.3gpp.mcptt-info+xml MIME body with the <emergency-alert-area-ind> element value:
a)	set to "true":
i)	may display to the MCPTT user an indication that MCPTT client has entered a pre-defined emergency alert area; and
ii)	if the MCPTT user is not in emergency state, shall initiate the emergency alert origination procedure as specified in subclause 12.1.1.1; or
b)	set to "false":
i)	may display to the MCPTT user an indication that MCPTT client has exited a pre-defined emergency alert area; 
NOTE:	In this case, the MCPTT emergency state remains set, as the MCPTT user is in the best position to determine whether or not they are in a life-threatening condition. The MCPTT user can clear the MCPTT emergency state manually, if needed.
2)	shall generate a SIP 200 (OK) response according to rules and procedures of 3GPP TS 24.229 [4]; and
3)	shall send the SIP 200 (OK) response towards the MCPTT server according to rules and procedures of 3GPP TS 24.229 [4].
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc11409296][bookmark: _Toc27499624][bookmark: _Toc45208564][bookmark: _Toc59209552][bookmark: _Toc11409325][bookmark: _Toc27499653][bookmark: _Toc45208593][bookmark: _Toc59209581][bookmark: _Toc20155662][bookmark: _Toc27500817][bookmark: _Toc36048942][bookmark: _Toc45209705][bookmark: _Toc51859369][bookmark: _Toc59210693]6.3.2.4	Request initiated by the participating MCPTT function
6.3.2.4.1	Generating a SIP MESSAGE request for notification of entry into or exit from an emergency alert area
This subclause describes the procedures for generating a SIP MESSAGE request to notify an MCPTT client that it has entered a pre-defined emergency alert area or exited from a pre-defined emergency alert area. The procedure is initiated by the participating MCPTT function when the participating MCPTT function determines that the MCPTT client has entered a pre-defined emergency alert area or exited from a pre-defined emergency alert area.
The participating MCPTT function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
4)	shall set the Request-URI to the MCPTT ID of the public user identity of the targeted MCPTT user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of the participating MCPTT function;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9];
7)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-request-uri> element set to the value of the MCPTT ID of the targeted MCPTT user;
8)	shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <emergency-alert-area-ind> element:
a)	set to a value of "true", if the MCPTT client has entered a pre-defined emergency alert area; or
b)	set to a value of "false", if the MCPTT client has exited from a pre-defined emergency alert area; and
9)	shall send the SIP MESSAGE request towards the MCPTT client according to the rules and procedures of 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, if the <emergency-alert-area-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP MESSAGE request was:
1)	set to a value of "true", shall record that the MCPTT client has received the notification that it has entered the pre-defined emergency alert are; and
2)	set to a value of "false", shall record that the MCPTT client has received the notification that it has exited the pre-defined emergency alert area.
6.3.2.4.2	Generating a SIP MESSAGE request for notification of entry into or exit from a group geographic area
This subclause describes the procedures for generating a SIP MESSAGE request to notify an MCPTT client that it has entered a pre-defined group geographic area or exited from a pre-defined group geographic area requiring affiliation to or de-affiliation from a group. The procedure is initiated by the participating MCPTT function when the participating MCPTT function determines that the MCPTT client has entered a pre-defined group geographic area or exited from a pre-defined group geographic area.
The participating MCPTT function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
4)	shall set the Request-URI to the MCPTT ID of the public user identity of the targeted MCPTT user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of the participating MCPTT function;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9];
7)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-request-uri> element set to the value of the MCPTT ID of the targeted MCPTT user;
8)	shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <mcpttinfo> element containing the <mcptt-Params> element with
a)	an <mcptt-request-uri> element set to the group identity of the group for which a pre-defined group geographic area has been entered or exited;
b)	an <associated-group-id> element set to the MCPTT group ID of the group for which a pre-defined group geographic area has been entered or exited; and
c)	a <group-geo-area-ind> element:
i)	set to a value of "true", if the MCPTT client has entered a pre-defined group geographic area; or
ii)	set to a value of "false", if the MCPTT client has exited from a pre-defined group geographic area; and
9)	shall send the SIP MESSAGE request towards the MCPTT client according to the rules and procedures of 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, if the <group-geo-area-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP MESSAGE request was:
1)	set to a value of "true", shall record that the MCPTT client has received the notification that it has entered the pre-defined group geographic area; and
2)	set to a value of "false", shall record that the MCPTT client has received the notification that it has exited the pre-defined group geographic area.
* * * * * * NEXT CHANGE * * * * * *
6.3.3.1.21	Generating a SIP MESSAGE request for notification of entry into or exit from an emergency alert areavoid
This subclause describes the procedures for generating a SIP MESSAGE request to notify an MCPTT client that it has entered a pre-defined emergency alert area or exited from a pre-defined emergency alert area. The procedure is initiated by the participating MCPTT function when the participating MCPTT function determines that the MCPTT client has entered a pre-defined emergency alert area or exited from a pre-defined emergency alert area.
The participating MCPTT function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
4)	shall set the Request-URI to the MCPTT ID of the public user identity of the targeted MCPTT user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of the participating MCPTT function;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9];
7)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-request-uri> element set to the value of the MCPTT ID of the targeted MCPTT user;
8)	shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <emergency-alert-area-ind> element:
a)	set to a value of "true", if the MCPTT client has entered a pre-defined emergency alert area; or
b)	set to a value of "false", if the MCPTT client has exited from a pre-defined emergency alert area; and
9)	shall send the SIP MESSAGE request towards the MCPTT client according to the rules and procedures of 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, if the <emergency-alert-area-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP MESSAGE request was:
1)	set to a value of "true", shall record that the MCPTT client has received the notification that it has entered the pre-defined emergency alert are; and
2)	set to a value of "false", shall record that the MCPTT client has received the notification that it has exited the pre-defined emergency alert area.
[bookmark: _Toc20155663][bookmark: _Toc27500818][bookmark: _Toc36048943][bookmark: _Toc45209706][bookmark: _Toc51859370][bookmark: _Toc59210694]6.3.3.1.22	Generating a SIP MESSAGE request for notification of entry into or exit from a group geographic areavoid
This subclause describes the procedures for generating a SIP MESSAGE request to notify an MCPTT client that it has entered a pre-defined group geographic area or exited from a pre-defined group geographic area requiring affiliation to or de-affiliation from a group. The procedure is initiated by the participating MCPTT function when the participating MCPTT function determines that the MCPTT client has entered a pre-defined group geographic area or exited from a pre-defined group geographic area.
The participating MCPTT function:
1)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
2)	shall include an Accept-Contact header field containing the g.3gpp.mcptt media feature tag along with the "require" and "explicit" header field parameters according to IETF RFC 3841 [6];
3)	shall include an Accept-Contact header field with the media feature tag g.3gpp.icsi-ref with the value of "urn:urn-7:3gpp-service.ims.icsi.mcptt" along with parameters "require" and "explicit" according to IETF RFC 3841 [6];
4)	shall set the Request-URI to the MCPTT ID of the public user identity of the targeted MCPTT user;
5)	shall include a P-Asserted-Identity header field set to the public service identity of the participating MCPTT function;
6)	shall include the ICSI value "urn:urn-7:3gpp-service.ims.icsi.mcptt" (coded as specified in 3GPP TS 24.229 [4]), in a P-Asserted-Service-Id header field according to IETF RFC 6050 [9];
7)	shall include an application/vnd.3gpp.mcptt-info+xml MIME body with the <mcpttinfo> element containing the <mcptt-Params> element with the <mcptt-request-uri> element set to the value of the MCPTT ID of the targeted MCPTT user;
8)	shall include in the application/vnd.3gpp.mcptt-info+xml MIME body an <mcpttinfo> element containing the <mcptt-Params> element with
a)	an <mcptt-request-uri> element set to the group identity of the group for which a pre-defined group geographic area has been entered or exited;
b)	an <associated-group-id> element set to the MCPTT group ID of the group for which a pre-defined group geographic area has been entered or exited; and
c)	a <group-geo-area-ind> element:
i)	set to a value of "true", if the MCPTT client has entered a pre-defined group geographic area; or
ii)	set to a value of "false", if the MCPTT client has exited from a pre-defined group geographic area; and
9)	shall send the SIP MESSAGE request towards the MCPTT client according to the rules and procedures of 3GPP TS 24.229 [4].
Upon receiving a SIP 200 (OK) response to the SIP MESSAGE request, if the <group-geo-area-ind> element of the application/vnd.3gpp.mcptt-info+xml MIME body in the SIP MESSAGE request was:
1)	set to a value of "true", shall record that the MCPTT client has received the notification that it has entered the pre-defined group geographic area; and
2)	set to a value of "false", shall record that the MCPTT client has received the notification that it has exited the pre-defined group geographic area.
* * * * * * NEXT CHANGE * * * * * *
[bookmark: _Toc20156362][bookmark: _Toc27501520][bookmark: _Toc36049646][bookmark: _Toc45210412][bookmark: _Toc51860076][bookmark: _Toc59211400]13.2.4	Location information report
If the participating MCPTT function receives a SIP request containing:
1)	a Content-Type header field set to "application/vnd.3gpp.mcptt-location-info+xml"; and
2)	an application/vnd.3gpp.mcptt-location-info+xml MIME body with a <Report> element included in the <location-info> root element;
then the participating MCPTT function shall authorise the location report based on the MCPTT ID received. If the MCPTT user is authorised to send a location report the participating MCPTT function:
1)	shall use the location information as needed; and
2)	shall follow the procedure of subclause 6.3.32.14.21, if the MCPTT client has entered into or exited from an emergency alert area ;and
3)	shall follow the procedure of subclause 6.3.32.14.22, if the MCPTT client has entered into or exited from a group geographic area.
NOTE:	The <Report> element contains the event triggering identity in the location information report from the UE, and can contain location information.
* * * * * * END CHANGE * * * * * *
