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	Reason for change:
	Charging specifications (see TS 32.290 or TS 32.291) have applicative requirements to control failure handling and message retransmissions, including setting a Retransmission Indicator attribute when a message is retransmitted. See e.g. 

[bookmark: _Toc59101870][bookmark: _Toc58837871][bookmark: _Toc58836864][bookmark: _Toc44668304][bookmark: _Toc27668403][bookmark: _Toc20212988]   5.5.1.1 CTF detected failure
The failure handling determines what to do if the sending of charging data request to the CHF without response in a period of time (request times out). 
In the case of the NF consumer (CTF) request times out, CHF uses application level failure handling (Terminate, Continue, Retry_and_terminate). Failure handling may be received from the CHF or may be locally configured. The value received from the CHF in the charging data response will always override any already existing value.  Failover handling indication informs NF Consumer whether alternative CHF is supported.
[bookmark: _Toc59101872][bookmark: _Toc58837873][bookmark: _Toc58836866][bookmark: _Toc44668306][bookmark: _Toc27668405][bookmark: _Toc20212990]5.5.2     Retry handling
In case a NF consumer (CTF) does not receive a Charging Data Response, it may retransmit the Charging Data Request message. The number of retries and delay between retries shall be locally configured in the NF consumer (CTF).
   Table 6.1.6.3.11-1: Enumeration FailureHandling
	Enumeration value
	Description
	Applicability

	TERMINATE
	the service shall only be granted for as long as there is a connection between NF consumer and the CHF.
	

	CONTINUE
	the NF consumer should re-send and continue the request to an alternative server in the case of transport  temporary failures,  provided that a failover procedure is supported in the CHF and the NF consumer, and that an alternative server is available.  Otherwise, the service SHOULD be granted, even if charging data request can't be delivered.
	

	RETRY_AND_TERMINATE
	the NF consumer should re-send the
request to an alternative server in the case of transport  temporary failures, provided that a failover procedure is supported in the CHF and NF consumer, and that an alternative server is available. Otherwise, the service should not be granted when the charging data request can't be delivered.
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This entails that when using indirect communication, retransmissions should be controlled by the CHF’s consumers, based on charging application reqts, and not by the SCP that remains agnostic of charging application reqts (e.g. number of retries, delay between retries, setting the Retransmission Indicator in the charging request payload).
Note that 29.500 procedures for indirect communication already support retransmissions to be controlled by the consumer or by the SCP. 

However, when using indirect communication with delegated discovery (Model D) towards a CHF producer, the CHF's consumer does not receive the secondary CHF Instance ID, which is needed by the consumer when having to switch to the alternative charging server. During the setup of the charging session, when the SCP selects the CHF instance ID based on discovery headers provided by the consumer (e.g. SUPI), the SCP may discover a primary and secondary CHF instance (both NF profiles shall be returned in the Discovery response, if available, as per stage 2 requirements) and forwards the request towards the primary CHF instance. However, there is no way to return the secondary CHF Instance ID to the NFc, for use by NFc when it cannot reach the primary CHF Instance Id. 


	
	

	Summary of change:
	A new custom header is defined to enable the CHF, or the SCP (if the service response from CHF does not include it and if the SCP discovered the secondary CHF ID from the NRF), to signal the identity of the secondary CHF instance (or more generally of the alternate CHF instance, primary or secondary), in service responses to the CHF service consumers.


	
	

	Consequences if not approved:
	CHF service consumers do not receive the identity of the alternate CHF instance. Consequently, they would need to do an NF Discovery Request towards the NRF to retrieve the NF profile of the primary and secondary CHF instance originally selected by the SCP.
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	This CR's revision history:
	Rev.1 : Reason for change is expanded.  A new note is added in clause 6.10.3.x. and it is clarified that the CHF may include the new custom header in its response.
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* * * First Change * * * *
[bookmark: _Toc57017481][bookmark: _Toc57024231][bookmark: _Toc19708934][bookmark: _Toc27745005][bookmark: _Toc29803158][bookmark: _Toc35969907][bookmark: _Toc36050701][bookmark: _Toc44847413][bookmark: _Toc51845065][bookmark: _Toc51845396][bookmark: _Toc57017464][bookmark: _Toc57024214][bookmark: _Toc19708951][bookmark: _Toc27745026][bookmark: _Toc29803179][bookmark: _Toc35969930][bookmark: _Toc36050724][bookmark: _Toc44847437][bookmark: _Toc51845090][bookmark: _Toc51845421][bookmark: _Toc57017490][bookmark: _Toc57024240][bookmark: _Toc44847530][bookmark: _Toc51845184][bookmark: _Toc51845515][bookmark: _Toc57017584][bookmark: _Toc57024334]5.2.3.3	Optional to support custom headers
[bookmark: _Toc19708943][bookmark: _Toc27745018][bookmark: _Toc29803171][bookmark: _Toc35969922][bookmark: _Toc36050716][bookmark: _Toc44847429][bookmark: _Toc51845082][bookmark: _Toc51845413][bookmark: _Toc57017482][bookmark: _Toc57024232]5.2.3.3.1	General
The 3GPP NF Services may support the HTTP custom headers specified in Table 5.2.3.3-1 below. A description of each custom header and the normative requirements on when to include them are also provided in Table 5.2.3.3-1.
Table 5.2.3.3-1: Optional HTTP custom headers
	Name
	Reference
	Description

	3gpp-Sbi-Sender-Timestamp
	Clause 5.2.3.3.2
	This header may be used to indicate the date and time (with a millisecond granularity) at which an HTTP request or response is originated. This may be used e.g. for measuring signalling delays between different NF service instances. 

	3gpp-Sbi-Max-Rsp-Time
	Clause 5.2.3.2.3
	This header may be used in a HTTP request to indicate the duration during which the HTTP client waits for a response. See clause 6.11.2.

	3gpp-Sbi-Alternate-Chf-Id
	Clause 5.2.3.2.3.x
	This header may be used to indicate a primary or secondary CHF instance, e.g. when using indirect communication with delegated discovery. See clause 6.10.3.x.



* * * Next Change * * * *
[bookmark: _Toc19708945][bookmark: _Toc27745020][bookmark: _Toc29803173][bookmark: _Toc35969924][bookmark: _Toc36050718][bookmark: _Toc44847431][bookmark: _Toc51845084][bookmark: _Toc51845415][bookmark: _Toc57017484][bookmark: _Toc57024234]5.2.3.3.x	3gpp-Sbi-Alternate-Chf-Id
The header indicates a primary or a secondary CHF Instance ID. See clause 6.10.3.x.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Alternate-Chf-Id = "3gpp-Sbi-Alternate-Chf-Id":" OWS "nfinst=" nfInstanceIdvalue ";" OWS ("primary" / "secondary")
nfInstanceIdvalue shall indicate an NF Instance ID, as defined in clause 5.2.2.2.2 in 3GPP TS 29.510 [8].
EXAMPLE 1:	Service response from a primary CHF instance signalling a secondary CHF instance Id: 
3gpp-Sbi-Alternate-Chf-Id: nfinst=54804518-4191-46b3-955c-ac631f953ed8; secondary
EXAMPLE 2:	Service response from a secondary CHF instance signalling a primary CHF instance Id: 
3gpp-Sbi-Alternate-Chf-Id: nfinst=54804518-4191-46b3-955c-ac631f953ed8; primary

* * * Next Change * * * *
[bookmark: _Toc57017616][bookmark: _Toc57024366]6.10.3.x	Returning an Alternate CHF instance ID to the NF Service Consumer
The CHF may include the 3gpp-Sbi-Alternate-Chf-Id header in an HTTP response towards its NF Service Consumer, containing an alternate charging server identity (i.e. secondary CHF Instance ID of a primary CHF instance, or primary CHF Instance ID of a secondary CHF instance).
The following requirements apply when using indirect communication with delegated discovery, or indirect communication without delegated discovery when the NF service consumer only selects an NF set and delegates the selection of the NF service instance to the SCP (see clause 6.10.5.1):
-	an SCP that selected a target CHF service instance may include the 3gpp-Sbi-Alternate-Chf-Id header in the HTTP response it forwards towards the NF Service Consumer, containing the secondary CHF Instance ID of the primary CHF instance selected by the SCP, or containing the primary CHF Instance ID of the secondary CHF instance selected by the SCP;
-	If the 3gpp-Sbi-Alternate-Chf-Id header is already present in an HTTP response (e.g. in scenarios with multiple SCPs between the NF service consumer and CHF service producer, or in scenarios where the header is already included by the CHF producer), the SCP shall forward the header unmodified in the response towards the HTTP client (without adding any new such header).
NOTE 1:	Subsequently, if the CHF service consumer needs to reselect the alternate CHF instance, it can send its request with the 3gpp-Sbi-Discovery-target-nf-instance-id set to the alternate CHF instance ID and with no 3gpp-Sbi-Target-apiRoot header. This leads the SCP to route the request towards the secondary CHF instance, and the SCP includes in the response the 3gpp-Sbi-Target-apiRoot header set to the apiRoot of the alternate CHF instance as specified in clause 6.10.4.
NOTE 2:	The SCP remains agnostic of applicative requirements on failure handling and retry handling. Accordingly, failure handling and retry handling is controlled by CHF's consumers.    

* * * End of Changes * * * *
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