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Additional discussion(if needed):
…
Proposed changes:

*** 1st Change ***
[bookmark: _Toc28012684][bookmark: _Toc36038956][bookmark: _Toc44688372][bookmark: _Toc45133788][bookmark: _Toc49931468][bookmark: _Toc51762726][bookmark: _Toc58848359][bookmark: _Toc59017397]5.4.2.5	Type SmPolicyData
Table 5.4.2.5-1: Definition of type SmPolicyData
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	smPolicySnssaiData
	map(SmPolicySnssaiData)
	M
	1..N
	Session Management Policy data per S-NSSAI for all the SNSSAIs of the subscriber.
 The key of the map is the S-NSSAI. (NOTE x2)
	

	umDataLimits
	map(UsageMonDataLimit)
	O
	1..N
	Contains a list of usage monitoring profiles associated with the subscriber. The limit identifier is used as the key of the map.
	

	umData
	map(UsageMonData)
	O
	1..N
	Contains the remaining allowed usage data associated with the subscriber.
The limit identifier is used as the key in the map.
	

	suppFeat
	SupportedFeatures
	C
	0..1
	Indicates the list of negotiated supported features.
This parameter shall be supplied by the UDR in the response to the GET request when the GET request includes the "supp-feat" query parameter and the UDR supports feature negotiation for Session Management Policy Data.
	

	NOTE x1:	In this Release of the specification the "limitId" corresponds to the Monitoring Key.
NOTE x2:	The S-NSSAI value used as key of the map is encoded as a string as defined in 3GPP TS 29.571[7], subclause 5.4.4.2.




*** 2nd Change ***
[bookmark: _Toc28012685][bookmark: _Toc36038957][bookmark: _Toc44688373][bookmark: _Toc45133789][bookmark: _Toc49931469][bookmark: _Toc51762727][bookmark: _Toc58848360][bookmark: _Toc59017398]5.4.2.6	Type UsageMonDataLimit
Table 5.4.2.6-1: Definition of type UsageMonDataLimit 
	Attribute name
	Data type
	P
	Cardinality
	Description

	limitId
	string
	M
	1
	Identifies the limit, i.e. the usage monitoring control instance 

	scopes
	map(UsageMonDataScope)
	O
	1..N
	Identifies the SNSSAI and DNN combinations to which the usage monitoring data limit applies.
 The S-NSSAI is the key of the map. (NOTE x2)
If the "scopes" attribute is omitted, the limit applies to every S-NSSAI and DNN.

	umLevel
	UsageMonLevel
	O
	0..1
	Indicates the level of the usage monitoring instance (PDU Session level or per Service).

	startDate
	DateTime
	C
	0..1
	Start date and time when the usage monitoring instance applies. It shall be provided when the resetPeriod attribute is provided.

	endDate
	DateTime
	O
	0..1
	End date and time when the usage monitoring instance applies.

	usageLimit
	UsageThreshold
	O
	0..1
	Maximum allowed traffic volume/time usage for a usage monitoring instance. If a resetPeriod is specified, this limit applies to every period separately and not for the entire time between the start and end dates. So for example, if the resetPeriod is daily, the usageLimit is applicable for each day until the end date is specified.

	resetPeriod
	TimePeriod
	O
	0..1
	Time period to reset the remaining allowed usage for a periodic usage monitoring instance (postpaid subscriptions). This attribute along with the startDate determine the actual absolute time at which usage needs to be reset. 

	NOTE x1:	In this Release of the specification the "limitId" attribute is the Monitoring Key, and the "scopes" attribute shall always be present including one distinct SNSSAI and DNN pair.
NOTE x2:	The S-NSSAI value used as key of the map is encoded as a string as defined in 3GPP TS 29.571[7], subclause 5.4.4.2.




*** 3rd Change ***
[bookmark: _Toc28012700][bookmark: _Toc36038972][bookmark: _Toc44688388][bookmark: _Toc45133804][bookmark: _Toc49931484][bookmark: _Toc51762742][bookmark: _Toc58848375][bookmark: _Toc59017413]5.4.2.21	Type SmPolicyDataPatch
Table 5.4.2.21-1: Definition of type SmPolicyDataPatch
	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	umData
	map(UsageMonData)
	O
	1..N
	Contains the remaining allowed usage data associated with the subscriber.
The value of the limit identifier is used as the key in the map.
	

	smPolicySnssaiData
	map(SmPolicySnssaiDataPatch)
	O
	1..N
	Modifiable Session Management Policy data per S-NSSAI for all the SNSSAIs of the subscriber.
 The key of the map is the S-NSSAI. (NOTE x2)
	

	NOTE x1:	In this Release of the specification the "limitId" corresponds to the Monitoring Key.
NOTE x2:	The S-NSSAI value used as key of the map is encoded as a string as defined in 3GPP TS 29.571[7], subclause 5.4.4.2.




*** 4th Change ***
[bookmark: _Toc28012705][bookmark: _Toc36038980][bookmark: _Toc44688396][bookmark: _Toc45133812][bookmark: _Toc49931492][bookmark: _Toc51762750][bookmark: _Toc58848385][bookmark: _Toc59017423]5.4.3.2	Simple data types
The simple data types defined in table 5.4.3.2-1 shall be supported.
Table 5.4.3.2-1: Simple data types
	Type Name
	Type Definition
	Description
	Applicability

	IpIndex
	integer
	Information that identifies which IP pool or external server is used to allocate the IP address.
	

	ItemPath
	string
	It contains one JSON pointer value (as defined in IETF RFC 6901 [20]) that references a target location within the resource represented in the "monResource" attribute and "notifiedItems" attribute.
E.g. "/smPolicySnssaiData/<snssai>" represents the subscription to data changes in the SmPolicyData data document, in particular to the element of the "smPolicySnssaiData" map whose key is identified by the <snssai> value.
E.g. 2 "/smPolicySnssaiData/<snssai>/smPolicyDnnData/<dnn>" represents the subscription to data changes in the SmPolicyData data document, in particular to the element of the "smPolicySnssaiData" map whose key is identified by the <snssai> value and, within this one, to the element of the "smPolicyDnnData" map whose key is identified by the <dnn> value.
(NOTE)
	ConditionalSubscriptionwithPartialNotification

	OsId
	string
	Operating System of the served UE. It contains a Universally Unique IDentifier (UUID) as specified in IETF RFC 4122 [17]. The format of the OS Id is represented in 3GPP TS 24.501 [11].
	

	NOTE:	The S-NSSAI value used as key of the map is encoded as a string as defined in 3GPP TS 29.571[7], subclause 5.4.4.2.




*** End of Changes ***

