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	Reason for change:
	The following issue has been identified:
· In clause 4.2.3.5, which corresponds to the procedures related to the Npcf_SMPolicyControl_UpdateNotify service operation, there is an error in the description of the handling of policy provisioning and enforcement of authorized AMBR per PDU session. Indeed, it is stated that "The PCF shall provision the new authorized session AMBR to the SMF in the response of the message as defined in subclauses 4.2.6.3.1 and 4.2.6.3.2", whereas the PCF in this case does not send the new authorized session AMBR in a response to a request received from the SMF, but rather in a notification request that is sent based on other triggers (e.g. internal, information received from the UDR/AF) as specified in clauses 4.2.3.2 and 4.2.3.1.
· Same issue in clause 4.2.3.6 for the policy provisioning and enforcement of authorized default QoS.

	
	

	Summary of change:
	This CR proposes to:
· Correct the above mentioned sentences in clauses 4.2.3.5 and 4.2.3.6 that are wrong and in contradiction with the sentences that are before and after them.
· Additional editorial corrections in the clauses describing the handling of policy provisioning and enforcement of authorized AMBR and default QoS.

	
	

	Consequences if not approved:
	· Wrong description of the procedures of policy provisioning and enforcement of authorized AMBR per PDU session for the case of the Npcf_SMPolicyControl_UpdateNotify service operation.
· May lead to confusion and misinterpretation.
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* * * Start of changes * * * *
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The SMF may include either the UDM subscribed AMBR or, if the "DN-Authorization" feature is supported, the DN-AAA authorized AMBR per PDU session within the "subsSessAmbr" attribute within the SmPolicyContextData data structure, as defined in subclause 4.2.2.2. When both, the UDM subscribed Session-AMBR and the DN-AAA authorized Session-AMBR are available in the SMF, the DN-AAA authorized Session-AMBR shall take precedence over the UDM subscribed Session-AMBR.
The PCF shall authorize the session AMBR based on the operator's policy and provision the authorized session AMBR to the SMF in the response of to the received HTTP POST message, as defined in subclauses 4.2.6.3.1 and 4.2.6.3.2.
Upon receiving reception of the authorized session AMBR from the PCF, the SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for the enforcement of the AMBR per for the concerned PDU session.
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4.2.2.6	Policy provisioning and enforcement of authorized default QoS
During the PDU session establishment, as defined in subclause 4.2.2.2, the SMF may include the subscribed default QoS within the "subsDefQos" attribute. The PCF shall provision the authorized default QoS to the SMF in the response of to the received HTTP POST message, as defined in subclauses 4.2.6.3.1 and 4.2.6.3.2.
Upon receiving reception of the authorized default QoS, the SMF enforces it, which may lead to the change of the subscribed default QoS. The SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for the enforcement of the this authorized default QoS for the concerned PDU session.
NOTE 1:	If dynamic PCC is not deployed, the SMF can have a DNN based configuration to enable the establishment of a GBR resource type default QoS flow. This configuration contains a standardized GBR 5QI as well as GFBR and MFBR for UL and DL.
NOTE 2:	GBR resource type is not applicable to the default QoS flow of the a PDU session which that is interworking with EPS.
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4.2.3.5	Policy provisioning and enforcement of authorized AMBR per PDU session
The PCF may modify the authorized session AMBR at any time during the lifetime of the PDU session and provision it to the SMF by invoking the procedure as defined in subclause 4.2.3.2. The PCF shall provision the new authorized session AMBR to the SMF in the response of the message as defined in subclauses 4.2.6.23.1 and 4.2.6.23.2.
Upon receiving reception of the authorized session AMBR, the SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for the enforcement of the AMBR per for the concerned PDU session.
For UL Classifier or Multi-homing PDU Sessions, the SMF will provision the policies of session-AMBR for the downlink and uplink directions to the UL Classifier/Branching Point functionality and in addition provision the policies of session-AMBR in for the downlink direction to all the PDU session anchors, as defined in subclause 5.4.4 of 3GPP TS 29.244 [13].
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* * * Next changes * * * *
4.2.3.6	Policy provisioning and enforcement of authorized default QoS
The PCF may modify the authorized default QoS during the lifetime of the PDU session and provision it to the SMF by invoking the procedure as defined in subclause 4.2.3.2. The PCF shall provision the authorized default QoS to the SMF in the response of the message as defined in subclauses 4.2.6.3.1 and 4.2.6.3.2.
Upon receiving reception of the authorized default QoS, the SMF enforces it, which may lead to the change of the subscribed default QoS. The SMF shall apply the corresponding procedures towards the access network, the UE and the UPF for the enforcement of the authorized default QoS for the concerned PDU session.
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