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	Reason for change:
	TS 24.623 section 5.2.1.1 General - has below authentication mechanisms for XCAP:
1. For systems where Generic Authentication Architecture [6] is used, the UE shall support the authentication mechanisms specified in 3GPP TS 33.222 [6] and 3GPP TS 24.109 [5].
2. For systems where Generic Authentication Architecture [6] is not used, the UE shall support IETF RFC 2617 [3] according to ETSI TS 183 038 [12] and shall support the TLS profile specified in 3GPP TS 33.310 [21] annex E in all procedures of ETSI TS 183 038 [12] where TLS support according to IETF RFC 2246 [4] is specified.

The AuthenticationForXCAP leaf provides a means to define the authentication mechanism for Ut reference point for 1. It does not include 2. common DIGEST authentication with username/password authentication
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	Added the value for Digest Access Authentication in AuthenticationForXCAP leaf node
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*** End of 1st change ***

*** 2nd change ***
5.5a	/<X>/AuthenticationForXCAP
The AuthenticationForXCAP leaf provides a means to define the authentication mechanism for Ut reference point.
-	Occurrence: ZeroOrOne
-	Format: int
-	Access Types: Get, Replace
-	Values: 0, 1, 2, 3, 4
0 – Indicates that the authentication mechanism for Ut reference point is GBA_ME as defined in 3GPP TS 33.220 [7].
1 – Indicates that the authentication mechanism for Ut reference point is GBA_U as defined in 3GPP TS 33.220 [7].
2 – Indicates that the authentication mechanism for Ut reference point is GBA_Digest as defined in 3GPP TS 33.220 [7].
3 – Indicates that the authentication mechanism for Ut reference point is SSC (support for subscriber certificates) as defined in 3GPP TS 33.221 [8].
4 – Indicates that the authentication mechanism for Ut reference point is Basic and Digest Access Authentication as defined in IETF RFC 2617 [x].

*** End of 2nd change ***
