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	Reason for change:
	In TS 24.501 subsection 5.4.7.2.2, it specifies the following:
“Upon receipt of a NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message, the AMF shall stop timer T3575 and:
a) pass the EAP-request message received in the EAP message IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message associated with the HPLMN S-NSSAI in the S-NSSAI IE to the upper layers; or
b) provide the EAP-response message received in the EAP message IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message associated with the HPLMN S-NSSAI in the S-NSSAI IE to the AAA-S via the Network Slice Specific Authentication and Authorization Function (NSSAAF).”
which is not correct since the EAP message IE of a NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message is a EAP-response message. Upon receipt of a NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message, the AMF shall provide the EAP-response message to the upper layers or the AAA-S via the NSSAAF. 

	
	

	Summary of change:
	It proposes to correct the AMF behavior upon receipt of NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message, which is passing the EAP-response message to upper layers or to AAA-S via NSSAAF.

	
	

	Consequences if not approved:
	Upon receipt of a NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message, the AMF may pass the wrong message to the upper layers.
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* * * First Change * * * *
[bookmark: _Toc533172073][bookmark: _Toc27746765][bookmark: _Toc36212947][bookmark: _Toc36657124][bookmark: _Toc45286788]5.4.7.2.2	Network slice-specific EAP message reliable transport procedure accepted by the UE
When the upper layers provide an EAP-response message associated with the HPLMN S-NSSAI, the UE shall create a NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message.
The UE shall set the EAP message IE of the NETWORK SLICE-SPECIFIC SESSION AUTHENTICATION COMPLETE message to the EAP-response message.
The UE shall set the S-NSSAI IE of the NETWORK SLICE-SPECIFIC SESSION AUTHENTICATION COMPLETE message to the HPLMN S-NSSAI associated with the EAP-response message.
The UE shall send the NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message. Apart from this action, the network slice-specific authentication and authorization procedure is transparent to the 5GMM layer of the UE.
Upon receipt of a NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message, the AMF shall stop timer T3575 and:
a)	pass the EAP-responseEAP-request message received in the EAP message IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message associated with the HPLMN S-NSSAI in the S-NSSAI IE to the upper layers; or
b)	provide the EAP-response message received in the EAP message IE of the NETWORK SLICE-SPECIFIC AUTHENTICATION COMPLETE message associated with the HPLMN S-NSSAI in the S-NSSAI IE to the AAA-S via the Network Slice Specific Authentication and Authorization Function (NSSAAF).
* * * End of Change * * * *
