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Additional discussion(if needed):
…
Proposed changes:
*** 1st Change ***
[bookmark: _Toc28012304][bookmark: _Toc36038247][bookmark: _Toc45133512][bookmark: _Toc51762266]4.1.3.1	Policy Control Function (PCF)
The PCF (Policy Control Function) is a functional element that encompasses:
-	policy control decision and flow based charging control functionalities;
-	access and mobility policy decisions for the control of e.g. the UE Service Area Restrictions and RAT/RFSP control; and 
-	UE Policy for the Access network discovery and selection policy and UE Route Selection Policy (URSP).
The policy control decision and flow based charging control functionalities enable the PCF to provide network control regarding the service data flow detection, gating, QoS and flow based charging (except credit management) towards the SMF/UPF.
The PCF receives session and media related information from the Npcf_PolicyAuthorization service consumers and notifies them of subscribed traffic plane events. 
The PCF may receive from the NF service consumers the request to monitor the requested service and media information and notifies them of the UL/DL/round-trip delay of the requested flows.
The PCF may receive service routing requirements and the indication of receiving notifications about user plane path changes from the Npcf_PolicyAuthorization service consumers. 
The PCF may receive from the NF service consumers the specific required QoS and a prioritized list of alternative QoS profiles and notifies them about the QoS target the access network guarantees.
The PCF checks that the service information provided by the NF service consumer is consistent with the operator defined policy rules before storing the service information.
The PCF uses the received service information and the subscription information when it applies as basis for the policy and charging control decisions.
The PCF derives PCC rules and provisions them to the SMF via the Npcf_SMPolicyControl service and subscribes to traffic plane events via policy control request triggers as described in 3GPP TS 29.512 [8].
In 5GS interworking with TSN networks, the PCF:
-	notifies the TSN AF service consumer about the TSN bridge, NW-TT port and DS-TT port information corresponding to a PDU session;
-	enables the TSN AF configures the TSN bridge and TSN ports by forwarding TSN bridge management containers and TSN port management containers to the SMF as described in 3GPP TS 29.512 [8];
-	notifies the TSN AF about updated TSN bridge configuration and TSN port configuration by forwarding TSN bridge management containers and TSN port management containers received from the SMF; and
-	uses the received QoS and TSC assistance information to derive the policy information delivered in the PCC rule to the SMF as described in 3GPP TS 29.512 [8].
*** Next Change ***
[bookmark: _Toc28012388][bookmark: _Toc36038338][bookmark: _Toc45133607][bookmark: _Toc51762361][bookmark: _Hlk24652230]4.2.5.13	Notification about TSN port detection and/or bridge management information and/or port management information, Individual Appllication Session Context exists
If the "TimeSensitiveNetworking" feature is supported and if the PCF becomes aware that, for an existing Individual Application Session Context resource, new 5GS Bridge information is available, e.g., new TSN ports are available and/or a BMIC and/or a DS-TT PMIC and/or one or more NW-TT PMIC(s) are available, the PCF shall inform the AF accordingly, if the AF has previously subscribed as described in subclause 4.2.2.31.
The PCF shall notify the AF by including the "EventsNotification" data type in the body of the HTTP POST request as described in subclause 4.2.5.2.
The PCF shall include in the "evNotifs" attribute an entry with the "event" attribute set to the value "TSN_BRIDGE_INFO" and the "tsnBridgeManCont" attribute and/or the "tsnPortManContDstt" attribute and/or the "tsnPortManContNwtts" attribute as received from the SMF if the PCF is aware that a BMIC and/or a DS-TT PMIC and/or one or more NW-TT PMIC(s) are available or updated., and:
-	if the PCF is aware that new TSN ports are available or existing TSN ports are removed, the "tsnBridgeInfo" attribute as received from the SMF; and/or
-	if the PCF is aware that a BMIC and/or a DS-TT PMIC and/or one or more NW-TT PMIC(s) are available, the "tsnBridgeManCont" attribute and/or the "tsnPortManContDstt" attribute and/or the "tsnPortManContNwtts" attribute as received from the SMF.
Upon the reception of the HTTP POST request from the PCF, the AF shall acknowledge that request as specified in subclause 4.2.5.2. 
The TSN AF may use the received TSN bridge information and/or the received BMIC and/or the received DS-TT PMIC and/or NW-TT PMIC(s) and the local configuration to construct the DS-TT port and or NW-TT port management information required to interwork with the TSN network. 
If port management information shall be sent as a response of the received notification, the AF triggers the Npcf_PolicyAuthorization_Update service operation to send the port management information to the PCF as specified in subclause 4.2.3. The TSN AF delivers to the PCF the derived port management information containers as described in subclause 4.2.3.25.
And/or if bridge management information shall be sent as a response of the received notification, the AF includes the BMIC in the Npcf_PolicyAuthorization_Update service operation as described in subclause 4.2.3.25.
*** End of Changes ***

