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	Reason for change:
	The specification of conditioned access type session AMBR does not specify how the access type condition applies to the session rules.

	
	

	Summary of change:
	The specification is corrected to indicate that access type conditions apply to session rules. The PCF shall ensure that an access type conditioned session rule only conveys information related to changes applicable to the authorized session-AMBR.


	
	

	Consequences if not approved:
	Incorrect specification that leads to misinterpretations and implementation mistakes.
Without the proposed requirement for the PCF the SMF could behave against the stage 2 requirement for access type conditioned session AMBR.
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	Other comments:
	This CR does not impact the OpenAPI file.


	
	

	This CR's revision history:
	Revision 1 includes comments for clarification about whether the access type conditioned session rule can include only the authorized session-AMBR.

Revision 2, due to decisions in CR#595 to CR#597 the previous agreement is invalid. An access type conditioned session rule has to be self contained, and together with the authorized session-AMBR it has to include, at least, the authorized default QoS.


Additional discussion(if needed):
…
Proposed changes:

*** 1st Change ***

4.2.6.3.2.1
General

Up to four conditioned session rules (i.e. authorized session AMBR and/or authorized default QoS) may be provisioned by the PCF. In order to provision a session rule with conditional data, the PCF shall provision a session rule as defined in subclause 4.2.6.3.1 and include within its "refCondData" attribute the corresponding ConditionData's "condId" attribute value. The PCF shall also ensure that the referenced ConditionData instance is included in the "conds" map within the SmPolicyDecision data structure following the procedures defined in subclause 4.2.6.1.

Within the ConditionData instance, the PCF may include the activation time within the "activationTime" attribute for the time conditioned authorized Session AMBR and/or authorized default QoS. If the "AccessTypeCondition" feature as defined in subclause 5.8 is supported, the PCF may also include the access type within the "accessType" attribute and RAT type within the "ratType" attribute if applicable for the access type conditioned authorized session AMBR.

NOTE 1:
The same instance of session rule can convey information related to the authorized session-AMBR and authorized default QoS when the same time condition applies to both.

NOTE 2:
The SMF retains remaining time conditioned authorized QoS that have an execution time in the future.

NOTE 3:
Time condition and access type condition can both apply to authorize the session AMBR within a session rule.

If the SMF receives the conditioned session rule, when the condition indicated in the related attribute(s) within the Condition Data decision (e.g. at the time indicated in the "activationTime" attribute) is met, the SMF shall perform the conditional policy without interaction with the PCF. If the Condition Data decision includes more than one type of conditions and all the types of conditions are met, the SMF shall perform the conditional policy.

If time conditioned session rule(s) to change the non-conditioned session rule are received by the SMF and the earliest Activation Time is in the past, then the SMF shall immediately enforce the most recent time conditioned instance that is not in the future.

The PCF may modify a currently installed session rule, including setting, modifying or deleting its condition(s) as follows:

1)
When modifying a session rule by setting the condition(s), the PCF shall update the session rule by including the corresponding ConditionData's "condId" attribute value within the "refCondData" attribute and within the SmPolicyDecision data structure include the ConditionData instance within the "conds" attribute if not provisioned yet.

2)
When modifying a session rule by modifying the condition(s):

-
the PCF may update the session rule by replacing the existing ConditionData instance's "condId" attribute value within the "refCondData" attribute with a new one and within the SmPolicyDecision data structure include the new ConditionData instance within the "conds" attribute if not provisioned yet; or

-
the PCF may update the condition data decision which the session rule refers to by updating the corresponding ConditionData instance as defined in subclause 4.2.6.1. The PCF may update the value of the condition within the related attribute (e.g. the value of the existing deferred activation time within the "activationTime" attribute).

3)
When modifying a session rule by deleting the condition(s):

-
the PCF shall delete the reference to the ConditionData instance within the session rule by updating session rule with the "refCondData" attribute set to NULL; and

-
the PCF may delete the condition data decision which the session rule refers to as defined in subclause 4.2.6.1 if no other session rules are referring to the condition data decision.

To delete a conditioned session rule, the PCF shall perform the deletion of session rule as defined in subclause 4.2.6.3.1. The "ueTimeZone" attribute, if available, may be used by the PCF to derive the value for the "activationTime" attribute.

NOTE 4:
Conditioned session AMBR and default QoS change helps reducing the signalling load over N7. However, the session AMBR and default QoS change needs to be communicated to the UE. Consequently a simultaneous change of the session AMBR and default QoS for many UE(s) may introduce a signalling storm in the 5GC (e.g. over N1/N2/N4/N11). The PCF can avoid this simultaneous change of the session AMBR and default QoS (e.g. spread the time conditioned change over time for many UEs). 
*** 2nd Change ***
4.2.6.3.2.4
Access type conditioned authorized session AMBR

The SMF shall enforce the session AMBR values corresponding to the session rule whose referred ConditionData instance contains the "accessType" attribute and "ratType" attribute matching the current access type and RAT type of the UE for the given PDU session.

The PCF shall ensure that an access type conditioned session rule and a session rule without any access type condition for the same session differ only in the authorized session-AMBR property.
NOTE:
Access type conditions are only applicable to the authorized session-AMBR.
If there is a session rule whose authorized session AMBR does not depend on any access type condition provided and there is also a session rule with an access type conditioned authorized session AMBR provided, then the access type conditioned session rule where the conditions specified within the Condition Data decision are met shall be enforced. Otherwise, the session rule with the authorized session AMBR without any access type condition shall be enforced.

If conditions from multiple access type conditioned session rules with authorized session AMBR are met at the same time then the session rule related to the most strict matching condition is enforced, e.g. Policy1 specifies access type only and Policy2 specifies access type (with the value same as in Policy1) and an RAT Type, both, then the Policy2 shall be enforced when the UE's current access type and RAT type matches with the condition specified by Policy2.

If conditions from multiple access type conditioned session rules with authorized session AMBR are met at the same time and all of these policies are equally applicable, e.g. Policy1 specifies access type only and Policy2 specifies RAT type only and if the UE's current access type matches with Policy1 and the UE's current RAT type matches with Policy2, then the SMF should apply the session AMBR with Policy2.
*** End of Changes ***

