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* * * First Change * * * *
[bookmark: _Toc45209527][bookmark: _Toc27501617][bookmark: _Toc36049743]3.1	Definitions
For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].
An MCPTT user is affiliated to an MCPTT group: The MCPTT user has expressed interest in an MCPTT group it is a member of, and both the MCPTT server serving the MCPTT user and the MCPTT server owning the MCPTT group have authorized the MCPTT user's interest in the MCPTT group communication.
An MCPTT user is affiliated to an MCPTT group at an MCPTT client: The MCPTT user is affiliated to the MCPTT group, the MCPTT client has a registered IP address for an IMPU related to the MCPTT ID, and the MCPTT server serving the MCPTT user has authorised the MCPTT user's interest in the MCPTT group at the MCPTT client.
Affiliation status: Applies for an MCPTT user to an MCPTT group and has one of the following states:
a)	the "not-affiliated" state indicating that the MCPTT user is not interested in the MCPTT group and the MCPTT user is not affiliated to the MCPTT group;
b)	the "affiliating" state indicating that the MCPTT user is interested in the MCPTT group but the MCPTT user is not affiliated to the MCPTT group yet;
c)	the "affiliated" state indicating that the MCPTT user is affiliated to the MCPTT group and there was no indication that MCPTT user is no longer interested in the MCPTT group; and
d)	the "deaffiliating" state indicating that the MCPTT user is no longer interested in the MCPTT group but the MCPTT user is still affiliated to the MCPTT group.
Ambient listening call: a call type allowing an authorized MCPTT user to cause an MCPTT client to initiate a communication which results in no indication on the MCPTT UE that it is transmitting. Ambient listening can be initiated by an authorized MCPTT user who wants to be listened to by another authorized MCPTT user or can be initiated by an authorized MCPTT user who wants to listen to another MCPTT user.
Ambient listening client role: the role of an MCPTT client in an ambient listening call, which can be that of:
a)	the "listening MCPTT user"; or
b)	the "listened-to MCPTT user".
Ambient listening type: the type of an ambient listening call from the perspective of the relationship of the initiator of the call to the user being listened to. The two types of ambient listening call are:
a)	"remote-init", indicating that the listening MCPTT user initiated the call; and
b)	"local-init", indicating that the listened-to MCPTT user initiated the call.
First-to-answer call: A call initiated by one user towards a list of other users with the intention to establish an MCPTT private call or MCPTT emergency private call, with one of the users in the list of users.
Group document: when the group is not a regroup based on a preconfigured regroup, the term "group document" used within the present document refers to the group document for that group within the GMS as specified in 3GPP TS 24.481 [31]; when the group is a regroup based on a preconfigured group, the group document for the regroup based on a preconfigured group, the term "group document" used within the present document refers to the group document for the preconfigured group as specified in 3GPP TS 24.481 [31] plus the list of restricted to the users or groups that are to be included in the regroup stored by the MCPTT server at the time of the regroup creation, see clause 16. This includes:
-	the use of the list of users specified in the creation of a user regroup based on a preconfigured group as the users who are to be included in a user regroup and stored by the MCPTT server at the time of group creation per clause 16, along with all of the information for those specific users contained in the group document for the preconfigured group; and
-	the use of the list of groups specified in the creation of a group regroup based on a preconfigured group as the groups that are to be included as constituent groups in the group regroup and stored by the MCPTT server at the time of group creation per clause 16.
Group identity: An MCPTT group identity or a temporary MCPTT group identity.
In-progress emergency private call state: the state of two participants when an MCPTT emergency private call is in progress.
In-progress imminent peril group state: the state of a group when an MCPTT imminent peril group call is in progress.
Listening MCPTT user: the MCPTT user in an ambient listening call receiving the media transmission from the listened-to MCPTT user;
Listened-to MCPTT user: the MCPTT user in an ambient listening call who is being listened to, may or may not be aware of being listened to depending on ambient listening type of the call.
MCPTT client ID: is a globally unique identification of a specific MCPTT client instance. MCPTT client ID is a UUID URN as specified in IETF RFC 4122 [67].
MCPTT emergency alert state: MCPTT client internal perspective of the state of an MCPTT emergency alert.
MCPTT emergency group state: MCPTT client internal perspective of the in-progress emergency state of an MCPTT group maintained by the controlling MCPTT function.
MCPTT emergency group call state: MCPTT client internal perspective of the state of an MCPTT emergency group call.
MCPTT emergency private call: MCPTT emergency call between two MCPTT users that is initiated as a private call or a first-to-answer call with emergency indication, or without emergency indication when the MCPTT emergency state is already set,
MCPTT emergency private call state: MCPTT client internal perspective of the state of an MCPTT emergency private call.
MCPTT emergency private priority state: MCPTT client internal perspective of the in-progress emergency private call state of the two participants of an MCPTT emergency private call maintained by the controlling MCPTT function.
MCPTT imminent peril group call state: MCPTT client internal perspective of the state of an MCPTT imminent peril group call.
MCPTT imminent peril group state: MCPTT client internal perspective of the state of an MCPTT imminent peril group.
MCPTT private call: MCPTT call between two MCPTT users that is initiated as a private call or a first-to-answer call.
MCPTT private emergency alert state: MCPTT client internal perspective of the state of an MCPTT private emergency alert targeted to an MCPTT user.
MCPTT speech: Conversational audio media used in mission critical push to talk systems as defined by 3GPP TS 22.179 [2] and 3GPP TS 23.379 [3].
Media-floor control entity: A media control resource shared by participants in an MCPTT session, controlled by a state machine to ensure that only one participant can access the media resource at the same time.
Private call: A call initiated by one user towards one other user with the intention to establish an MCPTT private call or MCPTT emergency private call.
Private Call Call-Back: A mechanism for a requesting MCPTT client to request a targeted MCPTT client to initiate an MCPTT private call with the requesting MCPTT client (at earliest convenience).
Remote change of an MCPTT user's selected group: A mechanism allowing an authorised user to remotely change the selected group of another MCPTT user.
Temporary MCPTT group identity: A group identity representing a temporary grouping of MCPTT group identities formed by the group regrouping operation as specified in 3GPP TS 24.481 [31].
Trusted mutual aid: A business relationship whereby the Partner MCPTT system is willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.
Untrusted mutual aid: A business relationship whereby the Partner MCPTT system is not willing to share the details of the members of an MCPTT group that it owns with the Primary MCPTT system.
Functional alias status: Applies for the status of a functional alias for an MCTT user and has one of the following states:
a)	the "not-activated" state indicating that the MCPTT user has not activated the functional alias;
b)	the "activating" state indicating that the MCPTT user is interested in using the functional alias but the functional alias is not yet activated for the MCPTT user;
c)	the "activated" state indicating that the MCPTT user has activated the functional alias; and
d)	the "deactivating" state indicating that the MCPTT user is no longer interested in using the functional alias but the functional alias is still activated for the MCPTT user.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 22.179 [2] apply:
In-progress emergency
MCPTT emergency alert
MCPTT emergency group call
MCPTT emergency state
Partner MCPTT system
Primary MCPTT system
For the purpose of the present document, the following terms and definitions given in 3GPP TS 24.380 [5] apply:
MBMS subchannel
For the purpose of the present document, the following terms and definitions given in 3GPP TS 23.379 [3] apply:
Pre-selected MCPTT user profile
Selected MCPTT user profile
For the purpose of the present document, the following terms and definitions given in 3GPP TS 33.180 [78] apply:
Client Server Key (CSK)
Multicast Floor Control Key (MKFC)
Multicast Signalling Key (MuSiK)
Multicast Signalling Key Identifier (MuSiK-ID)
MBMS subchannel control key (MSCCK)
MBMS subchannel control key identifier (MSCCK-ID)
Private Call Key (PCK)
Signalling Protection Key (SPK)
XML Protection Key (XPK)
For the purpose of the present document, the following terms and definitions given in 3GPP TS 22.280 [76] apply:
Functional alias
* * * Next Change * * * *
[bookmark: _Toc45210513]16.1	General
In the procedures in this clause:
1)	temporary group identity in an incoming SIP MESSAGE request refers to the temporary group identity from the <mcptt-regroup-uri> element of the application/vnd.3gpp.mcptt-regroup+xml MIME body of the incoming SIP MESSAGE request; and
2)	preconfigured group identity in an incoming SIP MESSAGE request refers to the the group identity from the <preconfigured-group> element of the application/vnd.3gpp.mcptt-regroup+xml MIME body of the incoming SIP MESSAGE request.
Regroup using a preconfigured group refers to the creation of a user/group regroup based on the configuration information associated with an existing group that is referred to as the preconfigured group. A regroup takes its entire configuration from the preconfigured group, including security keys. All MCPTT servers and all MCPTT clients are configured with the preconfigured group to allow immediate use of the regroup for a call upon creation of the regroup.
A regroup using a preconfigured group is initiated by the MCPTT client without creation ofreferencing a preconfigured group document in the GMS. The advantage of regroup using a preconfigured group is speed of setup of the group, especially when large numbers of users (e.g., thousands) are involved. Control of the regroup using a preconfigured group is focused in the controlling MCPTT function. Creation and removal of a regoup is normally initiated by an MCPTT client. Removal can also be initiated by the controlling MCPTT function.
* * * Next Change * * * *
[bookmark: _Toc45210518][bookmark: _Hlk44517299][bookmark: _Toc27501629][bookmark: _Toc36049757]16.2.1.3	Receiving a notification of creation of a regroup using preconfigured group
Upon receiving a "SIP MESSAGE request to the MCPTT client to request creation of a regroup using preconfigured group", the MCPTT client: 
1)	should notify the MCPTT user of the creation of the regroup using preconfigured group;
2)	shall send a 200 (OK) response to the MCPTT server according to 3GPP TS 24.229 [4];
3)	if in anthe application/vnd.3gpp.mcptt-regroup+xml MIME body is contained in the incoming SIP MESSAGE request, then:
a)	if a <users-for-regroup> element is included in that MIME body, shall remember store the value of the <mcptt-regroup-uri> element as the temporary group identity and associate that with the group identity received in the <mcptt-regroup-uri> element, along with the information that the created regroup is a user regroup and should remember store the contents of the <users-for-regroup> element as the list of users that are part of that user regroup: or
b)	if a <groups-for-regroup> element is included in that MIME body, shall remember store the value of the <mcptt-regroup-uri> element as the temporary group identity and associate that with the group identity received in the <mcptt-regroup-uri> element, along with the information that the created regroup is a group regroup and should remember store the contents of the <groups-for-regroup> element as the list of groups that are part of that group regroup:
4)	shall consider that the MCPTT Client is affiliated with the regroup;
5)	should not initiate calls targeting any of the constituent groups but instead target the regroup for the duration of a group regroup; and
6)	if the regroup is a chat group, the MCPTT client should join the regroup when this notification of creation is received.
* * * Next Change * * * *
[bookmark: _Toc45210527][bookmark: _Toc27501633][bookmark: _Toc36049761]16.2.3.1	Request to create a group regroup using preconfigured group
When receiving a "SIP MESSAGE request to the controlling MCPTT function to request creation of a group regroup using preconfigured group" the controlling MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response,. The controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24]. and The controlling MCPTT function shall skip the rest of the steps;
2)	if the controlling MCPTT function is not able to handle the regroup based on the MCPTT group indicated in the <preconfigured-group> element in an application/vnd.3gpp.mcptt-regroup+xml MIME body:
a)	shall generate a SIP 480 (Temporarily Unavailable) response to the incoming SIP MESSAGE request; and
b)	shall send the SIP 480 (Temporarily Unavailable) response as specified in 3GPP TS 24.229 [4] and skip the rest of the steps;
3)	if the controlling MCPTT function determines that the proposed group ID for the regroup is already in use, shall reject the "SIP MESSAGE request to the controlling MCPTT function to request creation of a group regroup using preconfigured group" with a SIP 403 (Forbidden) response to the SIP MESSAGE request, with warning text set to "165 group ID for regroup already in use" in a Warning header field as specified in subclause 4.4, and shall skip the rest of the steps; 
4)	for each group identified in the <groups-for-regroup> element:
a)	shall determine the non-controlling MCPTT function serving that group;
NOTE	The controlling MCPTT function serving a consitituent group assumes the role of a non-controlling MCPTT function for the regroup.
b)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
c)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;
d)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the non-controlling MCPTT function;
e)	shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcptt-info+xml MIME body included in the outgoing SIP MESSAGE request;
f)	shall copy the contents of the application/vnd.3gpp.mcptt-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcptt-regroup+xml MIME body included in the outgoing SIP MESSAGE request;
g)	shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
h)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4];
5)	shall wait to receive SIP responses from all of the non-controlling MCPTT functions that were sent a SIP MESSAGE request in step 4)above;
6)	if all of the SIP responses received in step 5)above are SIP 200 (OK) responses:
a)	shall send a SIP 200 (OK) response in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
b)	shall store the list of group identities contained in the <groups-for-regroup> element;
c)	shall store the value of the <mcptt-regroup-uri> element as the identity of the group regroup based on a preconfigured group; and
d)	shall store the value of the <preconfigured-group> element of the application/vnd.3gpp.mcptt-regroup+xml MIME body as the identity of the preconfigured group; and
7)	if at least one of the SIP responses received in step 4)above is not a SIP 2xx response:
a)	shall send a SIP 480 (Temporarily Unavailable) response in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
b)	for each non-controlling MCPTT function that returned a SIP 200 (OK) response in step 4:
i)	shall generate a SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
ii)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the non-controlling MCPTT function;
iii)	shall include an application/vnd.3gpp.mcptt-regroup+xml MIME body included in the outgoing SIP MESSAGE request with;
A)	an <mcptt-regroup-uri> element set to the identity of the regroup; and
B)	a <regroup-action> element set to "remove"; and
iv)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].
* * * Next Change * * * *
[bookmark: _Toc45210531][bookmark: _Toc27501717][bookmark: _Toc36049848][bookmark: _Toc27501718][bookmark: _Toc36049849]16.2.4.1	Notification of creation of a group regroup using preconfigured group
When receiving a "SIP MESSAGE request to a non-controlling MCPTT function to request creation of a group regroup using preconfigured group" the non-controlling MCPTT function:
1)	if unable to process the request due to a lack of resources or a risk of congestion exists, may reject the SIP MESSAGE request with a SIP 500 (Server Internal Error) response,. The non-controlling MCPTT function may include a Retry-After header field to the SIP 500 (Server Internal Error) response as specified in IETF RFC 3261 [24],. The non-controlling MCPTT function and shall skip the rest of the steps;
2)	or each group identified in the <groups-for-regroup> element of an application/vnd.3gpp.mcptt-regroup+xml MIME body in the incoming SIP MESSAGE request for which the MCPTT function is the non-controlling MCPTT function:
a)	shall determine if the group is already regrouped, and if the group is already regrouped:
i)	shall reject the SIP request with a SIP 403 (Forbidden) response including warning text set to "148 MCPTT group is regrouped" in a Warning header field as specified in subclause 4.4; and
ii)	shall not process the remaining steps;
3)	shall store:
a)	the list of group identities contained in the <groups-for-regroup> element;
b)	the value of the <mcptt-regroup-uri> element as the identity of the group regroup;
c)	the value of the <preconfigured-group> element of the application/vnd.3gpp.mcptt-regroup+xml MIME body as the identity of the preconfigured group; and
d)	information that each of the groups identified in the <groups-for-regroup> element has been regrouped using a preconfigured group;
4)	shall send a SIP 200 (OK) response in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33]:
5)	for each group identified in the <groups-for-regroup> element of an application/vnd.3gpp.mcptt-regroup+xml MIME body in the incoming SIP MESSAGE request for which the MCPTT function is the non-controlling MCPTT function shall create a separate list of MCPTT IDs for users belonging to and affiliated with the identified group who are served by the same terminating participating MCPTT function;
6)	shall merge the lists of MCPTT IDs associated with each terminating participating MCPTT function such that the resulting list associated with a terminating participating MCPTT function contains the MCPTT IDs of all users served by the participating MCPTT function that belong to and are affiliated with any of the groups identified in the <groups-for-regroup> element; and
7)	for each terminating participating MCPTT function identified in step 3)above:
a)	shall generate an outgoing SIP MESSAGE request in accordance with 3GPP TS 24.229 [4] and IETF RFC 3428 [33];
b)	shall include in the SIP MESSAGE request all Accept-Contact header fields and all Reject-Contact header fields, with their feature tags and their corresponding values along with parameters according to rules and procedures of IETF RFC 3841 [6] that were received (if any) in the incoming SIP MESSAGE request;
c)	shall set the Request-URI of the outgoing SIP MESSAGE request to the public service identity of the terminating participating MCPTT function;
d)	shall copy the contents of the application/vnd.3gpp.mcptt-info+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcptt-info+xml MIME body included in the outgoing SIP MESSAGE request;
e)	shall copy the contents of the application/vnd.3gpp.mcptt-regroup+xml MIME body received in the incoming SIP MESSAGE request into an application/vnd.3gpp.mcptt-regroup+xml MIME body included in the outgoing SIP MESSAGE request;
f)	shall use the list of MCPTT IDs for this terminating participating MCPTT function as generated in step 36) to create and include the <users-for-regroup> element in the application/vnd.3gpp.mcptt-regroup+xml MIME body;
g)	shall copy the contents of the P-Asserted-Identity header field of the incoming SIP MESSAGE request to the P-Asserted-Identity header field of the outgoing SIP MESSAGE request; and
h)	shall send the SIP MESSAGE request as specified in 3GPP TS 24.229 [4].
* * * Next Change * * * *
[bookmark: _Toc45210618]F.7.2	XML schema
<?xml version="1.0" encoding="UTF-8"?>
<xs:schema xmlns:xs="http://www.w3.org/2001/XMLSchema"
targetNamespace="urn:3gpp:ns:preconfiguredRegroup:1.0"
xmlns:mcpttrgrp="urn:3gpp:ns:preconfiguredRegroup:1.0"
attributeFormDefault="unqualified" elementFormDefault="qualified">

  <!-- root XML element -->
  <xs:element name="mcpttregroup" type="mcpttrgrp:mcpttregroup-Type" id="info"/>

  <xs:complexType name="mcpttregroup-Type">
    <xs:sequence>
      <xs:element name="mcpttregroup-Params" type="mcpttrgrp:mcpttregroup-ParamsType" minOccurs="0"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="mcpttrgrp:anyExtType" minOccurs="0"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType> 

  <xs:complexType name="mcpttregroup-ParamsType">
    <xs:sequence>
      <xs:element name="preconfig-group-id" type="mcpttrgrp:preconfig-group-Type"/>
      <xs:element name="mcptt-regroup-iduri" type="mcpttrgrp:mcptt-regroup-uri-Type"/>
      <xs:element name="groups-for-regroup" type="mcpttrgrp:groups-for-regroup-Type" minOccurs="0"/>  
      <xs:element name="users-for-regroup" type="mcpttrgrp:users-for-regroup-Type" minOccurs="0"/>  
      <xs:element name="regroup-action" type="xs:string"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="mcpttrgrp:anyExtType" minOccurs="0"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="preconfig-group-Type">
	<xs:sequence>
	  <xs:element type="xs:anyURI" name="preconfigured-group" minOccurs="0" maxOccurs="1"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="mcpttrgrp:anyExtType" minOccurs="0"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="mcptt-regroup-uri-Type">
    <xs:sequence>
      <xs:element type="xs:anyURI" name="mcptt-regroup-uri" minOccurs="1" maxOccurs="1"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="mcpttrgrp:anyExtType" minOccurs="0"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="groups-for-regroup-Type">
    <xs:sequence>
      <xs:element type="xs:anyURI" name="group" minOccurs="0" maxOccurs="unbounded"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="mcpttrgrp:anyExtType" minOccurs="0"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="users-for-regroup-Type">
    <xs:sequence>
      <xs:element type="xs:anyURI" name="user" minOccurs="0" maxOccurs="unbounded"/>
      <xs:any namespace="##other" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
      <xs:element name="anyExt" type="mcpttrgrp:anyExtType" minOccurs="0"/>
    </xs:sequence>
    <xs:anyAttribute namespace="##any" processContents="lax"/>
  </xs:complexType>

  <xs:complexType name="anyExtType">
    <xs:sequence>
      <xs:any namespace="##any" processContents="lax" minOccurs="0" maxOccurs="unbounded"/>
    </xs:sequence>
  </xs:complexType>
  
</xs:schema>
* * * Next Change * * * *
[bookmark: _Toc45210619]F.7.3	Semantic
The <preconfigured-group> element shall contain a URI identifying an the preconfigured MCPTT group that is to be used as the template for the regroup.
The <mcptt-regroup-uri> element shall shall contain a URI containing the temporary group identity identifying the regroup.
The < groups-for-regroup> element shall contain a list of one or more <group> elements that shall each contain a URI of a group that is to be a constituent group of the regroup.
The <users-for-regroup> element shall contain a list of one or more <user> elements that shall each contain an MCPTT ID of a user that is to be affiliated to the regroup.
The XML document shall have either a one <groups-for-regroup> element or aone <users-for-regroup> element, but not both.
If the <regroup-action> element contains the string "create" then:
1)	if a <groups-for-regroup> element exists in the received XML, then:
a)	if the recipient is the controlling MCPTT function for the MCPTT group identified in the <preconfigured-group> element the recipient shall follow the procedures to create a group regroup with identity equal to the value contained in the <mcptt-regroup-uri> element based on the configuration of the preconfigured MCPTT group identified in the <preconfigured-group> element;
b)	if the recipient is a non-controlling MCPTT function, the recipient shall follow the procedures to affiliate users belonging to any constituent groups of the group regroup with identity equal to the value contained in the <mcptt-regroup-uri> element based on the configuration of the preconfigured MCPTT group identified in the <preconfigured-group> element; and
c)	if the recipient is the terminating participating MCPTT function for one or more MCPTT users affiliated to a constituent group of the group regroup, the recipient shall follow the procedures to notify each MCPTT user in the list of users in the <users-for-regroup> element that it serves of the group regroup and affiliate those users to the group regroup; and
2)	if a <users-for-regroup> element exists in the received XML, then:
 a)	if the recipient is the controlling MCPTT function for the MCPTT group identified in the <preconfigured-group> element, the recipient shall follow the procedures to create a user regroup with identity equal to the value contained in the <mcptt-regroup-uri> element based on the configuration of the preconfigured MCPTT group identified in the <preconfigured-group> element; and 
b)	if the recipient is the terminating participating MCPTT function for one or more MCPTT users identified in the <users-for-regroup> element, the recipient shall follow the procedures to notify each MCPTT user in the list of users in the <users-for-regroup> element that it serves of the user regroup and affiliate those users to the user regroup.
If the <regroup-action> element contains the string "remove" then:
1)	the recipient shall follow the procedures to remove the regroup identified in the <mcptt-regroup-uri> element.
The recipient of the XML ignores any unknown element and any unknown attribute.
* * * End of Changes * * * *

