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	Reason for change: by 
	With notification or verification only of positioning, a UE is either notified of location or notified and asked to verify the location by the serving AMF, but a location of the UE is not obtained. Instead, the serving AMF confirms to a (H)GMLC that the notification has occurred and, if verification was also performed, provides an indication of whether the location was allowed by the UE or disallowed. This feature can be used when UE location privacy preferences indicate privacy dependence on the current UE location. In that case, a current location of the UE is first obtained without any notification to or verification by the UE. The (H)GMLC then determines, based on the current UE location, whether the location is (a) allowed, (b) not allowed, or (c) requires notification to and/or verification by the UE. For case (c), the (H)GMLC instigates a notification only or notification plus verification only request to the serving AMF and waits for a response before deciding whether the current UE location can be sent to an external client or AF. 
The indication of case (c) by an (H)GMLC to a serving AMF has been revised several times at previous CT4 and CT meetings. The current status is that the indication can be conveyed in two separate parameters included in an Namf_Location_ProvidePositioningInfo Request service operation. One of these parameters is the LocationType parameter defined in TS 29.518 which is an ENUMERATION type with the following values.
"CURRENT_LOCATION"

"CURRENT_OR_LAST_KNOWN_LOCATION"

"INITIAL_LOCATION"

"NOTIFICATION_VERIFICATION_ONLY"
"DEFERRED_LOCATION"
The other parameter is the LcsServiceAuth parameter defined in TS 29.571 which is also an ENUMERATION type with the following values.

"LOCATION_ALLOWED_WITH_NOTIFICATION"

"LOCATION_ALLOWED_WITHOUT_NOTIFICATION"

"LOCATION_ALLOWED_WITHOUT_RESPONSE"

"LOCATION_RESTRICTED_WITHOUT_RESPONSE"

"NOTIFICATION_ONLY"

"NOTIFICATION_AND_VERIFICATION_ONLY"
These parameters would conflict when one parameter indicates notification or verification without location (case (c) above) while the other parameter indicates that a UE location is needed. 
One way to resolve this inconsistency would be to remove the 2 parameter values highlighted above and treat the the LcsServiceAuth parameter as controlling the notification/verification aspect and the LocationType parameter as controlling whether the serving AMF obtains a location of the UE. Something like this was attempted at CT4-98e in C4-203287 but due to one error case which still remained in the CR and a preference (by some companies) not to remove the 2 highlighted parameter values, it was not agreed.
Another resolution might be to remove the other parameter value highlighted above. However, this would still leave some inconsistency when the LocationType indicated that a location is needed (e.g. "CURRENT_LOCATION", "CURRENT_OR_LAST_KNOWN_LOCATION") while the LcsServiceAuth parameter indicated that location is not needed.
A third resolution would be to leave the current parameter values above and add a note to the definitions of LocationType in TS 29.518 and LcsServiceAuth in TS 29.571 indicating that when a highlighted value for one of these parameters is included a highlighted value for the other parameter must also be included. This does not remove the possibility of inconsistency but it does clarify which combinations of values are allowed and which combinations are not allowed, which would allow implementations to avoid (at a sender) or recognize (at a receiver) the inconsistent parameter values.
This CR supports the third resolution above.

	
	

	Summary of change:
	Add a note to the definition of the lcsLocation to indicate that when the “NOTIFICATION_VERIFICATION_ONLY" value is used, then the lcsLocation, if present, shall be set to either NOTIFICATION_ONLY" or "NOTIFICATION_AND_VERIFICATION_ONLY".

	
	

	Consequences if not approved:
	AMF and GMLC implementations may treat inconsistent values for the LocationType and LcsServiceAuth parameters in different ways (e.g. may detect an error or may ignore one parameter value and react only to the other parameter value). This could lead to erroneous support for UE notification and verification and/or failure of a location request.
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	This CR's revision history:
	· Moved the note to RequestPosInfo
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******** FIRST CHANGE ********
6.4.6.2.2
Type: RequestPosInfo
Table 6.4.6.2.2-1: Definition of type RequestPosInfo
	Attribute name
	Data type
	P
	Cardinality
	Description

	lcsClientType
	ExternalClientType
	M
	1
	This IE shall contain the type of LCS client (Emergency, Lawful Interception etc.,.) issuing the location request

	lcsLocation
	LocationType
	M
	1
	This IE shall contain the type of location measurement requested, such as current location, initial location, last known location, deferred location, etc.
(NOTE X)

	supi
	Supi
	C
	0..1
	If the SUPI is available, this IE shall be present.

	gpsi
	Gpsi
	C
	0..1
	If the GPSI is available, this IE shall be present.

	priority
	LcsPriority
	O
	0..1
	If present, this IE shall contain the priority of the LCS client issuing the positioning request.

	lcsQoS
	LocationQoS
	O
	0..1
	If present, this IE shall contain the quality of service requested, such as the accuracy of the positioning measurement and the response time of the positioning operation

	velocityRequested
	VelocityRequested
	O
	0..1
	If present, this IE shall contain an indication of whether or not the Velocity of the target UE is requested.

	lcsSupportedGADShapes
	SupportedGADShapes
	O
	0..1
	If present, this IE shall contain one GAD shape supported by the LCS client.

	additionalSuppGADShapes
	array(SupportedGADShapes)
	C
	1..N
	Shall be absent if lcsSupportedGADShapes is absent. 
Shall be present if the LCS client supports more than one GAD shape.

	locationNotificationUri
	Uri
	O
	0..1
	The callback URI on which location change event notification is reported.

	supportedFeatures
	SupportedFeatures
	C
	0..1
	This IE shall be present if at least one optional feature defined in clause 6.4.8 is supported. 

	oldGuami
	Guami
	C
	0..1
	This IE shall be present during an AMF planned removal procedure when the NF Service Consumer initiates a request towards the target AMF, for a UE associated to an AMF that is unavailable (see clause 5.21.2.2 of 3GPP TS 23.501 [2]).

	pei
	Pei
	C
	0..1
	This IE shall be present if supi and gpsi are not available.

	lcsServiceType
	LcsServiceType
	O
	0..1
	This IE contains the LCS service type for an external client.

(NOTE 1)

	ldrType
	LdrType
	C
	0..1
	This IE contains the type of LDR for a deferred location request. This IE shall be present when lcsLocation is set to "DEFERRED_LOCATION".

	hgmlcCallBackURI
	Uri
	C
	0..1
	This IE contrains the callback URI of the H-GMLC for a deferred location request. This IE shall be present when lcsLocation is set to "DEFERRED_LOCATION".

	ldrReference
	LdrReference
	C
	0..1
	This IE contains the LDR Reference Number for a deferred location request This IE shall be present when lcsLocation is set to "DEFERRED_LOCATION".

	periodicEventInfo
	PeriodicEventInfo
	C
	0..1
	This IE contains information for periodic event reporting for a deferred location request. This IE shall be present when ldrType is set to "PERIODIC". 

	areaEventInfo
	AreaEventInfo
	C
	0..1
	This IE contains information for area event reporting for a deferred location request. This IE shall be present when ldrType is set to "ENTERING_INTO_AREA", "LEAVING_FROM_AREA" or "BEING_INSIDE_AREA".

	motionEventInfo
	MotionEventInfo
	C
	0..1
	This IE contains information for motion event reporting for a deferred location request. This IE shall be present when ldrType is set to "MOTION".

	externalClientIdentification
	ExternalClientIdentification
	O
	0..1
	This IE provides the external LCS client identification (e.g. the name of the LCS client).

(NOTE 1)

	afID
	NfInstanceId
	O
	0..1
	This IE provides the identification of an AF that initiated the location request.

(NOTE 1)

	codeWord
	CodeWord
	O
	0..1
	This IE provides a codeword for a location request which is provided by an external Client or AF and is sent to and verified by a target UE as part of privacy verification.

(NOTE 1)

	uePrivacyRequirements
	UePrivacyRequirements
	O
	0..1
	If present, the IE provides the indication of location related notification or verification for the target UE, the indication of codeword check in UE

	NOTE 1:
At least one of these IEs should be present when uePrivacyCallSessionUnrelatedClass indicates notification and/or verification for the target UE.
NOTE X:
If the lcsLocation IE is set to value "NOTIFICATION_VERIFICATION_ONLY", then the lcsServiceAuthInfo attribute in the uePrivacyRequirements IE, if present, shall be set to either “NOTIFICATION_ONLY" or "NOTIFICATION_AND_VERIFICATION_ONLY".


******** END OF CHANGES ********
