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[bookmark: _Toc24937542][bookmark: _Toc33962357]* * * First Change * * * *
[bookmark: _Toc19702440][bookmark: _Toc27751596][bookmark: _Toc35971682][bookmark: _Toc35975931][bookmark: _Toc44849388]4.6.1.1.1.2	Creating a Resource using POST
The HTTP POST method (see IETF RFC 7231 [6]) allows an NF service consumer to create a new child resource at the NF service producer in such a manner that the NF service producer selects the child resource identifier and the URI for the child resource.
Figure 4.6.1.1.1.2-1 illustrates creating a resource using POST.


Figure 4.6.1.1.1.2-1: Creating a resource using POST
1.	The parent resource of which the new resource is to be created as a child is identified by the request URI. The payload body of the POST request shall contain a representation of the resource to be created without a child resource identifier. For forward compatibility, the NF service producer ignores unknown attributes in the received resource representation unless specified otherwise by the particular application.
2.	The NF service producer generates a child resource identifier and constructs the URI for the created resource by appending that child resource identifier to the parent resource URI received as request URI of the POST request (e.g. "…/parent-resource/childresource1").
On success, "201 Created" shall be returned, the payload body of the POST response should contain a representation of the created resource, and the "Location" header shall be present and shall contain the URI of the created resource.
If the HTTP scheme used in the returned URI is "https", then the authority of the URI included in the Location header shall be an FQDN, and not an IP address.
The URI included in the "Location" header may be an absolute URI or a relative URI reference (see IETF RFC 3986 [9]); when the URI is in relative form, the base URI used to resolve the URI reference is the target URI included in the received POST request.
[bookmark: _Hlk495604590]NOTE:	The representations of the resource in the request and response can differ, e.g. the representation of the resource in the response can be empty or can contain a subset of the representation as received in the request possibly with modified attributes, and in addition can contain additional attributes. Exact details will be specified by the application.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body (see clause 4.8).
A collection may be used to model a resource that serves as a directory of resources that may be distributed on different processing instances or hosts. If so:
-	the authority and/or deployment-specific string of the apiRoot of the created resource URI returned by the NF Service Producer in the "Location" header may differ from the authority and/or deployment-specific string of the apiRoot of the request URI received in the POST request.
-	the NF Service Consumer shall be capable to receive and process an authority and/or deployment-specific string in the apiRoot of the created resource URI that differs from the authority and/or deployment-specific string of the apiRoot of the Request URI.
It needs to be clearly stated in the 5GC SBI API specifications when a NF Service Producer may return a different authority and/or deployment-specific string in the apiRoot of the created resource URI for a collection resource.

[bookmark: _Toc19702441][bookmark: _Toc27751597][bookmark: _Toc35971683][bookmark: _Toc35975932][bookmark: _Toc44849389]* * * Next Change * * * *
4.6.1.1.1.3	Creating a Resource using PUT
The HTTP PUT method (see IETF RFC 7231 [6]) allows an NF service consumer to create a new resource at the NF service producer in such a manner that the NF service consumer selects the resource identifier and the URI for the resource.
Figure 4.6.1.1.1.3-1 illustrates creating a resource using HTTP PUT.


Figure 4.6.1.1.1.3-1: Creating a Resource using HTTP PUT
1.	The NF service consumer selects a resource identifier and constructs the URI for the resource to be created by appending that resource identifier to the parent resource URI. The resource that is to be created is identified by that URI as request URI. The payload body of the PUT request shall contain a representation of the resource to be created. For forward compatibility, the NF service producer ignores unknown attributes in the received resource representation unless specified otherwise by the particular application.
2.	On success, "201 Created" shall be returned, the payload body of the PUT response should contain the representation of the created resource, and the "Location" header shall be present and shall contain the URI of the created resource.
If the HTTP scheme used in the returned URI is "https", then the authority of the URI included in the Location header shall be an FQDN, and not an IP address.
NOTE:	The representations of the resource in the request and response can differ, e.g. the representation of the resource in the response can be empty or can contain a subset of the representation as received in the request possibly with modified attributes, and in addition can contain additional attributes. Exact details will be specified by the application.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the PUT response body (see clause 4.8).
If the resource that is to be created already exists at the NF service producer, the following applies:
1)	If the update of that resource by PUT is supported, the existing representation of the resource is replaced with the representation received in the PUT request body; see clause 4.6.1.1.3.1.
2)	If the update of that resource by PUT is not supported, the "403 Forbidden" HTTP status code shall be returned and appropriate additional error information should be returned in the PUT response body (see clause 4.8).

* * * Next Change * * * *
[bookmark: _Toc19702459][bookmark: _Toc27751615][bookmark: _Toc35971701][bookmark: _Toc35975950][bookmark: _Toc44849407]4.6.2.2.2	Creation of a Subscription
Figure 4.6.2.2.2-1 illustrates explicit creation of a subscription.


Figure 4.6.2.2.2-1: Creation of a subscription
The parent resource (collection of subscriptions) is identified by the request URI.
The data structure in the payload body of the POST request shall contain a callback URI, and may contain additional criteria to filter the set of events that trigger a notification. The request may contain an expiry time, suggested by the NF Service Consumer as a hint, representing the time upto which the subscription is desired to be kept active and the time after which the subscribed event shall stop generating notifications.
On success, "201 Created" shall be returned, the payload body of the POST response shall contain a representation of the created subscription, and the "Location" header shall contain the URI of the created resource.
If the HTTP scheme used in the returned URI is "https", then the authority of the URI included in the Location header shall be an FQDN, and not an IP address.
The response based on operator policies and taking into account the expiry time included in the request, may contain an expiry time (i.e a future timestamp), as determined by the NF Service Producer, after which the subscription becomes invalid. If an expiry time was included in the request, then the expiry time returned in the response should be less than or equal to that value. Once the subscription expires, if the NF Service Consumer wants to keep receiving notifications, it shall create a new subscription in the NF Service Producer. The NF Service Producer shall not provide the same expiry time (i.e a future timestamp) for many subscriptions in order to avoid all of them expiring and recreating the subscription at the same time. If the expiry time is not included in the response, the NF Service Consumer shall consider the subscription to be valid without an expiry time.
On failure, the appropriate HTTP status code indicating the error shall be returned and appropriate additional error information should be returned in the POST response body (see clause 4.9).

* * * End of Changes * * * *
image1.emf
NF service 

consumer

NF service 

producer

1. POST …/parent-resource (ResourceRepresentation)

2. 201 Created (ResourceRepresentation)


Microsoft_Visio_2003-2010_Drawing.vsd
NF service consumer


NF service producer


1. POST …/parent-resource (ResourceRepresentation)


2. 201 Created (ResourceRepresentation)



image2.emf
NF service 

consumer

NF service 

producer

1. PUT …/resource (ResourceRepresentation)

2. 201 Created (ResourceRepresentation)


Microsoft_Visio_2003-2010_Drawing1.vsd
NF service consumer


NF service producer


1. PUT …/resource (ResourceRepresentation)


2. 201 Created (ResourceRepresentation)



image3.emf
NF service 

consumer

NF service 

producer

1. POST …/xyz-subscriptions (XyzSubscription)

2. 201 Created (XyzSubscription)


Microsoft_Visio_2003-2010_Drawing2.vsd
NF service consumer


NF service producer


1. POST …/xyz-subscriptions (XyzSubscription)


2. 201 Created (XyzSubscription)



