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Additional discussion(if needed):
Proposed changes:
[bookmark: _Hlk32241584][bookmark: _Hlk32443572]*** 1st Change ***
[bookmark: _Toc28007317][bookmark: _Toc44682393][bookmark: _Toc28007710][bookmark: _Toc44682786][bookmark: _Toc11247840][bookmark: _Toc27044984][bookmark: _Toc36034026][bookmark: _Toc45132173]5.6.2.1.2	Type: NiddConfiguration
This type represents the configuration for NIDD. The same structure is used in the configuration request and configuration response.
Table 5.6.2.1.2-1: Definition of type NiddConfiguration
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 1)

	self
	Link
	0..1
	Link to the resource "Individual NIDD configuration". This parameter shall be supplied by the SCEF in HTTP responses
	

	supportedFeatures
	SupportedFeatures
	0..1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	mtcProviderId
	string
	0..1
	Identifies the MTC Service Provider and/or MTC Application. (NOTE 3)
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in subclause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 2)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 2)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in subclause 4.6.3 of 3GPP TS 23.682 [2].
(NOTE 2)
	GroupMessageDelivery

	duration
	DateTime
	0..1
	Identifies the absolute time at which the related NIDD Configuration request is considered to expire, as specified in subclause 5.13.2 of 3GPP TS 23.682 [2]. When omitted in the request, it indicates the configuration is requested to be valid forever by the SCS/AS. When omitted in the response, it indicates the configuration is set to valid forever by the SCEF.
	

	reliableDataService
	boolean
	0..1
	The reliable data service (as defined in subclause 4.5.15.3 of 3GPP TS 23.682 [2]) to indicate if a reliable data service acknowledgment is enabled or not.
	

	rdsPorts
	array(RdsPort)
	0..N
	Indicates the port configuration that is used for reliable data transfer between specific applications using RDS (as defined in subclause 5.2.4 and 5.2.5 of 3GPP TS 24.250 [31]).
	

	pdnEstablishmentOption
	PdnEstablishmentOptions
	0..1
	Indicate what the SCEF should do if the UE has not established the PDN connection and MT non-IP data needs to be sent. (wait for the UE to establish the PDN connection, respond with an error cause, or send a device trigger; see step 2 of the MT NIDD Procedure in clause 5.13.3 of 3GPP TS 23.682 [2])
The SCEF will use the value as the default preference from the SCS/AS when handling all MT non-IP packets associated with the NIDD connection.
	

	notificationDestination
	Link
	1
	An URI of a notification destination that T8 message shall be delivered to.
	

	requestTestNotification
	boolean
	0..1
	Set to true by the SCS/AS to request the SCEF to send a test notification as defined in subclause 5.2.5.3. Set to false or omitted otherwise.
	Notification_test_event

	websockNotifConfig
	WebsockNotifConfig
	0..1
	Configuration parameters to set up notification delivery over Websocket protocol as defined in subclause 5.2.5.4.
	Notification_websocket

	maximumPacketSize
	integer
	0..1
	The Maximum Packet Size is the maximum NIDD packet size that was transferred to the UE by the SCEF in the PCO, see subclause 4.5.14.1 of 3GPP TS 23.682 [2]. If no maximum packet size was provided to the UE by the SCEF, the SCEF sends a default configured max packet size to SCS/AS.
Unit: bit.
	

	niddDownlinkDataTransfers
	array(NiddDownlinkDataTransfer)
	0..N
	The downlink data deliveries that needed to be executed by the SCEF. The cardinality of the property shall be 0..1 in the request and 0..N in the response (i.e. response may contain multiple buffered MT NIDD).
For GroupMessageDelivery feature, this property is only applicable for the configuration response to GET request.
	

	status
	NiddStatus
	0..1
	May be supplied by the SCEF
	

	NOTE 1:	Properties marked with a feature as defined in subclause 5.6.4 are applicable as described in subclause 5.2.7. If no features are indicated, the related property applies for all the features unless stated otherwise.
NOTE 2:	One of the properties "externalId", "msisdn" or "externalGroupId" shall be included.
NOTE 3:	The SCEF should check received MTC provider identifier and then the SCEF may: 
-	override it with local configured value and send it to HSS;
-	send it directly to the HSS; or
-	reject the NIDDmonitoring configuration request.



*** 2nd Change ***
[bookmark: _Toc28007600][bookmark: _Toc44682676]5.10.2.1.2	Type: CpInfo
This type represents the resources for communication pattern parameter provisioning. The same structure is used in the subscription request and subscription response.
Table 5.10.2.1.2-1: Definition of type CpInfo
	Attribute name
	Data type
	Cardinality
	Description
	Applicability (NOTE 2)

	self
	Link
	0..1
	Link to the resource "Individual CP Provisioning Subscription".
This parameter shall be supplied by the SCEF in HTTP responses.
	

	supportedFeatures
	SupportedFeatures
	0..1
	Used to negotiate the supported optional features of the API as described in subclause 5.2.7.
This attribute shall be provided in the POST request and in the response of successful resource creation.
	

	mtcProviderId
	string
	0..1
	Identifies the MTC Service Provider and/or MTC Application. (NOTE 3)
	

	externalId
	ExternalId
	0..1
	Each element uniquely identifies a user as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 1)
	

	msisdn
	Msisdn
	0..1
	Each element identifies the MS internal PSTN/ISDN number allocated for a UE.
(NOTE 1)
	

	externalGroupId
	ExternalGroupId
	0..1
	Identifies a user group as defined in Clause 4.6.2 of 3GPP TS 23.682 [2].
(NOTE 1)
	

	cpParameterSets
	map(CpParameterSet)
	1..N
	Identifies a set of CP parameter information that may be part of this CpInfo structure.
	

	cpReports
	map(CpReport)
	0..N
	Supplied by the SCEF and contains the CP set identifiers for which CP parameter(s) are not added or modified successfully. The failure reason is also included.
	

	NOTE 1:	One of the properties "externalId", "msisdn" or "externalGroupId" shall be included.
NOTE 2:	Properties marked with a feature as defined in subclause 5.10.4 are applicable as described in subclause 5.2.7. If no feature are indicated, the related property applies for all the features.
NOTE 3:	The SCEF should check received MTC provider identifier and then the SCEF may: 
-	override it with local configured value and send it to HSS;
-	send it directly to the HSS; or
-	reject the communication pattern parameter provisioningmonitoring configuration request.



*** End of Changes ***

