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*** 1st Change ***

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

-
References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

-
For a specific reference, subsequent revisions do not apply.

-
For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: "Vocabulary for 3GPP Specifications".

[2]
3GPP TS 23.501: "System Architecture for the 5G System; Stage 2".

[3]
3GPP TS 23.502: "Procedures for the 5G System; Stage 2".

[4]
3GPP TS 29.500: "5G System; Technical Realization of Service Based Architecture; Stage 3".

[5]
3GPP TS 29.501: "5G System; Principles and Guidelines for Services Definition; Stage 3".

[6]
3GPP TS 23.503: "Policy and Charging Control Framework for the 5G System; Stage 2".

[7]
3GPP TS 29.513: "5G System; Policy and Charging Control signalling flows and QoS parameter mapping; Stage 3".

[8]
IETF RFC 7540: "Hypertext Transfer Protocol Version 2 (HTTP/2)".
[9]
IETF RFC 8259: "The JavaScript Object Notation (JSON) Data Interchange Format".

[10]
OpenAPI: "OpenAPI 3.0.0 Specification", https://github.com/OAI/OpenAPI-Specification/blob/master/versions/3.0.0.md.

[11]
3GPP TS 29.571: "5G System; Common Data Types for Service Based Interfaces; Stage 3".

[12]
3GPP TS 29.508: "5G System; Session Management Event Exposure Service; Stage 3".

[13]
3GPP TS 29.244: "Interface between the Control Plane and the User Plane of EPC Nodes".

[14]
Void. 

[15]
3GPP TS 29.519: "5G System; Usage of the Unified Data Repository service for Policy Control Data, Application Data and Structured Data for Exposure; Stage 3".

[16]
3GPP TS 23.228: "IP multimedia subsystem; Stage 2".

[17]
3GPP TS 29.514: "5G System; Policy Authorization Service; Stage 3".

[18]
3GPP TS 29.214: "Policy and Charging Control over Rx reference point 5".

[19]
3GPP TS 32.291: "5G System; Charging service; Stage 3".

[20]
3GPP TS 24.501: "Non-Access-Stratum (NAS) protocol for 5G System (5GS); Stage 3".

[21]
3GPP TS 23.380: "IMS Restoration Procedures".

[22]
3GPP TS 29.502: "5G System; Session Management Services; Stage 3".

[23]
3GPP TS 29.212: "Policy and Charging Control (PCC); Reference points".

[24]
3GPP TS 32.422: "Telecommunication management; Subscriber and equipment trace; Trace control and configuration management".

[25]
3GPP TS 29.507: "5G System; Access and Mobility Policy Control Service; Stage 3".

[26]
3GPP TS 23.060: "General Packet Radio Service (GPRS); Service description; Stage 2".

[27]
3GPP TS 33.501: "Security architecture and procedures for 5G system".

[28]
IETF RFC 6749: "The OAuth 2.0 Authorization Framework".

[29]
3GPP TS 29.510: "Network Function Repository Services; Stage 3".

[30]
3GPP TS 32.290: "5G system; Services, operations and procedures of charging using Service Based Interface (SBI)".

[31]
IETF RFC 7807: "Problem Details for HTTP APIs".

[32]
3GPP TS 29.122: "T8 reference point for Northbound APIs".

[33]
3GPP TS 23.527: "5G System; Restoration Procedures".

[34]
3GPP TS 29.503: "5G System; Unified Data Management Services; Stage 3".

[35]
3GPP TS 32.255: "Charging management; 5G data connectivity domain charging; stage 2".

[36]
3GPP TS 29.518: "5G System; Access and Mobility Management Services; Stage 3".

[37]
3GPP TS 29.274: "3GPP Evolved Packet System (EPS); Evolved General Packet Radio Service (GPRS) Tunnelling Protocol for Control plane (GTPv2-C); Stage 3".

[38]
3GPP TR 21.900: "Technical Specification Group working methods".

[39]
3GPP TS 24.008: "Mobile radio interface Layer 3 specification".
[a1]
3GPP TS 29.551: "5G System; Packet Flow Description Management Service; Stage 3".
*** 2nd Change ***

3.1
Definitions

For the purposes of the present document, the terms and definitions given in 3GPP TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in 3GPP TR 21.905 [1].

Application detection filter: A logic used to detect packets generated by an application based on extended inspection of these packets, e.g., header and/or payload information, as well as dynamics of packet flows. The logic is entirely internal to a UPF, and is out of scope of this specification.
Application identifier: An identifier, referring to a specific application detection filter.
Detected application traffic: An aggregate set of packet flows that are generated by a given application and detected by an application detection filter.
For the purposes of the present document, the following terms and definitions given in 3GPP TS 23.501 [2], subclause 3.1 apply:

5G QoS Identifier

PCC rule

PDU Session

Service Data Flow

Service Data Flow Filter

Service Data Flow Template

*** 3rd Change ***

3.2
Abbreviations

For the purposes of the present document, the abbreviations given in 3GPP TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in 3GPP TR 21.905 [1].

ADC
Application Detection and Control

AF
Application Function

AMF
Access and Mobility Management Function

API
Application Programming Interface

CHF
Charging Function

DNN
Data Network Name

ePDG
evolved Packet Data Gateway

GFBR
Guaranteed Flow Bit Rate

GUAMI
Globally Unique AMF Identifier

HTTP
Hypertext Transfer Protocol

NEF
Network Exposure Function

NF
Network Function

NRF
Network Repository Function

PCC
Policy and Charging Control

PCF
Policy Control Function

PFD
Packet Flow Description
PFDF
Packet Flow Description Function
PSAP
Public Safety Answering Point

QoS
Quality of Service

SDF
Service Data Flow

SMF
Session Management Function

S-NSSAI
Single Network Slice Selection Assistance Information

UDM
Unified Data Management

UDR
Unified Data Repository

UE
User Equipment
*** 4th Change ***

4.2.4.6
Application detection information reporting

If the ADC feature is supported and if the SMF receives the PCC rule for application detection and control, the SMF shall instruct the UPF as defined in 3GPP TS 29.244 [13] to:

-
Detect the application traffic.

-
Report the detected application’s traffic start/stop events along with the application instance identifier and service data flow descriptions when service data flow descriptions are deducible. 
When the start of the application`s traffic, identified by an application identifier, is received from the UPF, if the PCF has previously provisioned the APP_STA/APP_STO policy control request triggers, unless a request to mute such a notification (i.e. the "muteNotif" attribute set to true within the Traffic Control Data decision which the PCC rule refers to), the SMF shall report the start of the application to the PCF. 
In order to do so, the SMF shall perform the procedure as defined in subclause 4.2.4.2 by including the information regarding the detected application`s traffic within the "appDetectionInfos" attribute and the "APP_STA" within the "repPolicyCtrlReqTriggers" attribute even if the application traffic is discarded due to enforcement actions of the PCC rule. In this case, within the each AppDetectionInfo instance, the SMF shall include the corresponding application identifier within the "appId" attribute, and may include the detected service data flow description within the "sdfDescriptions" attribute if deducible and a dynamically allocated application instance identifier for the detected service data flow descriptions within the "instanceId". The "sdfDescriptions" attribute, if present, shall contain the "flowDescription" attribute and "flowDirection" attribute. The application instance identifier, allows the correlation of APP_STA and APP_STO policy control request triggers to the specific service data flow descriptions.

When the stop of the application's traffic, identified by an application identifier is received from the UPF and the SMF has reported the start of the application to the PCF, the SMF shall report the stop of the application to the PCF. In order to do so, the SMF shall perform the procedure as defined in subclause 4.2.4.2 by including the information regarding the detected application`s traffic within the "appDetectionInfos" attribute and the "APP_STO" within the "repPolicyConReqTriggers" attribute. For each AppDetectionInfo instance, the SMF shall include the corresponding application identifier within the "appId" attribute and the application instance identifier within the "instanceId" if it is provided along with the APP_STA.

The PCF then may make policy decisions based on the information received and send the corresponding updated PCC rules to the SMF.
When a PFD provisioned by the PFDF as specified in 3GPP TS 29.551 [a1] is removed/modified and the removed/modified PFD was used to detect application traffic related to an application identifier in a PCC rule installed or activated for a PDU session, if the removed/modified PFD results in that the stop of an application or an application instance is not able to be detected, and if the SMF has reported the application start as described in this subclause to the PCF for the application or application instance represented by this PFD, the SMF shall report the application stop to the PCF for the corresponding application or the corresponding application instance, if the stop of the application’s traffic, identified by the corresponding application or the corresponding application instance, is received from the UPF.

NOTE:
Multiple PFDs can be associated with the application identifier. When the removed/modified PFD is the last one which is used to detect traffic identified by the "appId" attribute, the SMF reports application stop.
*** 5th Change ***

4.2.4.20
Notification about Service Data Flow QoS target enforcement

When the SMF gets the knowledge that for one or more QoS Flows:

-
the GBR QoS targets cannot be guaranteed; or

-
the GBR QoS targets can be guaranteed again;

the SMF shall inform the PCF that the GBR QoS targets cannot be guaranteed or can be guaranteed again for the PCC rules bound to the QoS flows.

The SMF gets the knowledge that the GBR QoS targets cannot be guaranteed or can be guaranteed again for the QoS flow(s) as follows:

-
upon receiving a notification from the NG-RAN that the GFBR can no longer be guaranteed or can be guaranteed again as defined subclause 5.2.2.3.1 of 3GPP TS 29.502 [22]; or

-
during a handover, a QoS Flow which is listed as transferred QoS Flow received from the AMF as defined subclause 5.2.2.3.1 of 3GPP TS 29.502 [22] can be interpreted as a notification that GFBR can be guaranteed again if the SMF has received a notification from the source NG-RAN that the GFBR can no longer be guaranteed but does not receive an explicit notification that the GFBR can no longer be guaranteed for that QoS Flow from the Target NG-RAN within a configured time as previous bullet.

The SMF shall send an HTTP POST request to the PCF with an SmPolicyUpdateContextData data structure, including the "QOS_NOTIF" within "repPolicyCtrlReqTriggers" attribute and the "qncReports" attribute. In each QosNotificationControlInfo data structure, the SMF shall include the indication that the GBR QoS targets cannot be guaranteed or the GBR QoS targets can be guaranteed again within the "notifType" attribute and affected PCC rule identifiers within the "refPccRuleIds" attribute.

If the affected PCC rule was provisioned with a content version, the SMF shall include the "contVers" attribute defined in the QosNotificationControlInfo data structure for those corresponding PCC rules. The SMF may include more than one content version in the "contVers" attribute for the same PCC rule within the corresponding QosNotificationControlInfo instance included in the "qncReports" attribute (e.g. the SMF has combined multiple PCC rule versions enforcement into one QoS flow operation).

When the PCF receives the HTTP POST request, it shall acknowledge the request by sending a "200 OK" response to the SMF and then notify the AF as defined in 3GPP TS 29.514 [17], subclause 4.2.5.4

*** 6th Change ***

4.2.6.2.4
Redirect function
When the ADC feature is supported, the PCF may provide the redirect instruction for one or several dynamic PCC rules to the SMF. The Provisioning shall be performed using the policy provisioning procedure as defined in subclause 4.2.6.1.

The "traffContDecs" attribute within the SmPolicyDecision is used to provide traffic control decisions. The redirect instruction shall be encoded using a "redirectInfo" attribute within the corresponding TrafficControlData data structure. That attribute provides a RedirectInformation data structure with the following components:

-
The "redirectEnabled" attribute indicates whether redirect is enabled. It shall be included and set to true when the redirect instruction is initially provisioned and may be included in subsequent updates of the RedirectInformation to enable or disable the redirect instruction.

-
The redirect address may be provided using the "redirectAddressType" and "redirectServerAddress" attributes or may be preconfigured in the SMF/UPF. A redirect destination provided within the "redirectServerAddress" attribute for a dynamic PCC Rule shall override the redirect destination preconfigured in the SMF/UPF.

NOTE x1:
The SMF/UPF uses the preconfigured redirection address only if it can be applied to the application traffic being detected, e.g. the redirection destination address could be preconfigured on a per application identifier basis.

If redirect needs to be applied to a dynamic PCC rule, that PCC rule shall reference a traffic control decision with such redirect instructions.
If "redirectInfo" attribute is provided for a dynamic PCC rule, the SMF shall instruct the UPF to perform the redirection as defined in 3GPP TS 29.244 [13].

If the "redirectServerAddress" attribute is not provided by the dynamic PCC rule and the redirection address is not preconfigured in the SMF/UPF for this PCC rule, the SMF shall perform PCC Rule Error Report as specified in subclauses 4.2.3.16 and 4.2.4.15, and shall set the "failureCode" attribute to "MISS_REDI_SER_ADDR".
NOTE x2:
When the redirect server address is not provided by the PCC rule, the SMF determines the "MISS_REDI_SER_ADDR" error, e.g. when the SMF determines the redirect destination is not pre-configured at both SMF and UPF.
To disable the redirect function for one or more already installed PCC Rule, the PCF shall:

-
update the PCC rule to modify the reference to a new Traffic Control Data decision which does not have the "redirectInfo"; or

-
update the Traffic Control Data decision which the PCC rule refers to with the "redirectEnabled" attribute set to false if the PCF disables the redirect function for all the PCC rules which refer to this Traffic Control Data decision.

For a predefined PCC rule, the redirect information shall be included in the rule definition at the SMF/UPF. Redirect information shall be activated for predefined PCC rules while those rules are active.
*** 7th Change ***

4.2.6.2.11
PCC rule for Application Detection and Control

If the ADC feature is supported and the user subscription indicates that the application detection and control is required, the PCF may instruct the SMF to detect application (s) by installing or activating a PCC rule. 
The application to be detected is identified by an application identifier, which shall be provided within the "appId" attribute for dynamic PCC rules or pre-provisioned for the predefined PCC rule. If the PCF requires to be reported about when the application start/stop is detected, it shall also provide the APP_STA and APP_STO policy control request triggers to the SMF as defined in subclause 4.2.6.4. For dynamic PCC rules, the PCF may also mute such a notification about a specific detected application by including a "traffContDecs" attribute to contain a Traffic Control Data decision which includes the "muteNotif" attribute set to true and including a "refTcData" attribute referring to the Traffic Control Data decision within the PCC rule.
If the application identifier provided in the "appId" attribute is invalid, unknown or not applicable, the SMF shall perform PCC Rule Error Report as specified in subclauses 4.2.3.16 and 4.2.4.15, and shall set the "failureCode" attribute to "APP_ID_ERR".

*** 8th Change ***

5.6.1
General

This subclause specifies the application data model supported by the API.

The Npcf_SMPolicyControl API allows the SMF to retrieve the session management related policy from the PCF as defined in 3GPP TS 23.503 [6].

Table 5.6.1-1 specifies the data types defined for the Npcf_SMPolicyControl service based interface protocol.

Table 5.6.1-1: Npcf_SMPolicyControl specific Data Types

	Data type
	Section defined
	Description
	Applicability

	5GSmCause
	5.6.3.2
	Indicates the 5GSM cause code value.
	RAN-NAS-Cause

	AccNetChargingAddress
	5.6.2.35
	Identifies the address of the network node performing charging and used for charging applications.
	

	AccNetChId
	5.6.2.23
	Contains the access network charging identifier for the PCC rule(s) or whole PDU session.
	

	AccuUsageReport
	5.6.2.18
	Contains the accumulated usage report information.
	UMC

	AfSigProtocol
	5.6.3.10
	Indicates the protocol used for signalling between the UE and the AF.
	ProvAFsignalFlow

	AppDetectionInfo
	5.6.2.22
	Contains the detected application's traffic information.
	ADC

	AuthorizedDefaultQos
	5.6.2.34
	Authorized Default QoS.
	

	ChargingData
	5.6.2.11
	Contains charging related parameters.
	

	ChargingInformation
	5.6.2.17
	Contains the addresses of the charging functions.
	

	ConditionData
	5.6.2.9
	Contains conditions for applicability of a rule.
	

	CreditManagementStatus
	5.6.3.16
	Indicates the reason of the credit management session failure.
	

	ErrorReport
	5.6.2.36
	Contains the rule reports.
	

	FailureCause
	5.6.3.14
	Indicates the cause of the failure in a Partial Success Report.
	

	FailureCode
	5.6.3.9
	Indicates the reason of the PCC rule failure.
	

	FlowDescription
	5.6.3.2
	Defines a packet filter for an IP flow.
	

	FlowDirection
	5.6.3.3
	Indicates the direction of the service data flow.
	

	FlowDirectionRm
	5.6.3.15
	This data type is defined in the same way as the "FlowDirection" data type, but with the OpenAPI "nullable: true" property.
	

	FlowInformation
	5.6.2.14
	Contains the flow information.
	

	MeteringMethod
	5.6.3.5
	Indicates the metering method.
	

	PacketFilterContent
	5.6.3.2
	Defines a packet filter for an IP flow.
	

	NetLocAccessSupport
	5.6.3.18
	Indicates the access network support of the report of the requested access network information.
	NetLoc

	PacketFilterInfo
	5.6.2.30
	Contains the information from a single packet filter sent from the SMF to the PCF.
	

	PartialSuccessReport
	5.6.2.33
	Includes the information reported by the SMF when some of the PCC rules and/or session rules are not successfully installed/activated.
	

	PccRule
	5.6.2.6
	Contains the PCC rule information.
	

	PolicyControlRequestTrigger
	5.6.3.6
	Contains the policy control request trigger(s).
	

	QosCharacteristics
	5.6.2.16
	Contains QoS characteristics for a non-standardized or non-configured 5QI.
	

	QosData
	5.6.2.8
	Contains the QoS parameters.
	

	QosFlowUsage
	5.6.3.13
	Indicates a QoS flow usage information.
	

	QosNotificationControlInfo
	5.6.2.32
	Contains the QoS Notification Control Information.
	

	RanNasRelCause
	5.6.2.28
	Contains the RAN/NAS release cause.
	RAN-NAS-Cause

	RedirectAddressType
	5.6.3.12
	Indicates the redirect address type.
	ADC

	RedirectInformation
	5.6.2.13
	Contains the redirect information.
	ADC

	ReportingLevel
	5.6.3.4
	Indicates the reporting level.
	

	RequestedQos
	5.6.2.31
	Contains the QoS information requested by the UE.
	

	RequestedRuleData
	5.6.2.24
	Contains rule data requested by the PCF to receive information associated with PCC rules.
	

	RequestedRuleDataType
	5.6.3.7
	Contains the type of rule data requested by the PCF.
	

	RequestedUsageData
	5.6.2.25
	Contains usage data requested by the PCF requesting usage reports for the corresponding usage monitoring data instances.
	

	RuleOperation
	5.6.3.11
	Indicates a UE initiated resource operation that causes a request for PCC rules.
	

	RuleReport
	5.6.2.27
	Reports the status of PCC.
	

	RuleStatus
	5.6.3.8
	Indicates the status of PCC or session rule.
	

	ServingNfIdentity
	5.6.2.38
	Contains the serving Network Function identity.
	

	SessionRule
	5.6.2.7
	Contains session level policy information.
	

	SessionRuleFailureCode
	5.6.3.17
	Indicates the reason of the session rule failure.
	

	SessionRuleReport
	5.6.2.37
	Reports the status of session rule.
	

	SmPolicyControl
	5.6.2.2
	Contains the parameters to request the SM policies and the SM policies authorized by the PCF.
	

	SmPolicyContextData
	5.6.2.3
	Contains the parameters to create individual SM policy resource.
	

	SmPolicyDecision
	5.6.2.4
	Contains the SM policies authorized by the PCF.
	

	SmPolicyNotification
	5.6.2.5
	Contains the update of the SM policies.
	

	SmPolicyDeleteData
	5.6.2.15
	Contains the parameters to be sent to the PCF when the individual SM policy is deleted.
	

	SmPolicyUpdateContextData
	5.6.2.19
	Contains the met policy control request trigger(s) and corresponding new value(s) or the error report of the policy enforcement.
	

	TerminationNotification
	5.6.2.21
	Termination Notification.
	

	TrafficControlData
	5.6.2.10
	Contains parameters determining how flows associated with a PCCRule are treated (blocked, redirected, etc).
	

	UeCampingRep
	5.6.2.26
	Contains the current applicable values corresponding to the policy control request triggers.
	

	UeInitiatedResourceRequest
	5.6.2.29
	Indicates a UE requests specific QoS handling for selected SDF.
	

	UpPathChgEvent
	5.6.2.20
	Contains the UP path change event subscription from the AF.
	TSC

	UsageMonitoringData
	5.6.2.12
	Contains usage monitoring related control information.
	UMC


Table 5.6.1-2 specifies data types re-used by the Npcf_SMPolicyControl service based interface protocol from other specifications, including a reference to their respective specifications and when needed, a short description of their use within the Npcf_SMPolicyControl service based interface.

Table 5.6.1-2: Npcf_SMPolicyControl re-used Data Types

	Data type
	Reference
	Comments
	Applicability

	5GMmCause
	3GPP TS 29.571 [11]
	Contains the cause value of 5GMM protocol.
	RAN-NAS-Cause

	5Qi
	3GPP TS 29.571 [11]
	Unsigned integer representing a 5G QoS Identifier (see subclause 5.7.2.1 of 3GPP TS 23.501 [2]), within the range 0 to 255.
	

	5QiPriorityLevel
	3GPP TS 29.571 [11]
	Unsigned integer indicating the 5QI Priority Level (see subclauses 5.7.3.3 and 5.7.4 of 3GPP TS 23.501 [2]), within the range 1 to 127.

Values are ordered in decreasing order of priority, i.e. with 1 as the highest priority and 127 as the lowest priority.
	

	5QiPriorityLevelRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "5QiPriorityLevel" data type, but with the OpenAPI "nullable: true" property.
	

	AccessType
	3GPP TS 29.571 [11]
	The identification of the type of access network.
	

	Ambr
	3GPP TS 29.571 [11]
	Session AMBR.
	

	AnGwAddress
	3GPP TS 29.514 [17]
	Carries the control plane address of the access network gateway. (NOTE)
	

	ApplicationChargingId
	3GPP TS 29.571 [11]
	Application provided charging identifier allowing correlation of charging information.
	AF_Charging_Identifier

	Arp
	3GPP TS 29.571 [11]
	ARP.
	

	AverWindow
	3GPP TS 29.571 [11]
	Averaging Window.
	

	AverWindowRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "AverWindow" data type, but with the OpenAPI "nullable: true" property.
	

	BitRate
	3GPP TS 29.571 [11]
	String representing a bit rate that shall be formatted as follows:

pattern: "^\d+(\.\d+)? (bps|Kbps|Mbps|Gbps|Tbps)$"

Examples: 

"125 Mbps", "0.125 Gbps", "125000 Kbps".
	

	BitRateRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "BitRate" data type, but with the OpenAPI "nullable: true" property.
	

	ChargingId
	3GPP TS 29.571 [11]
	Charging identifier allowing correlation of charging information.
	

	ContentVersion
	3GPP TS 29.514 [17]
	Indicates the content version of a PCC rule. It uniquely identifies a version of the PCC rule as defined in subclause 4.2.6.2.14.
	RuleVersioning

	DateTime
	3GPP TS 29.571 [11]
	String with format "date-time" as defined in OpenAPI Specification [10].
	

	DateTimeRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "DateTime" data type, but with the OpenAPI "nullable: true" property.
	

	DnaiChangeType
	3GPP TS 29.571 [11]
	Describes the types of DNAI change.
	

	Dnn
	3GPP TS 29.571 [11]
	The DNN the user is connected to.
	

	DurationSec
	3GPP TS 29.571 [11]
	Identifies a period of time in units of seconds.
	

	DurationSecRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "DurationSec" data type, but with the OpenAPI "nullable: true" property.
	

	EthFlowDescription
	3GPP TS 29.514 [17]
	Defines a packet filter for an Ethernet flow.
	

	FinalUnitAction
	3GPP TS 32.291 [19]
	Indicates the action to be taken when the user's account cannot cover the service cost.
	

	FlowStatus
	3GPP TS 29.514 [17]
	Describes whether the IP flow(s) are enabled or disabled. The value "REMOVED" is not applicable to Npcf_SMPolicyControl service.
	

	Gpsi
	3GPP TS 29.571 [11]
	Identifies a GPSI.
	

	GroupId
	3GPP TS 29.571 [11]
	Identifies a group of internal globally unique ID.
	

	Guami
	3GPP TS 29.571 [11]
	Globally Unique AMF Identifier.
	

	IpIndex
	3GPP TS 29.519 [15]
	Information that identifies which IP pool or external server is used to allocate the IP address.
	

	Ipv4Addr
	3GPP TS 29.571 [11] 
	Identifies an Ipv4 address.
	

	Ipv6Addr
	3GPP TS 29.571 [11]
	Identifies an IPv6 address.
	

	Ipv6Prefix
	3GPP TS 29.571 [11]
	The Ipv6 prefix allocated for the user.
	

	MacAddr48
	3GPP TS 29.571 [11]
	MAC Address.
	

	MaxDataBurstVol
	3GPP TS 29.571 [11]
	Maximum Data Burst Volume.
	

	MaxDataBurstVolRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "MaxDataBurstVol" data type, but with the OpenAPI "nullable: true" property.
	

	NetworkId
	3GPP TS 29.571 [11]
	The identification of the Network.
	

	NfInstanceId
	3GPP TS 29.571 [11]
	The NF instance identifier.
	

	NgApCause
	3GPP TS 29.571 [11]
	Contains the cause value of NgAP protocol.
	RAN-NAS-Cause

	PacketDelBudget
	3GPP TS 29.571 [11]
	Packet Delay Budget.
	

	PacketErrRate
	3GPP TS 29.571 [11]
	Packet Error Rate.
	

	PacketLossRateRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "PacketLossRate" data type, but with the OpenAPI "nullable: true" property.
	

	PduSessionId
	3GPP TS 29.571 [11]
	The identification of the PDU session.
	

	PduSessionType
	3GPP TS 29.571 [11]
	Indicate the type of a PDU session.
	

	Pei
	3GPP TS 29.571 [11]
	The Identification of a Permanent Equipment.
	

	PolicyAssociationReleaseCause
	3GPP TS 29.507 [25]
	The cause why the PCF requests the termination of the policy association.
	

	PresenceInfo

	3GPP TS 29.571 [11]
	Contains the information which describes a Presence Reporting Area.
	PRA

	PresenceInfoRm
	3GPP TS 29.571 [11]
	This data type is defined in the same way as the "PresenceInfo" data type, but with the OpenAPI "nullable: true" property.
	

	ProblemDetails
	3GPP TS 29.571 [11]
	Contains a detailed information about an error.
	

	QosNotifType
	3GPP TS 29.514 [17]
	Indicates whether the GBR targets for the indicated SDFs are "NOT_GUARANTEED" or "GUARANTEED" again.
	

	QosResourceType
	3GPP TS 29.571 [11]
	Indicates whether the resource type is GBR, delay critical GBR, or non-GBR.
	

	RatingGroup
	3GPP TS 29.571 [11]
	Identifier of a rating group.
	

	RatType
	3GPP TS 29.571 [11]
	The identification of the RAT type.
	

	RouteToLocation
	3GPP TS 29.571 [11]
	A traffic routes to applications location.
	TSC

	ServiceId
	3GPP TS 29.571 [11]
	Identifier of a service.
	

	Snssai
	3GPP TS 29.571 [11]
	Identifies the S-NSSAI.
	

	SubscribedDefaultQos
	3GPP TS 29.571 [11]
	Subscribed Default QoS.
	

	Supi
	3GPP TS 29.571 [11]
	The identification of the user (i.e. IMSI, NAI).
	

	SupportedFeatures
	3GPP TS 29.571 [11]
	Used to negotiate the applicability of the optional features defined in table 5.8-1.
	

	TraceData
	3GPP TS 29.571 [11]
	
	

	TimeZone
	3GPP TS 29.571 [11]
	Contains the user time zone information.
	

	Uri
	3GPP TS 29.571 [11]
	URI.
	

	UserLocation
	3GPP TS 29.571 [11]
	Contains the user location.
	

	Volume
	3GPP TS 29.122 [32]
	Unsigned integer identifying a volume in units of bytes.
	

	VolumeRm
	3GPP TS 29.122 [32]
	This data type is defined in the same way as the "VolumeRm" data type, but with the OpenAPI "nullable: true" property.
	

	NOTE:
"AnGwAddr" data structure is only applicable to the 5GS and EPC/E-UTRAN interworking scenario as defined in Annex B.


*** 9th Change ***

5.6.2.11
Type ChargingData

Table 5.6.2.11-1: Definition of type ChargingData

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	chgId
	string
	M
	1
	Univocally identifies the charging control policy data within a PDU session.
	

	meteringMethod
	MeteringMethod
	O
	0..1
	Defines what parameters shall be metered for offline charging. If the attribute is not present but it has been supplied previously, the previous information remains valid. If the attribute is not present and it has not been supplied previously or the attribute has been supplied previously but the attribute is set to NULL, the metering method pre-configured at the SMF is applicable as default metering method.
	

	offline
	boolean
	O
	0..1
	Indicates the offline charging is applicable to the PCC rule when it is included and set ot true. (NOTE 1)
	

	online
	boolean
	O
	0..1
	Indicates the online charging is applicable to the PCC rule when it is included and set ot true. (NOTE 1)
	

	sdfHandl
	boolean
	O
	0..1
	Indicates whether the service data flow is allowed to start while the SMF is waiting for the response to the credit request. The default value "FALSE" (blocking) shall apply, if the attribute is not present. (NOTE 2)
	

	ratingGroup
	RatingGroup
	O
	0..1
	The charging key for the PCC rule used for rating purposes.
	

	reportingLevel
	ReportingLevel
	O
	0..1
	Defines on what level the SMF reports the usage for the related PCC rule. If the attribute is not present but it has been supplied previously, the previous information remains valid. If the attribute is not present and it has not been supplied previously or the attribute has been supplied previously but it is set to NULL, the reporting level pre-configured at the SMF is applicable as default reporting level.
	

	serviceId
	ServiceId
	O
	0..1
	Indicates the identifier of the service or service component the service data flow in a PCC rule relates to.
	

	sponsorId
	string
	O
	0..1
	Indicates the sponsor identity.
	Sponsored-Connectivity

	appSvcProvId
	string
	O
	0..1
	Indicates the application service provider identity.
	Sponsored-Connectivity

	afChargingIdentifier
	ChargingId
	C
	0..1
	An identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports. (NOTE 4)
	

	afChargId
	ApplicationChargingId
	O
	0..1
	A character string identifier, provided from the AF, correlating the measurement for the Charging key/Service identifier values in this PCC rule with application level reports.

(NOTE 3)
	AF_Charging_Identifier

	NOTE 1:
The absence of both the "offline" attribute and "online" attribute or only one attribute is present and set to false within a Charging Data decision instance indicates that the default charging method of the PDU session is applicable to the PCC rule referring to the Charging Data decision. Either "offline" attribute or "online" attribute ans set to true shall be provisioned initially if there is no default charging method applied to the PDU session. The “offline” attribute and the “online” attribute shall not be simultaneously present with the same value, i.e., both set to true or both set to false.

NOTE 2:
The "sdfHandl" attribute shall not be present when the online charging method does not apply for the PCC rule referring to the Charging Data decision (i.e., when the "online" attribute is present and set to false, or is absent and the online default charging method does not apply for the PDU session, or is absent and there is no online default charging method defined).

NOTE 3:
The "afChargId" attribute shall be used instead of the "afChargingIdentifier" attribute when the "AF_Charging_Identifier" feature is supported.
NOTE 4:
The "afChargingIdentifier" attribute shall not be present when the "AF_Charging_Identifier" feature is supported. When the "AF_Charging_Identifier" feature is not supported it is out of the scope of the specification what the behaviour of the PCF is when the AF provides charging identifier values that are out of ChargingId data type value range.


*** 10th Change ***

5.6.2.22
Type AppDetectionInfo

Table 5.6.2.22-1: Definition of type AppDetectionInfo

	Attribute name
	Data type
	P
	Cardinality
	Description
	Applicability

	appId
	string
	M
	1
	A reference to the application detection filter configured at the UPF.
	

	instanceId
	string
	O
	0..1
	Identifier dynamically assigned by the SMF in order to allow correlation of application Start and Stop events to the specific service data flow description, if service data flow descriptions are deducible.
	

	sdfDescriptions
	array(FlowInformation)
	O
	1..N
	Contains the detected service data flow descriptions if they are deducible.
	


*** 11th Change ***

5.6.3.9
Enumeration: FailureCode

Table 5.6.3.9-1: Enumeration FailureCode

	Enumeration value
	Description
	Applicability

	UNK_RULE_ID
	Indicates that the pre-provisioned PCC rule could not be successfully activated because the PCC rule identifier is unknown to the SMF.
	

	RA_GR_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Rating Group specified within the Charging Data policy decision which the PCC rule refers to is unknown or, invalid.
	

	SER_ID_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Service Identifier specified within the Charging Data policy decision which the PCC rule refers to is invalid, unknown, or not applicable to the service being charged.
	

	NF_MAL
	Indicates that the PCC rule could not be successfully installed (for those provisioned from the PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to SMF/UPF malfunction.
	

	RES_LIM
	Indicates that the PCC rule could not be successfully installed (for those provisioned from PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to a limitation of resources at the SMF/UPF.
	

	MAX_NR_QoS_FLOW
	Indicates that the PCC rule could not be successfully installed (for those provisioned from PCF) or activated (for those pre-defined in SMF) or enforced (for those already successfully installed) due to the fact that the maximum number of QoS flows has been reached for the PDU session.
	

	MISS_FLOW_INFO
	Indicates that the PCC rule could not be successfully installed or enforced because neither the "flowInfos" attribute nor "appId" attribute is specified within the "pccRule" attribute by the PCF during the first install request of the PCC rule.
	

	RES_ALLO_FAIL
	Indicates that the PCC rule could not be successfully installed or maintained since the QoS flow establishment/modification failed, or the QoS flow was released.
	

	UNSUCC_QOS_VAL
	This value is used to:

-
indicate that the QoS validation has failed or,

-
Indicate when Guaranteed Bandwidth > Max-Requested-Bandwidth.
	

	INCOR_FLOW_INFO
	Indicates that the PCC rule could not be successfully installed or modified at the SMF because the provided flow information is not supported by the network (e.g. the provided IP address(es) or Ipv6 prefix(es) do not correspond to an IP version applicable for the PDU session).
	

	PS_TO_CS_HAN
	Indicates that the PCC rule could not be maintained because of PS to CS handover.
	

	APP_ID_ERR
	Indicates that the PCC rule could not be successfully installed or enforced because the Application Identifier is invalid, unknown, or not applicable to the application required for detection.
	ADC

	NO_QOS_FLOW_BOUND
	Indicates that there is no QoS flow which the SMF can bind the PCC rule(s) to.
	

	FILTER_RES
	Indicates that the Flow Information within the "flowinfos" attribute cannot be handled by the SMF because any of the restrictions defined in subclause 5.4.2 of 3GPP TS 29.212 [23] was not met. 
	

	MISS_REDI_SER_ADDR
	Indicates that the PCC rule could not be successfully installed or enforced at the SMF because there is no valid Redirect Server Address within the Traffic Control Data policy decision which the PCC rule refers to, provided by the PCF, and no preconfigured redirection address for this PCC rule at the SMF/UPF.
	ADC

	CM_END_USER_SER_DENIED
	Indicates that the charging system denied the service request due to service restrictions (e.g. terminate rating group) or limitations related to the end-user, for example the end-user's account could not cover the requested service.
	

	CM_CREDIT_CON_NOT_APP
	Indicates that the charging system determined that the service can be granted to the end user but no further credit control is needed for the service (e.g. service is free of charge or is treated for offline charging).
	

	CM_AUTH_REJ
	Indicates that the charging system denied the service request in order to terminate the service for which credit is requested.
	

	CM_USER_UNK
	Indicates that the specified end user could not be found in the charging system.
	

	CM_RAT_FAILED
	Indicates that the charging system cannot rate the service request due to insufficient rating input, incorrect AVP combination or due to an attribute or an attribute value that is not recognized or supported in the rating.
	

	UE_STA_SUSP
	Indicates that the UE is in suspend state. Only applicable to the interworking scenario as defined in Annex B.
	PolicyUpdateWhenUESuspends


*** End of Changes ***

