	
3GPP TSG-CT WG1 Meeting #124-e	C1-203579
Electronic meeting, 2-10 June 2020
	CR-Form-v12.0

	CHANGE REQUEST

	

	
	24.545
	CR
	[bookmark: _GoBack]0014
	rev
	-
	Current version:
	16.0.0
	

	

	For HELP on using this form: comprehensive instructions can be found at 
http://www.3gpp.org/Change-Requests.

	



	Proposed change affects:
	UICC apps
	
	ME
	X
	Radio Access Network
	
	Core Network
	X



	

	Title:	
	Resolution of the editor’s note on access token

	
	

	Source to WG:
	Huawei, Hisilicon

	Source to TSG:
	C1

	
	

	Work item code:
	SEAL
	
	Date:
	2020-05-25

	
	
	
	
	

	Category:
	F
	
	Release:
	Rel-16

	
	Use one of the following categories:
F  (correction)
A  (mirror corresponding to a change in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)
Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	[bookmark: OLE_LINK1]Use one of the following releases:
Rel-8	(Release 8)
Rel-9	(Release 9)
Rel-10	(Release 10)
Rel-11	(Release 11)
Rel-12	(Release 12)
Rel-13	(Release 13)
Rel-14	(Release 14)
Rel-15	(Release 15)
Rel-16	(Release 16)

	
	

	Reason for change:
	The Editor’s Notes have been added to evaluate usage of access-token in Authorization header of HTTP request. 
As per 3GPP TS 33.434 (v0.2.0) –
Clause 6.2.2 	SEAL service authorization
“In order to gain access to VAL services, the SEAL client shall present an access token to the SEAL server for each service of interest. If the access token is valid, then the UE shall be granted to use the service”

Clause 6.2.5	Authorization framework
“The service clients in the VAL UE present the access tokens to the SEAL service server over HTTP. The SEAL service server authorizes the user for the requested services on if the access token is valid. The procedures may be repeated as necessary to obtain additional SEAL user authorizations.”

Hence, the access token should replace the X-3GPP-Intended-Identity header.

	
	

	Summary of change:
	1. The X-3GPP-Intended-Identity header is replaced by the access token;
2. The editor’s notes related to usage of access token are removed.

	
	

	Consequences if not approved:
	1. Editor’s notes related to usage of access token will not be removed;
2. Misallignment with SA3.
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* * * First Change * * * *
[bookmark: _Toc22042880][bookmark: _Toc34303554][bookmark: _Toc34403836]2	References
The following documents contain provisions which, through reference in this text, constitute provisions of the present document.
-	References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.
-	For a specific reference, subsequent revisions do not apply.
-	For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.
[1]	3GPP TR 21.905: "Vocabulary for 3GPP Specifications".
[bookmark: definitions][2]	3GPP TS 23.003: "Numbering, addressing and identification".
[3]	3GPP TS 23.032: "Universal Geographical Area Description (GAD)".
[4]	3GPP TS 23.434: "Service Enabler Architecture Layer for Verticals (SEAL); Functional architecture and information flows".
[5]	3GPP TS 24.229: "IP multimedia call control protocol based on Session Initiation Protocol (SIP) and Session Description Protocol (SDP); Stage 3".
[6]	3GPP TS 24.547: "Identity management - Service Enabler Architecture Layer for Verticals (SEAL); Protocol specification".
[7]	IETF RFC 2616: "Hypertext Transfer Protocol -- HTTP/1.1".
[8]	IETF RFC 3261 (June 2002): "SIP: Session Initiation Protocol".[9]	IETF RFC 4825: "The Extensible Markup Language (XML) Configuration Access Protocol (XCAP)".
[10]	IETF RFC 6050 (November 2010): "A Session Initiation Protocol (SIP) Extension for the Identification of Services"
[11]	IETF RFC 6665 (July 2012): "SIP-Specific Event Notification".
[12]	OMA OMA-TS-XDM_Group-V1_1_1-20170124-A: "Group XDM Specification".
[13]	IETF RFC 6750: "The OAuth 2.0 Authorization Framework: Bearer Token Usage".
* * * Next Change * * * *
6.2.2.2.1	Fetching location reporting configuration
In order to fetch location reporting configuration, the SLM-C shall send an HTTP GET request message according to procedures specified in IETF RFC 2616 [7] "Fetch a Document". In the HTTP GET request message, the SLM-C:
a)	shall set the Request-URI to the URI identifying the XML document to be fetched. In the Request-URI;
1)	the "auid" is set to specific VAL service identity; and
2)	the document selector is set to a document URI pointing to the location reporting configuration document; and
b)	shall include an Authorization header field with the "Bearer" authentication scheme set to an access token of the "bearer" token type as specified in IETF RFC 6750 [13]set X-3GPP-Intended-Identity header to the VAL user identity requesting for location reporting configuration.
Editor’s notes:	The use of the X-3GPP-Intended-Identity header will be evaluated based on stage 2 security requirements.
* * * End of Change * * * *


