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	Reason for change:
	It is still open which scope an NF service consumer in overload situation can signal in the OCI sent to NF service producers to reduce the traffic of notifications the NF service consumer receives. 

The following considerations apply: 

· An overload at an NF Service Consumer may affect 
· only specific services within the NF instance (e.g. that handles certain notifications) 
· the entire NF instance
· the entire NF set (e.g. UDM set) or NF service set within the NF service consumer instance
· Producers need to throttle accordingly
· any notification sent towards the NF consumer instance
· only the notifications that are handed by the overloaded services of the NF consumer instance
· Any notifications sent towards the NF set or NF service set
· Producers need to correlate OCI with the notifications they send; available information to do so:
· Notification URI 
· Binding Indication (notifications bound to an NF instance, NF set, NF service instance or NF service set, and optional service name), if received during the subscription request


	
	

	Summary of change:
	It is proposed to enable an NF Service Consumer to signal either of the following scopes in OCI sent to NF Service Producers:

a) scope set to a Callback-URI (incl. an authority and an optional path); in this case, OCI applies to all notifications with a notification URI matching the OCI Callback-URI.  
b) scope set to an NF Service Instance, NF Service Set, NF Instance or NF Set, plus optionally service name. In this case, OCI applies to all notifications bound to the indicated scope.

The ABNF definition of the 3gpp-Sbi-Oci header is also corrected to: 
· use of the white space rules defined in clause 3.2.3 of RFC 7230;
· use column as a separator between a parameter name and its value for all parameters (it currently mixes ":" and "=" for different parameters)
· not encode a final ";" for the ociScope (when there is no other scope paramerer).


	
	

	Consequences if not approved:
	It is not defined how an NF service consumer in overload condition can protect itself against notifications.


	
	

	Clauses affected:
	5.2.3.2.9, 6.4.3.4.2, 6.4.3.4.5
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	Other comments:
	scpScope is defined in CR 29.500 #0110.
S-NSSAI/DNN based overload control by SMF is defined  in CR 29.500 #0111.
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[bookmark: _Toc20129598][bookmark: _Toc27584225]* * * First Change * * * *
[bookmark: _Toc35969919][bookmark: _Toc35969914]5.2.3.2.9	3gpp-Sbi-Oci
The header contains the Overload Control Information (OCI). See clause 6.4.3.
The encoding of the header follows the ABNF as defined in IETF RFC 7230 [12].
3gpp-Sbi-Oci =	"3gpp-Sbi-Oci:" SP RWS timestamp ";" SP RWS validityPeriod ";" SP RWS olcMetric ";" SP RWS olcScope
timestamp	=	"Timestamp:" RWSSP date-time ";"
Mandatory parameter. The date-time type is specified in IETF RFC 5322 [37] and clause 7.1.1.1 of IETF RFC 7231 [11]. It indicates the timestamp at which the overload control information was generated.
validityPeriod =	"Period-of-Validity:" RWSSP 1*DIGIT "s"";"
Mandatory parameter. Period of validity is a timer that is measured in seconds. Once the timer expires, the OCI becomes invalid.
olcMetric =	"Overload-Reduction-Metric:" RWSSP (1*2DIGIT / "100") "%" ";"
Mandatory parameter. Overload-Reduction-Metric up to 3 digits long decimal string and the value range shall be from 0 to 100.
olcScope =	nfProducerScope / nfConsumerScope / scpScope 
ociScope OWS [dnn] OWS [sNssai]Mandatory structured parameter, which in the actual header is replaced by its sub-parameters.
ociScope nfProducerScope =	(("NF-Instance=:" RWS nfinst) 
/ ("NF-Set:=" RWS nfset) 
/ "(NF-Service-Instance:=" RWS nfservinst) 
/ ("NF-Service-Set:=" RWS nfserviceset)) ";" [";" RWS sNssai ";" RWS dnn]
nfConsumerScope = 	("NF-Instance:" RWS nfinst [";" RWS "Service-Name:" RWS servname]) 
/ ("NF-Set:" RWS nfset [";" RWS "Service-Name:" RWS servname]) 
/ "(NF-Service-Instance:" RWS nfservinst) 
/ ("NF-Service-Set:" RWS nfserviceset) 
/ ("Callback-Uri:" RWS URI *( RWS "&" RWS URI))
Mandatory structured parameter, which in the actual header is replaced by only one of its sub-parameters, either an NF-Instance (nfinst), an NF-Set (nfset), an NF-Service-Instance (nfservinst), or an NF-Service-Set (nfserviceset)See clause 6.4.3.4.5. The nfinst, nfset, nfservinst, and nfserviceset and servname parameters are defined in clause 5.2.3.2.5. URI is defined in section 3 of IETF RFC 3986 [14].
Editor's note: the scopes supported for OCI sent by a NF consumer are FFS.
dnn = "DNN:" SP *tchar ";"
Optional parameter. Refers to a specific DNN. DNN format is defined in 3GPP TS 23.003 [15]. When present, the parameter indicates the overload conditions for the DNN from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set.
Editor's note: It is FFS whether multiple DNNs may be included in the OCI header and if multiple OCI headers may be sent with a single DNN parameter.
sNssai= "S-NSSAI:" SP 1*(snssai ";" SP)
Optional parameter. OCI is for a specific S-NSSAI. When present, the parameter indicates the same overload conditions apply to the S-NSSAIs in either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set.
Editor's note: It is FFS whether one or multiple S-NSSAIs may be included in the OCI header, and if multiple OCI headers may be sent with a single S-NSSAI.
snssai = *tchar
S-NSSAI format is defined in clause 5.4.4.2 of 3GPP TS 29.571 [13].
EXAMPLE 1:	Overload Control Information for an NF Instance:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 75s; Overload-Reduction-Metric: 50%; NF-Instance:= 54804518-4191-46b3-955c-ac631f953ed8
EXAMPLE 2:	Overload Control Information for an NF Service Set:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 120s; Overload-Reduction-Metric: 50%; NF-Service-Set =: setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345
EXAMPLE 3:	Overload Control Information for an SMF instance related to a particular DNN:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 600s; Overload-Reduction-Metric: 50%; NF-Instance:= 54804518-4191-46b3-955c-ac631f953ed8; DNN:  internet.mnc012.mcc345.gprs
EXAMPLE 4:	Overload Control Information for an SMF instance related to a particular S-NSSAI:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 240s; Overload-Reduction-Metric: 50%; NF-Instance:= 54804518-4191-46b3-955c-ac631f953ed8; S-NSSAI:  {"sst": 1, "sd": "A08923"}
EXAMPLE X:	Overload Control Information sent by a NF service consumer with a scope set to a Callback-Uri:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 120s; Overload-Reduction-Metric: 25%; Callback-Uri: https://pcf12.operator.com/serviceY
EXAMPLE Y:	Overload Control Information sent by a NF service consumer with a scope set to a specific NF Instance and service:
3gpp-Sbi-Oci: Timestamp: Tue, 04 Feb 2020 08:49:37 GMT; Period-of-Validity: 120s; Overload-Reduction-Metric: 25%; NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8; Service-Name: nsmf-pdusession


* * * Next Change * * * *
[bookmark: _Toc35969984]6.4.3.4.2	Overload Control Timestamp
The Timestamp parameter indicates the time when the OCI was generated. It shall be used by the receiver of the OCI to properly collate out-of-order OCI headers, e.g. due to HTTP/2 stream multiplexing, prioritization and flow control, and to determine whether the newly received OCI has changed compared to the OCI previously received for the same scope.
The receiver shall overwrite any stored OCI of for a peer NF, NF set, NF service, NF service set or Callback URI (according to the scope of the new received OCI) with the newly received OCI, if the new OCI is more recent than the stored information.
If the newly received OCI has the same or an older Timestamp than the previously received OCI for the same scope (e.g. from for the same NF, NF Set, NF Service, NF Service Set or Callback URI), then the receiver shall discard the newly received OCI and continue to apply the overload control procedures based on the latest previously received OCI values with the most recent Timestamp value.
NOTE:	An NF Service Producer/Consumer can receive OCI for the same target scope from different NF service pConsumers/Producers, when the scope of of the OCI corresponds to an NF set or NF service set.
An entity generating an OCI shall update the Overload Control Timestamp whenever it modifies some information in the OCI or whenever it wants to extend the period of validity of the OCI. The Overload Control Timestamp shall not be updated otherwise.
* * * Next Change * * * *
[bookmark: _Toc35969987]6.4.3.4.5	Scope of OCI
6.4.3.4.5.1	Introduction
The scope of OCI indicates the service requests or notification requests to which the OCI applies, i.e. it identifies the traffic that the OCI sender requests the receiver to process in accordance with the OCI.
The olcScope is a structured parameter, which in the actual header is replaced by its sub-parameters. These determine the scope of the information carried in OCI header.
The following clauses provide a detailed description of the parameters that define the scope of the OCI header.
[bookmark: _Toc35969988]6.4.3.4.5.12	Scope of OCI signalled by an NF Service ProducerociScope
The ociScope is a structured parameter, which in the actual header is replaced by only one of its sub-parameters.
6.4.3.4.5.2.1	General
The OCI sent by an NF Service Producer shall include one and only one of the following parameters defined in Table 6.4.3.4.5.2-1.:
Table 6.4.3.4.5.2-1: Supported scopes for OCI signalled by an NF Service Producer
	Parameter
	Value
	OCI scope (i.e. OCI applies to) 
	Examples

	NF-Instance
	NF Instance ID
	All services of the NF instance identified by the NF Instance ID.
	NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8

	NF-Set
	NF Set ID
	All services of all NF instances of the NF set identified by the NF Set ID.
	NF-Set:  set1.udmset.5gc.mnc012.mcc345

	NF-Service-Instance
	NF Service Instance ID
	The service instance identified by the NF Service Instance ID.
	NF-Service-Instance: serv1.smf1

	NF-Service-Set
	NF Service Set ID
	All service instances of the NF service set identified by the NF service set ID.
	NF-Service-Set: setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345



-	NF-Instance: OCI that applies to all services of an NF instance identified by its NF Instance ID.
-	NF-Set: OCI that applies to all services of all NF instances of an NF set, identified by its NF Set ID;
-	NF-Service: OCI that applies to a specific service instance, identified by the NF service ID;
-	NF-Service-Set: OCI that applies to all service instances of a NF service set identified by its NF service set ID.
The OCI sent by an NF Service Consumer shall include the following parameter::
:

Editor's note: the scopes supported for OCI sent by a NF consumer are FFS.
[bookmark: _Toc35969989]6.4.3.4.5.2.2	Additional scope parameters for S-NSSAI/DNN based overload control by SMF
6.4.3.4.5.2	dnn
The OCI header may additionally include the "DNN" parameter to indicate that the OCI is for a specific DNN from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (as defined in clause 6.4.3.4.5.1).
[bookmark: _Toc35969990]6.4.3.4.5.3	sNssai
The OCI header may additionally include the sNssai parameter to indicate that the OCI is for a specific S-NSSAI from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (defined in clause 6.4.3.4.5.1).
Editor's Note: It is FFS how OCI is produced/updated by a service producer and how OCI is handled by the service consumer when Scope includes one or more dnns and/or one or ore sNssais.
6.4.3.4.5.3	Scope of OCI signalled by an NF Service Consumer
The OCI sent by an NF Service Consumer shall include one and only one of the parameters defined in Table 6.4.3.4.5.3-1. 
Table 6.4.3.4.5.3-1: Supported scopes for OCI signalled by an NF Service Consumer
	Parameter
	Value
	OCI scope (i.e. OCI applies to)
	Examples

	Callback-Uri
	One or more URI(s) including a scheme, authority and an optional path
	All notifications (or callbacks) with a notification (or callback) URI matching the Callback-Uri parameter value.

(NOTE 1)
	Callback-Uri:  https://pcf12.operator.com

Callback-Uri: https://pcf12.operator.com/serviceY

Callback-Uri:  https://pcf12.operator.com/serviceY/abc & https://pcf12.operator.com/serviceY/def


	NF-Instance
	NF Instance ID
	All notifications (or callbacks) bound to:
-	the NF Instance ID; or
-	an NF service instance or an NF service set of this NF Instance ID.
(NOTE 2)
	NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8

	NF-Set
	NF Set ID
	All notifications (or callbacks) bound to:
-	the NF Set ID; 
-	an NF instance of the NF Set ID; or
-	an NF service instance or an NF service set of an NF Instance of the NF Set ID.
(NOTE 2)
	NF-Set:  set1.udmset.5gc.mnc012.mcc345

	NF-Service-Instance
	NF Service Instance ID
	All notifications (or callbacks) bound to:
-	the NF Service Instance ID.
(NOTE 2)
	NF-Service-Instance: serv1.smf1

	NF-Service-Set
	NF Service Set ID
	All notifications (or callbacks) bound to:
-	the NF Service Set ID; or
-	an NF service instance of the NF Service Set ID.
(NOTE 2)
	NF-Service-Set: setxyz.snnsmf-pdusession.nfi54804518-4191-46b3-955c-ac631f953ed8.5gc.mnc012.mcc345

	NF-Instance or NF-Set 

and

Service-Name

	As defined above

and

as defined for servname in clause 5.2.3.2.5
	All notifications (or callbacks) bound to the service indicated in Service-Name within the NF instance ID or NF Set ID, as defined above

(NOTE 2)
	NF-Instance: 54804518-4191-46b3-955c-ac631f953ed8; Service-Name:def

	NOTE 1: 	A notification (or callback) URI matches the Callback-Uri parameter value if the former contains the same scheme, the same authority and has a path that encompasses the path of the latter. 
NOTE 2:	Notification (or callbacks) may be bound to an NF instance, an NF set, an NF service instance or an NF service set by a request creating a subscription or a callback resource with a Binding Indication as specified in clauses 6.12.4 and 6.12.5.



EXAMPLE 1:	Assuming that a PCF has created the following subscriptions in an AMF: 
-	subscription 1: notification URI=https://pcf12.example.com/serviceX/1234
-	subscription 2: notification URI=https://pcf12.example.com/serviceY/abc
-	subscription 3: notification URI=https://pcf12.example.com/serviceY/def
When experiencing overload, if the PCF signals the following OCI scope: 
-	Callback-Uri=https://pcf12.example.com, the OCI applies to notifications of all the subscriptions; 
-	Callback-Uri=https://pcf12.example.com/serviceY, the OCI applies to notifications of subscriptions 2 and 3;
-	Callback-Uri=https://pcf12.example.com/serviceY/abc, the OCI applies to notifications of subscription 2.
EXAMPLE 2:	Assuming that a PCF has created the following subscriptions in an AMF: 
-	subscription 1: notifications bound to PCF service set X, within PCF12 Instance ID, within PCF Set Z 
-	subscription 2: notifications bound to PCF service set Y, within PCF12 Instance ID, within PCF Set Z
-	subscription 3: notifications bound to PCF12 Instance ID and service "def", within PCF Set Z
When experiencing overload, if the PCF signals the following OCI scope: 
-	NF-Instance=PCF12 Instance ID, the OCI applies to notifications of all the subscriptions; 
-	NF-Service-Set=Service Set Y of PCF12 Instance ID, the OCI applies to notifications of subscription 2;
-	NF-Instance=PCF12 Instance ID and Service="def", the OCI applies to notifications of subscription 3.


* * * End of Changes * * * *
