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	Reason for change:
	When populating overload control information from a service consumer, it is important to enable the receiver to correctly identify the right scope of overload, whether it is the complete consumer part in the NF, or only for a specific custom "service".

The consumer part in a Network Function is a piece of software and/or hardware entity to consume a NF service offered by another NF. The consumer part may be separated from the NF service producer part, i.e.  NF Services offered by the NF. The consumer part may include a list of callback "service" in corresponding to the NF services that the consumer is going to invoke, these callback "services" may be considered as a custom service. For example, in a AMF, the consumer part may include several custom services, cb-nsmf-pdu-session, cb-nudm-sdm.

With eSBA, the NF Service Consumer in a NF or NF Set can be identified by the NF Instance Id or NF Set Id, or by NF Instance Id or NF Set Id with a service name parameter, or a NF Service Instance Id or a NF Service Set Id, where the service can either be a standardised service or a custom service.

The Service Consumer in a NF is overloaded, it doesn't mean the Service Producer in the same NF is experiencing the overload.



	
	

	Summary of change:
	Describe when Overload Control Information is populated from a Service Consumer is only applicable for notification/callback, not for other services which may be produced by the same NF even when overload scope is per NF Instance or NF set.

	
	

	Consequences if not approved:
	The overload enforcement node may apply overload control to the wrong scope.
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[bookmark: _Toc19708972][bookmark: _Toc27745050][bookmark: _Toc29803203][bookmark: _Toc35969972]6.4.1	General
Service Based Interfaces use HTTP/2 over TCP for communication between the NF Services. TCP provides transport level congestion control mechanisms as specified in IETF RFC 5681 [16], which may be used for congestion control between two TCP endpoints (i.e., hop by hop). HTTP/2 also provides flow control mechanisms and limitation of stream concurrency that may be configured for connection level congestion control, as specified in IETF RFC 7540 [7].
In addition to TCP and HTTP/2 congestion control mechanisms, the following end to end application-level overload control mechanisms are defined.
Overload control enables an NF Service Producer or an NF Service Consumer becoming or being overloaded to gracefully reduce its incoming signalling load, by instructing NF Service Consumers to reduce sending service requests or by instructing NF Service Producers to reduce sending notification requests respectively, according to its available signalling capacity to successfully process the requests. An NF Service Producer or an NF Service Consumer is in overload when it operates over its signalling capacity.
When being instructed by a NF Service Consumer to apply overload control, the NF Service Producer shall perform the signaling reduction towards the NF Service Consumer only for the notifications or callback requests according to the overload scope, and not for any NF services which may be produced by the same NF (for which separate OCI may be advertised by the NF when acting as NF producer), even when the overload scope is on NF Instance level or NF Set level. 
Overload control aims at shedding the incoming traffic as close to the traffic source as possible generally when an overload has occurred (reactive action), so to avoid spreading the problem inside the network and to avoid using resources of intermediate entities in the network for signalling that cannot anyhow be served by the overloaded entity.
Overload control should continue to allow for preferential treatment of priority users (e.g. MPS) and emergency services.
Overload control may be performed based on HTTP status codes returned in HTTP responses (as defined in clause 6.4.2) or based on Overload Control Information (OCI) signalled in HTTP request or response (as defined in clause 6.4.x).
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