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	Reason for change:
	The following issues are still open: 

a) whether multiple LCI/OCIs may be included in one message, with different scopes;

b) whether a NF service producer may signal LCI/OCIs with different scopes in different messages;

c) clarify how LCI/OCI is updated by sender and handled by receiver when scope includes one or more S-NSSAIs/DNNs, e.g. overload was signalled for DNNs 1 and 2, and Producer needs to update OCI to signal that overload now affects (only) DNNs 2 and 3.


	
	

	Summary of change:
	It is proposed to: 

a) enable a message to include multiple LCI/OCIs, with different scopes. 

Example use cases: message including LCI/OCIs:
- for a service instance and for a service set
- for a service instance and for an NF instance
- OCI of V-SMF and of H-SMF (like supported in GTP-C)
- LCI/OCI at SMF (service) instance level and at DNN/S-NSSAI level.

b) enable different messages from a same NF service instance to include LCI/OCIs with different scopes. 

Example use case: 
- SMF reporting OCI for the entire SMF instance first, and then for a specific S-NSSAI/DNN only, if the overload conditions have changed and the SMF ends up with an overload only affecting a specific S-NSSAI/DNN.

c) specify that a NF Service Producer shall always provide the full set of LCI/OCI applicable to the NF (service) set or NF (service) instance. The receiver overwrites any earlier received LCI/OCI for the corresponding NF (service) instance or set with the new LCI/OCI information. 
(similar principles as defined for GTP-C load/overload control)
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[bookmark: _Toc20129598][bookmark: _Toc27584225]* * * First Change * * * *
[bookmark: _Toc35969959][bookmark: _Toc36050753][bookmark: _Toc35969914]6.3.3.4	Load Control Information
[bookmark: _Toc35969960][bookmark: _Toc36050754]6.3.3.4.1	General Description
A NF Service Producer may include one or more LCI header(s) in a service response or in a notification/callback request message sent to a NF Service Consumer. An NF Service Producer may report LCI with different scopes, e.g.: 
-	to report LCIs for an NF service instance, an NF service set and/or an NF instance; 
-	to report LCIs at the level of an SMF (service) instance or SMF (service) set, and for specific S-NSSAI/DNNs; 
-	to report LCIs for different S-NSSAI/DNNs of an SMF (service) instance or SMF (service) set.
Editor's Note: it is FFS whether multiple LCI headers may be included in one message, with different scope information (e.g. load information of an NF service instance and of a NF instance).
A NF Service Producer may also include LCI header(s) with different scopes in different messages, e.g. an SMF may report LCI for the SMF instance first, and then report LCI for both the SMF instance and for specific S-NSSAI/DNN(s), if S-NSSAI/DNN based load control is enabled. 
An NF Service Consumer that receives LCI headers with different scopes, in the same message or in different messages, shall handle each LCI independently from each other. For instance, if an NF Service Consumer receives one LCI with the scope of an NF (Service) Set and then another LCI with the scope of an NF (Service) instance that pertains to the NF (Service) Set, the NF Service Consumer shall store the latter LCI and also consider that the former LCI is still valid for the NF (Service) Set. 
For S-NSSAI/DNN based load control (see clause 6.3.3.4.4.2.2), when signalling LCI for an SMF (service) instance or an SMF (service) set in a message, the SMF shall always include the full set of load control information applicable to the SMF (service) instance or SMF (service) set, i.e. LCI for the SMF (service) instance or the SMF (service) set level and/or LCI for specific S-NSSAI/DNNs, even if only a subset of the LCI has changed; these LCIs shall contain the same Load Control Timestamp.
EachThe LCI information shall always include the Timestamp, Load Metric and Scope parameters (see clause 5.2.3.2.10 for the complete list of parameters).

* * * Next Change * * * *
[bookmark: _Toc35969961][bookmark: _Toc36050755][bookmark: _Hlk36545599]6.3.3.4.2	Load Control Timestamp
The Timestamp parameter indicates the time when the LCI was generated. It shall be used by the receiver of the LCI to properly collate out-of-order LCI, e.g. due to HTTP/2 stream multiplexing, prioritization and flow control, and to determine whether the newly received load control information has changed compared to load control information previously received for the same scope.
The receiver shall overwrite any stored load control information of a peer NF, NF set, NF service or NF service set (according to the scope of the new received LCI) with the newly received load control information, if the new load control information is more recent than the stored information. For instance, for S-NSSAI/DNN based load control, if the receiver had stored LCI for a peer SMF instance and LCI for a specific S-NSSAI/DNN of that SMF instance, it shall overwrite these LCIs with the new LCI received in a message carrying LCI for the same SMF instance. 
If the newly received LCI has the same or an older Timestamp as the previously received LCI for the same scope (e.g. from the same NF, NF Set, NF Service or NF Service Set), then the receiver shall discard the newly received LCI whilst continuing to apply the load control procedures according to the previously stored value.
NOTE:	An NF Service Consumer can receive LCI for the same target scope from different NF service producers, when the scope of of the LCI corresponds to an NF set or NF service set.

* * * Next Change * * * *
[bookmark: _Toc35969967][bookmark: _Toc36050761]6.3.3.4.4.4	sNssai
The LCI may additionally include the sNssai parameter to indicate that the LCI is for a specific S-NSSAI from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (as defined in clause 6.3.3.4.4.2).
Editor's Note:	It is FFS how LCI is produced/updated by a service producer and how LCI is handled by the service consumer when lcScope includes a dnn and/or a sNssai. For example, whether a service producer is allowed to carry multiple LCI header with each of them having different LCI metric and different dnn/nssai; which NF service producers are applicable for dnn/nssai, only SMF; how to handle the update of LCI for a dnn/nssai; relation between dnn and n-sssai, e.g. when both are present.

* * * Next Change * * * *
[bookmark: _Toc35969982][bookmark: _Toc36050776]6.4.3.4	Overload Control Information
[bookmark: _Toc35969983][bookmark: _Toc36050777]6.4.3.4.1	General Description
A NF Service Producer may include one or more OCI header(s) in a service response with any HTTP status code (e.g. 2xx, 3xx, 4xx), or in a notification request message sent to a NF Service Consumer. An NF Service Producer may report OCI for different scopes, e.g.: 
-	to report OCIs for an NF service instance, an NF service set and/or an NF instance; 
-	to report OCIs at the level of an SMF (service) instance or SMF (service) set, and for specific S-NSSAI/DNNs; 
-	to report OCIs for different S-NSSAI/DNNs of an SMF (service) instance or SMF (service) set.
A NF Service Producer may also include OCI header(s) with different scopes in different messages, e.g. an SMF may report OCI for the entire SMF instance first, and then for a specific S-NSSAI/DNN only, if the overload conditions have changed and the SMF ends up with an overload only affecting a specific S-NSSAI/DNN. 
An NF that receives OCI headers with different scopes, in the same message or in different messages, shall handle each OCI independently from each other. For instance, if an NF service consumer receives one OCI with the scope of an NF (Service) Set and then another OCI with the scope of an NF (Service) instance that pertains to the NF (Service) Set, the NF shall store the latter OCI and also consider that the former OCI is still valid for the NF (Service) Set until the related period of validity expires. 
If an NF Service Consumer receives more than one OCI with overlapping scopes, e.g. one OCI with NF (service) instance scope and another OCI with NF (service) Set scope, the NF Service Consumer should perform overload control towards a target NF service instance considering the OCI received with the finer scope (i.e. in this example the overload of the NF (service) instance). For instance, if an AMF receives one OCI with an SMF instance scope and with an overload reduction metric of 20%, and one OCI with the scope of a specific SMF service set of the same SMF instance and with an overload reduction of 50%, the AMF should throttle 50% of the traffic targeting the specific SMF service set and 20% of the traffic targeting other SMF services instances of the SMF instance (if no valid OCI is available for the other SMF service instances).
For S-NSSAI/DNN based overload control (see clause 6.4.3.4.5.2.2), when signalling OCI for an SMF (service) instance or an SMF (service) set in a message, the SMF shall always include the full set of overload control information applicable to the SMF (service) instance or SMF (service) set, i.e. OCI for the SMF (service) instance or an SMF (service) set level and/or OCI for specific S-NSSAI/DNNs, even if only a subset of the OCI has changed; these OCIs shall contain the same Overload Control Timestamp. When including OCI for some S-NSSAI/DNN(s), the SMF should not provide any OCI for the SMF (service) instance or an SMF (service) set level unless OCI for such level is also applicable. 
If an NF Service Consumer receives OCIs with overlapping scopes for an SMF (service) instance or an SMF (service) set level and for specific S-NSSAI/DNNs, the NF Service Consumer should perform overload control towards a target SMF service instance and S-NSSAI/DNN considering the OCI received with the finer scope. For instance, if an AMF receives an OCI for an SMF instance with an overload reduction metric of 20%, and one OCI for a specific S-NSSAI/DNN of the same SMF instance with an overload reduction of 50%, the AMF should throttle 50% of the traffic targeting the specific S-NSSAI/DNN and 20% of the traffic targeting other S-NSSAI/DNNs of the SMF instance (if no valid OCI is available for the other S-NSSAI/DNN).
A NF Service Consumer may include one OCI header in a notification response sent with any HTTP status code (e.g. 2xx, 3xx, 4xx), or in a service request sent to a NF Service Producer.
Editor's Note: it is FFS whether multiple OCI headers may be included in one message, with different scope information.
Editor's Note: if is FFS whether the OCIs populated from an NF Service Producer may change the OCI scope in subsequent updates of OCI, e.g. OCI is populated with NF set scope, and then change to NF instance.
Editor's Note: if is FFS if OLC for indirect communications will require additional changes.

* * * Next Change * * * *
[bookmark: _Toc35969984][bookmark: _Toc36050778]6.4.3.4.2	Overload Control Timestamp
The Timestamp parameter indicates the time when the OCI was generated. It shall be used by the receiver of the OCI to properly collate out-of-order OCI headers, e.g. due to HTTP/2 stream multiplexing, prioritization and flow control, and to determine whether the newly received OCI has changed compared to the OCI previously received for the same scope.
The receiver shall overwrite any stored OCI of a peer NF, NF set, NF service, NF service set (according to the scope of the new received OCI) with the newly received OCI, if the new OCI is more recent than the stored information. For instance, for S-NSSAI/DNN based overload control, if the receiver had stored OCI for a peer SMF instance and OCI for a specific S-NSSAI/DNN of that SMF instance, it shall overwrite these OCIs with the new OCI received in a message carrying OCI for the same SMF instance.
If the newly received OCI has the same or an older Timestamp than the previously received OCI for the same scope (e.g. from the same NF, NF Set, NF Service, NF Service Set, then the receiver shall discard the newly received OCI and continue to apply the overload control procedures based on the latest received OCI values.
NOTE:	An NF Service Consumer can receive OCI for the same target scope from different NF service producers, when the scope of of the OCI corresponds to an NF set or NF service set.
An entity generating an OCI shall update the Overload Control Timestamp whenever it modifies some information in the OCI or whenever it wants to extend the period of validity of the OCI. The Overload Control Timestamp shall not be updated otherwise.

* * * Next Change * * * *
[bookmark: _Toc35969990][bookmark: _Toc36050784]6.4.3.4.5.3	sNssai
The OCI header may additionally include the sNssai parameter to indicate that the OCI is for a specific S-NSSAI from the perspective of either the NF-Instance, NF-Set, NF-Service-Instance or NF-Service-Set (defined in clause 6.4.3.4.5.1).
Editor's Note: It is FFS how OCI is produced/updated by a service producer and how OCI is handled by the service consumer when Scope includes one or more dnns and/or one or ore sNssais.

* * * End of Changes * * * *
